3GPP TSG-SA2#42
Tdoc S2-043260
Sophia Antipolis, France, 11-14 October 2004 
Agenda Item:

Policy Enhancements/Flow Based Charging
Source: 


Nortel Networks

Title: 
Gq and Rx

Document for:

Discussion and decision
1. Introduction
Gq and Rx are two new reference points introduced in Release 6 for real-time interaction between “Application Functions” and the PS domain. Gq, between Application Function (AF) and Policy Decision Function (PDF) provides for support of Service Based Local Policy. Rx, between Application Function (AF) and Charging Rules Function (CRF), provides for dynamic Flow Based Charging.
Recent discussions have resulted in the addition of ‘policy-like’ functions to the Flow Based Charging architecture. This raises the question of the relationship between the Gq and Rx reference points.

Architectural disagreements on this relationship appear to be delaying the Stage 3 work on these reference points. This paper considers the architectural questions which remain to be answered.

2. Issue overview
Rx and Gq are both AAA reference points and the Diameter protocol has already been chosen for both. Both can be viewed as supporting a request from an Application towards the network relating to a specific flow of IP packets.

An important question is what, logically, is being requested ? Two possibilities:

· The AF requests authorisation for an IP flow with particular characteristics, or

· The AF specifically requests use of either Service Based Local Policy (Gq) or Flow Based Charging (Rx) or both

This is an architectural question, because it is about distribution of functionality and responsibilities between network elements.

In the former case (“Simple authorisation request”), the AF is not aware of the actions which will be taken by the network in order to provide the authorisation – it just supplies all the flow details that it has and requests authorisation from the network. The network may then choose, based on network policies, what network functions need to be invoked to allow this flow for this application.

In the latter case (“Explicit SBLP/FBC request”), the Application Function is explicitly aware of which network mechanisms will be provided, and explicitly requests the use of one or both mechanisms in the network.

3. Implications

3.1 Simple Authorisation Request
In this case, the AF is not aware of what actions the network will take, nor whether the server it interacts with is a PDF or a CRF (so in particular, Gq and Rx would be the same protocol).

This would not preclude the AF being configured with two servers from which it should seek authorisation, it just wouldn’t need to know which was which.

Clearly, there are some detailed aspects of the request operation which would need to be negotiated between AF and the AAA server (PDF or CRF):

· The AF should indicate whether or not it is able to communicate an “Authorisation Token” to the UE for this flow

· The AAA Server should indicate in response whether an Authorisation Token needs to be sent to the UE

· The AF should indicate whether it wants to be contacted on bearer establishment

· The AAA Server should indicate in response whether it will be able to contact the AF on bearer establishment

· The AF should indicate whether it wants to be contacted on bearer removal

· The AAA Server should indicate in response whether it will be able to contact the AF on bearer removal

Also, the AF would always provide all the information available about the flow, rather than restricting to only the information (it believed was) needed for SBLP or for FBC.

It’s important to note that, with the ongoing evoution of Flow Based Charging, the answers to the above questions depend not just on whether the AAA Server is a PDF or a CRF. For example, in future tokens may be used with Flow Based Charging. Also, FBC may be provided with additional capabilities binding to PDP Contexts and so detecting bearer establishment and removal.
It should also be noted that whether or not the AF can communicate a token to the UE might vary on a session by session basis. For example, the AF may support communication with both old and new versions of the application client software with only new versions supporting the token.

The advantages of this approach are as follows:

· A single protocol implementation on the AF

· Operator decisions on charging/policy mechanisms are de-coupled, as far as possible, from AF capabilities

· Evolution of policy/charging – which is known to be an area of ongoing work – is de-coupled from the Application Functions

· Clean separation between operator policies for charging and policy within their network, and applications which make use of the network

· Possibility of combined CRF/PDF implementations

3.2 Explicit SBLP/FBC request

In this case, the AF is aware of distinct interactions with the CRF and the PDF. The AF knows what kind of services these interactions provide. For example, it knows that PDFs police traffic and that CRFs charge for it. But also it may know that PDFs support charging correlation and CRFs may support some kind of policy-like functions.

Some implications of this are:

· AFs need to be adaptable to different operators approaches to policy and charging – for example an AF should be able to support charging correlation both through a CRF and a PDF and needs some way to determine which should be used

· AFs must support two distinct interfaces, Gq and Rx

· AFs must be configured with operator policies as to when SBLP should be used and when FBC should be used

· Evolution in the services provided by FBC and SBLP may have significant AF impacts, as capabilities which were previously provided from one server move to the other server and the AF’s knowledge of which provides which services needs to be updated.
· AF complexity is increased, since the architectural complexity of the slightly artificial and political separation between SBLP and FBC is exposed up to the AF level.
4. Proposal
On the basis of the above discussion, we propose to follow the “Simple Authorisation Approach”.

As a general principle, this implies that the Application Function supports AAA Client functionality for requesting IP flow authorisation from a AAA server in the network, but the AF does not need knowledge of the network capabilities which are used to apply policy and charging for those flows i.e. whether that AAA server is a CRF or a PDF.

To support separate deployment of CRF and PDF, then AFs should support communication with multiple AAA servers.

A single protocol shall be defined which meets the requirements of both Gq and Rx in Release 6. Most of the work for this protocol is already completed in the form of the Gq protocol. It remains to generalise this to meet Rx requirements as well.

A guiding principle in this generalisation should be that capabilities should always be requested or negotiated individually, rather than assuming that a given capability is only applicable to Gq or only applicable to Rx.
If agreed, this conclusion should be communicated to CN3.
































































































