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1. Introduction
TR 23.899 v.0.3.0 includes  two cases in which correlation is required between a CS call between two end users and an IMS session between the same two users. These two cases are the end-to-end case of Alternative A, and Alternative B.
This correlation is required both within the UE and within the network for the following reasons:

· Correlation is required in the network in order to support charging models in which ‘combinational’ services are charged as such. For example, sending a picture to the other user in the CS call may be charged at a different rate from sending an ordinary MMS.

· Correlation is required in the UE in order to present the services in a ‘combined’ fashion. For example, so that an incoming CS call associated with an existing IMS session is automatically answered, instead of ringing the phone.

This contribution analyses how such correlation can be provided.

2. Discussion

2.1 Correlation at the UE

2.1.1 End-to-end case of Alternative A

Alternative A adopts the concept of indicating CS calls as a media component within the SDP of the associated IMS session. The UE can recognise the association between a CS call and an IMS session based on matching the Called and Calling party numbers of the CS call with the numbers indicated in the SDP.

2.1.2 Alternative B

Section 6.2.1 indicates that “The UE CSI client software correlates the IMS sessions and the CS calls at a bearer level within the UE”. However, no mechanism is proposed to achieve this. Indeed, it was indicated at SA2#41 that no changes to IMS/SIP were proposed (such as additional SDP elements).

One possibility is to correlate the P-Asserted-Identity from the IMS session with the Calling Party Number of the CS call. This implies a requirement to provide E.164 versions of the P-Asserted-Identity.

Another possibility is to use information in the terminal’s phonebook – requiring that users keep both E.164 identifies and SIP URIs for their correspondants in their phonebook. This would at least provide correlation for those users in the phonebook.

2.1.3 Comparison

Both approaches rely on matching of Calling Party Numbers. Both approaches will therefore suffer from the same rare problems with witheld identities.

The principle difference is that:

· Approach B requires the IMS always to provide an E.164 P-Asserted-Identity, or relies on the presence of appropriate phonebook information.
· Alternative A allows the E.164 numbers to differ from those allocated to the endpoints – this supports smooth introduction of the end-to-gateway case (i.e. the CS call may be to/from the gateway, rather than the other endpoint). It’s important to note that the UE procedures do not change between end-to-end and end-to-gateway cases.
2.2 Correlation in the network

Neither alternative describes a mechanism for correlation between IMS sessions and CS calls within the network.

In both alternatives, charging information in both the CS and IMS domains will include identities of the involved parties. This information, along with timing information, could theoretically be used to identify the CS call and IMS session as ‘combinational’ and apply the alternative rating rules.

Such correlation is probably not practical.
In Alternative A, the information from the SDP can be used at least to indicate that there is some associated CS charging information. Note that this information cannot be trusted as a definitive indication of combinational services – since it could be forged by the UE – however, it can be used to reduce the scale of the correlation problem: only IMS sessions including this indication need to be included in the correlation process.

Nevertheless, it is still doubtful whether this would be a practical approach.

3. Proposal

Based on the above discussion, the following changes are proposed to TR 23.899 v0.3.0:

**************** Start of changes **********************
6.1.6

Correlation of charging for the Circuit Switched Bearer

6.1.6.1
End-to-end case

Charging information in both the CS and IMS domains will include identities of the involved parties. This information, along with timing information, could theoretically be used to identify the CS call and IMS session as ‘combinational’ and apply the appropriate rating rules.

Called and calling party number information included within the SDP may be used at least to determine that associated CS charging information should exist. Note that this information cannot be trusted as a definitive indication of combinational services – since it could be forged by the UE – however, it can be used to make correlation more efficient since the charging systems need not search for associated CS domain charging information when these indications are not present.
However, correlation on this scale is probably not practical.

************** Next modified section *****************
6.1.14
Summary of Alternative A

This section presents an architectural option for use of CS bearers with IMS with the following properties:

-
A CS call may be associated with an IMS session to provide a real-time bearer. The CS call may be

established under control of a network-based Circuit Bearer Control Function as part of IMS session setup,

negotiated directly between two end-users (if permitted by the network),

a pre-existing CS call established in association with a previous IMS session 

a pre-existing CS domain call established between two endpoints,

-
In the first two cases, sessions are controlled entirely using IMS service logic – end-user service experience should not be affected. In particular, all other IMS capabilities - presence, instant messaging, application sharing etc. – will operate exactly as expected

-
No impact on CSCFs, MGCF, MGW

-
Either the network, or the client, may control the establishment and use of a CS bearer – supporting early testing/deployment of client-based solutions and later migration to network control

-
The CS bearer may be local to the user – that is, the media is interworked to VoIP as quickly as possible – or may be end-to-end between clients

-
Use of end-to-end vs end-to-gateway CS bearers is transparent to the UE

-
The configuration and CS call setup direction are negotiated per session, supporting flexibility in terms of deployment models and evolution

Some further issues remain to be investigated:


-
Whether the whole solution or only certain options (e.g. network control, client control, end-to-end, end-to-gateway, client-to-network, network-to-client, …) should be considered for further consideration.

-
Verify that the 3rd party call-control mechanisms used by the CBCF are compliant with IETF recommendations in RFC 3725 [3].

**************** Next modified section **********************

6.2.4
Correlation of charging for the Circuit Switched Bearer

Charging information in both the CS and IMS domains will include identities of the involved parties. This information, along with timing information, may be used to identify the CS call and IMS session as ‘combinational’ and apply the appropriate rating rules.
However. Correlation on this scale is probably not practical.
**************** End of changes **********************

































































































