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1. Introduction
TR23.899 v.0.3.0 section 6.1.14 notes as an open issue:
“-
Verify that the 3rd party call-control mechanisms used by the CBCF are compliant with IETF recommendations in RFC 3725 [3].”

This contribution examines this issue in more detail.

2. Discussion

Section 6.1.2 describes how Alternative A can be related to the IETF 3rd Party Call Control model. In this model, a “Controller” mediates between two endpoints “A” and “B” to create a situation where media can flow directly between A and B. However, there is no SIP session between A and B, rather there are separate SIP sessions between the Controller and A and between the Controller and B.

In the context of Alternative A, the CBCF is the Controller, the MGCF is B and the peer IMS client is A.

It should be noted that RFC3725 is not a specification, but just a “Best Current Practice” – it is a guide that describes various ways in which standard SIP capabilities from RFC3261 can be applied to achieve the end result described above.

Similarly, Alternative A of TR 23.899 is not intended to require any non-standard SIP capabilities – it relies on the mandatory capabilities of RFC3261.

RFC3725 considers four call flows, none of which directly correspond to those used by Alternative A. However, it does identify some problems with and properties of those flows. In comparing Alternative A with RFC3725, we should identify whether the proposed Alternative A flows suffer from any of the same problems or have similar properties.

For the case where the B-party is a network element (rather than a real user), RFC3725 recommends Flow I:

           A              Controller               B

             |(1) INVITE no SDP  |                   |

             |<------------------|                   |

             |(2) 200 offer1     |                   |

             |------------------>|                   |

             |                   |(3) INVITE offer1  |

             |                   |------------------>|

             |                   |(4) 200 OK answer1 |

             |                   |<------------------|

             |                   |(5) ACK            |

             |                   |------------------>|

             |(6) ACK answer1    |                   |

             |<------------------|                   |

             |(7) RTP            |                   |

             |.......................................|

This flow would not be applicable to the IMS case, since 24.229 requires an initial INVITE to contain SDP. Flow III also includes use of INVITEs without SDP and Flow IV uses SDP containing no media lines (which would not achieve the objective of negotiating the media type(s) for the session)
The remaining flow from RFC3275, Flow II, aligns more closely with the current flows in Alternative A :

          A              Controller               B

             |(1) INVITE bh sdp1 |                   |

             |<------------------|                   |

             |(2) 200 sdp2       |                   |

             |------------------>|                   |

             |                   |(3) INVITE sdp2    |

             |                   |------------------>|

             |(4) ACK            |                   |

             |<------------------|                   |

             |                   |(5) 200 OK sdp3    |

             |                   |<------------------|

             |                   |(6) ACK            |

             |                   |------------------>|

             |(7) INVITE sdp3    |                   |

             |<------------------|                   |

             |(8) 200 OK sdp2    |                   |

             |------------------>|                   |

             |(9) ACK            |                   |

             |<------------------|                   |

             |(10) RTP           |                   |

             |.......................................|

The differences between the procedures described in RFC3725 and those required by Alternative A are as follows:

· RFC3725 assumes that the Controller does not inspect or modify the SDP. In the CSB case, the Controller is involved in processing the SDP offers and answers in order to ensure:
· A VoIP media component is established between A and the gateway (B), and

· Other media components are established between A and the originating party.

· RFC3725 assumes that the controller is the initiating party on both SIP legs (i.e. the controller sends the INVITE). In the client-to-network case, then the Controller will me mediating between an incoming leg from the Gateway and an Outgoing leg to the terminating party. In this case it perhaps operates more like a Back-to-Back User Agent.

RFC3725 identifies two problems with Flow II. However, these problems do not apply in the CSB case:

Problem 1: use of ‘black hole’ SDP

In RFC3725, it is required to send SDP in the initial INVITE to Party A with connection address of 0.0.0.0. This is to prevent Party A actually sending any media. Use of 0.0.0.0 is no recommended or consistently implemented though.

In the IMS case, the sending of media by Party A is instead prevented by pre-conditions.

Problem 2: possible infinite INVITE exchange

Use of Flow II is not recommended if the end parties are users, since continual modification of the answer SDP by each party, when a new offer is received could result in an endless exchange of INVITEs. However, in the CSB case, one of the UAs (B) is the media gateway, whose behaviour is constrained and simplified by the fact that it only handles a simple voice component.

Only standard SIP capabilities from RFC3261 are used. It can be seen that from the point of view of the endpoints, nothing non-standard is taking place.
3. Conclusion
From the above discussion it can be seen that there are both strong similarities and subtle differences between 3rd Party Call Control as described in RFC3725 and Alternative A procedures.

It can also be seen, though, that the Alternative A procedures do not involve any signalling which is outside that required to be supported by SIP in RFC3261. Just as RFC3725 makes use of standard SIP procedures to achieve its objective, Alternative A does the same to achieve it’s – slightly different – objective.
In fact, the call flows of RFC3725 are not directly applicable to Alternative A. The closest is Flow II. RFC3725 identifies two problems with  Flow II which mean its use is not recommended for 3pcc when the two end parties are both actual end users. However, in the CSB case one of the end parties is a media gateway. This eliminates one of the problems and the use of pre-conditions in IMS eliminates the other.
Alternative A can be seen to be more properly a ‘variant of’ 3rd party call control – as indeed was clarified at SA2#41.

4. Proposal

We propose to remove the open issue on 3PCC:
6.1.14
Summary of Alternative A

This section presents an architectural option for use of CS bearers with IMS with the following properties:

-
A CS call may be associated with an IMS session to provide a real-time bearer. The CS call may be

-
established under control of a network-based Circuit Bearer Control Function as part of IMS session setup,

-
negotiated directly between two end-users (if permitted by the network),

-
a pre-existing CS call established in association with a previous IMS session 

-
a pre-existing CS domain call established between two endpoints,

-
In the first two cases, sessions are controlled entirely using IMS service logic – end-user service experience should not be affected. In particular, all other IMS capabilities - presence, instant messaging, application sharing etc. – will operate exactly as expected

-
No impact on CSCFs, MGCF, MGW

-
Either the network, or the client, may control the establishment and use of a CS bearer – supporting early testing/deployment of client-based solutions and later migration to network control

-
The CS bearer may be local to the user – that is, the media is interworked to VoIP as quickly as possible – or may be end-to-end between clients

-
Use of end-to-end vs end-to-gateway CS bearers is transparent to the UE

-
The configuration and CS call setup direction are negotiated per session, supporting flexibility in terms of deployment models and evolution

Some further issues remain to be investigated:

-
How charging for the CS bearer is correlated with the IMS session, particularly for the end-to-end case

-
Whether the whole solution or only certain options (e.g. network control, client control, end-to-end, end-to-gateway, client-to-network, network-to-client, …) should be considered for further consideration.


































































































