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Support of SMS over Generic 3GPP IP Access

1.0 Architecture for support of SMS over WLAN

The architecture for supporting the delivery/origination of 3GPP based SMS messages over generic IP access, is illustrated in figure 1. The SM-SC and GMSC/SMS-IWMSC are defined in TS 23.040 [6]. The IP Short Message Gateway IP-SM-GW communicates between the IP client and the GMSC/SMS-IWMSC. When the user is connected to and authenticated with the 3GPP network, the HLR/HSS shall be able to provide the address of the IP-SM-GW in order to enable the SMS message to be routed to the cooresponding IP address.
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Figure 1:
Architecture for 3GPP based SMS interworking with IP attached terminal

1.1
IP Short Message Gateway (IP-SM-GW)

The IP-SM-GW shall provide the protocol interworking for delivery of the short message between the IP client and the GSM/UMTS network. The functions of this network element are:
· To connect to the GMSC using established MAP protocols over SS7, appearing to the GMSC as an MSC or SGSN using the E or Gd reference points

· To connect to the SMS-IWMSC using established MAP protocols over SS7, appearing to the GMSC as an MSC or SGSN using the E or Gd reference points

· To communicate with the IP client using IP based protocols maintaining the format and functionality of the SMS message

· To associate the MSISDN with the IP address of the terminal

· Support registration and authentication of the WLAN-UE for SMS services

· Support of security associations between WLAN-UE and IP-SM-GW

1.2
HLR/HSS enhancements

In the routeing of an SMS message, the SMS-GMSC performs a MAP request to the HLR/HSS "send routing information for short message" as defined in TS 29.002 [10] to determine the address of the MSC or SGSN to which to route the short message.

When the user is connected only to a GSM/UMTS network, the "send routing information for short message" returns the address of the MSC or SGSN for delivery of SMS message. In the event that the user is connected via Generic IP access to the 3GPP network, the HLR/HSS shall be able to return the address of the IP-SM-GW in the "send routing information for short message". As such, the HLR/HSS shall support the following functionality:

· An indication that the terminal is IP connected (e.g. an internal flag) for delivery of SMS

· The SS7 MAP address of the IP-SM-GW

· The logic necessary to act on the fact that the terminal is IP connected and return the IP-SM-GW address

The mechanism for prioritizing whether the short message is delivered via a GSM/UMTS or a generic IP access connection when the terminal is simultaneously connected to both access networks is outside the scope of this specification.

1.2.1
An indication that the terminal is IP connected

In order to be able to return the address of the IP-SM-GW in response to a "SendRoutingInfoForShortMsg" request from the GMSC, the HLR/HSS needs to have an indication that the terminal is IP connected and that this is the preferred method for delivery of short messages.

The 3GPP AAA Server maintains the attach status of the user. On attachment, the AAA Server shall send a message to the HLR/HSS when the user is IP attached and authenticated and when it is detached.

1.2.2
The address of the IP-SM-GW

The address of the IP-SM-GW associated with a registered WLAN UE may either be pre-defined as a single address in the HLR/HSS or dynamically configured during the registration process, depending on information received from the 3GPP AAA server or from the IP-SM-GW itself.

1.3
IP address database

The IP address database shall contain the mapping of the IP address of the terminal with the cellular MSISDN. This database may be in the HLR/HSS, in a AAA server or in a ENUM server or it may be contained within the IP-SM-GW.  The database is populated during SMS service registration and authentication of the user.

NOTE:
In the context of WLAN, the IP address of the user may be the remote IP address.

1.4
Reference points

The need for additional reference points is for further study.

1.5
IP Connectivity for SMS over Generic IP Access

For delivery/origination of SMS over generic IP access, the user needs IP connectivity. The user gets the IP connectivity by establishing a tunnel to an appropriate home 3GPP network Firewall Access Gateway. The user registers with the IP-SM-GW for SMS services over this tunnel. This tunnel shall be maintained for use with SMS services while the user is registered with IP-SM-GW. It will be used for sending or receiving of any SMS messages to and from the IP generic terminal. The protocol structure is shown in Figure 2.
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Figure 2: Protocol Architecture for 3GPP based SMS delivery/origination to generic IP terminal 

2.0
Delivery of short messages to IP connected client

An SMS message destined for a particular terminal (with a destination address identified by a MSISDN) is originated by an SME and is sent to the SM-SC associated with that SME in accordance with TS 23.040 [6]).

2.1
Message flows for IP terminated short messages

The message sequence flow for transport of the IP terminated short message from the short message service centre (SM-SC) to the IP client on the WLAN UE is shown in figure 3.

The SMS may either be delivered directly to the IP terminal once the IP-SM-GW has received the short message (direct method), or alternatively a notification may be used (notification method). In the notification method, the IP-SM-GW sends a message to the IP terminal that a short message is available and awaits a response from the WLAN-UE to determine if the user wishes to receive the message.
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Figure 3: SMS delivery to IP terminal

1)
The tunnel between the IP terminal and the home 3GPP network firewall Gateway is established.

2)
Following establishment of the tunnel, the IP terminal registers with IP-SM-GW establishing any necessary security association, authenticates for support of SMS services and registers the association between the user MSISDN (E.164) and its current IP address

3)
The SM-SC forwards the SMS message to the GMSC

4)
The GMSC interrogates the HLR/HSS to retrieve routeing information sendRoutingInfoForShortMsg for the user associated with the MSISDN. When a user is registered on an IP generic network for delivery of SMS messages, the HLR/HSS returns the address of IP-SM-GW (rather than address of appropriate MSC or SGSN)

5)
GMSC delivers the SMS to IP-SM-GW using protocols as if it was a message to an MSC or SGSN.

6)
The IP-SM-GW identifies the IP address and relevant security parameters associated with the MSISDN included in the SMS message.

7a)
When notification method of delivery is used, the IP-SM-GW sends an SMS notification request to the Ip terminal to inform it that an SMS message is available for delivery.

7b)
When notification method of delivery is used, on receipt of the SMS notification message, the Ip terminal responds with a notification acknowledgement indicating whether it wishes to receive the SMS message.

8.
In the event that the direct method of delivery is used, or that a positive acknowledgement is received from the WLAN-UE in response to the SMS notification request, the IP-SM-GW delivers SMS to IP client using http.

9.
IP-SM-GW sends delivery report back to SMS-GMSC (see TS 23.040 [6])

10.
SMS-GMSC sends SM delivery report to HLR/HSS (see TS 23.040 [6])

11.
SMS- GMSC sends SM delivery report to SM-SC (see TS 23.040 [6])

Error handling is performed using the mechanisms defined in TS 23.040 [6].

3.0
Origination of SMS from IP connected client

An SMS message destined for a particular terminal (with a destination address identified by a MSISDN) may be originated by an IP terminal attached client and sent, via the Firewall Gateway, to the IP-SM-GW using an IP based protocol.

3.1
Message flow for IP originated short messages

The message sequence flow for transport of the IP originated short message to the short message service centre (SM-SC) is shown in figure 4. This is based on the message sequence flow in TS 23.040 [6], maintaining where possible the existing message sequences.
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Figure 4:
SMS origination from IP terminal

1)
The tunnel between the IP terminal and the home 3GPP Firewall Gateway is established.

2)
Following establishment of the tunnel, the IP terminal registers with IP-SM-GW establishing any necessary security association, authenticates for support of SMS services and registers the association between the UE MSISDN (E.164) and its current IP address

3)
IP client delivers SMS message to the IP-SM-GW, using http.

4)
IP-SM-GW extracts the SMS message and forwards it to SMS-IWMSC using standard MAP (as TS 23.040) exactly as if it was an MSC or SGSN.

5)
The SMS-IWMSC forwards the SMS message to the SM-SC (see TS 23.040 [6])

6)
SM-SC sends delivery report SMS-IWMSC (see TS 23.040 [6])

7)
SMS-IWMSC sends delivery report to IM-SM-SC (see TS 23.040 [6])

8)
IP-SM-GW sends delivery report to IP-UE using proprietary mechanism and/or protocols.

Error handling is performed using the mechanisms defined in TS 23.040 [6].
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