3GPP TSG-SA WG2 meeting #42                                      Tdoc S2-043054
Sophia Antipolis, France, 11th – 20th October 2004

Source: 
Telecom Italia
Title: 
WLAN Resister status - discussion
Agenda Item:
WLAN
Document for:
Discussion 

1 Introduction
The present version of TS 23.234 about WLAN interworking includes several procedures for authentication, services selection, etc. In addition the TS defines a WLAN user profile including subscriber information. At the same time in each procedure the information exchanged between the function involved is defined, such as subscribe profile between AAA and HLR during WLAN authentication, or UE, PDG and AAA for W-APN authorization. 
Furthermore during last 3GPP SA2 a discussion about the support of other services on WLAN or on a generic solution for IP, such as SMS other IP access, has been taken. One of the main condition for such services is the capability to know when the UE is attach to the IP and where the UE is in order to be able to send information to it.
Now let consider a third key point is considered, for GPRS case, each function involved has set of information stored in any 3GPP equipment or function defined in the TS 23.060 under the chapter “Information storage”. This information represents the data that are exchanged between the relevant interfaces and that is used in order to keep track of user action, to verify the user status, and so on.
Hence, in TS 23.234 the procedure defined and the actions described within the procedures are performed using some data related to the user status, or user request, etc. So the contribution propose to insert a new chapter in TS 23.234 entitled “Information storage” where, in analogy with TS 23.060, are listed the information which are stored in each function and used in the relevant procedure. The contribution does not propose additional information, but just those are already defined and present within each procedure.

2 Description of information
In this section a list of information for each function as derive from the procedure is report. For each of them is included a reference to the procedure and the usage

2.1 HSS

The information related to WLAN to be stored in HSS are:

· WLAN user profile: it is proposed to move section 6.5 into new chapter 8 “information storage” under clause HSS without any changes

· WLAN 3GPP AAA Server Address: the IP address of the 3GPP AAA Server serving the UE as defined in WLAN Access Authentication and Authorisation procedure (sect 7.2) step 9.

2.2 3GPP AAA server/provy
The stored information are:

· WLAN user profile information: as defined in WLAN Access Authentication and Authorisation procedure (ref sect 7.2 step 4), W-APN resolution and tunnel establishment procedure (ref 7.9. step 2.3. and 3.3). The User profile element to be stored are:
· IMSI
· MSISDN

· Operator determined barring of 3GPP WLAN interworking subscription

· Operator determined barring of 3GPP WLAN tunneling

· Maximum session duration

· Subscribed charging characteristics and accounting server

· List of authorizated W-APN
· Local access allowed

· Roaming allowed

· WLAN Status: Represents the status of the user, i.e. if the UE is attach to a WLAN AN, defined in the majority of procedures (e.g. WLAN Session used in Access Authentication and Authorisation procedure (sect 7.2) step 3 , W-APN resolution and tunnel establishment procedure (ref 7.9. step 2.3. and 3.3))
· VPLMN identify: an identifier of the serving VLMN used in Access Authentication and Authorisation procedure (ref sect 7.2 step 8) to verify if the UE has been authenticated by an other VPLMN

· WLAN Session Id: an identifier of the WLAN Session used in Access Authentication and Authorisation procedure (ref sect 7.2 step 8) to verify if the UE has previously established an authentication session

· Authentication triplets: GSM authentication and ciphering parameters as defined in WLAN Session used in Access Authentication and Authorisation procedure (sect 7.2) step 2, step 3 and EAP-SIM procedure

· Authentication quintuplets: UMTS authentication and ciphering parameters as defined in WLAN Session used in Access Authentication and Authorisation procedure (ref sect 7.2 step 2 and step 3 and EAP-AKA procedure)
· Credits quota expressed in Time or Volume: the amount of credits (in time or volume) available for the UE for the present session, as defined in Charging online Charged subscribers procedure (ref 7.8 step 3)

· Serving PDG list: represents the list of the IP address of the serving PDG. Since has been agreed that 1 tunnel per W-APN is used and the user may have active more then 1 W-APN at the same time and two W-APN may corresponds to different PDG, then more than for a UE more than 1 PDG can be active.
2.3 PDG

The stored information are:

· WLAN user identity: in order to be able to perform user authentication procedure with the 3GPP AAA server in W-APN resolution and tunnel establishment procedure (ref 7.9. step 2.3. and 3.3) 
· WLAN IP Local Address: represents the IP address assigned to the user by the WLAN AN and it represents the tunnel external IP address. In the PDG represent remote tunnel end-point IP address and it used for forwarding data to the user. (defined in W-APN resolution and tunnel establishment procedure)

· WLAN filtering policy: to be send to the WAG via the 3GPP AAA server as defined in W-APN resolution and tunnel establishment procedure (ref 7.9. step 2.4. and 3.4) 

· WLAN Tunnel Id: an identifier of the WLAN tunnel used in tunnel establishment and tunnel disconnection procedure (ref sect 7.6 step 5, sect 7.10.1 step 3, sect 7.10.2 step 4) to disconnect the appropriate tunnel
· Requested W-APN: represents the W-APN requested in tunnel establishment procedure and it used to verify if the user can access to the corresponding services and to trigger the suitable action on Wi interface as defined in W-APN resolution and tunnel establishment procedure (ref 7.9. step 2.3. and 3.3).
2.4 WAG

The stored information are:

· WLAN Policy Tunnel Id: an identifier of the WLAN tunnel used in tunnel establishment and tunnel disconnection procedure (ref sect 7.6 step 6, sect 7.10.1 step 6, sect 7.10.2 step 5b) to disable the appropriate policy associated to the related tunnel

· WLAN filtering policy: to be send to the WAG via the 3GPP AAA server as defined in W-APN resolution and tunnel establishment procedure (ref 7.9. step 2.4. and 3.4) 

2.5 WLAN
The stored information are:

· WLAN Chipering key: as defined in WLAN Access Authentication and Authorisation procedure (ref sect 7.2 step 6).

· WLAN Session Id: an identifier of the WLAN Session used in Cancelling WLAN Registration (ref sect 7.4 step 3), Disconnecting Subscriber by WLAN (sect 7.5 step 2), Disconnecting a Subscriber by Online Charging System (sect 7.6. step 2)

· WLAN Access Authorisation information: As defined in Subscriber Profile Update (ref sect 7.3 step 4). It should be noted that the type of exact information is not defined and it is left to stage 3 spec.

· Credits quota expressed in Time or Volume: the amount of credits (in time or volume) available for the UE for the present session, as defined in Charging online Charged subscribers procedure (ref 7.8 step 4)

3 Conclusion

The CR in doc S2-043055 is proposed for approval
