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Conclusion

	S2-043005
	S3-040684
	LS on Forwards compatibility to TLS based access security in IMS
	To: CN1, CN4, SA2

SA3 has identified potential future backwards compatibility problem related to the way IMPI, IMPU(s) and Home Network Domain Name are specified in ISIM related specifications. SA3 has decided to introduce a new requirement on how the domain and realm names should be defined, i.e. all these names should include an indication that IMS is one big trust domain. If this new requirement is not introduced, one deployment mode of using TLS for IMS access security is not possible in the future (see more details in the attached documents). 
Action to SA2:  SA3 kindly asks SA2 to take note of the above decision.
	Noted

	S2-043006
	T2-040315
	LS on MMS over 3GPP Interworking WLANs
	To: SA2, OMA TP, OMA MWG-MMSG, IETF LEMONADE  Cc: SA3

T2 thank SA2 for their liaison statement on MMS over 3GPP interworking WLANs (T2-040279 / S2-041675). 

T2's answers to SA2's questions on MMS over WLAN: 

Question 1: What is the status of the two MM1 implementations (WAP-based or IP-based) and which would be most appropriate for MMS support over WLAN?

The IP-based implementation that is referenced in the 23.140 specification was initiated in Rel-4 as an alternative to the MMS WAP implementation.  However, no stage 3 work has been specified for this implementation and, as a matter of fact this "IP-based" MMS has never been implemented so far. 

Moreover, T2 underlines that there is no link between this IP based implementation and the IETF Lemonade work.

T2 therefore assumes the WAP implementation (which is now being developed further by OMA) to be the most appropriate for MMS support over WLAN. In the following answers, only the WAP implementation is considered.

Question 2: Comment whether they consider the architecture and procedures described in TS 23.234 enable a WLAN UE to send and receive MMS while connected to a Public Land Mobile Network (Home or Visited) via a–WLAN which supports interworking with a 3GPP system (an Interworking WLAN or I-WLAN) using the procedures for tunnelled access to external IP networks ? Also, whether they see any difference in this respect between the WAP-based and IP-based implementations

SA2 has standardised an architecture that allows a WLAN network to connect to a 3GPP network. The connectivity is done via the Wi interface. T2's understanding is that this connectivity therefore allows any IP-based traffic to be exchanged between a WLAN UE and a 3GPP UE.


Please find below T2's analysis on MMS procedures support on a WLAN network: 

MMS sending from a WLAN UE to a 3GPP UE
A prerequisite is that the WLAN UE has an MMS client (compliant to 3GPP/OMA MMS specifications)
embedded.
The MMS sending is based on WAP procedures. These WAP procedures are bearer-independent and can be executed over e.g. IP stack, i.e. GPRS or WLAN. Once the WLAN UE has initiated the sending of this MM, the IP flow should transit via the PDG that should be interconnected, via the Wi interface, to the WAP Gateway of the mobile operator (this WAP GW being interconnected to the MMS Relay/Server of the same mobile operator).

 From T2's understanding, the SA2-standardised WLAN architecture therefore allows MMS sending.

MMS notification and subsequent retrieval by a WLAN UE
The WLAN UE shall be notified via WAP Push. The commonly used bearer for WAP Push is SMS. Therefore, the WLAN UE shall support reception of a notification SMS. The architecture for support of SMS over WLAN has already been standardised by SA2 and has been validated by T2 during T2#26. The subsequent retrieval of the multimedia message is based on WAP procedures and, as for the MMS sending, they are bearer-independent. Please note that delivery report and read-reply report are also based on bearer-independent WAP procedures.

From T2's understanding, the SA2-standardised WLAN architecture therefore allows MMS notification and subsequent retrieval.

Question 3: Comment whether they foresee any work needed on specifications under their control to enable this, and if so, what timescales are foreseen for the completion of this work?

From the above analysis, T2's opinion is that no work is needed to enable MMS over WLAN.

Question 4: Comment whether any work is ongoing to allow these protocols to be used over insecure networks, such as the Internet?

MMS client-server interface is based on WAP that is bearer-independent. Common underlying bearers are GPRS, UMTS or GSM. However, this is out of scope of MMS standardisation.

Question 5: SA2 requests T2 to comment on whether they foresee any impact on the existing functionalities (e.g. for charging, security and addressing) available to an operator when an MMS is sent or received while connected to the GPRS network, in case the user is also connected via I-WLAN ?

No impact has been identified by T2

Additional issues raised on SMS over WLAN

In the course of discussing the above MMS over WLAN questions, an issue was pointed out on SMS. Currently, SMS over CS and SMS over GPRS are available, however very few if any networks have implemented SMS over GPRS. Now a 3rd option becomes available, which is SMS over WLAN. 

How does the network decide which route to use to deliver the SMS? How to choose which way to do it for MT SMS when you have a choice. 

What has the potential to make things worse is if the user herself needs to define or decide what to use, how and when, under which circumstances - unless we can assume intelligent network services or operator implementations to always pick the cheapest, fastest and most reliable infrastructure channel available?

2. Actions:

To SA2 group:

T2 kindly asks SA2 to consider the additional issues raised on SMS over WLAN.

To OMA-MWG-MMSG group:

T2 kindly asks MMSG to review T2’s assumption under “Question 1” and to decide which OMA spec is appropriate for use over WLAN.
	Open, handle on agenda point 10.4 (SMSIP)

	S2-043007
	N1-041563
	Reply LS on the flexibility of filtering of register request
	To: SA2  CC: CN4

CN1 thanks CN4 for their liaison (N4-041111) statement on the flexibility of filtering of register request.

CN1 have in response to the liaison from CN4 drafted a corresponding CR to TS 23.218 inline with the change agreed by CN4.  The basic principles in the CR have been accepted and revised version is available in N1-041562.

CN1 believe that these changes satisfy the requirement outlined by SA2 in their liaison (S2-042280).

Actions to SA2: To take note of these changes to CN1 specifications and make appropriate changes to their specifications.
	Open, handle on agenda point 9.2 IMS

	S2-043008
	GP-042265
	Response LS on Circuit Switched Voice-Video Switching
	To: SA2 Cc: SA1, RAN2

TSG GERAN WG1 would like to thank SA2 for the opportunity to review version 1.0.0 of TR 23.903. GERAN1 has also considered the questions that SA2 asks in the attached presentation sheet, and would like to make the following comments.

Concerning question 1 (How can the UE detect that “video coverage” is available during a UTRAN and/or GERAN voice call?) GERAN1 would like to remark that for an MS in GERAN it is not possible to estimate whether the radio conditions experienced by the MS once it has switched to a UTRAN neighbouring cell will be sufficient to sustain a video call. For example, even if the MS is able to estimate the quality of the downlink connection for UTRAN neighbour cells, it cannot reliably estimate the quality of the uplink connection. It is therefore not possible for an MS in GERAN to estimate whether a radio link quality in the candidate UTRAN neighbour cell is sufficient to re-establish the video call. In addition, the MS cannot know if the candidate UTRAN neighbour cell has sufficient resources for the video call.

Considering question 2 (How should the video call handovers from 3G to 2G be curtailed?), GERAN1 assumes that prevention of handover to GERAN should be implemented using the methods specified in RAN specifications, and shouldn't be visible to GERAN.

Considering question 3 (How to reliably handle fallback from UTRAN to GSM when the 3G and 2G cells are in different Routeing/Location areas?), GERAN1 feels that the capability to direct the MS to a desired RAT/cell after channel release – of which SA2 is already aware – would be useful in order to avoid unnecessary location area updates/routing area updates. GERAN1 would like to remind that this feature has been included only in Release 6 of the GERAN specifications; however, the feature can be considered as a candidate for early implementation.

GERAN1 would like to point out that, in some scenarios, there may be issues with using this directed channel release functionality. For example, after a mobile has been directed from a UTRAN cell to a GERAN cell during a disconnection, the mobile – which now is in idle mode – would start applying the GERAN cell reselection procedures, which could force the mobile to reselect back to a UTRAN cell. This could potentially cause the mobile to perform multiple LAU/RAU procedures, during which the mobile cannot be paged. If this happens, there could be a long time during which a new call cannot be established, thus leading to a long interruption time during fallback from video to voice. In order to avoid this, additional mechanisms (such as the use of timers) may be required to force the mobile to remain on the GERAN cell after a channel release with direction to GERAN.
GERAN1 would like to comment on the issues raised in subclause 4.3.1.2 and 4.3.2.4 of the TR. The subclauses mention the problems that could occur at an inter-RAT cell reselection if the UTRAN and GERAN cells are in different LAs/RAs. However, GERAN1 has identified some scenarios in which these problems will occur also when they share the same LA/RA. For example, due to the fact that a LA/RA boundary may have been crossed while the mobile was engaged in the video call, upon disconnection the mobile will initiate a LAU/RAU procedure. Alternatively, as the values for the criteria affecting cell reselection could be different from the parameters used by the network to decide handover, the transition points are generally different while in idle mode compared to dedicated mode. Because of this, even if a LA border has not been crossed, when the call is disconnected the terminal may decide to perform a cell reselection, which could potentially lead to a change in LA/RA. This applies both to the terminal initiating the disconnection and the terminal receiving the disconnection request.

GERAN1 would also like to inform SA2 that the group is starting to investigate the provision of the video telephony service in the GERAN. From the point of view of the GERAN, the operation within the system would be greatly simplified if video telephony were introduced as a new teleservice. For example, this could enable the higher layers to switch between different codecs (e.g. 3G-324M to speech-only codec or vice versa). GERAN1 would like to ask if this possibility has been considered.

Actions to SA2: TSG GERAN WG1 kindly asks SA2 to take the comments above into account into the continuing investigation of voice-video switching.
TSG GERAN WG1 also asks SA2 to be kept informed about the ongoing work on Circuit Switched Voice-Video improvements, in particular regarding the different options being investigated in SA2 for the fall-back from video to voice.
	Forward to CS VV DG

	S2-043009
	GP-042279
	LS on the content of the session start message
	To: SA2 Cc: RAN2, RAN3, SA4
TSG GERAN would like to thank TSG SA WG2 for their Reply Liaison Statement on repetition of MBMS sessions (S2-042917).

One of the parameters that GERAN2 (in the LS G2-040491) assumed to be included in the MBMS SESSION START REQUEST message was the "indication of the expected time between reception of session start and the commencement of the MBMS Data flow". Since SA2 did not give any details on whether this parameter will be included or not, GERAN2 would like to take this opportunity to explain why they think this information is useful in GERAN.

The reasons whereby GERAN2 see a need for information about the time between the reception of the MBMS SESSION START REQUEST message and the actual start of the data transfer for that specific session are:

· If the information were not available in the BSS, it would have to setup the MBMS radio bearers as quickly as possible. The possibility to utilize the corresponding radio resources then decreases significantly even though there is no data transfer ongoing for the given MBMS session.

· If the information were included in the MBMS SESSION START REQUEST message it could be used for scheduling the Notification/Assignment procedure accordingly. For example, if there is a quite long time between the reception of the MBMS SESSION START REQUEST message and the actual start of the MBMS Data flow it would be advisable to delay the Notification/Assignment procedure.
As far as the information about whether the session relates to a Broadcast or Multicast Service, GERAN2 expects that it is included in the MBMS SESSION START REQUEST message, according to the previous Liaison Statement "Response to RAN3 Multicast and Broadcast service info to the RAN" (S2-042300).

Actions to SA2: TSG GERAN2 kindly requests TSG SA WG2 to take into account the arguments above concerning a need for a parameter indicating the expected time between reception of session start and the commencement of the MBMS Data flow, and reply on whether it will be possible to include it in the MBMS SESSION START REQUEST message.
	Forward to MBMS DG

	S2-043010
	GP-042292
	LS on Generic Access to A/Gb Interface – Feasibility Study
	To: SA WG1 Cc: SA WG2

GERAN has completed the feasibility study on Generic Access to the A/Gb Interface. Attached please find TR 43.901, Feasibility Study on Generic Access to A/Gb Interface which is now under change control.
TSG GERAN is now awaiting confirmation from SA WG3 on the feasibility of the security mechanisms that have been identified during the feasibility study. These security mechanisms are an adoption of the work performed by SA WG3 for the WLAN-Inter-working feature. 

TSG GERAN has found that in general terms Generic Access to the A/Gb Interface can meet all the service requirements defined for the 3GPP system including support of all services requiring support of CC, MM, GMM, SNDCP, LLC and SS as well as SMS, MMS and IMS supported by GERAN. Some of the services which are provided by the Radio network such as CBS, VGCS and VBS cannot be supported in a generic manner. However, it was seen feasible to support CBS services through alternate access-specific mechanisms for e.g. use of multiple IP-unicast. Support of VGCS and VBS would require dedicated support from the alternate access technology. For ongoing development of Release 6 features such as MBMS it was found difficult to conclude in the absence of final solutions for Rel-6. 

With the above background, if SA WG1 can live with the above mentioned limitation, TSG GERAN has determined a simple and cost-effective solution. TSG GERAN has approved the attached WID to formally specify the protocols for enabling generic access and believe that this should not require any substantial work to define new requirements by SA WG1.
	Open

	S2-043011
	N1-041520
	LS on Support of service priorities in MBMS
	To: RAN2 Cc: RAN3, SA2
CN1 would like to thank RAN2 for their liaison statement "Answer to MBMS ARP Support in UTRAN". 

In reply to RAN2's request to provide feedback on the complexity of:

· Introducing service priorities per joined service, per UE

· Changing the decision of whether to set up a PTP connection depending on the UE specific priorities (the PTP vs. PTM decision would not be affected),

CN1 can give the following comments:

For normal PDP contexts, the network has been able to assign allocation/retention priorities per UE and PDP context since R97. Until now these priorities are assigned by the network, based on subscription data. 

For MBMS, only a signalling for the assignment of an allocation/retention priority to the MBMS bearer context has been specified, but not for the assignment of priorities to individual MBMS UE contexts. 

In R99 the value range of the allocation/retention priorities assigned by the network to PDP contexts was restricted to the values 1, 2, and 3. The reason for this was a one-to-one mapping specified by SA2 between the R97 QoS parameter 'precedence' and the allocation/retention priority.

Therefore, if it is intended to compare the allocation/retention priorities of p-t-p RABs and MBMS p-t-p RABs with each other, only a limited granularity will be available. 

Finally, since different subscribers will probably have different priorities for the same MBMS service, it needs to be specified which one of these priorities is to be used on the network interfaces between CN and RAN for the p-t-m bearer.
	Forward to MBMS DG

	S2-043012
	N1-041642
	Reply LS to the TISPAN LS "List of potential Change Requests on TS 24.229 for IMS use in NGN"
	To: ETSI TISPAN Cc: SA2, CN

CN1 would like to thank TISPAN for their liaison statement regarding the list of potential Change Requests on TS 24.229 for IMS use in NGN.

Question from TISPAN:

· Whether some of the proposed changes are already foreseen by 3GPP CN for inclusion in the Release 6 or in the Release 7 timeframe, independently from TISPAN requirements?

Answer from CN1:

An existing Release 6 work item dealing with IMS enhancements and improvements has been used at this meeting as a basis for considering the CRs. However, CN1 is in the process of approving a specific work item for capturing protocol impacts deriving from NGN requirements. CRs targeted for Release 6 timeframe will be considered by CN1 providing they do not impact the stability of Release 6 functionality and that they are seen as improvements applicable to mobile terminals. In the other cases, they will be considered for Release 7.

Question from TISPAN:

· Whether alternative solutions can be suggested to fulfil the initial TISPAN requirements?

Answer from CN1:

CN1 is willing to review any specific solutions proposed by TISPAN and will suggest alternatives if appropriate. 3GPP CN1 intends to create a TR which would be a placeholder for the analysis of identified solutions to TISPAN requirements. CRs against relevant IMS specifications will follow.

Question from TISPAN:

· Confirm that items related to Annex B have no side effect on other sections of TS 24.229.

Answer from CN1:

Annex B contains procedures applicable for the GPRS IP-CAN only, as opposed to the main body of TS 24.229 which is IP-CAN agnostic. CN1 expects that TISPAN will provide equivalent IP-CAN specific information for fixed broadband access consistently with the structure chosen for TS 24.229.
	Noted

	S2-043013
	N3-040584
	Reply to LS on Early media session establishment in IMS
	To: SA2 Cc: CN1

CN3 have considered the Liaison Statement from SA2 regarding support of the SIP extension draft (“draft-ietf-sipping-early-disposition-01”). CN3 has made the following conclusions:
· Early media is already supported in Release 6 (also in Release 5). Support of draft-ietf-sipping-early-disposition-01 is not required in order to support early media. However, some of the functionality may enhance the performance when interworking to PSTN, since it may decrease the clipping problem after 200 OK. Although, CN 3 still thinks that the functionality provided in Release 6 is sufficient, taking into account the additional complexity imposed by the draft-ietf-sipping-early-disposition-01.    

· draft-ietf-sipping-early-disposition-01 defines extensions which can be used together with early media but none of those are required for Release 6, neither would they provide support for any new functionality in Release 6.

· CN3 sees no need for any architectural changes for Release 6.

Actions to SA2: CN3 kindly asks SA2 to take this response into account for the forthcoming work.
	Open, handle on agenda point 9.2 (IMS)

	S2-043014
	N4-041133
	LS on RIM routing addressing between GERAN and UTRAN
	To: TSG GERAN WG2, TSG RAN3 & TSG SA2

CN4 would like to thank GERAN WG2 for their LS initiating this issue and RAN 3 for their guidance on the coding of the proposed information element.

CN 4 have approved the attached CR to 29.060.

A concern was raised in CN 4 as to whether this change to 29.060 would have an impact on 23.060 and so asks SA 2 to look into this and if so make the appropriate change.

Actions to SA2: CN3 asks SA 2 group to check whether any change is required to 23.060 by this change to 29.060? If this is so then SA 2 is asked to make the appropriate change.
	Open, handle on agenda point 9 (R6)

	S2-043015
	N4-041166
	LS on Generic Authentication Architecture (GAA)
	To: SA2 Cc: SA3
CN4 is currently defining the Generic Authentication Architecture (GAA) parameters to be stored within the HSS. While doing this, it was discussed whether Generic Authentication Architecture (GAA) should be considered as a new domain, different from CS/PS and IMS, or should instead be considered as a feature within the aforementioned domains.

CN4 opinion is that SA2 should define such an architectural issue so that CN4 can then define how these data are stored/retrieved within/from the HSS. 


Actions to SA2: CN4 asks SA2 to provide guidance on the above issue.
	Open, handle on agenda point 9 (R6)

	S2-043016
	N4-041201
	LS on support of the RADIUS protocol in I WLAN
	To: SA2 Cc: SA5

CN4 thanks SA2 for their LS on "Supporting RADIUS/DIAMETER Protocol at Wd Interface".

CN4 gives answers to the questions that were directed to CN4 by SA2 (as paraphrased below):

Is the use of RADIUS on the Wd interface technically feasible?

CN4 has analysed a CR to 3GPP TS 29.234 (WLAN stage 3) and finds that the support of RADIUS on the Wd interface is indeed feasible.

What is the opinon of the group on the proposed change to the architecture and its complexity compared to the current architecture.

CN4 debated the issue of supporting RADIUS on the Wd interface taking into account enhancements needed to current architecture. After analysis and debate it was found that architectural impacts would be very minimal (the 3GPP AAA Proxy would now have to have the capability to proxy RADIUS messages; a process that is much simpler and therefore faster than protocol conversion) and in the end CN4 decided in favour of enhancing the Wd reference point to include RADIUS.

The Wd reference point, compared to other reference points (such as Wf, Wg, Wo etc) was considered a special case for the following reasons.

The only purpose of the Wd reference point is to proxy information from the VPLMN to the HPLMN and vice versa.

Further, it was noted that the current protocol conversion from RADIUS messages on the Wa reference point to Diameter, does not produce the same flow as when Diameter is used on the Wa interface. Instead a constrained or "watered down" version of the Diameter flow is produced. This is because the 3GPP AAA Proxy cannot insert missing information that would normally be present had Diameter been used on the Wa interface.

Therefore, in light of this, it was felt that allowing RADIUS on the Wd interface should be allowed.

CN4 also noted that allowing RADIUS on the Wd interface may "open the door" for proposals on the use of RADIUS on other interfaces. CN4 reccomends against this because, as far as possible, one protocol per reference point is still the preferred way. However, Wd in its role is an exception to this (due to RADIUS and Diameter having to be supported in connecting to the non‑3GPP controlled entity of the WLAN AN).

In the transition from current WLAN ANs that use RADIUS to future WLAN ANs that are predicted to use Diameter, co‑existence of both protocols is an unfortunate necessity for the foreseeable future.
Are any probems foreseen to arise with the interaction of the online/offline charging messages in Diameter with the user authentication and authorisation messages still in RADIUS?

CN4 believe that if there is such an issue, then this actually exists with the current architecture.

In the current architecture for the non‑roaming case where the WLAN AN is using RADIUS, such an issue would be prevalent as currently it is expected that the 3GPP AAA Server (HPLMN) will have to convert the RADIUS messages received on the Wa interface to Diameter as used on the Wo and Wf reference points. CN4 notes that this is not currently explicitely stated in the WLAN stage 3 (3GPP TS 29.234).

In the current architecture for the roaming case where the WLAN AN is using RADIUS and the 3GPP AAA Proxy is translating the RADIUS messages to Diameter, these translated Diameter messages dervied from the RADIUS messages are actually a constrained version of the Diameter messages that would be conveyed from the WLAN AN when it is using Diameter. Further, when the WLAN AN network is using RADIUS and the 3GPP AAA Proxy is translating the RADIUS messages to Diameter, the 3GPP AAA Proxy conveys to the 3GPP AAA Server that the WLAN AN is using RADIUS and therefore the 3GPP AAA Server should not send any Diameter messages and/or AVPs that cannot be translated to a RADIUS message/AVP.

In the proposed new architecture for the roaming case where the WLAN AN is using RADIUS and the 3GPP AAA Proxy is simply proxying on the RADIUS messages to/from the 3GPP AAA Server from/to the WLAN AN, such functionality is analogous to the current architecture for the non‑roaming case i.e. it is expected that the 3GPP AAA Server will have to convert the RADIUS messages received on the Wa interface to Diameter as used on the Wo and Wf reference points.

Given the above, CN4 believe that should such an issue exist, it will be prevalent whether or not the newly proposed architecture is approved.

When debating whether or not the issue does actually exist, CN4 concluded that it does not. This is because there are already standardised network nodes in the 3GPP architecture which have more than one protocol stack on them and convert the information received from one interface with one protocol stack, to be sent out on another interface with a different protocol stack. A good example of this is the GGSN where information is received on the Gn/Gp interface, which uses GTP, and which is then sent out on the Gi interface, which is RADIUS. Information such as user authentication, authorisation, and accounting/billing is already implemented in this node and is also live in operator's networks.

Are the proposed changes consistent with the IETF Diameter/RADIUS usage model?

CN4 had difficulty in understanding this question; in particular the term "IETF Diameter/RADIUS usage model".

However, CN4 can see no reason why the proposed changes would not be consistent with the IETF's intended use of the Diameter and RADIUS protocols; both are currently being, and will continue to be, used for AAA procedures in WLAN interworking.

If CN4 has mis‑understood the question, then CN4 invites 3GPP member companies in SA2 with these concerns to raise these with CN4 directly.

One final note on the IETF AAA WG

CN4 informs SA2 that the AAA working group in the IETF has now closed and hence, SA2 should not expect to receive an answer to their LS from this group. The only other group that could be asked is the RADEXT (RADIUS EXTensions) group. However, experience has shown that this group responds only to direct questions asked at the AVP level.

Instead (and as also stated above), CN4 recommends 3GPP member companies in SA2 who have concerns with whether or not IETF protocols are being mis‑used, to raise this directly with CN4. CN4 can then look into this issue and liaise with the IETF, when and where appropriate, using existing mechanisms as set‑up by the CN chairman (3GPP/IETF Harmonisation group).

Actions to SA2: CN4 asks SA2 to note CN4's answers to SA2's questions as stated above, and make the necessary changes to the WLAN stage 2 (3GPP TS 23.234) as appropriate to enable the RADIUS protocol to be used on the Wd interface.

CN4 also asks SA2 to note the information on IETF AAA WG and the existing communication mechanisms with raising issues with the IETF.
	Forward to WLAN DG

	S2-043017
	N4-041203
	LS on Clarification of TMGI format
	To: SA1, RAN2 Cc: SA2, CN1
CN4 thanks RAN2 for their Liaison Statement in R2‑041402/N4‑040898 on "Reply LS on Clarification of TMGI format".

CN4 believes that CN4 is not the right working group to answer such a question on "Would e.g. a 2-octet MBMS service-ID not be sufficiently large to handle all realistic scenarios?" as it is believed that this is more a service requirement aspect rather than a protocol aspect; the question is more "Is 65,535 different MBMS services per operator sufficient, or is 16,777,216 more preferable?". Therefore, this question should be answered by SA1.

For the information of the groups addressed by this LS, at the protocol level in the core network, CN4 can accommodate either a 2 octet or a 3 octet service ID field in a TMGI.
	Forward to MBMS DG

	S2-043018
	N5-040525
	LS on transferring the OSA stage 2 (23.127) responsibility from SA2 to CN5
	To: SA2 Cc: CN, SA

CN5 would like to thank SA2 for their LS on transferring the OSA Stage 2 (TS 23.127) responsibility to CN5.

CN5 has considered the proposal from SA2, and has agreed on the following:

1. To take over the responsibility for the OSA stage 2 from Rel-6 onwards (subject to CN endorsement).

2. To submit the final Rel-6 OSA Stage 2 to CN#26 (12/2004), as agreed by CN#24 (06/2004).

3. To request a new TS number for the OSA Stage 2, so that starting from Rel-6 the current TS 23.127, which covers both OSA and VHE in its scope, can be discontinued.

4. To bring to CN#25 (09/2004) some updates (CRs) to the current OSA Stage 2 (TS 23.127), so that when contributions are available an alignment can be kept between Stages 1, 2 and 3. 
The latest version of TS 23.127 will be used to create the new, OSA only, TS, for submission to CN#26 for Approval.
	Open

	S2-043019
	NP-040439
	LS on update of OSA stage 2, containing draft CR to SA2's TS 23.127
	To: SA2 Cc: CN5, SA

As N5-040525 bullet 4 says, CN5 has submitted to CN#25 (09/2004) a set of draft CRs to 23.127 to the current OSA Stage 2 (TS 23.127), so that where contributions are available an alignment can be kept between Stages 1, 2 and 3. 

CN kindly asks SA2 to consider the attached draft CRs against 23.127 prior to CN5 using the latest version of TS 23.127 as a template for a new TS containing the OSA stage 2. 

The latest version of TS 23.127 will be used to create the new, OSA only TS (23.198) for submission to CN#26 for Approval.

Actions to SA2: CN asks SA2 group to asses and approve the proposed draft CRs to OSA stage 2 during their next (Sophia Antipolis) meeting in order to reflect the current status of the stage 3 which is based on the requirements in SA1’s TS 22.127.
	Open

	S2-043020
	OMA-MWG-2004-0110R01-MMS-over-3GPP-Interworking-WLANs
	Re: MMS over 3GPP Interworking WLANs
	To: 3GPP SA2 Copy: 3GPP SA3, IETF LEMONADE, OMA SEC

MMSG is pleased to reply to 3GPP SA2 regarding MMS over 3GPP WLAN Interworking.

1 Proposal

Please see detailed replies in-line with the original LS text below:

TS 23.234 includes the capability for the WLAN User Equipment (UE) to establish IP connectivity with the 3GPP network in order to access certain 3G services. Hence, the WLAN UE can access at least those services that only require IP connectivity. SA WG2 considers the Multimedia Messaging Service (MMS) as such a service, but would like to confirm that this is the case.

OMA MMSG confirms that MMS is such a service, provided that an MM1 is used which requires only IP connectivity.

SA2 has noticed that MMS specifications refer to both a WAP-based and an IP-based implementation of the UE to MMS server interface (MM1), the former relying on OMA protocols and the latter presumably intended to be based on the ongoing work in the IETF LEMONADE working group to optimise protocols such as IMAP for wireless links.SA2 would like to know what is the status of these two implementations and which would be most appropriate for use for UEs connected over WLAN in Release 6.

There are a number of MM1s developed by various groups.  The OMA MM1 does use WAP but also has a binding to HTTP.  The question is outside of our scope. Please see the attached contribution for more detailed information.

SA2 understands that these implementations assume a secure connection to the IP network, such as that provided by GPRS or equally the capabilities for tunnelled access to external IP networks defined in TS 23.234. SA2 would like to know whether any work is ongoing to specify protocols that would be suitable for use over insecure networks, such as Internet access as provided by the capabilities for Direct IP network access also described in TS23.234.

The question is outside of the scope of OMA MWG MMSG. We invite you to contact the relevant OMA working groups e.g., OMA SEC. Please see the attached contribution for more detailed information. 

1. What is the status of the two MM1 implementations (WAP-based or IP-based) and which would be most appropriate for MMS support over WLAN ?

Any IP-based MM1 which provides authentication, authorization, and protection for message integrity and privacy may be used to support MMS over WLAN.  Please see the attached contribution for more detailed information.

2. Whether they consider the architecture and procedures described in TS 23.234 enable a WLAN UE to send and receive MMS while connected to a Public Land Mobile Network (Home or Visited) via a–WLAN which supports interworking with a 3GPP system (an Interworking WLAN or I-WLAN) using the procedures for tunnelled access to external IP networks ? Also, whether they see any difference in this respect between the WAP-based and IP-based implementations ?

The OMA MM1 with http bindings may be used over this secure VPN, provided the authentication and authorization mechanisms are provided by the underlying connection (since these are not part of this MM1).

3. Whether they foresee any work needed on specifications under their control to enable this, and if so, what timescales are foreseen for the completion of this work ?

The question is outside of our scope. Please see the attached contribution for more detailed information.

4.  Whether any work is ongoing to allow these protocols to be used over insecure networks, such as the Internet ?

Any MM1 which includes authentication and authorization mechanisms and protection for message integrity and privacy is suitable for use over open non-secure networks such as the public Internet. We invite you to contact the relevant OMA working groups e.g., OMA SEC. Please see the attached contribution for more detailed information.

2 Requested Action(s)

We hope the supplied information answers your questions.  If not, please contact us.

3 Conclusion

OMA MMSG thanks 3GPP SA2 for their interest in MMS.
	Open, handle on agenda point 10.4 (SMSIP)

	S2-043021
	OMA-PAG-2004-0328R02-LS-proposing-work-split-3GPP-OMA-on-Presence
	LS proposing work split 3GPP/3GPP2/OMA on Presence
	To: 3GPP CN WG 1, 3GPP SA WG2, 3GPP2 TSG-S, 3GPP2 TSG-X

4 Overview

Presence is currently developed both in OMA, 3GPP, 3GPP2 and IETF. To secure alignment and interoperability between OMA, 3GPP, 3GPP2 & IETF and to facilitate the most efficient use of member companies’ resources, a distribution of responsibilities for each of these groups is proposed here. 

In the absence of a clearly defined distribution of responsibilities   there is an obvious risk of diverging Presence specifications between the aforementioned groups, which would not be beneficial for the industry at large.

This LS kindly requests that 3GPP and 3GPP2 investigate the Action Items in section 3.2 regarding our expectations of a work split between OMA and 3GPP/3GPP2.

5 Proposal

The proposed distribution of responsibilities between IETF, 3GPP/3GPP2 and OMA for specification of the Presence Service may be illustrated as follows:
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The proposed roles of IETF, 3GPP/3GPP2 and OMA in regards to Presence Framework and specifications are summarized as:

IETF

· Specify the protocols (SIP and XCAP) with extensions & enhancements (SIMPLE) for Presence Service

· SIP protocol and procedures for watching and publishing Presence Information 

· XCAP protocol and procedures for management of presence related data (e.g. manipulation of lists and policies)

· Additional functionality (e,g. filtering, content indirection, etc.)

· Specifies a common presence data format allowing possible extensions.

3GPP/3GPP2

· Define IMS message profiles for the OMA Presence framework.
· Define how the Presence IETF SIP framework is used in a well defined IMS architecture to transfer Presence Information from the UE to AS  and the opposite(e.g. definition of the mandatory and optional headers of the SIP methods used by the Presence event framework) or between ASes.

· Specify the mechanisms for transporting presence information from 3GPP/3GPP2 specific network elements (e.g.GGSN, IMS elements, etc) to the Presence Network Agent.

· Specify all other procedures required to support network specific aspects of presence, for example, charging and security.

OMA

· Specify the presence service and architecture in a network agnostic manner, based on the IETF SIP, SIMPLE and XCAP framework. 
· Define the semantics of presence information elements and maps those to the relevant IETF formats

· Specify how the presence framework can be used to create a uniform framework for application development.

· Describe the relationship of the presence framework with the common 3GPP/3GPP2 IMS.

Based on the above overall work split, the proposed scope of the Presence work in OMA and 3GPP/3GPP2 is further detailed in the following sections.

3.1 Proposed scope of Presence work in OMA

Presence Information

OMA will define in Stage 3 specifications the semantics and format of the Presence information content (XML documents), using standard presence information formats from IETF SIMPLE. 

OMA will define how core network states, such as CS attached, PS attached, in CS call and in PS session map to presence states described by IETF SIMPLE formats. OMA should ensure that any missing Presence formats required for OMA enablers are introduced to IETF in SIP/SIMPLE RFCs, such that interoperability with Internet clients is maintained.

Transport over IMS

OMA stage 3 shall not define in detail the use of SIP headers, but shall reference 3GPP/3GPP2 for this. 

Instead OMA will re-use SIP messages already developed 3GPP/3GPP2 specifications on how presence content is transferred from UE to AS.

Similarly, for XCAP-related information, OMA will reuse 3GPP and 3GPP2 transport protocol and re-use IETF work on the contents.  If extensions are necessary, OMA will propose those to the relevant group, such that interoperability is maintained.

Transport over non-IMS

OMA stage 3 shall not define in detail the use of SIP headers, but shall reference IETF for this. 

3.2 Proposed scope of work in 3GPP/3GPP2

3GPP/3GPP2 is proposed to define the SIP/XCAP procedures how the presence-related content is transferred between different network entities  in an IMS network, (using PUBLISH, NOTIFY etc.) including header fields.

3GPP/3GPP2 is proposed to define a SIP interface for the Presence Network Agent (3GPP/3GPP2 Pen). 

3GPP/3GPP2 is also proposed to define the mappings between the presence information available from interfaces on those networks, and the presence elements defined by OMA such that presence sources (PNAs, PUAs.) can publish their information to the Presence Server in a standard format.

This is outlined in the following figure: 
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3GPP/3GPP2 is proposed to define the normative text for how the HTTP headers are populated. If not, it is expected that this will cause problems when defining the security to be used and also when describing how the Authentication proxy work. It is therefore proposed to cover also this aspect in the 3GPP/3GPP2 specifications.
6 Requested Action(s)

OMA PAG WG kindly asks 3GPP(CN WG1 and SA WG2) and 3GPP2 (TSG-X and TSG-S) to agree on the proposed split of responsibilities, undertake the necessary actions defined in section 3.2 and provide feedback whether the work under 3GPP/3GPP2 responsibility will be ready within Rel-6 timeframe and MMDref/A. Possibilities for joint meetings should also be considered.

7 Conclusion

The OMA PAG would like to thank 3GPP (CN WG1 and  SA WG2) and 3GPP2 (TSG-X and TSG-S) for their consideration and response to this request and we look forward to future opportunities to work together.
	Open, handle on agenda point 9.2 (IMS)

	S2-043022
	R2-041899
	LS on Inter-RAT handover from non-shared 2G network to shared 3G network
	To: SA2 Cc: RAN3, CN1 

During RAN2#43, RAN2 has been discussing the proposed network sharing enhancements in UTRAN in more detail. One of the scenarios discussed was an Inter-RAT handover from a non-shared 2G network to a shared 3G network. 

2. 2G -> 3G Inter-RAT handover

2.1. Rel-99/4/5

When a UE performs an Inter-RAT handover to UTRAN, the RNC will sent to the UE as one of the first RRC messages after having received a HANDOVER TO UTRAN COMPLETE message from the UE, a UTRAN MOBILITY INFORMATION message. The UTRAN MOBILITY INFORMATION message informs the UE about the applicable PLMN which the UE is required to know in order to be able to transmit a Routing Area Update
. In Rel99/4/5, the UTRAN MOBILITY INFORMATION message contains only 1 PLMN identity

2.2. Inter-RAT handover from non-shared 2G network to shared 3G network.

When considering the 2G-> 3G Inter-RAT handover in the case the 2G network is a non-shared network, and the 3G network is a shared network, it was questioned which PLMN identity the RNC shall include in the UTRAN MOBILITY INFORMATION message. Two options were identified:

The RNC selects one PLMN identity and includes it in the UTRAN MOBILITY INFORMATION message. The signalled PLMN will be the PLMN used by the UE for the RAU;

The RNC includes all PLMN identities which are applicable in the selected cell/LA in the UTRAN MOBILITY INFORMATION message. The UE should apply the same prioritisation as normally applied in the background scan and will use the highest priority PLMN for the RAU;

Option A) means no changes to the existing UTRAN MOBILITY INFORMATION message. W.r.t. option A), RAN2 has the following questions:

A.1) Since the UE will use the signalled PLMN identity when transmitting the RAU1, should this PLMN-identity be selected such that it will result in a PS signalling connection establishment towards the same CN as which is handling the ongoing CS call i.e. the PLMN Id of the CS Domain of the incoming Iucs?

A.2) How will the RNC select the appropriate PLMN identity in both the MOCN and the GWCN case ? 

A.3) Since the RNC cannot take into account the PLMN priorities as configured in the UE, RAN2 assumes that when the CS call is terminated and the UE enters PCH or Idle state, the UE will quite likely discover with the background scan that the selected PLMN is not the highest priority PLMN available in this cell/LA and perform a LAU/RAU. E.g. in case the RAN is shared between 3 CN operators and a random PLMN is selected, there is a likelyhood of 66% that a second RAU will be required. Is this understanding correct ?

Option B) would allow the UE to select the highest priority PLMN out of all the PLMN’s available in the selected cell/LA. 

W.r.t. option B), RAN2 has the following question:

B.1) Is there a problem with option B due to the fact that the PS signalling connection might be established towards another CN then the CN handling the ongoing speech call ? 

Since option A) might lead to frequent double RAU execution, but option B) might not be supported by the CN, it was not clear to RAN2 which option should be selected.

Actions to SA2:
RAN2 assumes that the identified issue is equally applicable to the 3G->3G relocation case between a shared and a non-shared area.


RAN2 would kindly like to ask SA2 to inform RAN2 which option should be selected. 

For the applicable option, RAN2 would appreciate to receive answers to the indicated questions.
	Forward to Network Sharing DG

	S2-043023
	R2-041909
	Reply LS on an inconsistency between TS 23.060 and TS 25.303
	To: SA2

RAN2 thanks SA2 for their LS on inconsistencies between 23.060 and 25.303. RAN2 agrees that the description in 25.303 is incorrect and proposes to change it as described in R2-041903 in Release 6.

Actions to SA2: RAN2 kindly asks SA2 to consider the proposed changes to 25.303 in R2-041903.
	Open, handle on agenda point 9 (R6)

	S2-043024
	R2-041900
	Reply LS on Optimisation of Voice over IMS
	To: SA2, SA4

RAN2 would like to thank SA2 and SA4 on their LS on Optimisation of Voice over IMS and inform about the current status in RAN2.
As already highlighted to SA2 and SA4 the transmission of RTCP multiplexed with RTP on the same radio bearer raised some concern. From the liaison from SA4 and SA2, RAN2 understands that the use of RTCP for VoIP sessions will be an rather infrequent case.

In order to optimise one VoIP RAB including RTCP the possibilities to split RTP and RTCP on different radio bearers or to remove RTCP in the UTRAN have been envisaged. Split RTP and RTCP allows some optimisation of radio resources usage in UTRAN in case RTCP is present. For the separate transmission of RTP and RTCP two possibilities, i.e. either separate RTP and RTCP in the RNC or to transmit them on separate RABs can be imagined; However today one RAB is mapped on one RB only and this would mean a change in the architecture and the RAN specifications. For the identification of RTP vs RTCP packets a mechanism has been found which is based on the payload type / packet type field as described in Error! Reference source not found., section 12 (see also Error! Reference source not found.) and which allows to separate RTP and RTCP without knowledge of the UDP port number.

However in the case RTCP is present, the possibility to separate RTP and RTCP already on different PDP contexts in the CN has been decided from a RAN2 perspective as being sufficient in Release 6 because there are no changes to the RAN specifications and it is assumed that usage of RTCP would be an infrequent case. In other words, RAN is optimised in case the traffic in the RAB is essentially RTP.

Question to SA4:

1. Can SA4 confirm that the method described in Error! Reference source not found., section 12 (see also Error! Reference source not found.) which is based on the PT field in the RTP / RTCP header be used for separation of RTP / RTCP flows?

RAN2 is still discussing on other optimisations, e.g. for transmission of SIP signalling, to handle header compression or other optimisations on RLC layer, but they should have no impact on SA2 and SA4 work.

Actions to S2, S4: RAN2 kindly asks.S2 and S4 to note RAN WG2 current decisions and provide feedback if necessary, and SA4 to provide answers to the questions from RAN2.
	Open, handle on agenda point 9.2 (IMS)

	S2-043025
	R3-041226
	Response LS on an inconsistency between TS 23.060 and TS 25.303
	To: SA2, RAN2

RAN3 would like to thank SA2 for their LS R3-040985 (S2-042278) on LS on an inconsistency between TS 23.060 and TS 25.303.  RAN3 has discussed the issue in R3-041012 and concluded that Combined Cell/URA Update and SRNS relocation is of type “UE not involved”.

Actions to SA2: To take note of RAN3 conclusion
	Open, handle on agenda point 9 (R6)

	S2-043026
	S4-040555
	Reply Liaison Statement on Mobile Broadcast Services to 3GPP and 3GPP2
	To: OMA BAC Cc: 3GPP TSG SA WG1, 3GPP TSG SA WG2, 3GPP2 TSG-C, 3GPP2 TSG-X


3GPP TSG SA WG4 thanks OMA BAC for their Liason Statement on Mobile Broadcast services. SA4 recognizes the need for information exchange between different standard bodies in order to understand the possible synergies for creating globally interoperable and network agnostic mobile broadcast service enablers. In this sense, SA4 welcomes very much the OMA BAC initiative and is willing to cooperate for this objective. 

SA4 felt important to share with OMA BAC the most updated specifications on MBMS (Multicast Broadcast Multimedia Service) currently under work in 3GPP Release 6.  Attached are TS 26.346 and TR 26.946. It has to be pointed out that the MBMS work is not completed and these specifications are to be considered as work in progress drafts. The work currently specified (and still under specification) for MBMS user service enabler includes (Note, that the MBMS User Services may use one or several MBMS Bearers):

Download delivery method using the IETF FLUTE protocol

Streaming delivery method using RTP (excluding RTCP in the uplink)

File repair post (download) delivery procedure

Multicast/Broadcast service announcement mechanism using the download delivery method

Metadata for user session description

Metadata for file repair description (post delivery procedure).

SA4 plans to include also the following features in MBMS Release 6 specifications:

FEC for download and streaming delivery methods

Reception reporting post delivery procedure

Additional metadata for user service description

Media codecs.

Security (e.g. using SRTP to protect MBMS Streaming media flows)

The current date estimate for completing and freezing the MBMS specifications is December 2004. MBMS specification might evolve also during Release 7 with additional work items that may include advanced broadcast/multicast topics (e.g., QoS adaptation).

SA4 would like to express its willingness to identify areas of cooperation with OMA BAC for the benefit of the mobile broadcast standards (e.g., Electronic Service Guide specification, download delivery, streaming delivery, etc). SA4 would also like to ask OMA BAC to keep SA4 informed on possible evolutions of their work.

Actions: OMA BAC to inform 3GPP SA4 of the scope and progress of their work.
	Forward to MBMS DG

	S2-043027
	S4-040596
	Reply LS On the Outcome of Harmonization of AMR Configurations
	To: GERAN, RAN2, T1, CN4, CN3 Cc: SA2, GERAN1/2/3

pleased to report that an agreement could be reached on a common Configuration for narrowband AMR on all 3GPP radio access technologies. This new preferred Configuration contains the AMR modes: 
12.2 – 7.4 – 5.9 – 4.75.  It is especially recommended for use in GERAN-UTRAN combined networks for transcoding free operation (via TFO and/or TrFO).

This new AMR Configuration will be incorporated into TS 28.062 (TFO) and TS 26.103 (Codec List) by SA4 for REL-6. Corresponding Change Requests can be found in documents S4-040594 and S4-040595. These CRs have been agreed by SA4#32. 
	Noted

	S2-043028
	T2-040329
	SMS Fraud countermeasures
	To: SA3 Cc: CN4,SA2

T2 has reviewed the above document and its attachment.

T2 of course supports any attempt to reduce the risk of the fraudulent use of SMS.

Such problems that are described in the SA3 document arise from the fact that SMSC’s are not always under the control of trusted parties and that some operators have failed to provide adequate control over SMSC’s connected to their networks. It only takes one operator to allow unscrupulous SMSC’s to connect to their network to result in a problem for all networks and SMS users. 

T2 feels that the proposals outlined are fundamentally MAP issues and somewhat outside the scope of T2’s work and expertise.

T2 would however like to point out that increased loading on SS7 transactions and additional transactions themselves would result in degradation of overall SMS delivery which operators may be concerned about. 

Additionally, it is unclear to T2 how it is intended to maintain a list of authenticated Source addresses in every MSC in every network.
	Noted

	S2-043029
	T2-040349
	LS on USIM and ISIM selection in the UE
	To: SA3 Cc: SA1, SA2, T3

T2 would like to thank SA3 for their LS on USIM and ISIM selection in the UE (S3-040651/T2-040291). 

T2 have studied S3-040651 and its attachments. With regards to the issue of USIM and ISIM selection in the UE, T2 have not identified any action for T2 to take. T2 has no comments regarding the CR to TS 33.200.  

However, T2 wish to make the following comment on the usability of the UICC application selection dialog described in S3-040648 attached to S3-040651. For reference, the relevant section of S3-040648 is included below.

[d.
if there are no UICC applications active:

-
if there is only one UICC application, the UE activates it, if possible, and selects it;

-
if there is more than one UICC application, the UE may show a UICC application selection dialog to the end user (the list contains the "Labels" from the application list of the UICC), from which the end user selects the UICC application to be activated; if no dialogue is shown the ME shall activate the default USIM, if possible, and select it.]

T2 wish to question the rationale for expecting the user to select between the UICC applications, in the case where there are no UICC applications active and there are more than one UICC applications present. Is it feasible to expect the average user to be able to select the appropriate application? 

The above comment should be treated as an observation for SA3 to consider. However, it is expected that detailed discussion of this matter would be more appropriate if conducted between SA1 and SA3. 
	Noted

	S2-043030
	ETSI TISPAN 04TD344r1
	Reply to LS from SA2 in S2-042341 concerning Location information issues
	To: SA2

TISPAN EMTEL project (Emergency Telecommunications) thanks SA2 for their analysis of our draft document for TS 102 164 mentioned in your liaison statement. We note your comments with interest and offer replies in the annotated copy of your liaison attached below. However we would like to inform you that the document has progressed beyond draft status and is now published.

We would be interested in your reaction to our comments.  We invite a reply at your convenience, preferably before the next plenary meeting of TISPAN in January 2005.

TISPAN comments are in Blue text.

LS to TISPAN on Open Issues in TISPAN TS 102 164 

Release: 6
Work Item: LCS2
Source: SA2
To: TISPAN
Cc: SA1
Contact Person:
Name:

Robert Beeson, Lucent Technologies Tel. +1 623 572 4715


E-mail Address:
rbeeson@lucent.com

1. Overall Description:

TISPAN, in the Informative Annex C to their current draft specification for the Emergency Le interface, has identified a number of issues that impact wireless networks.  In comparing the issues with current 23.271 (plus the proposed changes to standardise the emergency call capabilities for the EU), a number of incompatibilities are identified.  These incompatibilities must be corrected in order to provide a workable E112 system.

In the text below the Section Headers are extracted from the Annex C describing various issues, while the red italicised text represent 3GPP SA2 position regarding those issues.

General Comment

It is SA2s understanding that TISPAN feels that the issues they have identified in Annex C are to be solved in future releases.  It is our position that the issues identified below must be included in the first release of the TS 102 164 or else there will be severe interoperability problems.

The Document TS 102 164 was produced for Emergency Service organisations to use a basic set of features aligned with LIF 3.0 in the EFA/EU area for fixed and mobile positioning as requested by the EU commission. It is agreed there may be interoperability problems once Emergency Service Organisations in the EFTA/EU area require a support a more complex scenario beyond compliance with Lif 3.0. This will be pursued in future releases and TISPAN are willing to resolve these issues with SA2 to ensure backward compatibility. 

C.1
 - Circle Location configuration – Additional shape to ellipse

Already defined in MLP TS 101 V3.0.0 [1] from LIF Forum

3GPP SA2 response:  In most cases, the wireless networks will report the shape of a cell as a polygon.  TISPAN should implement their specification to allow all shapes identified in 3GPP TS 23.032.  Note: this must be agreed between 3GPP and TISPAN, as procedures in 23.271 might be affected, since otherwise somewhere a translation from polygon to ellipse or circle must take place (along with corresponding loss of accuracy).

Shapes will be added as and when required by EFTA/EU countries. At present in the published document the Elliptical shape is supported see subsection 6.2 of the published specification. 
C.2
 - In-Bound Roamers

In summary the visited MNO needs to know which of their MSC’s the InBound roamer is connected in order to enable their Cell-ID based location to be found

This would normally required the Visited MNO Operator to request this information from the InBound roamers Home MNO

The Swedish 112 Mobile Location standard requires the MSC number to be passed to the Emergency Operator entity in the “Location Number” field of an ISUP “Initial Address Message”.

The Emergency Operator entity can then pass this MSC Number to the visited network as part of the MLP message (standard optional field).

Protocol compatibility issue, need to investigate the availability of ISUP v4 EN 300 356

3GPP SA2 response:  We agree, MSC Number would then be part of the correlation information that is needed.  Note:  This must be agreed between TISPAN and 3GPP, as procedures in 23.271 are affected.

Agreed TISPAN are willing to co-operate with SA2. This issue was not solved and as such it is not part of the published specification

C.3
 - Cell-ID Based Location Performance

When an Emergency call is made, the 3GPP standards specify that the Cell-ID which is in use is stored – this is called INITIAL location in the standards and can be retrieved by a location server very quickly (typically about 1 sec)

A location server can also cause a handset to be paged and the Cell-ID currently in use to be obtained and stored. This is called CURRENT location in the standards. Because paging the handset takes time, this CURRENT location can only be retrieved by a location server after a longer time (typically 3-8 secs?)

As well as the retrieval time difference, the INITIAL location may well be different to the CURRENT location if the Caller is moving eg in a vehicle or train.

Already offered, performance of current CellID or CellID at the start of call, differs in different network implementations and technology.

3GPP SA2 response:  There has never been any requirement from EMTEL regarding “current” vs. “last known”, or “initial”.  This has little to do with Performance, but nevertheless does impact the specification.  Our proposal is that the original request from the PSAP towards the network asks for “initial” position, as this allows networks to implement privacy procedures that prevent PSAPs from obtaining position of subscribers that have not made emergency calls.

This text is a note of the fact that operators cache the data differently. It is factual not a proposal. The text in subsection 10 states the position clearly from information supplied by MNO’s.

C.4
 - Proposed additional functionality - Position fix type

C.4.1
Location Technology Selection

An issue with the ideas in MLP Lite was that the request would not allow the requestor to specify which location technology to use if more than one was implemented by an operator

Eg MNO implements both Cell-ID and Assisted GPS technologies. Cell-ID gives a quick inaccurate response whereas A-GPS gives a slow accurate response. The Emergency Operator may require both. Eg Cell-ID based to initiate response despatch and then A-GPS to locate the caller more exactly.

MLP 3.1 allows the “eqop” element (already defined for Standard Immediate requests) to be included in Emergency Immediate requests

Within “eqop” the element “resp_req” allows the Location technology required to be implied.

Values of “resp_req” allowed are as follows –

NO_DELAY

No delay: The server should immediately return any location estimate that it currently has.  

LOW_DELAY

Low delay: Fulfilment of the response time requirement takes precedence over fulfilment of the accuracy requirement.

DELAY_TOL

DEFAULT - Delay tolerant: Fulfilment of the accuracy requirement takes precedence over fulfilment of the response time requirement.

The interpretation of these values is defined in 3GPP documents 22.071 and 29.002

This parameter indicates what is important to the Emergency Operator (ie speed or accuracy) but how that is achieved within an MNO Domain with a particular User and a particular handset would be an implementation decision for each Operator.

3GPP SA2 response:  3GPPSA2  is proposing that the “initial” position request determined at the start of the call, be of type “no_delay”, in order to get the cell id accuracy level quickly  (It will have been pushed to the server).   Note: this must be agreed between 3GPP and TISPAN, as procedures in 23.271 are affected.

This will be considered further as alignment with OMA/LIF 3.2 is considered in the next release of TS 102 164. However subsection 10 outline the procedures etc. regarding the positioning of the location data etc. It may be that TISPAN has misinterpreted the ability of MNO’s in this area and TISPAN would be happy to correct any misunderstandings.

2. Actions:

To group: TISPAN

SA2 kindly request TISPAN to consider SA2 position on the identified issues, and effect changes to ETSI TS 102 164 to match the current capabilities of wireless networks.
	Open, handle on agenda point 9.7 (LCS)

	S2-043031
	OMA-PoC-2004-765R02-LS about signaling compression
	LS to 3GPP about signalling compression
	To: 3GPP TSG-SA WG2, 3GPP2 TSG-X Copy: 3GPP TSG-CN WG1

8 Overview

The OMA POC WG is currently doing “stage 3” work including the control plane work for Push-to-talk over Cellular (PoC). 

In PoC, user requirements [OMA POC RD] stipulate that the right-to-speak (RTS) indication for PoC should be in less than [2.0] seconds. 

The OMA POC WG recognizes that the RTS indication delay is heavily dependent on transport delay of the session initiation messages that in its turn depends on the available bandwidth provided by the radio bearer and the sizes of the messages sent over the radio bearer. Therefore it is concluded that the RTS indication delay is dependent on SigComp performance, especially on low bit rate links (e.g. GSM/GPRS).

To ensure that combinations of different implementations from different vendors interoperate well and that the system performance in such cases meets the user requirements, the OMA POC WG recognize that it may be beneficial with a more detailed description of how SigComp should be used.

It should be noted that none of the SigComp related specifications referred to in the OMA PoC Control Plane specification: IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 and 3GPPTS24.229 specifies a end-user service. The mentioned documents describe SigComp as a general SIP compression framework that may be used for a set of different services and the mentioned specifications do not specify in detail how SigComp can be used to meet a set of defined user requirements. 

The OMA POC WG recognize that the following specifications IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 or 3GPPTS24.229 do not specify or recommend: 

· The use of separate transport ports or a common transport port for SIP and SigComp messages

· Minimum requirements for the endpoints like decompression memory size (DMS) and state memory size (SMS)

· When the UDVM byte code should be exchanged

It should therefore be noted that different implementations that follows IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 or 3GPPTS24.229 could behave very differently. 

Therefore, the RTS indication delay may be dependent on the combination of the implementations of SigComp in the nodes even though the implementations follows IETF RFC 3320, RFC 3321, RFC 3485, RFC 3486, 3GPP2 X.S0013-004 or 3GPPTS24.229.

9 Proposal

N/A

10 Requested Action(s)

Since the OMA POC WG specifies the application layer mechanism for PoC and 3GPP/3GPP2 specifies the IMS/MMD layer, the OMA PoC WG kindly requests the 3GPP SA WG2 and the 3GPP2 TSG-X to investigate the need to give more detailed guidelines addressing the implementation of SigComp for PoC in order to meet the user requirements for PoC.  

The OMA POC WG recognize that 3GPP SA WG2 have a PoC related working item and asks the 3GPP SA WG2 if they are willing to consider to include guidelines of how signalling compression should be used in the PoC TR currently being developed (if the 3GPP SA WG2 finds that the inclusion of such guidelines is beneficial).

Attached to this document are the signalling compression related contributions that have been discussed in the OMA PoC WG.


	Open, handle on agenda point 9.3 (PoC)

	S2-043032
	OMA-POC-2004-0768R1-LS-to-3GPP-SA2-SA5-Use-of-Charging-ID
	Use of an Application ID for PoC charging in IMS
	11 Overview

When the SIP IP core, over which a PoC session is running, is an IMS/MMD as specified by 3GPP/3GPP2 then the corresponding mechanisms and charging identifiers are used. To facilitate inter-operator accounting and billing correlation, the PoC WG is now considering an additional type of charging identifier which we refer to as an Application ID. This Application ID would provide a common identifier for all participants in a PoC session, who may be in the same or different networks. 

12 Proposal

The PoC WG are considering the addition of a PoC session Application Level Charging Identifier (AppID) intended to facilitate inter-operator accounting and billing correlation. The Application ID would be generated by the controlling function (server controlling the PoC session) and distributed to all other participating functions (servers in the same and other networks). This unique ID may then be included in normal CDRs used for charging correlation and allows, for example, the called party to be charged as required.

For ease of understanding the diagram on the following page shows three Poc Servers (which in the IMS are SIP Application Servers and act as back to back user agents) in different operators networks and establish separate SIP dialogs between themselves to set up a PoC Session. Note that the PoC Servers can also be in third party networks other than the IMS network of the IMS operator.
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13 Requested Action(s)

We kindly request both SA2 and SA5 to urgently examine this proposal and confirm that such an Application ID could be distributed via the IMS to the participating servers in the same and other IMS based networks. Can you please also provide the PoC WG with guidance on the perceived value and use of this common ID, to be included in CDRs for charging correlation purposes. 

14 Conclusion

The OMA PoC WG would like to thank SA2 and SA5 for their assistance in this matter which is needed urgently to enable our PoC Release 1 specifications to be completed before November of this year.
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� The RAU will be sent in an RRC INITIAL DIRECT TRANSFER message which mandatory contains the IDNNS IE. The setting of the IE depends on the current PLMN/LAI/RAI.
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