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1. Overall descriptions
SA2 thanks SA3 for its liaison statement about enhanced NAI for EAP-AKA (S3-040672/S2-042440).

SA2 recognized the following concerns on the method proposed in the LS.

EAP-AKA is used in two different situations; authentication for WLAN access (scenario 2) and authentication during tunnel setup (scenario 3). In the former case, EAP messages are routed via AAA servers, so NAI decoration is required. But in the latter case, EAP messages are transported directly between a WLAN UE and a PDG, so no NAI decoration is required. 

SA2 acknowledges that the main purpose of the proposal in the LS is not EAP message routing but solving the security problem (i.e. Man-In-The-Middle attack). However, the enhanced NAI and the decorated NAI contains overlapping information about VPLMN identity when it is used for WLAN access authentication. 
Decoration of the realm part of NAI is done according to the current version of EAP-AKA Internet-Draft and RFC 2486bis. Please note that the proposal from SA3 to decorate the realm part of the NAI may contradict these documents.
Also using the word of ‘scenario’ is not recommended, because it is just the term to distinguish possible steps in developing/deploying I-WLAN. Please note that the word ‘scenario’ has been removed from TS 23.234.

2. Actions:
To SA2, CN1 and CN4

SA2 kindly asks SA3, CN1 and CN4 to consider the concerns stated above for their decisions.
3. Date of Next TSG SA WG2 Meetings:

TSG-SA2 Meeting #42
11-15 October 2004
Sophia Antipolis, France
TSG-SA2 Meeting #43
15-19 November 2004
Seoul, Korea
