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8.2
MBMS Multicast Service Activation

The MBMS multicast service activation procedure registers the user in the network to enable the reception of data from a specific multicast MBMS bearer service. The activation is a signalling procedure between the UE and the network. The procedure establishes MBMS UE contexts in UE, SGSN and GGSN and BSC/RNC for each activated multicast MBMS bearer service comparable to regular PDP contexts.
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Figure 7: The activation of an MBMS multicast service

1.
The UE activates a default, typically best-effort PDP context if not already established. This can be a PDP context used for basic IP services like WAP or Internet access, or it might be the signalling PDP context used for IMS access.
2.
The UE sends an IGMP (IPv4) or MLD (IPv6) Join message over the default PDP context to signal its interest in receiving a particular multicast MBMS bearer service identified by an IP multicast address.

3.
The GGSN sends an MBMS Authorization Request seeking authorization for the activating UE to receive data. The authorization decision, which may be based on subscription data in the BM-SC, is provided in the MBMS Authorization Response together with the APN to be used for creation of the MBMS UE context. If the MBMS Authorization Response indicates that the UE is not authorized to receive the MBMS data the process terminates with no additional message exchange.

4a.
The GGSN receives the IGMP/MLD Join request and sends an MBMS Notification Request (IP multicast address, APN, Linked NSAPI) to the SGSN. Linked NSAPI is set equal to the NSAPI of the PDP context over which the Join request was received. The IP multicast address is the one requested by the UE in the Join request. The APN may be different from the APN to which the default PDP context has been activated. In any case, the APN may resolve to a GGSN that is different from the GGSN receiving the IGMP/MLD Join request. The GGSN starts a MBMS Activation Timer as GGSN may receive no response, e.g. in case SGSN or UE does not support MBMS.
4b.
The SGSN sends a MBMS Notification Response (Cause) to the GGSN that sent the MBMS Notification Request, where Cause shall indicate whether or not the MBMS context activation will proceed. Upon reception of the response message with Cause indicating unsuccessful operation or time-out of the MBMS Activation Timer in the GGSN, the GGSN may fallback to IP multicast access as defined in 3GPP TS 29.061 [4].
5.
The SGSN sends a Request MBMS Context Activation (IP multicast address, APN, Linked NSAPI, TI) to the UE to request it to activate an MBMS context. Linked NSAPI allows the UE to associate the MBMS Context with the PDP context over which it sent the IGMP/MLD Join message in step 2. TI was chosen by the SGSN and contains a value not used by any other activated PDP context and MBMS UE context for this UE.

6.
The UE creates an MBMS UE context and sends an Activate MBMS Context Request (IP multicast address, APN, MBMS_NSAPI, MBMS bearer capabilities,) to the SGSN. The IP multicast address identifies the MBMS multicast service, which the UE wants to join/activate. An APN may indicate a specific GGSN. The MBMS bearer capabilities indicate the maximum QoS the UE can handle. The MBMS_NSAPI was chosen by the UE and contains a value not used by any other activated PDP context and MBMS UE context for this UE. If the SGSN has the MBMS Bearer Context information for this MBMS bearer service, the SGSN should verify the UE's MBMS bearer capabilities. If the SGSN determines that the UE's MBMS bearer capabilities are less than the Required MBMS Bearer Capabilities, it shall reject the request for activation of an MBMS context with an appropriate cause.

7.
If the MBMS UE Context was not established, the SGSN sends a MBMS Notification Reject Request (Cause) to the GGSN that sent the MBMS Notification Request, where Cause shall indicate the reason why the MBMS UE Context could not be established. The GGSN then sends a MBMS Notification Reject Response back to the SGSN. This should prevent further sending of MBMS Notification Request messages. The procedure is then terminated.
8.
Security Functions may be performed, e.g. to authenticate the UE.

9.
The SGSN creates an MBMS UE context and sends a Create MBMS Context Requests (IP multicast address, APN, MBMS_NSAPI, IMSI, MSISDN, Serving network identity) to the GGSN.
10.
The GGSN sends an MBMS Authorization Request (IMSI, MSISDN) seeking authorization for the activating UE. The authorization decision is provided in the MBMS Authorization Response.
11.
If the GGSN does not have the MBMS Bearer Context information for this MBMS bearer service, the GGSN sends a MBMS Registration Request (MSISDN, Serving network identity  to the BM-SC. See subclause "MBMS Registration Procedure".


If no TMGI has been allocated for this MBMS bearer service, the BM-SC will allocate a new TMGI. This TMGI will be passed to GGSN and SGSN via the MBMS Registration Response message and further to UE via Activate MBMS Context Accept message.


The BM-SC responds with a MBMS Registration Response containing the MBMS Bearer Context information for this MBMS bearer service and adds the identifier of the GGSN to the "list of downstream nodes" parameter in its MBMS Bearer Context. See subclause "MBMS Registration Procedure".

12.
The GGSN creates an MBMS UE context and sends a Create MBMS Context Response to the SGSN.

13.
If the SGSN does not have the MBMS Bearer Context information for this MBMS bearer service, the SGSN sends a MBMS Registration Request to the GGSN. See subclause "MBMS Registration Procedure".


The GGSN responds with a MBMS Registration Response containing the MBMS Bearer Context information for this MBMS bearer service and adds the identifier of the SGSN to the "list of downstream nodes" parameter in its MBMS Bearer Context. See subclause "MBMS Registration Procedure".

14.
The SGSN provides RAN with the MBMS UE Context(s) if at least one PS RAB is established for the UE.
15.
The SGSN sends an Activate MBMS Context Accept (MBMS bearer capabilities) to the UE. The MBMS bearer capabilities indicate the maximum QoS that is used by this MBMS bearer service and the UE may take it into account when further MBMS bearer services are activated. If it was not possible to verify the UE's MBMS bearer capabilities in Step 6, the UE’s MBMS bearer capabilities will be verified now. If the SGSN determines that the UE’s MBMS bearer capabilities are lower than the Required MBMS Bearer Capabilities the SGSN rejects the request for activation of an MBMS context indicating an appropriate cause and starts the deactivation of the already established MBMS UE contexts.
************************************** 2nd modified section*************************************
8.10
Inter SGSN Routeing Area Update

This procedure is performed when a UE with active MBMS bearer service performs a Routeing Area Update and the serving SGSN changes. It bases on the Inter SGSN Routeing Area Update procedure specified in TS 23.060. The procedure is performed regardless whether MBMS sessions are ongoing or not. The handling of any PDP contexts established by the UE is not changed compared to the procedure without MBMS. The procedure described below does not show all details of the Routeing Area update procedure. Only for the MBMS specific additions the steps are described.
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 Figure 14: Inter SGSN Routeing Area Update

2)
The context transfer in step 2 includes the transfer of the MBMS UE Context(s).

7)
The new SGSN sends Update MBMS UE Context Request (Serving network identity) to the GGSNs concerned. The GGSNs update their MBMS UE Context fields and return Update MBMS UE Context Response. Also, GGSN sends updated Serving network identity to the BM-SC if necessary .
12)
If the old SGSN does not have any more MBMS UE Contexts for the MBMS bearer service(s) and the "list of downstream nodes" in the corresponding MBMS Bearer Context is empty, the SGSN sends an MBMS Deregistration Request to the GGSN. The GGSN responds with an MBMS Deregistration Response and removes the identifier of the SGSN from the "list of downstream nodes" parameter in its MBMS Bearer Context. See subclause "MBMS Deregistration Procedure".

13)
The new SGSN verifies for each MBMS UE Context received whether it has a corresponding MBMS Bearer Context. For each MBMS Bearer Context the SGSN does not already have the SGSN creates an MBMS Bearer Context (in "Standby" state) and sends an MBMS Registration Request to a GGSN. This registration is described in subclause "MBMS Registration Procedure".
10
Charging requirement
10.1
General

MBMS architecture shall support on-line and off-line charging.

It shall be possible to collect charging information for the multicast mode. It shall also be possible to collect charging information for MBMS services in visited networks.

MBMS shall collect charging information about the transmission of MBMS broadcast or multicast data that are provided by content or service providers (e.g. 3rd parties). This shall enable billing of broadcast and multicast content or service providers.

To enable billing of broadcast and multicast content providers, data shall be collected at the BM-SC.
NOTE:
SGSN, GGSN and BM-SC generate charging data for the transmitted data, always under the assumption that the UEs are within the MBMS service area. If the MBMS service area is less than the PLMN, then there is the possibility that a UE will have moved outside the MBMS service area. Charging data will still be generated for that UE causing an inaccuracy in the data. This inaccuracy increases as the size of the MBMS service area is decreased.
10.2
Bearer level charging for MBMS

To provide bearer level charging for MBMS, mechanisms and functional elements described in 3GPP TS 23.125 [12] are used. In case the BM-SC intends to provide input for bearer level charging, it acts as an Application Function (AF) from the perspective of the flow-based bearer charging architecture (see TS 23.125).

NOTE-i:
It is expected that bearer level charging is used to zero-rate MBMS traffic.

NOTE-ii:
It is expected that the flow filters for MBMS are statically configured in the TPF, hence BM-SC input is not required for bearer level charging.
**************************************3rd modified section*************************************
10.3
Application level charging for MBMS
In order to meet the MBMS charging requirements in 22.146 and 22.246, the following elements and functinalities are provided by the MBMS architecture:

a) the MSISDN and IMSI are passed to the BM-SC. This provides the operator with the ability to associate GPRS location information (i.e. serving network idenity) with a user.
b) In order to permit differential roaming tariffs, the serving network identity is provided to the BM-SC.
c) Charging for MBMS services is based on application layer mechanisms, since it is only at the application layer that security is provided which can restrict content to authorised users or confirm delivery of content to users
The following general requirements apply to charging information generated by the BM-SC:

Charging information generated for application layer charging events should include the above information provided by the GPRS network to facilitate differential roaming tariffs.
Charging information should include an indicate of the point at which the user had access to the content (e.g. if and when decryption keys for encrypted content are sent to the UE.). 




10.4
Generation of charging records in the VPLMN

In order to permit the settlement of inter-operator roaming charges , the SGSN needs to raise CDRs. 

The information that needs to be included on these CDRs is FFS.
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