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Annex D (informative):
Policy functions provided by FBC architecture

D.1 
General

This Annex studies the possibilities and solutions for evolving FBC towards supporting policy control functions similar but not equivalent to what is provided by SBLP and Go. However, policy requirements in the context of FBC need to be clarified and could establish different needs than those of SBLP and Go. SBLP focuses on the control of bearer resources based on a binding mechanism that binds one or more service to a bearer. FBC evolution towards supporting policy control functions is mainly aiming for the policy control of the service itself.

Once the architecture and functionalities described in this Annex become stable, parts of the content are intended to be moved to the main body of this document. Some parts have been included in the body upon this release of the specifications, other parts may be included in the next release.

D.2
General architectural considerations

Considering the FBC development described in this specification, as well as the definition of new services e.g. IMS based services, which were not available in Release 5, it has been recognized that there is a need to introduce flexibility in the handling of the different services. It will be studied whether a CRF responsible for Charging Rules and Policy control may be considered. This could facilitate the possibility to minimize the number of nodes to maintain as well as for Stage 3 defined interfaces i.e. from a Stage 3 point of view interfaces may be re-used.

Media flows for an AF (e.g. IMS) can be divided into two categories:

-
Peer-to-peer where the AF (e.g. P-CSCF) may provide information to the CRF for Charging Rule selection;

-
Client/Server media flows where the AF (e.g. AS) sends input to the CRF for Charging Rule selection. The handling of the Charging Rule procedures as defined in Annex B is to be performed dynamically.

The handling of Charging Rules and the procedures related to selecting charging rules is specified in this technical specification. Below, the procedures for possible handling of policy control within the FBC framework are described.

It shall be possible to have multiple flows over the same PDP context.

It shall be possible to support generic IP flow policies.

The CRF shall take the responsibility for all applications, which means that conflicts between policies are alleviated facilitating easier and faster provisioning of services. The CRF shall be responsible for the precedences of the policies. An AS may provide information to the CRF whether the subscriber is allowed to access the service or not as an input to the decision function for filter definition.

The evolved FBC architecture including not only charging rules but also policy control shall implement policies for both IMS and non-IMS services, as SBLP has also been generalized in Rel6 to support both IMS and non-IMS services.

The CRF not only provides dynamic filters but also references to pre-configured filters.
The following subclauses provide a list and corresponding analysis of policy functions considered to be provided by the FBC architecture.

D.2.1
Charging correlation
The FBC architecture provides an alternative bearer charging mechanism. The charging key passed to the OCS/CCF is the only input to the rating logic (along with any AF/CSCF input about type of sessions, start/stop time of session etc. that may have come from Ro/Rf).

FBC provides the capability for charging correlation through the usage of Application Function Record information. In case of IMS the Application Function Record information should include the ICID and the flow ID(s).
Since the charging systems may need to be upgraded in this release to support FBC, we could use the FBC model and logic based on the charging key, instead of adding any correlation identifier (ICID) to Gx/Gy. 
This function is part of this release.
D.2.2
Gating
This refers to the ability to block or allow traffic to flow. This can be achieved by the TPF in the FBC architecture which discards the packets for the service data flow in case of no applicable filters for this service data flow. However, it is only possible to implicitely block a specific service data flow by blocking every service data flow without a specific charging rule, i.e. generic charging rules for default charging can not be used.
For peer-to-peer traffic, special rates may apply. The gate could therefore be either closed for this traffic before the applicable filters are available, or the gate could be opened with a more generic charging rule which doesn’t allow for this special rate to apply yet.

The AF (e.g. P-CSCF) could wait until answer to give Rx input to the CRF which then sends this information down to the TPF, allowing for the filters for this peer-to-peer traffic to form a new charging rule. This allows waiting until the final SDP and the actual answer to allow the special rate to apply (and possibly the traffic to flow if no other filters were applicable before). As soon as the rules are sent down to the TPF then they are active at the TPF.

Compared to Gq/Go gating functionality the FBC ability of blocking traffic provides for further flexibility in combining the charging and policy models, because Go/Gq do not provide for a model where different rates can be applied in combination with different gating rules. However, FBC is able to prevent the usage of a specific PDP context as Gq/Go gating functionality does as long as there are no generic charging rules used for this PDP context.
The functionality for allowing and implicite blocking of service data flows is part of this release.
Editor’s note: It is FFS how the explicite blocking (i.e. blocking of a specific service data flow while other service data flows without a specific charging rule are allowed and charged with a generic charging rule) can be provided by FBC.
D.2.3
QoS control
This refers to the ability to authorize different QoS for different applications (even peer-to-peer session) and to the ability to control the bandwidth usage once the traffic has been allowed to flow. 

Requirements need to be identified for QoS control in the context of FBC, which could be different needs than those of SBLP and Go. FBC provides means to control what bearer a service flow is allowed to be carried on. This implicitly allows the CRF to control the QoS parameters of the bearer a service flow is allowed to use. A charging rule may only apply to one or more particular bearer(s) (to a particular PDP Context in case of GPRS). Hence, the QoS the service flow is allowed to use is restricted to the QoS of a particular bearer(s). However, this QoS control functionality of FBC only works if there is no default charging rule installed for the bearer matching all traffic.

In case a charging rule may apply to all bearers of a UE IP address the CRF may not control the QoS parameters of the bearer that carries the service flow.
To evolve the FBC architecture towards complete QoS control for the service data flow as well as the bearer enhancements and extensions are probably required. The missing binding concept could be replaced by TFT interpretation to some extent but for the uplink similar information would be required. The control of the bitrate of a PDP context is difficult (in case there is more than one service data flow allowed) because one does not know if and how the service data flows occur. 
The functionality for limiting the maximum QoS class of a service data flow is part of this release.

Editor’s note: It is FFS how complete QoS control can be provided by FBC.
D.2.4
Bearer events
Indication of bearer events could allow for communication between the GGSN and the AF (P-CSCF in IMS).

In case a charging rule for an AF service flow applies only to a particular bearer, it is possible for the CRF to inform the AF about events related to that bearer. However, this bearer event indication functionality of FBC only works if there is no default charging rule matching all traffic installed for any other bearer. 
In case a charging rule for an AF service flow applies to more than one bearer of a UE IP address or default charging rules are applied, it is only possible for the CRF to inform the AF in case of the removal of all these bearers of a UE IP address (i.e. the AF is not aware of the removal of individual bearers). Because due to the missing binding concept it is difficult to predict if a service data flow would use another PDP context instead once the previously used PDP context was deleted. Therefore, it may not be necessary or even wrong to inform the AF. Furthermore, the knowledge which service data flows are currently active may need to be extended to the CRF because an AF is only interested in such information if the corresponding service data flow is currently active.
The functionality for informing the CRF about the removal the last bearer for a specific IP address and APN is part of this release. Based on the applied charging rules, the CRF may also be able to inform the AF about events related to a particular bearer.
Editor’s note: There is a need to confirm whether this functionality is required in the case that the service data flow used for the AF session can be found on multiple bearers.
D.2.5
Session events
This refers to the ability to react on AF session modification or AF session release, e.g. upon IMS session release. This can be provided by the Rx input which allows the AF to tell the CRF that e.g. no charging rule exists for a traffic flow any more, meaning the traffic will no longer be allowed at the TPF. The same applies if, over the Gy reference point, the OCS indicates to abort the session (Abort Session Request in Diameter Credit Control).

While the FBC architecture supports an update of charging rules in the TPF due to a session modification, it is not possible to enforce anything with regard to QoS control. That is especially the case for the release of a bearer at session termination. It is possible to disable the service data flow belonging to the AF session however the actual bearer release or modification cannot be enforced without some kind of binding information. However, it is only possible to implicitely block a specific service data flow by blocking every service data flow without a specific charging rule, i.e. generic charging rules for default charging can not be used. 
The functionality for updating the charging rules in the TPF due to a session modification is part of this release.

Editor’s note: It is FFS if and when the TPF could release the entire bearer (e.g. GGSN PDP context deletion).

D.3
Summary and comparison

	Go/Gq procedure
	Provides for
	FBC equivalent in this release
	FBC equivalent not in this release

	Authorize QoS Resources, AF session establishment
	QoS control, charging correlation
	Transfer of charging correlation information 
Or relies on charging key for rating instead of charging correlation
QoS control is limited to maximum QoS class for a service data flow (in case no default charging rule is in place)
	
Complete QoS control for service data flow and the bearer is FFS

	Authorize QoS Resources, bearer establishment
	QoS control, charging correlation
	Transfer of charging correlation information 
Or relies on charging key for rating instead of charging correlation
QoS control is limited to maximum QoS class for a service data flow (in case no default charging rule is in place)
	
Complete QoS control for service data flow and the bearer is FFS

	Enable Media procedure
	Gating (open)
	Provide charging rules over Gx for the traffic flow

Provide credit over Gy for the traffic flow
Service data flow can be enabled and usage of bearer controlled (in case no default charging rule is in place)
	

Control of bearer usage in case of existing default charging rules is FFS

	Disable Media procedure
	Gating (close)
	Provide no charging rule over Gx for the traffic flow

Provide no credit over Gy for the traffic flow
Service data flow can be disabled and usage of bearer controlled (in case no default charging rule is in place)
	

Control of bearer usage and explicite disabling in case of existing default charging rules is FFS

	Revoke Authorization for GPRS and IP Resources
	Session events
	AF input to provision of charging rules over Rx followed by Provision of Charging Rules triggered by other event to the CRF,

Or OCS Abort Session Request


	

Complete QoS control for service data flow and the bearer is FFS

	Indication of PDP Context Release
	Bearer events
	Bearer service termination over Gx and Gy
Rx in case a charging rule applies only to this bearer and no default charging rules are used on any other bearer
	
Rx in the general case is FFS

	Authorization of PDP Context Modification
	QoS control
	Bearer service modification over Gx 

Rx in case a charging rule applies only to this bearer and no default charging rules are used on any other bearer
	
Complete QoS control for service data flow and the bearer is FFS

Rx in the general case is FFS

	Indication of PDP Context Modification
	Bearer events
	Bearer service modification over Gx

Rx in case a charging rule applies only to this bearer and no default charging rules are used on any other bearer
	
Rx in the general case is FFS

	Update Authorization procedure
	QoS control
	AF input to provision of charging rules over Rx followed by Provision of Charging Rules triggered by other event to the TPF,

Or OCS initiated re-authorisation


	

Complete QoS control for service data flow and the bearer is FFS
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