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1. Introduction

Following the proposed addition of more scenarios to section 4 of TR 23.898, it seems useful to consolidate these into groups of more specific requirements. This document proposes text for this in section 5, and, proposes that existing text in section 5 is regrouped into new subsections in section 6.

2. Proposal
It is proposed that the following updates are discussed, probably revised and then included into TR 23.898.

5
Functional Requirements
5.1
General overview


The existing Access Control mechanisms are specified in TS22.011, TS25.331, TS 44.018 and 44.060. 
Within UTRAN, the Access Class barring information is sent in the Cell Access Restriction IE which is sent in SIB 3 and SIB 4. 
Within GERAN, the Access Class barring information is sent:
- on the BCCH in the RACH Control Parameters IE sent in SYSTEM INFORMATION TYPE 1, 2, 2bis, 3, and 4 messages, and,
- on the PBCCH/PCCCH in the PRACH Control Parameters IE in the Packet System Information Type 1 and Packet PRACH Parameters messages.
The current access control is limited to UEs in idle mode. It has been found suitable for cell level and RNC/BSC level congestion control. However, it is not optimised for congestion affecting only one CN domain because the system information does not distinguish between CS or PS domains (except if the GSM PBCCH is in use).
5.2 
Functional requirements for access control mechanisms.
To control or restrict access from UEs to a specific domain, it is natural to extend the existing access control mechanism specified in TS22.011 and TS25.331/44.018/44.060, as well as to consider other mechanisms. 
From the requirements in section 4, the following functional requirements can be derived:

a)
(from 4.1.1) the capability to reduce load on the CS (or PS) domain without reducing load on the other domain;
b)
(from 4.1.3) the need for mechanisms by which access to the CS domain from mobiles that are in PMM connected state can be controlled;
c)
Editor’s note: “(from 4.1.4) the need for mechanisms that can  gradually increase the permitted access to one CN domain independently of the overload setting on the other CN domain;” is for further study.
d)
(from 4.2, 4.8 and 4.9) the capability to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activity to the CS domain;

e)
(from 4.3) the capability to prevent SMS traffic while permitting PS and CS domain traffic and MM and GMM signalling;
f)
Editor’s note: “(from 4.4) the capability to require the mobile to respond to CS and/or PS domain paging while prohibiting mobile originating traffic;”  is for further study.
g)
(from 4.6 and 4.7) the need for extra 24.008 Session Management cause values and/or procedures to delay the mobile re-attempting PDP context activation, and, the need for PS domain “automatic calling repeat call attempt restrictions” (similar to those in Annex E of 22.001) to be specified;
h)
Editor’s note: “(from 4.1.5, 4.8 and 4.9) the capability to limit PS domain traffic while permitting Session Management, GMM and SMS activity.” is for further study.
i)
(from 4.11) RNC/BSC functionality is needed to handle overload of CN nodes when “intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes” is in use.
j)
(from 4.1.5) methods should be documented for handling SGSN failure when the network is using NMO=1 (Gs interface).
k)
(from 4.13) the capability to control “access following mobile controlled handover” independently to that for “mobile initiated traffic” in the CELL_FACH, CELL_PCH and URA_PCH states.
l)
(from 4.12) requirements for shared networks are for further study.
With the exception of (b), (g), (i) and (j), the above functional requirements appear to be able to be satisfied provided that additional control parameters can be appended to the existing broadcast access control bits. Potential technical solutions for these 5 groups of functional requirements are discussed in section 6.

5.3
Additional requirements

At least one additional aspect that should be considered is:

1) the speed with which mobiles should react to changes in Access Class barring. 
In GSM, idle mode mobiles are required to re-read the serving cell’s System Information every [30] seconds. They are supposed to check the Access Class barring bits prior to every access attempt, however, it is not certain that mobiles actually do this. Hence GSM mobiles detect changes in the Access Class barring bits with an average delay of 15 seconds. This appears to be sufficient. If it is insufficient, mobiles can be forced to “immediately” re-read the Access Class barring bits by setting the ‘page mode’ to “paging-reorganisation” in all the paging messages.



1) 
In UTRAN, existing UTRAN procedures such as paging are believed to be sufficient for notification of DSACR status change.

2) 
3) 







3GPP


