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1 Introduction

Chapter 5.3.4.3 of the TR 23.981 v1.1.1 includes an interesting scenario for early deployments of IMS. However, there are some statements about IPv6-in-IPv4 tunnelling that are not fully correct. 

This paper intends to correct some statements related to the tunnelling technique ISATAP referenced in the TR.

2 Discussion
In chapter 5.3.4.3 in the TR 23.981 it is stated that tunnelling is complex, but e.g. ISATAP IPv6 in IPv4 tunnelling technique can be summarized in the following steps:

1. Terminal does a DNS A query for isatap.<domain> (e.g. dial-up domain: isatap.operator.net) to discover ISATAP router IPv4 address.

2. Terminal sends tunneled RS to the IPv4 destination address obtained from step 1.

3. Terminal receives tunneled RA from ISATAP router. Terminal uses RA to configure the IPv6 global address on the ISATAP interface (as normal with stateless auto-configuration, one address for each prefix option received: <received_PREFIX>::5EFE:<v4_terminal_address>)

The steps above doesn’t seem to be complex, but it would indeed be some additional functionality required by the UE compared to the existing minimal IPv6 requirements as stated in TS 23.221.

It is further stated in the same chapter “In many cases header compression would be applied only to the IPv4 header, but not for the IPv6 header inside”. The compression mechanisms available are able to compress both headers, e.g. with RFC 2507, supported in the specifications from R’99, one can compress an arbitrary number of IP headers, and restrict the maximum header length to compress.

3 Proposal

It is proposed to modify TR 23.981 as follows (changes based on version 1.1.1):

*** FIRST CHANGE ***

5.3.4.3
Roaming – IPv4 visited network, IPv6 IMS home network

The UE and the SGSN are in the IPv4 visited network. The GGSN, P-CSCF, I-CSCF and S-CSCF are in the IPv6 home network. The UE may be IPv4 only or may be IMS dual stack UE.  Subclause 5.2.2.1 applies to the dual stack UE accessing the visited and home network.
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Figure 5-7: GPRS roaming – IPv4 visited network, IPv6 home network 

In this scenario the requirement from subclause 4.2 is not met.

This is an attractive IMS deployment scenario for operators as it does not rely on the support of any explicit IMS functionality in the visited network; however problems arise through the lack of IPv6 PDP context support in the visited network. As such, operators should wherever possible seek agreements with their roaming partners for the support of IPv6 contexts where IMS roaming is to be supported (this should be the long term objective).

In the event that an IPv6 context is not available in the visited network, the alternatives for the operator are (a) to employ a dual stack IMS and establish an IPv4 IMS session or (b) to use a tunneling method between the UE and home network in order to acquire an IPv6 address. 

Tunneling of IPv6 packets over IPv4 from the UE to the IMS CN subsystem is technically feasible, but there are various issues that would need to be addressed. There would be the need for an IPv4-IPv6 gateway acting as the tunnel end-point responsible for packing/unpacking the IPv6 packets. The UE would need to discover and address it. Also, the UE would need the ability to tunnel the packets. Further work would be needed on how the UE would address this entity, however existing IETF work (e.g. ISATAP [6]) could be used. This implementation would require additional functionality in the UE compared to the minimum IPv6 functionality as stated in 3GPP TS 23.221 [3]. Header compression using e.g. RFC 2507 is able to compress both the IPv4 and the IPv6 header. The SBLP mechanisms at the Go interface cannot be used between an IPv4 GGSN and an IPv6 P-CSCF, i.e. this solution is not possible if SBLP over Go is required. 
Similar considerations like in subclause 5.2.2.1 apply: one approach is that the UE would initially attempt to establish an IPv6 context to its home GGSN and, if this fails, establish an IPv4 context and tunnel an IPv6 IMS session over IPv4.
It can be concluded that network operators, who introduce 3GPP IMS using IPv6, have a strong interest that their GPRS roaming partners provide support for PDP contexts of PDP type IPv6.
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