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3.1
Definitions

Refer to TS 23.002 [1] for the definitions of some terms used in this document.

For the purposes of the present document the following additional definitions apply.

IP-Connectivity Access Network: refers to the collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.

Subscriber: A Subscriber is an entity (comprising one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of user authorised to enjoy these services, and also to set the limits relative to the use that users make of these services.
NAT-PT/NAPT-PT: NAT-PT uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with addresses in IPv4 network and vice versa to provide transparent routing between the two IP domain without requiring any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and outbound data for a specific session traverse the same NAT-PT router.
NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport identifiers of a single assigned IPv4 address. See Reference [33] for more details.
ALG: Application Level Gateway (ALG) is an application specific functional entity that allows a IPv6 node to communicate with a IPv4 node and vice versa when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT is application unaware whereas ALGs are application specific translation entities that allow a host running an application to communicate transparently with another host running the same application but in a different IP version. See Reference [34] for more details.
For IMS, an IMS ALG provides the necessary application function for SIP/SDP protocols in order to communicate between IPv6 and IPv4 SIP applications.
IPv4 IM CN subsystem: an IM CN subsystem implementation which uses IPv4.
IPv6 IM CN subsystem: an IM CN subsystem implementation which uses IPv6.
IMS dual stack UE: a UE implementation, which can support both using IPv4 to access an IPv4 IM CN Subsystem and using IPv6 to access an IPv6 IM CN Subsystem. 

NEXT CHANGE

4.3.1
Address management

The mechanisms for addressing and routing for access to IM CN subsystem services and issues of general IP address management are discussed in TS 23.221 [7].

When a UE is assigned an IPv6 prefix, it can change the global IPv6 address it is currently using via the mechanism defined in RFC 3041 [16a], or similar means. When a UE is registered in the IM CN Subsystem with an IP address, any change to this IP address that is used to access the IM CN subsystem will result in dropping the active SIP dialogs, and shall trigger automatic registration. This automatic registration updates the UE’s IP address and security association. To avoid disruption of ongoing IM CN subsystem services, the UE should not change the IP address that it uses to access the IM CN subsystem while engaged in active SIP dialogs (e.g. INVITE or SUBSCRIBE-NOTIFY dialogs).

An IMS dual stack UE may access an IPv4 IM CN subsystem using IPv4. From an IM CN subsystem perspective, the UE behaves like an IPv4 based UE implementation in this scenario. 

An IMS dual stack UE needs to determine whether to use IPv4 or IPv6. The UE may be pre-configured to use IPv4 or IPv6 for IMS. If the UE is not pre-configured, the UE shall first try to establish a connection towards an IPv6 based IM CN subsystem; if it cannot gain IPv6 connectivity or cannot access an IPv6 based IM CN subsystem, then it shall try to access an IPv4 IM CN subsystem.
NEXT CHANGE

5.4.2a
IP version interworking
Following interworking scenarios exist:
Application Level Interworking

It should be possible for users connected to an IPv6 IM CN Subsystem to communicate with users that are connected to IPv4 SIP based networks via interworking. Section 5.18 describes in more detail how such interworking is performed for IMS.
It should be possible for users connected to an IPv6 IM CN Subsystem to communicate with users that are connected to IPv4 IM CN Subsystem, and vice versa. Section 5.18 describes in more detail how such interworking is performed for IMS.
Transport Level Interworking

Inter-working also includes tunnelling level interconnection of an IPv6 IM CN Subsystem via IPv4 transit networks using for example, configured tunnels as described in 3GPP TS 23.221[7]. Figure 5.5b below shows an example configuration scenario where two IPv6 IMS networks are connected via an IPv4 network.
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Figure 5.5b: Example tunneling of IPv6 traffic over IPv4 networks
NEXT CHANGE

5.18
Architecture scenarios for IP version Interworking
5.18.0
General

This section is applicable to the case of an IPv6 IM CN Subsystem interworking to IPv4 SIP based networks, which could be IMS networks or non IMS networks. In this section, the UE is either dual stack or IPv6 only.
The IP version interworking should not adversely affect IMS sessions that are primarily IPv6 only.
The network shall, at a minimum, support mechanisms that support IP version interworking for UEs, which comply with previous release of specifications. In addition, any impacts due to specific properties of the IP CAN shall be taken care of by the IP-CAN itself without affecting the IMS. One possible architecture scenario can be based on the principle defined in 3GPP TS 23.221[7] using gateways.

Figure 5.49 shows a high-level architecture diagram for one interworking model. In this case, the TrGW is a NA(P)T-PT providing the translation function.
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Figure 5.49 General IP version interworking principle with TrGW for an IPv6 IM CN Subsystem and a UE supporting IPv6
It is FFS whether there are any additional mechanisms (other than the principles described here) that can be used for IMS IP version interworking.

Note that the standardisation and functional requirements of Ix reference point are FFS.

The Mx reference point allows S-CSCF/I-CSCF to communicate with an IMS ALG function in order to provide interworking with IPv4 SIP networks. It is FFS whether both S-CSCF and I-CSCF need to communicate with the IMS ALG.

Note that the procedure of inserting the IMS ALG (e.g. which CSCF is responsible) in relation to originating and terminating sessions are for FFS.

NEXT CHANGE

E.1.1
Procedures for P-CSCF discovery
E.1.1.0
General

This clause describes the P-CSCF discovery procedures applicable for GPRS access. These procedures follow the generic mechanisms described in clause 5.1.1, hence the following applies:

P-CSCF discovery shall take place after GPRS attach and after or as part of a successful activation of a PDP context for IMS signalling using one of the following mechanisms:

1. Transfer a Proxy-CSCF address within the PDP Context Activation signalling to the UE, as described in sub-clause E.1.1.1. The UE shall request the P-CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P-CSCF address(es) to the UE when accepting the PDP context activation. Both the P-CSCF address(es) request and the P-CSCF address(es) shall be sent transparently through the SGSN. 

2. Use of DHCP to provide the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name, as described in clause 5.1.1. This alternative shall be used for a UE accessing the IMS by establishing an IPv4 PDP context.
When using DHCP/DNS procedure for P-CSCF discovery (according to the mechanisms described in sub-clause 5.1.1.1) with GPRS-access, the GGSN acts as DHCP Relay agent relaying DHCP messages between UE and the DHCP server.

E.1.1.1
GPRS procedure for P-CSCF discovery

This alternative shall be used for IPv6 capable UE(s) not supporting DHCP. This may also be used for UE(s) supporting DHCP. This alternative is not used for a UE accessing the IMS by establishing an IPv4 PDP context.
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Figure E.1: P-CSCF discovery using PDP Context Activation signalling

1.
The UE requests establishment of a PDP context according to section 4.2.6 (QoS requirements for IM CN subsystem signalling). The UE indicates that it requests a P-CSCF IP address(es). The indication is forwarded transparently by the SGSN to the GGSN.

2.
The GGSN gets the IP address(es) of the P-CSCF(s). The mechanism to do this is a matter of internal configuration and is an implementation choice.
3.
If requested by the UE, the GGSN includes the IP address(es) of the P-CSCF(s) in the Create PDP Context Response. The P-CSCF address(es) is forwarded transparently by the SGSN to the UE.

After reception of the IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.

Note:
This request of a P-CSCF IP address(es) and response is not transparent for pre-R5 SGSN when using the Secondary PDP Context Activation Procedure as defined in TS 23.060 [23].

NEXT CHANGE

E.5

IP version interworking in IMS
A PDP context and its associated additional PDP contexts (i.e. PDP contexts associated to the same IP address/prefix) support either PDP type IPv4 or IPv6. For communication with the IMS, the UE may establish an IPv6 PDP context or an IPv4 PDP context. Termination of this PDP context will normally trigger de-registration of IMS application first. Hence, an IPv6 PDP context that has been established for IMS communication must be retained for the UE to establish a SIP session via the IMS with an IPv4 SIP client.

Any interworking on IP version on the application level (i.e. IMS & SIP) need to work with the architecture requirement from GPRS of maintaining the IP connectivity over GPRS by maintaining the PDP contexts.

A user may be connected either to a home GGSN or a visited GGSN depending on the configuration as specified in 3GPP TS 23.221[7].
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