Page 1



3GPP TSG-SA WG2 #39 
Tdoc (
S2-041220

Shenzhen, China, 19th – 23rd April 2004

	CR-Form-v7

	CHANGE REQUEST

	

	(

	23.234
	CR
	xxx
	(

rev
	-
	(

Current version:
	6.0.0
	(


	

	For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:
(

	Connecting to multiple VPLMNs simultaneously

	
	

	Source:
(

	China Mobile, Huawei,Simense

	
	

	Work item code:
(

	WLAN
	
	Date: (

	12/04/2004

	
	
	
	
	

	Category:
(

	B
	
	Release: (

	Rel-6

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)

	
	

	Reason for change:
(

	1、 Support  connecting to multiple VPLMNs simultaneously.

2、 This new feature will bring about many advantages, such as higher flexibility to access services, higher efficiency for resource usage, etc.
The detail introduction to the connecting to multiple VPLMNs simultaneously can be referred to the attached doc.

	
	

	Summary of change:
(

	1、 In charging, WLAN AN shall be able to distinguish traffics to different VPLMNs and send accounting information to different VPLMNs seperately.

2、 Add the description of connections to multiple VPLMNs in the clause 7.1.2, network re-selection
3、 Divide the clause 7.9.4, Subsequent tunnel establishment into two parts to express two cases of connection to VPLMNs.  

4、 A new procedure of connections to multiple VPLMNs simultaneously is added in the clause 7.9.4, Subsequent tunnel establishment

	
	

	Consequences if 
(

not approved:
	An important feature missed in the current TS.

	
	

	Clauses affected:
(

	5, 7

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	


How to create CRs using this form:

Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  Below is a brief summary:

1)
Fill out the above form. The symbols above marked (
 contain pop-up help information about the field that they are closest to.

2)
Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3)
With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the clause containing the first piece of changed text.  Delete those parts of the specification which are not relevant to the change request.

*******************The First Change**********************
5.11
Charging

The following functionality and requirements have been identified:

-
The WLAN Access Network shall be able to report the WLAN access usage to the appropriate 3GPP system (i.e. VPLMN in the roaming case and HPLMN in the non-roaming case). If WLAN UE access to multiple VPLMNs simultaneously, The VPLMNs shall  report the access usage information to the HPLMN for billing and settlement.
-
It shall be possible for the 3GPP system to control a specific ongoing WLAN access session for online charging purposes. 

-
It shall be possible for an operator to maintain a single prepaid account for WLAN, PS, CS, and IMS for a user.

-
The 3GPP system shall be able to process the WLAN access resource usage information,and convert it into the format used in 3GPP networks (e.g. CDR).

-
It shall be possible to correlate charging and accounting records generated in WLAN Access related nodes and records generated in 3GPP nodes.
-
It shall be possible to apply offline charging and online charging mechanisms for the WLAN interworking with 3GPP network.
For Scenario 3:

-   It shall be possible to generate per user charging information in the HPLMN and in the VPLMN irrespective of whether the service is provided in the HPLMN or in the VPLMN.
******************* The Second Change*****************
6.5
WLAN user profile
The WLAN user profile shall reside in HSS (if the operator is using a legacy HLR, the WLAN user profile may reside in the 3GPP AAA Server) and be retrieved from AAA via Wx reference point. The profile shall contain the following data items: Detailed work on these parameters is expected in stage 3 work.
1.
IMSI


User identification.

2.
MSISDN (optional)

User identification, for example used for charging purposes

3.
Operator determined barring of 3GPP-WLAN interworking subscription 

4.
Operator determined barring of 3GPP WLAN tunneling 


This allows operator to disable all W-APNs at one time. If there is a conflict between this item and the "access allowed" flag of any W-APN, the most restrictive will prevail.

5.
Maximum session duration (optional)

Used for re-authentication purposes. If this field is not used, the WLAN AN will apply default time intervals. 

6.
Charging mode (pre-paid, post-paid, both) and accounting server identifier(s) for every charging mode

Charging mode to be applied and, for every case, the charging node where the accounting information is to be reported.
7.
List of authorized W-APNs (optional)


List of W-APNs for which the user will have services available. These W-APNs may correspond to services in the home network or in the visited network. Each W-APN shall have a flag indicating whether access is allowed in visited PLMNs or in the home PLMN. 

8.
Local access allowed

Indicates if the user is allowed to have direct access to external IP networks, e.g. Internet, from the WLAN Access Network.
If this parameter should be further split down to specific services that are allowed or not from the WLAN AN is FFS.

9.
Roaming allowed

Indicates if the user is allowed to use 3GPP-WLAN Interworking in an WLAN AN that have no direct connection to the home PLMN.
10. Maximum Simultaneous VPLMN connection number

Indicates the maximum number that the user is allowed to hold the multiple connections simultaneously via different PLMNs.For example,  If the number set to 0 ,the user is not allow to hold multiple connections via different PLMNs, only one connection is allowed at the same time. 
******************* The third Change**********************
7.1.2
Network re-selection

When the WLAN UE changes from the current serving PLMN to another PLMN with or without change of the WLAN AN, it needs to use a new NAI corresponding to the new PLMN in a new authentication initiated by the WLAN UE or the WLAN AN. 

The 3GPP AAA Server may then receive a new authentication with PLMN selection different from the current active connection. For example, the WLAN UE lost radio in the first WLAN AN, then it changed to another WLAN AN with a different PLMN selection before the previous WLAN AN detected that the user is lost, or the WLAN UE started the new authentication before the disconnection of the previous connection. In this case, the 3GPP AAA Server shall initiate a disconnection to the currently active connection after the success of the new authentication and authorization process if the subscriber is not allowed to access the different PLMN simutaneously.
The WLAN UE shall also be able to connect to another VPLMN without disconnecting the current VPLMN. Before accessing services of the new VPLMN, a subsequent WLAN access authentication and authorisation procedure should be performed using a new NAI corresponding to the new VPLMN. For instance, after WLAN subscriber connected through VPLMN1 to his enterprise VPN gateway with HPLMN PDG to get email or download some big office files, he will want to access the variety of services provided by the local VPLMNs without disconnecting the connection to VPLMN1. In this case, the old connection to one VPLMN should be kept with a new established VPLMN connection.
******************* The 4th Change**********************
7.9.4
Subsequent tunnel establishment

7.9.4.1 Through the same VPLMN

The subsequent tunnel establishment should follow the same procedure as in the first tunnel establishment.
7.9.4.2 Through different VPLMNs simultaneously 

If the subsequent tunnel to be established will pass through a different PLMN, an WLAN access authentication/authorization procedure via that PLMN should be performed in advance. Here the subsequent WLAN access authentication/authorization procedure may be performed in a more efficient way, i.e. an fast authentication/authorization procedure, which can be implemented as a re-authentication/authorization procedure for example. If the fast access authentication/authorization procedure failed, a full WLAN authentication/authorization should take place subsequently.
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Figure 7.10 Subsequent tunnel establishment within different VPLMNs

1. UE constructs an initial NAI with VPLMN1 ID and performs the WLAN access authentication/authorization procedure via VPLMN1. During the first WLAN access procedure, there may be Network Advertisement procedures providing information about the available VPLMNs connecting to current WLAN AN and the services (W-APNs) these VPLMNs can provide.

2. UE performs a standard W-APN resolution and tunnel establishment procedure in PLMN1 according to clause 7.9.

3. To access the services provided by VPLMN2, UE starts a subsequent tunnel establishment procedure.


3.1 Before the UE can get the service in VPLMN2, it has to finish an access authentication/authorization procedure via VPLMN2 using a roaming NAI to get the authorization to use the sources in VPLMN2, such as DNS, PDG, etc. Here a fast authentication/authorization procedure could be used because the previous one has been performed with HPLMN via PLMN1. If the fast authentication and authorisation is failed, the UE continues with step 3.2, else continues with step 3.3


3.2 A full WLAN access authentication/authorization procedure defined in clause 7.2 should be performed consequently.


3.3 UE can perform a new W-APN resolution and tunnel establishment in VPLMN2 according to the procedure described in clause 7.9.

In the same way, UE can establish more tunnels in different PLMNs simultaneously if only the subscription allows.
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