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6 Introduction

As stated in TR 23.976 sub clause 5.1.4  a long lived PDP Context is a good mechanism for timely delivery of Push data, and where the user is receiving data on a frequent basis a long-lived PDP Context is also an efficient use of network resources. 

A long lived PDP context is also the basis of IP Multimedia Subsystem (IMS) and it’s worth to note that OMA has started a new work item to specify a SIP based Push Over-the-Air (OTA) protocol for the WAP Push architecture.

The contributors see that the “Always on” paradigm is the solution for future services, for some specific cases a mechanism for triggering the establishment of PDP context can be used as a complement.
What the SA2’s Technical Report need to conclude is whether a new mechanism is needed for the case when the mobile does not have an established PDP context or whether the existing SMS based solution shall be used. 

6 Discussion 

Below some of the characteristics of the SMS-triggered bearer establishment procedure and NRPCA are outlined. Explanatory text is added where needed.
2.1 SMS based solution

Some advantages of the SMS-triggered bearer establishment:
· Existing widely deployed solution and operational experience 
SMS is widely deployed and can easily carry the Session Initiation Request (SIR) to the mobile in the case when the mobile does not have a PDP context established. 
· Roaming supported
SMS is a mandatory feature and roaming is supported. Therefore, the SIR will reach the mobile when roaming. The SIR includes the IP address of the Push Function. 
· Applicable to CS and PS
This implies that also mobiles that are only CS attached can be reached with the SIR in an SMS. Subsequently this can trigger the mobile to attach to PS domain and activate a PDP context. 
· Presence/notification mechanism available
The SMS-Center will detect when the UE becomes available through the Alert mechanism in the case it was not available when the message was first sent.
· Validity period mechanism
The SMS trigger can be assigned a validity period after which it will expire (this feature is available in e.g. SMPP). 
· Small content can be delivered directly over SMS
If the content to be pushed to the UE is small (e.g. a telemetric information to a machine terminal, an email notification containing a short textual message or a URL pointing to the inbox), the content itself can be delivered using SMS. Thus the extra traffic and delay associated with PDP context activation can be avoided in such cases. 
· Information provided to avoid unnecessary PDP context activation/deactivation is available
The UE can choose to discard the SMS trigger based on information the SIR carries, for example, based on the indicated push function address, the application (e.g. user agent) the push content is intended for, or the SIR originator address. If the SIR does not provide the information mentioned above the UE would need to establish a PDP context in order to find out that a non-desired push function attempts delivery, or that the target application is not available. 
· Proven and simple architecture

· Re-use of existing entities and functionality without additional need of O&M effort

· Content-based solution, hence extensible and future-proof
Since the SMS trigger carries identifiable content it is easy to create new content types that meet the needs of both current and future applications (power meters, road signs, motor surveillance systems, etc.). The WAP SIR meets the needs for push, and it is possible to extent the SIR content with additional parameters if found needed (e.g. if new protocol options are added). 
2.2. NRPCA Approach

Some drawbacks of the NRPCA approach:

In below we mainly refer to the proposal where NRPCA is using dynamic IP address assignment, in addition it should be noted that although the NRPCA with static IP address case was specified in R97, there is currently no known commercial GPRS network that support this option.

· Requires new functionality in the GGSN, SGSN and UE 
· Increased GGSN complexity and signalling
New interfaces are introduced in the GGSN, towards address resolver and push function. This functionality increases the complexity and reduces the processing capacity of the GGSN node. 

· Requires at least one new network entity:  Address Resolver
Requires additional administration to control the service per user. This increases the complexity and the operational cost of the system. High additional signalling load because of dynamic updating of Address Resolver.
· Resiliency
To guarantee a reliable push service, redundancy and load sharing between GGSNs has to be assured when a push function initiates a push request. This is necessary to e.g. cover the situation when a GGSN has gone down.
· Roaming problem
For push to work when roaming there will have to be NRPCA support in all visited networks, independent of the operator. This is not likely, since there is no incentive for operators to support NRPCA if they already have deployed the WAP push solution using SMS as  trigger for PDP context activation. An additional problem is that the visited network needs to know the user name when it wants to push e.g. a welcome message.

· Lack of push service information leads to unnecessary PDP context activation/deactivation
Upon reception of a push service notification, the UE must be provided with information that allows it to make a decision whether the notification should be accepted, i.e. if the push service should be activated or not. More specifically, is the UE or the user willing to:

· accept pushed content in general?

· if so, accept pushed content from a particular push function (at a particular moment)?

This implies that the UE must be able to identify that the notification is intended to activate the push service, and that the identity of the push function must be available in the notification. If this information is not available, unnecessary PDP context activation/deactivation would occur in the cases when the UE does not accept pushed content in general or from a particular push function. A PDP context activation request does not contain the information needed. 
· Lack of application information leads to unnecessary PDP context activation/deactivation
The push framework shall allow the push function (on behalf of the push initiator) to target a specific application on the terminal, a.k.a. application level addressing. While this requirement does not directly pertain to bearer and service activation, the means used to perform the activation needs to provide the possibility to indicate the target application in the notification to avoid unnecessary PDP context activation/deactivation. The PDP Context Activation Request does not contain any information about the target application, and hence must the terminal create a PDP context that eventually cannot be used to deliver the push content if the targeted application is not available.
· Deactivation of PDP context 
 Deactivation by network is implied by the concept of NRPCA. Pushed data is typically a message with interactive links, which may or may not  trigger the user to open another session. How long time  push function should await user response, before it initiates the deletion of PDP context?. Without a deactivation, the logic would become an Always on solution.
Potential advantage with NRPCA:

· Less delay
The delay of the delivery of a push request may be smaller with NRPCA than with SMS. However, it can be questioned if that is an issue, because a user is not aware of an incoming push request (will not be waiting for it) and will therefore not be able to notice such delay. 
6 Conclusion
From the discussion above, it is concluded that the standardisation of a new mechanism for triggering the establishment of PDP context is not worthwhile since already existing methods are well established and better functioning. It’s also noted that the proposed NRPCA method has some drawbacks as listed above.

It is expected that SMS also in the future will add a lot of value for the operators in addition to the user-to-user communication. As examples over the air activation, provisioning and terminal configuration is using SMS. To further continue to use SMS to carry the Session Initiation Request (SIR) also in the future has the advantage of reusing an already existing solution. It is also worthwhile to note that with SMS it is possible to send short push messages without the need to establish a PDP context.

It is proposed to include following text in the Analysis and Conclusion section of TR 23.976 

6 Analysis and Conclusion

Network Requested PDP Context Activation is less efficient than the SMS based mechanism to support Push data delivery.

For the case when the mobile device is attached to a network but does not have an active PDP Context, there is no advantage to add a new mechanism to notify the user that offers the same functionality as the SMS service. It is also worthwhile to note that with SMS it is possible to send short push messages without the need to establish a PDP context.
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