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Background

The TR 23.825 provides a mechanism to support charging of service data flows at the bearer level. The flows are identified using packet data filters. Some examples of different ways to setup the charging rules and filters is provided.

Discussion

The charging rules in the TPF identify the applicable traffic using filters, either pre-defined, or received from the CRF. There are different ways that filters can be specified in order to identify a service data flow. The most obvious example is to use a 5 tuple filter to explicitly identify an individual service data flow. 

However, it may not be necessary to perform the charging individually for a service data flow. In many cases such as media streams from a network server, many, or indeed all, of the individual data streams from the server may be charged at the same rate. Under such conditions, it is not necessary to separately identify each individual service data flow. 

A media server may often use a single IP address to serve many individual service data flows. The individual flows may be use distinct source port numbers, or may actually be served by the one source port on the server, but distinguished by the destination IP address and port number. The charging rule may then wildcard the destination information on the 5 tuple filter. Depending on the server configuration, the source port information may also be wildcarded.

Within a network, multiple services (such as a web server and an ftp server) may often be run on the same physical node. For most services, these different services can be distinguished by the port number. However, it is also possible to use multiple IP addresses on a single physical node (even if the node only has a single interface). Multiple IP addresses can also be used to provide some separation of services. For example, HTTP and WAP services may share the same port, but the IP address of the server may then be used to distinguish the individual services. A server may also provide service data flows with different levels of QoS (e.g. the resolution and level of detail of the service data flow). A server with multiple IP addresses will virtually appear as multiple servers, and may be configured so that each individual virtual server provides the service data flow at one QoS. Thus again, the IP address can be used to distinguish the packets and thus the charging rule that should be applied, so the filter only needs to resolve down to that IP address.

With FBC, the charging function involves a number of different nodes within the network. There are many ways that these different nodes and the functions they perform can be configured. Different configuration options may provide the same user functionality, but may affect characteristics such as network and node capacity, signalling load, operational complexity, etc. Although using packet filters identifying an individual service data flow is an obvious configuration, it is likely that this is not the best configuration for the network when the characteristics and operational issues are considered. Rather, it is more likely that there are benefits to configuring the network to allow the service data flows to be charged differently identified by simplified filters using only the server IP address, or address and port number combinations.

Proposal

Based on the discussion above, the following text is proposed to be introduced into TR 23.825. This text gives examples of different approaches for network configurations that allow different granularity filters to be used for identification of the service data flows.

First amended section

4.6 Charging models

4.6.1
General

When developing the charging solutions, the following charging models should be considered, even though the full solution to support the models may not be within the scope of this TR.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third parties that may have been involved providing the services.

The charging solution shall allow various charging models such as:

· Volume based charging

· Time based charging

Additional charging models that are event and service based require further investigation.

It shall be possible to restrict special rates to a specific service, e.g. allow the user to download a certain volume of data from one service for free, but this allowed volume is not transferable to other services. It shall be possible also to apply special rates based on the time of day.

In the case of online charging, and where information is available to enable service data flow packets to be associated with a specific PDP context, it shall be possible to perform rating and allocate credit depending on the characteristics of the resources allocated initially (in the GPRS case, the QoS of the PDP context).

The flow based bearer level charging can support dynamic selection of charging to apply. A number of different inputs can be used in the decision to identify the specific charging to apply. For example, a service data flow may be charged with different rates depending on what QoS is applicable. The charging rate may thus be modified when a bearer is created or removed, to change the QoS provided for a flow.

The charging rate or charging model applicable to a flow may also be changed as a result of a events in the service (eg insertion of a paid advertisement within a user requested media stream).

New section

4.6.2
Examples of Service Data Flow Charging

There are many different services that may be used within a network, including both user-user and user-network services. Service data flows from these services may be identified and charged in many different ways. A number of examples of configuring charging rules for different service data flows are described below.

A network server provides an FTP service. The FTP server supports both the active (separate ports for control and data) and passive modes of operation. A charging rule is configured for the service data flows associated with the FTP server for the user. The charging rule uses a filter specification for the uplink that identifies packets sent to port 20 or 21 of the IP address of the server, and the origination information is wildcarded. In the downlink direction, the filter specification identifies packets sent from port 20 or 21 of the IP address of the server. 

A network server provides a “web” service. A charging rule is configured for the service data flows associated with the HTTP server for the user. The charging rule uses a filter specification for the uplink that identifies packets sent to port 80 of the IP address of the server, and the origination information is wildcarded. In the downlink direction, the filter specification identifies packets sent from port 80 of the IP address of the server.

The same server also provides a WAP service. The server has multiple IP addresses, and the IP address of the WAP server is different from the IP address of the web server. The charging rule uses the same filter specification as for the web server, except the IP address is different.

An operator offers a zero rating for network provided DNS service. A charging rule is established setting all DNS traffic to/from the operators DNS servers as offline charged. The data flow filter identifies the DNS port number, and the source/destination address within the subnet range allocated to the operators network nodes.

An operator has a specific charging rate for user-user VoIP traffic over the IMS. A charging rule is established for this service data flow. The filter information to identify the specific service data flow for the user-user traffic is provided by the P-CSCF. 
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