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In the last SA2 meeting a contribution by Vodafone introduced enhancements to the LCS architecture due to the usage of IMS public user identities (SIP URIs) as address of the LCS target UE. Currently the standard LCS procedures are using the MSISDN as address of the target UE. This enables the R-GMLC to retrieve the H-GMCL address via a MAP procedure from the HLR. If no MSISDN is present in the LCS service request from the LCS client, the R-GMLC is not able to route the request to the H-GMLC via Lr interface. The contribution from Vodafone, which is presented to SA2#36 again as S2-034218, introduces a new interworking function LIMS-IWF in the requesting and home network to hide the SIP URI from the normal LCS procedures and to convert this type of address to a MSISDN in the HPLMN.

In principle we agree to this proposal. We see also the necessasity to keep the LCS procedures as they are, and to hide new types of addresses like SIP URIs as used in the IMS by a new logical function LIMS-IWF. Whether this function is a standalone service or integrated in the GMLC is up to implementation.

In contrary to ideas of other companies we see it more appropriate to re-use existing interfaces and protocols between the LIMS-IWF functions in different networks rather than to mandate the usage of IMS capabilities to route a „simple“ LCS service request from the requesting to the home network. In addition, such a solution will be general enough to be extended to other Internet addessing schemes than only SIP URIs.

As there is no possibility to convert the users SIP URI via Sh interface to a MSISDN from other networks than the HPLMN, the LIMS-IWF in the home network should behave as R-GMLC towards the H-GMLC. As a consequence the LIMS-IWF in the HPLMN has to determine the HSS by a SLF query, retrieve the MSISDN from the HSS through Sh and use Send Routing Info for LCS to get the H-GMLC address from the HLR. Afterwards the home LIMS-IWF can forward the LCS service request on the Lr interface to the H-GMLC.

The requesting LIMS-IWF and home LIMS-IWF communicate also via Lr interface, which is XML/HTTP as defined by the OMA Location Group. Thus, conversion between protocols (e.g. HTTP to SIP) is not necessary, the Lr interface is transparent for the LIMS-IWF function. The requesting LIMS-IWF can determine the IP address of the home LIMS-IWF by configuration or a DNS lookup. E.g. built a generic FQDN from the domain name part of the SIP URI and resolve it to one or more IP addresses (sip:abc.def@network.com -> limsiwf.network.com). Note that the home LIMS-IWF is not associated to the user’s subscription, but a simple gateway function (may be that the name LIMS-IWF, LCS IMS Interworking Fucntion, should be changed). If the LCS client sends a SIP URI to the R-GMLC, the R-GMLC has to select a LIMS-IWF in the requesting network to forward the LCS service request to. This can be a pre-configured LIMS-IWF or the R-GMLC can use DNS to determine a LIMS-IWF. The interface between R-GMLC and requesting LIMS-IWF should be based on the Lr interface.

All the steps necessary to support IMS addressing schemes in LCS service requests from the LCS client are shown in the call flow in figure X. If an IMS AS behaves as LCS client we propose that the AS uses the Le interface to communicate with a GMLC. Therfore this use case would be covered by the discussed solution.
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Figure X: MT-LR procedure for IMS Public User Identities

1. LCS client sends LCS service request to R-GMLC including a SIP URI as address of the LCS target UE.

2. R-GMLC selects a LIMS-IWF in the requesting network. The LIMS-IWF may be pre-configured or DNS is used for this purpose. The R-GMLC forwards the LCS service request to the requested LIMS-IWF via Lr interface.

3. The LIMS-IWF in the requesting network determines the LISM-IWF address in the home network. This may be done by using a configured address list or by DNS. The requesting LIMS-IWF forwards the LCS service request to the home LIMS-IWF via Lr interface.

4. – 9. The home LIMS-IWF retrieves the HSS address from the SLF via Dx and the user’s MSISDN from the HSS via Sh interface. Send Routing Info for LCS is used to retrieve the H-GMCL address from the HLR.

10. The LCS service request is forwarded to the H-GMLC through Lr interface.

11. The H-GMLC performs the privacy check.

12. – 14. The H-GMLC retrieves the V-GMLC address from the HRL and forwards the LCS service request to the V-GMLC.

15. The standard MT-LR procedure is performed.

16. – 21. The LCS service response traverses back to the LCS client on the established signalling path.

Decission

We propose to discuss and adopt the above solution. If there is consensus on the proposal, Siemens is willing to write a corresponding change request against 23.271 for the next meeting inlcuding the call flow shown in figure X.
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