	3GPP TSG-SA WG2 meeting #36

New York, USA

24th  – 28th November 2003
	Tdoc S2-034222




Title: 


Analysis of new OSA R6 requirement (OSA High Availability)

Source:  

Ericsson, AePONA

Agenda Item:



Document for: 
Approval
Contact: 

Shabnam.Sultana@ericsson.com

Introduction

During the SA1 #22 meeting in Bangkok, 27-31 October 2003, SA1 approved a new requirement for Open Service Access (OSA) for the Release 6 timeframe (TS22.127v6.3.0). This contribution analyses the impact of this new requirement on the OSA Architecture (TS23.127v6.0.0) and suggests the action SA2 can take to handle this requirement.

Analysis of the new OSA R6 requirement

The requirement added to chapter 6 of TS22.127v6.3.0 is related to extending the support for High Availability in OSA. The requirement reads as follows (revision marked text):

==============================================================

6. High level requirements to OSA

The following high level requirements apply to the OSA application programming interface (API). The standardised API shall be:

-
<existing text>
In addition, OSA shall support high availability between OSA entities (i.e. Service Capability Features, Framework and Applications) including geographical redundancy. This means that in the event of failure or planned outage, communications between OSA entities can be restored with minimal disruption and minimal manual intervention, independent from the physical location of the OSA entities involved;
===============================================================
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Figure 1: Overview of Open Service Access

The OSA Architecture consists of three type of functional entities: OSA Framework, OSA Applications and OSA Service Capability Servers (see figure 1, copied from TS23.127v6.0.0). The new requirement aims to ensure that if an instance of one of these entities fails, another instance of this entity can be accessed with minimal disruption and minimal manual intervention.

For example, if the Call Control Service Capability Server (SCS) would not be accessible anymore due to planned or unplanned downtime, the Application should be able to switch its interaction to another instance of the Call Control SCS, without manual intervention of an O&M engineer and without the need to first sign a Service Level Agreement again (in OSA, access of an Application to an SCS requires the Application to first sign an SLA).

Another example to illustrate the purpose of the requirement: if an Application is not accessible anymore due to planned or unplanned downtime, SCSs and Framework should be able to send notifications to another instance of the Application (at least, if the Application Provider intends to provide a high available application). Such notifications are for example “incoming call attempt” and “location update”.

How exactly this requirement is implemented (e.g. by making changes to the OSA interface specifications) is a question to be addressed by the OSA experts in CN5. What is clear however is that the requirement does not introduce new entities in the OSA Architecture. This justifies the conclusion that SA2 is not required to make any changes in TS23.127 in order to satisfy the requirement.

Proposal

This contribution explains that the OSA Architecture (TS23.127v6.0.0) is not affected by the new OSA R6 requirement for High Availability. 

It is therefore proposed that S2 send a Liaison Statement to CN5, informing CN5 that the OSA R6 High Availability requirement does not impact the OSA Architecture and asking CN5 to start the stage3 implementation of this requirement.
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