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	Tdoc #
	Source
	Title
	Summary
	Proposed Conclusion

	S2-033904
	N1-031606
	Handling of MBMS UEs in RRC-connected, PMM-IDLE state
	To: RAN2 Cc: SA2, RAN3

CN1 thanks RAN 2 for their LS on Handling of MBMS UEs in RRC-connected, PMM-IDLE state.

CN1 have briefly discussed the question raised by RAN2 and are currently thinking of using the Service Request procedure to handle this, but that some changes to this procedure maybe required.

This is currently under investigation.
Actions: None
	Forward to MBMS

	S2-033905
	N1-031690
	LS on WLAN requirements
	To: SA1, SA2 Cc: T3

At CN1#32, CN1 has investigated under the work item WLAN Interworking the following items:

1. Terminology for the WLAN access network selection procedure:
Two different proposals have been evaluated in order to define at stage 3 the WLAN access network selection (i.e. WLAN radio network selection) as defined in 3GPP TS 22.011, 3GPP TS 22.011 and 3GPP TS 23.234.

· WLAN selection: Procedure for the selection among the available WLANs.

· I-WLAN selection: Selection among the available I-WLANs.

CN1 has agreed the working assumption of using the term ‘WLAN selection’, due to the following reasons:

· The term WLAN selection has no restriction to the interworking WLAN’s and therefore WLAN as such is correct for the case used at stage 3,

· and WLAN PLMN selection is performed only amongst the interworking PLMNs.

During the terminology discussion at CN1, it was pointed out that ‘I-WLAN selection’ is the appropriate term used by the stage 1 specifications (e.g. 3GPP TS 22.101 and 3GPP TS 22.011). However, it was also pointed out that 3GPP TS 22.011 when referring to network selection states in subclause 6.1 that “The UE shall select between multiple WLANs’”.
CN1 would like to check whether the working assumption on terminology for WLAN access selection is correct.

2. The Manual and Automatic mode of WLAN access network selection:

The current text in subclause 6.1 of 3GPP TS 22.011 states “The UE shall support both manual and automatic network selection mechanisms (modes) as standardized. The UE shall use the last network selection mode used, as the default mode, at every switch-on. The user shall be given the opportunity to change the network selection mode at any time”.

The CN1 discussed that two new modes for WLAN access network selection seemed to be needed, but CN1 could not completely agree whether this is a requirement at stage 1 or not. Thus, CN1 would like to check whether new Manual and Automatic network selection modes shall be supported for WLAN access network selection (i.e WLAN radio network selection).

3. Ways to indicate operator and user preferences:

The current text in the subclause 6.1 of 3GPP TS 22.011 states “When selecting a PLMN that is accessed via an interworked WLAN, this selection shall be based on operator and end user preferences. This set of preferences may be different from the preferences used for direct 3GPP access. The UE shall select between multiple WLANs in the same coverage area based on the operator preferences and user preferences by using similar procedures as for Network Selection without WLAN Interworking”.
CN1 has discussed a possible way to indicate operator and user preferences to fulfil the subclause 6.1 of 3GPP TS 22.011by the usage of the following lists in order to perform WLAN access network selection and WLAN PLMN selection:

· For WLAN access network selection (Case of IEEE 802.11 WLANs); ‘User preferred SSID list’, ‘Operator preferred SSID list’.

· For WLAN PLMN selection; ‘User Controlled PLMN Selector for WLAN access’, ‘Operator Controlled PLMN Selector for WLAN access’. Another list, which may contain a list of PLMN codes to which the WLAN UE called ‘Forbidden PLMNs for WLAN access’, might be used to not attempt to authenticate to an available PLMN code.

CN1 has also discussed that the above lists should be stored in the WLAN UE as one way to indicate operator and user preferences, but it is questioned whether the lists shall be stored in the ME or USIM (part of the WLAN UE), because the text in subclause 13.1.1 of 3GPP TS 22.101 indicates, “Access via a I-WLAN shall be possible using earlier releases (than the current release) of the UICC or using a SIM”. 

4. Broadcast of the VPLMN ID in the SSID:

3GPP TS 23.234 in subclause 5.4.3 seems to indicate that a VPLMN advertisement should be supported by WLAN, but CN1 could not agree whether the broadcast of the VPLMN in the SSID is a requirement at stage 2 or not. So, CN1 would like to check whether the broadcast of the VPLMN in the SSID is a requirement at stage 2 or not.

5. The need of I-WLAN SSID:

According to 3GPP TS 23.234 (subclause 5.4.2.1) it seems possible to indicate the support of an I-WLAN SSID value by the WLAN. Subclause 5.4.2.1 also states that this value shall be defined in the appropriate stage 3 specification. 

CN1 would kindly like to ask whether a common I-WLAN SSID is needed.

Actions to SA2:

CN1 kindly asks SA2 to consider the comments given above, and to address the questions asked by CN1 in the bullet items 1, 4 and 5 in order to check whether the working assumptions and discussions made by CN1 are capable of satisfying the existing stage 2 requirements.

	Forward to WLAN

	S2-033906
	N1-031724
	The requirement and feasibility of IMS watcher authentication
	To: SA3 Cc: SA1, SA2

CN1 thanks SA3 for the liaison statement regarding the requirement and feasibility of IMS watcher authentication.

CN1 has investigated the need for any watchers to be authenticated at the presence server in the IMS, and came to the following conclusion: 

- For a watcher attached to and authenticated in IMS, the P-Asserted-Identity header is there in all requests, which uniquely identifies the originator of the request. Requesting the watcher to authenticate in addition would not bring any further security in the system. If some IMS service would need such an extra authentication for any reason, that is not prohibited but the ways how to do it should be outside of scope of 3GPP.
- Non-IMS watchers or watchers accessing the Presence information from a non-trusted IMS, would not have any P-Asserted-Identity in the request, thus their identity would not be known. Some mechanism to authenticate these watchers might be needed, but the exact mechanism is left to SA3 to decide on.

Actions to SA2: none.
	Noted

	S2-033907
	N1-031725
	LS on “Questions on the possibility to not use Preconditions in Release 5”
	To: SA2

In the Release-5 version of 24.229 it is currently stated that, when the UE receives an indication that the remote side does not support the SIP preconditions extension, it shall not try to establish the related session (i.e. shall not send out another INVITE without preconditions to the remote end). The call simply fails. Moreover, no error behaviour is defined on the network side for the case a misbehaving UE sends an INVITE without preconditions.

This needs to be changed based on a recent decision from SA2 (CR337rev2 on TS23.228 Release 5). During CN1#32 different contributions addressed the problem in different ways and no common opinion could be reached in CN1. During the related discussion it became clear that CN1 needs further guidance on the related stage 2 requirement.

In parallel to this, a solution for Release-6 was proposed but could not be agreed during CN1#32.. This is needed due to interworking with non-IMS networks (under Release 6 work item).

For Release-5 several possible solutions were discussed. The following list shows four possible ways forward, but other combinations are also possible:

1) Adoption of Release-6 changes already in Release-5 

This solution will have include the following:

· UE may send INVITE requests without preconditions

· Network enabled for handling for sessions established without preconditions, which may have impact oncharging and Go related procedures.

· CSCFs can be configured to reject INVITE requests that do not include preconditions

In this case the Release-5 solution will be delayed until the Release-6 solution has been agreed in CN1#32.

This change would introduce IMS / SIP interworking already in Release-5.

2) UE may send INVITE without preconditions, but Rel-5 network does reject all such INVITE requests, i.e.: 
· UE may send INVITE requests without preconditions

· CSCFs can be configured to reject INVITE requests that do not include preconditions


The UE would be able to send INVITE requests without preconditions only when attached to a Rel-6 IMS network. 
 
A Rel-6 UE attached to a Rel-5 network would not be able to establish a call to another UE that does not support preconditions. If the same UE would be attached to a Rel-6 IMS, this would work.

Some delegates were concerned that this solution would close the door for the introduction of services to Release-5 which do not require the support of preconditions. 

If this solution is chosen it still needs to be decided whether the rejection of INVITE requests without preconditions is mandatory to be done by the Rel-5 network or optional.
3) UE does not send INVITE requests without precondition, but network is able to handle such INVITE requests, i.e.
· Network enabled for handling for sessions established without preconditions, which may have impact oncharging and Go related procedures.

· CSCFs can be configured to reject INVITE requests that do not include preconditions

In this case a Rel-6 UE could roam to a Rel-5 network and still would be able to send INVITE requests without precondition. The Rel-5 UE on the other hand would not be able to send INVITE requests without precondtions, even if the network would support this. This alternative does not seem to be aligned with the already approved stage 2 design.

4) No change to the existing 24.229 procedures, i.e. the Rel-5 UE and network would not support any mechanisms for session establishment without preconditions. The network would not explicitly block such attempts. However, this alternative does not seem to be aligned with the already approved stage 2 design.

In this case a Rel-6 UE roaming to a Rel-5 would be able to send INVITE without preconditions into a Rel-5 network, which would then not be able to handle it. Impacts were identified in TR 29.962.
Actions to SA2: CN1 kindly asks SA2 to study the above cases and give further guidance and clarifications on the related requirement back to CN1. 
	Open

	S2-033908
	N1-031728
	LS on Introducing the Privacy Mechanism in Stage 2
	To: SA3 Cc: SA2
WG CN1 thanks WG SA3 for their liaison in S3-030649.

WG CN1 would like to clarify the appropriate IETF references made in the proposed CR.

RFC 3323 specifies the essential capabilities of the privacy function, and specifies a number of optional privacy capabilities, i.e. header (RFC 3323 subclause 5.1), session (RFC 3323 subclause 5.2) and user (RFC 3323 subclause 5.3). None of these options are currently specified in 3GPP TS 24.229, and the complete implementation of these options cannot occur with SIP proxy capabilities.

The essential capabilities of the privacy function can be regarded as:

· the definition of the privacy header and its syntax

· the operation of the "none" value such that the user requests that a privacy service apply no privacy functions to this message, regardless of any pre-provisioned profile for the user or default behavior of the service. User agents can specify this option when they are forced to route a message through a privacy service which will, if no Privacy header is present, apply some privacy functions which the user does not desire for this message. Intermediaries MUST NOT remove or alter a Privacy header whose priv-value is 'none'.  User agents MUST NOT populate any other priv-values (including 'critical') in a Privacy header that contains a value of 'none'.

· the operation of the "critical" value such that the user asserts that the privacy services requested for this message are critical, and that therefore, if these privacy services cannot be provided by the network, this request should be rejected. Criticality cannot be managed appropriately for responses.

RFC 3325 (in addition to defining the P-Asserted-Identity header and the P-Preferred-Identity header, defines the privacy option "id" that is currently specified within 3GPP TS 24.229. 

Any specification of the privacy capability therefore requires references to both RFC 3323 (for the coding of the header and the operation of "none" and "critical") and RFC 3325 (for the operation of the "id" privacy option.

Actions to SA2: None
	Noted

	S2-033909
	N3-030830
	LS on security of the Diameter protocol for the Gq interface
	To: SA2, SA3

In the CN3#29 meeting, CN3 decided to use the Diameter protocol as a working assumption for the Gq interface. During the CN3#30 meeting, some concerns were raised regarding the security requirements for this interface.

The Gq interface is defined between the PDF (Policy Decision Function) that belongs to the 3GPP operator network and the AF (Application Function) that can be in another 3GPP operator network in case of roaming.It is up to SA2 to decide if the AF can belong to a third party network.

Therefore, the Gq interface has to be considered as an inter-domain interface. There is then a critical issue on how to secure the Diameter signalling path between the AF and the PDF in a configuration where the AF is in a third party network. CN3 would like SA2 to clarify whether the third party AF is located in a 3GPP trusted domain or not. 

The Diameter protocol supports the use of proxies. CN3 would like SA2 to clarify if the support of untrusted proxies is required for the Gq interface.

If the third party AF is not located within the 3GPP trusted domain, Diameter endpoints (i.e. AF and PDF) may communicate through Diameter proxy agent(s) that are outside the 3GPP trusted domain. The presence of Diameter proxy agent(s) outside of the 3GPP trusted domain in the signalling path may break the end-to-end security because integrity of the Diameter message can not be ensured.

This potential issue is raised within the Diameter base protocol specification in the security considerations section (RFC 3588):

"The Diameter base protocol assumes that messages are secured by using either IPSec or TLS.  This security mechanism is acceptable in environments where there is no untrusted third party agent.  In other situations, end-to-end security is needed." CN3 would like to ask SA3 how tohandle configurations with untrusted third party agent. 

The end-to-end security includes integrity and confidentiality of the AVPs exchanged between the Diameter endpoints.

Actually, the Diameter base protocol relies on the draft "Diameter CMS (Cryptographic Message Syntax) Security application" to provide end-to-end security functionality but this specification is still under discussion within the IETF.

CN3 would like to have SA3 confirmation that end-to-end security is needed on the Gq interface when the AF is outside the 3GPP trusted domain with or without untrusted proxies.

CN3 would like to ask SA3 whether it would be advisable to rely on the IETF work in progress on Diameter CMS Security application for end-to-end security. Also, CN3 has concerns whether the Diameter CMS Security Application draft would become an RFC within the Release 6 timeframe. 

Action to SA2 group: CN3 kindly asks SA2 to clarify:

· if the support of third party AFs in an untrusted domain is required;

· If the support of untrusted proxies is required.


	Open

	S2-033910
	N4-031351
	LS on identifying MMS Enabled devices and MMS Capabilities of those devices
	To: T2 Cc: SA1, SA2

CN4 thank T2 for their LS on identifying MMS Enabled devices and MMS Capabilities of those devices.

CN4 would like to comment on the proposed CR attached to T2's LS (T2-030461) as follows:

The message flow providing an example for Legacy Terminal detection based on an IMEI query in Annex XX is base on standard MAP messages ATI (AnyTimeInterrogation) and PSI (ProvideSubscriberInfo). These messages can be used to retrieve the IMEI from the serving VLR or SGSN. It must be noted that by means of HLR configuration the MMSC address needs to be added to the HLR's internal table listing the nodes which are allowed to request information from the HLR with ATI. It must further be noted that the MAP messages ATI and PSI have originally been defined in the context of CAMEL. However, the subscriber addressed by the ATI and PSI messages is not required to subscribe to any CAMEL service.

CN4 have added comments to the CR 23.140 REL-6 on Legacy Terminal Detection. The commented revision is attached to this LS response.

Although the example mechanism specified in Annex XX is believed to be technically correct, CN4 identified the following deficiencies:

· the traffic load between MMSC, HLR, VLR/SGSN, and MS may increase significantly.

· it is not guaranteed that the retrieval of the IMEI by the MMSC is in all cases successful. If e.g. the serving VLR does not support PSI enhancements as specified for Rel-5, or the IMEI is not stored in the VLR and the MS is not reachable, the IMEI retrieval will be unsuccessful.

· Even if the IMEI could be successfully retrieved by the MMSC, the mapping onto terminal capabilities within the internal or external DB may be unsuccessful.

To this end CN4 makes no statement or recommendation as to the suitability of this solution over any other possible solutions.


Actions to S2: None
	Noted

	S2-033911
	N4-031352
	LS on Change in MBMS Activation Procedure
	To: SA2

CN4 have been working on the introduction of MBMS into GTP. During the course of the stage 3 design, it has been found necessary to slightly modify the stage 2 flow in order to meet the requirements of GTP with relation to GTP timers.

The stage 2 flow is copied below for information. 
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During Step 4, a GTP MBMS Notification Request message shall be sent by the GGSN towards the SGSN.  The GTP response message, the MBMS Notification Response, is then sent during step 7 indicating “successful or unsuccessful MBMS context activation for the reason of SGSN or UE” as stated in TS23.246.

CN4 are concerned that during this time, GTP retry timers may time out causing possible errors within the Gn interface. In order to address this, an immediate response to the MBMS Notification Request (step 4 above) shall be sent, indicating that the SGSN has understood the request, and is processing the message. In the case of explicit reject of the network initiated MBMS context activation by the UE, or loss of radio contact with the UE, two new messages have been defined to indicate the failure of the MBMS context activation; The MBMS Notification Reject Request  / MBMS Notification Reject Response. These messages now serve the purpose of the MBMS Notification Response message (step 7 above). Additionally, it should be noted that this procedure is also in line with the existing method for “regular” network initiated PDP context activation. The updated flow is shown below with the modified messages shown in red;
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CN4 believe that all the required functionality from the stage 2 specifications shall be delivered by this stage 3 design, and furthermore, will alleviate the problem encountered within the protocol design for MBMS GTP messages. 

Actions to SA2: CN4 asks SA2 to consider the impact of the change, and guide CN4 if an adverse impact is seen from this change. 


	Forward to MBMS


	Actions to SA2: CN5 seek clarification of the requirements, if any, for OSA to support the Ut interface.
	Open

	S2-033913
	S1-031210
	Reply on the requirement and feasibility of IMS watcher authentication
	To: SA3 Cc: SA2, CN1

SA1 has studied LS (S3-030654) from SA3. SA1 concluded that there are no specific requirements for password based authentication for presence service. Further SA1 has no detailed requirements for IMS or non-IMS watchers. Similar level of security should however be required from a non-IMS watcher than from an IMS watcher.

SA1 believes that SA3 with support from SA2 and CN1 can find a technical solution that provides sufficient level of security for presence service. 

Actions: None.
	Noted

	S2-033914
	SA1-031260
	LS on clarified requirements on synchronization for GUP
	To:T2 Cc: SA2, SA3, SA5, CN4

SA1 thanks T2 for the LS on usage of GUP reference points. T2 asked if the following two statements are conflicting:

1.
The statement from SA2:

“Changing the role of a non-master component to a master role is not possible, since after the change an Application would turn into a GUP Data Repository, and that is not allowed by the Rg and Rp reference points.”
2.
TS22.240 V6.0.0, section 4.4:

“During the lifetime of a component, the role of master instance may be played by different component instances (e.g. in the case of failure).”

SA1 has clarified the requirements on synchronization for GUP and updated the stage 1 accordingly. 

SA1 would like to inform T2 that the statements above are not conflicting. Statement from SA2 refers to the roles of master and copy in the context of GUP as clarified in the updated stage 1. 

The statement from 22.240 v6.0.0 referred to the possible physical implementation which may be used for reliability. However SA1 would like to point out that this implementation issue is out of scope of GUP. 

Actions to S2: None.

	Noted

	S2-033915
	S1-031275
	LS on modification of the LDR event types (reply to S2-032722)
	To: SA2 CC: CN 4

TSG SA1 thanks TSG SA2 for the liaison statement. TSG SA1 has agreed to remove the requirement for change of area from TS22.071 Rel-5 in order to align with 23.271 and 29.002 Rel-5. A CR, which has been approved in SA1, is attached. The requirement remains in Rel-6.

Actions:  None
	Noted

	S2-033916
	S1-031286
	LS on high bandwidth communication capability for USAT
	To: TSG-T, SA2, T2, T3
SA1 received three Liaison Statements on the subject of MMS support (or as a bearer) for USAT.

S2-033242 Response LS on MMS support by USAT

T2-030472 LS on addition of MMS support by the USIM Application Toolkit
TP-030228 LS on the use of MMS as a bearer for USAT

SA1 discussed the content of these Liaison Statements, and noted that TSG T have offered to act as a coordination point and that proposals for a way forward have been requested.

SA1 discussed and agreed on the following requirements;

· There is a need for a mechanism to download content to USAT, and the current solution based upon SMS as described in S2-033242 is unsuitable for larger downloads. SA1 confirm that principal requirement is to provide a higher bandwidth channel to and from USAT, than that currently provided by SMS.

· Additionally, this communication capability should

· Provide a guaranteed delivery mechanism

· Re-use existing network infrastructure 

· Be able to be delivered to the user without charge.

· SA1 agreed that the ability to use this communication capability to the USAT should be under the control of the network operator only. There is no requirement for other users to be able to address content towards the USAT.

SA1 agreed that this capability should be mandatory for those Rel-6 UE’s that support USAT, and ask that TSG T take this into account when defining the solution. SA1 considered that there may need to be an exception for example in the case of very simple devices and ask TSG T to comment on this. SA1 wish to make clear that this is a requirement on the UE and not on the MMS Client.

Many companies present at SA1 specifically requested that the solution should be made available as soon as possible, and be based upon MMS. However it was accepted that this decision will be made by TSG-T. 

Actions to S2: None
	Noted

	S2-033917
	S1-031303
	LS on CS interconnect accounting for multi-media services e.g. videotelephony
	To: GSMA SerG Cc: CN3, SA5, SA2
SA1 would like to provide GSMA SerG with a successive feedback regarding the high level operator requirement on the capability to identify user rate and protocol at the point of interconnection for settling inter-network accounts.

To reflect this requirement SA1 has continued the discussion and agreed on a change in the paragraph to clearly require information collected at the point of interconnection.

The CR to 22.115 v6.2.0 ‘Charging and Billing’ was agreed at the SA1#22 Plenary and the text now reads as follows:

For circuit switched interconnection only a capability is required to collect information regarding user rate and user protocol at the interconnection point so that e.g. the identification of CS video telephony at the interconnection point for inter-network accounting purposes becomes possible.

 The agreed CR will be presented for approval at the SA#22 Plenary (Maui, US, 15 – 18 December 2003).

Actions: No actions
	Noted

	S2-033918
	S1-031313
	Reply to LS on Clarification on Presence Service Matters (S1-031072;N4-031062)
	To: CN4, CN2 Cc: SA2
SA1 thanks CN4 for the LS provided within S1-031072 (N4-031062) and would like to provide the following information with regard to relationship between Presence and CAMEL.

The technical specification work for Presence is outside the scope of SA1.  It is the responsibility of other groups (e.g. SA2, CN2, CN4) to specify the technical details.

The completion of specification work for Presence within Rel-6 and the specification of a mechanism to obtain network related presence information is highly desired by PLMN operators. However, the issue of roaming for the Presence will be handled on a case-by-case basis and it is not possible for HPLMN operators to require support of a specific functionality within a VPLMN. 

SA1 accepts that technical specification work outside the scope of SA1 may include dependence on other functionalities e.g. CAMEL Phase 4.  While SA1 does require interoperability in general there is no specific requirement for the independence of Presence with regard to other 3GPP functionalities within Rel-6.

Actions to SA2: None
	Noted

	S2-033919
	S1-031326
	LS on developing interworking with GIS (reply to S2-033226)
	To: 3GPP SA2 Cc: OMA Location WG

Further to the liaison statement from SA2 in S2-033226, SA1 has agreed a Rel-6 CR to TS22.071 introducing a requirement for interworking with GIS.  The CR is attached.

SA1 wishes to make no comment on GIS architectural issues.

Actions: None
	Noted

	S2-033920
	S1-031332
	Reply to LS on MBMS Volume/Time Based Charging (S1-031077;S2-033169)
	To: SA2 Cc: SA5
SA1 would like to thank SA2 for the LS on MBMS Volume/Time Based Charging.

SA1 has discussed this topic and would like to inform SA2 and SA5 that at this point in time SA1 sees no need for volume/time based charging data to be generated in respect of charging the user.

Actions to SA2: None
	Forward to MBMS

	S2-033921
	S1-031333
	Reply to LS on Layer1 Performance for MBMS (S1-031199;R1-031138)
	To: RAN1  Cc: RAN2, RAN3, RAN4, SA2, SA4,
SA1 would like to thank RAN1 for the LS within S1-031199 (R1-031138) entitled ‘LS on Layer1 Performance for MBMS’.

SA1 has discussed the content of S1-031199 (R1-031138) and would like to provide the following information with regard to the Layer1 Performance for MBMS.

Within the LS received by SA1 it is mentioned that one of the working assumptions for the simulations performed within RAN1 is approximately 80-90% cell coverage for macro cell. SA1 understands that the issue of cell coverage is an operator dependent issue.  However, SA1 would like to inform RAN1 that many services are currently provided with greater cell coverage than assumed by RAN1 for the MBMS simulations.  For example, voice services are typically provided with cell coverage exceeding 90%.  Therefore, it was expressed within SA1 that the simulations performed within RAN1 may not reflect the conditions PLMN operators would like to offer MBMS services.

Also, as requested SA1 intends to further consider the results of this evaluation within TR 25.803 for the development of specification for MBMS.
2. Actions to SA2: None

	Forward to MBMS

	S2-033922
	N4-031013
	LS on sending the SGSNs MNC and MCC to the GGSN and service node
	To: SA5, SA2 Cc: SA1, CN3, T2, GSMA BARG CPWP
CN4 thanks SA5 for their LS (S5-034449) detailing the requirements for the inclusion of the RAI (to carry MNC and MCC of the SGSN) in GTP.  As noted in this LS and the previous LS sent by CN4 to SA5 on this subject, it is not possible to make the RAI a mandatory parameter within GTP because of the problems that this would cause with backwards compatibility.  

The request from SA5 in S5-034449 to CN4 was to;


‘…to define the addition of this information in the relevant GTP and RADIUS messages so that while the information parameters are not mandatory in the protocol message descriptions, the accompanying behaviour description for the parameter makes it clear under what conditions they shall be included’.

The understanding of CN4 is that the requirement from SA5 is to make it clear that, whilst the protocol definition describes the parameter as optional (for compatibility reasons), there should be text included somewhere within specifications that states that really this parameter should always be included.  To that end, CN4 has two distinct proposals:

1. CN4 could change the description of the inclusion of RAI in 29.060 from text that reads ‘The SGSN may include the Routeing Area Identity (RAI) of the SGSN where the MS is registered’ to ‘The SGSN should include the Routeing Area Identity (RAI) of the SGSN where the MS is registered’.

2. SA2 change the text within the stage 2 document (23.060) to describe the conditions under which the RAI is included in Create PDP Context Request and Update PDP Context Request.  

When considering these two options, CN4 noted that it would be difficult to approve the changes described in option 1 for any release earlier that Release 6 since this would not imply a functional correction and so, whilst strengthening the requirement, it would probably be viewed as an editorial change.  Option 2 however would be something closer to a correction since there is no mention of the conditions on the inclusion of RAI in 23.060 with relation to Create or Update PDP Context Request and so this could be viewed as essential clarification to help implementers understand the true requirements for inclusion.  It was also noted in CN4 that the conditions for inclusion or not of parameters under certain conditions is really a service related consideration and so the stage 2 document would be a better place for such a recommendation.

Actions to SA5 and SA2: CN4 asks SA2 and SA5 group to consider the two solutions that CN4 has proposed and decide which would be preferred.  If SA2 and SA5 agree with CN4 that the second option is the most appropriate way of addressing SA5’s requirement, SA2 are further asked to draft and approve the appropriate CR’s to 23.060.

	Postponed from the last meeting and was S2-033315

	S2-033923
	S1-031278
	LS on clarified requirements on synchronization for GUP
	To: T2 Cc: SA2, SA3, SA5, CN4

SA1 thanks T2 for the LS on usage of GUP reference points. T2 asked if the following two statements are conflicting:

1.
The statement from SA2:

“Changing the role of a non-master component to a master role is not possible, since after the change an Application would turn into a GUP Data Repository, and that is not allowed by the Rg and Rp reference points.”
2.
TS22.240 V6.0.0, section 4.4:

“During the lifetime of a component, the role of master instance may be played by different component instances (e.g. in the case of failure).”

SA1 has clarified the requirements on synchronization for GUP and updated the stage 1 accordingly. 

SA1 would like to inform T2 that the statements above are not conflicting. Statement from SA2 refers to the roles of master and copy in the context of GUP as clarified in the updated stage 1. 

The statement from 22.240 v6.0.0 referred to the possible physical implementation which may be used for reliability. However SA1 would like to point out that this implementation issue is out of scope of GUP. 

Actions to SA2: None
	Noted

	S2-033924
	OMA Req WG (with input from OMA PoC WG)
	Reply LS to 3GPP on principles for overlapping issues with OMA regarding PoC
	To: SA  cc: SA1, SA2, CN1, CN3, CN4, OMA PAG WG 

OMA thanks 3GPP for the LS on principles for overlapping issues regarding PoC. 

OMA would like to provide following responses to the six points highlighted in the original 3GPP LS:

1. “3GPP understands that OMA will develop an application enabler for PoC.  3GPP assumes that this application enabler will be based upon IMS and services such as presence and conferencing that are derived from IMS”


OMA PoC application service enabler will utilize SIP/IP core based on capabilities from IMS as specified in 3GPP and 3GPP2.  We recognize the desire to align on Presence service and suggest OMA Presence and Availability Group (PAG) to collaborate with 3GPP to provide a common Presence solution for PoC. 
PoC group service seems to be a special kind of conferencing service; OMA would like 3GPP to provide additional information on its work on conferencing service and its applicability to PoC.


2. “OMA is requested to present its requirements and architectural assumptions in terms of functionality required from a cellular or IP multimedia network.  3GPP will analyze which requirements are currently supportable within our release 6 plans and what work must be done to remedy any deficiencies.”


Enclosed in the LS please find the latest OMA PoC requirement document and two powerpoint presentations on PoC requirements and PoC architecture overview that can be presented at next 3GPP meeting.  3GPP is encouraged to analyse its impact to underlining cellular and IP multimedia networks and to develop any necessary enhancements in Release 6 in order to support PoC implementation.


3. “3GPP can most efficiently address the OMA requirements through the normal 3GPP workflow.  This means that PoC requirements should be introduced through SA1 which will perform the appropriate requirements analysis.  SA2 will perform the analysis and any changes required with respect to IMS architecture. The CN1, CN3, and CN4 working groups will perform the necessary protocol analysis and development when appropriate.  Other 3GPP groups may also be involved.”

Noted. We would encourage relevant 3GPP groups to liaise directly with OMA PoC WG on technical issues and OMA Req WG for PoC requirements.  OMA Req WG would welcome SA1 requirements analysis towards improving the RD for its finalisation in a timely manner.  To maintain the momentum driven by operators and vendors in OMA towards a standards-based PoC enabler within 2004, priority has been placed on completion of the RD.  Currently, the formal review of the RD is scheduled for 12th of Nov. with targeted final agreement by Reg WG by the end of Nov. 2003.  Comments from SA1 received by 12th of Nov. would be much appreciated.

4. “Work within 3GPP to address any enhancements required for PoC is expected to be driven by 3GPP member companies (many of which are also members of OMA).  This work is subject to the standard 3GPP work item definition and approval process.  3GPP intends to address this topic expeditiously and a work item already exists within 3GPP to address architectural impacts due to PoC.”


OMA takes note of and thank 3GPP for its commitments as shown by the SA2 initiative on architecture impact assessment WID..


5. “3GPP TSG-CN should be the single point of contact with IETF in addressing PoC extensions to IETF protocols.”

OMA recognize the on-going collaboration between 3GPP and IETF on IMS.  If OMA identifies that new IMS extensions to IETF protocols are needed for PoC, these will be communicated to 3GPP and 3GPP2.

6. “OMA is requested to give a presentation of preliminary PoC requirements, architecture, and timelines during the meetings of SA1, SA2, and the CN WGs to be held from 27 to 31 October in Bangkok, Thailand.  This collocated meeting of 3GPP working groups provides an excellent opportunity to acquaint the 3GPP experts with the OMA PoC plans.”


Agreed. Representatives from OMA Req WG and OMA PoC WG will be in the Bangkok 3GPP meeting for the presentations.

Actions: 

On Q1. above, OMA would request 3GPP to kindly provide additional information on its work on conferencing service and its applicability to PoC.

On Q2., 3GPP is requested to analyse its impact to underlining cellular and IP multimedia networks and to develop any necessary enhancements in Release 6 in order to support PoC implementation.

On Q3., SA1 is kindly requested to provide comments on the attached draft PoC RD by 12th of Nov.2003 for consideration in the final RD review within November.


	Postponed from the last meeting and was S2-033359
Open

	S2-033925
	S5-034557
	LS reply on sending the SGSN’s MNC and MCC to the GGSN
	To: SA2, CN4 Cc: SA1, CN3, T2, GSMA BARG CPWP
SA5 thank CN4 for their liaison reply regarding the inclusion of the SGSN MCC/MNC in the GTP protocol definition so that it can be included in the CDRs generated by the GGSN and Service nodes.

SA5’s initial assumption was that changes to both the stage 2 (TS 03.60/23.060) and stage 3 (TS 09.60/29.060) descriptions of GPRS would be needed in order to accommodate the above functionality. However, SA5 will be happy to accept option 2 as proposed in CN4’s LS N4-031013:

1. SA2 change the text within the stage 2 document (23.060) to describe the conditions under which the RAI is included in Create PDP Context Request and Update PDP Context Request.

if SA2 and CN4 feel that the implementation of such change in TS 03.60/23.060 will be sufficient. The conditions that should then be described in TS 03.60/23.060 are that, at a minimum, an SGSN that is capable of sending the (optional) RAI parameter shall do so

- in every “Create PDP Context Request” and

- in the “Update PDP Context Request” when the new SGSN is in another network than the old SGSN.
Actions to SA2: SA5 kindly requests that the appropriate changes be made to Rel-97 and later versions of TS 03.60 and Rel-99 and later versions of TS 23.060.
	Was S2-033339 and postponed from the last meeting
Open

	S2-033926
	T2-030472
	LS on addition of MMS support by the USIM Application Toolkit
	To: TSG-T, SA1, SA2, T3

T2 has been asked to comment on the feasibility of utilising MMS as a mechanism to transfer data to and from the USAT.  In doing so, T2 has noted the following statements expressed by SA1 and SA2:

 “SA1 agreed that the principle requirement is to provide a higher bandwidth channel to USAT, than that currently provided by SMS.” (S1-030922)
“SA 2 understand that many Over The Air SIM updates use multiple (eg >20) SMSes and SA 2 note that the SMS architecture is not well optimised for this. Hence, MMS appears to be a suitable ‘bearer’ to use as a natural evolution of multiple concatenated SMSes” (S2-033242)

T2 confirms that it is in principle technically feasible for MMS to be used as a transport mechanism for the transfer of data (e.g. any application data) to and from a terminal.  Utilising MMS for this purpose will overcome the complexities and additional overheads of using SMS for large data downloads. However, at this point in time, T2 has not yet studied the detailed implications which are due to the particular case when USAT uses MMS as a transport mechanism for USAT data.

To facilitate this new capability, new features would be needed in order to allow multimedia messages to be addressed to applications in the UE other than the MMS user agent.  Such a proposal has already made from the Java Community JSR 205 expert group as part of the J2ME Wireless Messaging API (WMA) development (see LS in T2-030389).

Please note that T2 can only comment on the MMS transfer of data between the terminal and the network and cannot make a judgement on the feasibility of transferring this data between the terminal and the UICC.

Action to SA1, SA2, TSG T:  Please advise T2 on how to proceed on this new feature in time for consideration at our next meeting
	Was S2-033342 and postponed from the last meeting
Open

	S2-033927
	T2-030535
	LS on identifying MMS Enabled devices and MMS Capabilities of those devices.
	To: SA2, CN4 Cc: SA1
To improve the overall functionality of MMS two problems exist that are concerns of TSG T2. One (MMS Enabled) is for an operator to have knowledge of which terminals in their network are enabled for MMS. The second (MMS Capabilities) is for an MMS Relay/Server to have knowledge of a MMS enabled terminal’s capabilities prior to sending it an MM notification. 

Regarding the MMS Enabled problem it was one proposal in T2 that a solution using IMEI is possible. The annex in the attached CR T2-030461 describes one possible solution. 

Regarding the MMS Capabilities problem, it has been discussed that solutions may exist in OMA. Particularly in specification OMA-UAProf-V2_0-20030520-C section 6.3 entitled ‘Push Environment’. This section discusses caching of a terminal’s capabilities, which could be specific to MMS, and seems to be an appropriate solution for MMS. Also, specification WAP-235-PushOTA-20010425-a describes three different push environments. It’s the understanding of T2 that a solution to the MMS Capabilities problem could be resolved with a combination of the correct Push environment accompanied with UAProf. 

Actions to SA2: SA2 is kindly asked to comment on the attached proposed CR and to identify mechanisms, other than the one described in the attached T2 CR - Annex XX, to solve the MMS Enable problem. 

SA2 is also asked to comment on whether solutions using UAProf (OMA-UAProf-V2_0-20030520-C) and Push (WAP-235-PushOTA-20010425-a) are viable for the MMS Capabilities problem. Also, to identify any other solution to this problem.
	Was S2-033346 and postponed from the last meeting
Open

	S2-033928
	TP-030228
	LS on the use of MMS as a bearer for USAT
	To: SA2, SA1 Cc: T2, T3, OMA-BAC, OMA-MWG, OMA-REQ, OMA-ARCH, ETSI SCP

TSG-T has discussed again the matter of providing an enhanced capability for data download to the USIM application toolkit (USAT) and upload from USAT.  At the moment, the generally accepted method for doing download to the UICC is to use SMS as a bearer.  Now SA1 has decided, based on operator input, that a new mechanism is required for providing a higher bandwidth capability for USAT.  SA2 has sent a liaison statement saying that MMS is an appropriate method for providing higher bandwidth capability for USAT.

TSG-T has reviewed the LS from SA2, and notes that the analysis undertaken in SA2 appears to be quite basic.  In TSG-T it was agreed that a more detailed analysis is required to establish exactly what is required in the 3GPP system to support the new requirement. MMS has not been defined as a traditional telecom bearer, however this does not preclude MMS or enhanced MMS to be used as a transport mechanism. The consequence of MMS not being defined as bearer, but rather as an application is that the MMS client might not be under control of either the mobile manufacturer or the operator as the user might download any MMS client compatible with the OS of mobile or run the MMS client on a TE connected to the mobile equipment by a multitude of interfaces each with their set of security aspects. This problem could of course be overcome by creation of a trusted environment, e.g., with a separate client for the USAT, but this would require that MMS would be enhanced such that the sending entity can specifically address a given client. 

For your information TSG T would like to recall that the basic functioning of MMS is that first an SMS is sent to a UE in a 3GPP network, then the UE utilises the information to retrieve the MMS message from the network by using WAP protocol over a data connection (PS or CS).

TSG T understands that what are required to enhance USAT is a higher bandwidth and a push capability, but it is not clear to TSG T, if other requirements influence the choice of solution and would like to be informed about any such requirements, e.g., reuse of existing infrastructure for MMS.

TSG T would like to highlight that 3GPP has already defined a  transport mechanism in the “Bearer Independent Protocol”(BIP) which allows USAT to set up a data connection.  This has already been implemented by some handsets and UICCs. However, as it is now, BIP works only in a “pull” mode. Of course like for other limitation in 3GPP a push mechanism might be added through additions to the standard.

TSG-T has also heard that the Java Community JSR-205 Expert Group is interested in transferring Java Games over MMS and believes that the same issues apply to this, i.e. the simplistic assumption is that the MMS client in the UE can look at the different types of incoming MMS and decide where to send the data (to keep it in the MMS client, to send it to a Games engine, or to transfer it to USAT).  The potential issues associated with this seem very similar to those of USAT. 

Additionally, TSG-T would like to inform that also other new requirements for handling of MMS in relation to UICC are under discussion, e.g., MMS storage at the UICC and proactive capabilities in the UICC to support MMS management. 

This problem space is spread across the 3GPP and OMA communities and therefore this Liaison Statement is also sent to some OMA groups.

TSG-T would be happy to act as a co-ordination point for all input relating to this from different groups, with the intention to propose a way forward based on all input received prior to our next meeting as shown below.

Actions to SA1, SA2, OMA-BAC, OMA-MWG, OMA-REQ, OMA-ARCH: TSG-T invites the above groups to look into the matter as described above and provide proposals to TSG-T by the next TSG-T meeting.
	Was S2-033347 and postponed from the last meeting
Open

	S2-033929
	R3-031756
	Reply LS on RAN Work Item '"Control of Remote Electrical Tilting Antenna" and possible impact on TSG SA 5'
	To: TSG SA WG 5 Cc: TSG RAN, TSG SA, TSG SA2

TSG RAN WG3 would like to thank TSG SA WG 5 for the reply LS on 'RAN Work Item "Control of Remote Electrical Tilting Antenna" and possible impact on SA5'. This LS provides some further information requested by TSG SA WG 5 in order to complete their study.

1, Under what situations are RET adjustments necessary?

It is the current TSG RAN WG 3 understanding that RET adjustments will be necessary for the following scenarios:

a, Implementation of a new network plan with e.g. 4 RET adjustments per year

b, Optimisation of the network depending on the interference situation with e.g. 4 RET adjustments per month

c, Potentially optimisation of the network depending on the traffic situation with daily RET adjustments irrespective of the signalling scheme.

2, What needs to be measured and transferred over Itf-N in order to determine whether RET adjustments are needed?

Potential parameters to be measured and transferred over Itf-N in uplink direction are:

a, Uplink traffic per cell

b, Downlink traffic per cell

c, Uplink interference per cell

d, Node B power per cell

Furthermore, parameters for the configuration management and fault management of RET antennas like tilt values and alarms should be transferred over Itf-N in uplink and downlink direction.

3, The question whether the Remote Electrical Tilting Control is an integrated subsystem in the Node B was discussed by TSG RAN WG3 during RAN3#38. According to this discussion it is the current TSG RAN WG 3 understanding that there are two possible solutions to include the RET control into the UTRAN architecture: RET control as an integrated subsystem in the Node B or as a new UTRAN element. The former one is already captured in the study area of TR 25.802 v0.2.0 as one possible solution. The discussion on this question is still ongoing and no final agreement was made until now.
However, it might be helpful for the discussion in TSG RAN WG 3 to know how much work is needed in TSG SA WG 5 resulting from the architectural impacts in case of a new UTRAN element for RET control.

4, The order of magnitude of the number of control parameters and signalling commands that would be required for the management of RET over Itf-N could not be provided by TSG RAN WG 3 at the moment. The command set for control of RET antennas which is given in section 8 of version 1.0 of the AISG1 standard worked out by the Antenna Interface Standards Group and released end of October 2003 can be seen as an example of the nature of the commands to be signalled over the Itf-N (see http://www.aisg.org.uk for AISG1).
It is the current TSG RAN WG 3 understanding that for a network wide control of RET antennas at least a command for RET Set Tilt has to be signalled over the Itf-N. Commands like RET Calibration and RET Get Tilt are other possibilities. Furthermore, some of the commands for Configuration and Fault Management (e.g. GetErrorStatus, GetInfo, ClearAlarms and GetDeviceData) might be signalled over the Itf-N, too.
TSG SA WG 5 is kindly asked to have a look at section 8 of the AISG1 standard as an example for the commands to be signalled over the Itf-N to get a first idea of the order of magnitude of the number of control parameters and signalling commands needed for RET control. Further information on this question will be provided later by TSG RAN WG 3.

5, All of the aspects listed by TSG SA WG 5 in their LS, i.e. Configuration Management (CM), Fault Management (FM) and Performance Management (PM), are crucial for TSG RAN WG 3. However, regarding the priority concerning the management of RET over Itf-N it is the TSG RAN WG 3 understanding that the priority of the CM is the highest one, followed by the FM with a middle priority and the PM with the lowest priority of the three listed aspects.

TSG RAN WG 3 will provide more input to TSG SA WG 5 on this topic as soon as they are available as outcome of the discussions, e.g. a more complete version of the TR 25.802 after major updates.

Actions to SA2: None
	Noted

	S2-033930
	OCG EMTEL
	Liaison Statement reply to 3GPP SA2 on Comments on ETSI SR 002 180 V0.3.2
	To: ETSI TB TISPAN, 3GPP SA, and 3GPP SA2 Cc: 3GPP CN, 3GPP CN1 & 3GPP CN4
OCG EMTEL ad-hoc group thanks 3GPP SA2 for their reply to our recent liaison statement asking for comments on the ETSI SR 002 180 V0.3.2. We note your answers to our questions and also note that you have some questions of your own.  The comments you made and the questions you asked are dealt with in the following liaison statement.

The OCG EMTEL comments are attached in line as follows:

ACTION: 
You are kindly invited, within your area of expertise and recognised responsibility, with the utmost urgency to:
1. Familiarise the TB or WG with the requirements from the COMMISSION RECOMMENDATION of the 25/07/2003 C(2003) 2657 and SR 002 180.
SA2 response: The documents have been distributed within SA2, and the companies have committed to providing the needed specifications.
Thank you.

2. Identify areas where your TB or WG is or expects to be active; and initiate the corresponding activities and Work-items.
SA2 response: SA2 will investigate existing specified capabilities (architecture and functional description) for providing mobile location to the PSAP to determine what changes might be needed in order to support  E112 requirements.
Thank you. 

3. Define functional requirements and collaborate with other TBs, in their defined areas of responsibility, to work on the high priority items.
SA2 response: SA2 feels that joint collaboration with the appropriate TISPAN group that produces the Emergency Location Protocols will be necessary in order to create the proper functionality.  We note further that the existing ETSI TS 102 164 V1.1.1 (2003-04) is based on an outdated LIF specification that has several identified deficiencies.  While SA2 do not specify external protocols, we feel that it is imperative that the specification be updated to match existing specifications.  SA2 already works very closely with the LIF successor, OMA (Open Mobile Alliance) in order to insure consistency between our internal specification and the external specifications, which they own.

ETSI TISPAN reliably informs OCG EMTEL that ETSI TISPAN will produce an updated version of this specification based on the OMA MLP work and will be available for publication in the future.
4. Specify solutions for the existing, new and evolving technologies.
SA2 response: Due to the time frame of the requirements with our existing release cycle, we feel that we will limit release 6 requirements to existing technology, and will address requirements for new, evolving technologies in future releases.
The Situation is understood by OCG EMTEL.

5. Keep OCG EMTEL informed about your existing and expected activities and their status.
SA2 response: .  We will be happy to provide continuous updates on our progress.
OCG EMTEL Look forward to future updates

6. Provide feedback to the OCG EMTEL in time for their next meeting.
SA2 response: SA2 is currently working to complete 3GPP Release 6 specifications.  How changes to deployed systems will be accomplished is yet to be determined.
OCG EMTEL look forward to hearing your thoughts on this issue in the future.

The answers to the questions you ask are as follows:

1. The basic architecture in the Annex (as well as the derived functional architectures) indicates some database/functionality using an interface called “location retrieval”.  This entity is not shown as belonging to either a PSAP nor a mobile network.  Is this architecture truly a requirement, or is 3GPP, in conjunction with TISPAN, free to set their own functional architecture?
The OCG EMTEL ad – hoc group asks ETSI TISPAN and 3GPP SA2 to consider the issues of functional architectures for EMTEL and the E112 service jointly by cooperation.

The Cell ID in UMTS is only an approximate indication of location and there is a need for further refinement at the time of a call, which is why some kind of ‘location retrieval’ is suggested. The technical requirements of the architecture may be resolved in your joint discussions.
2. As a result of the non-clarity of the architecture, a number of questions regarding functionality cannot be answered.  For example, routing the emergency call to the correct PSAP is determined by the location of the caller.  Is this functionality included in the “location retrieval”, or is it the responsibility of the originating mobile network to determine the correct PSAP?

The OCG EMTEL ad – hoc group asks ETSI TISPAN and 3GPP SA2 to consider the issues of functional architectures for EMTEL and the E112 service jointly by cooperation. As above 
3. Clause 8 states: “Furthermore, in addition to organisational measures, the necessary technical safeguards will be introduced to secure that a location pull can only be carried out in relation to an emergency (e.g. CLI-based), and only for as long as the emergency lasts” 
It is unclear who has responsibility for maintaining the location.  Is it the responsibility of the PSAP, who then provides it to the emergency centres, or is it the responsibility of the originating networks.  Further, the requirement “while the emergency lasts” needs clarification.

The OCG EMTEL ad – hoc group asks ETSI TISPAN and 3GPP SA2 to consider the issues of functional architectures for EMTEL and the E112 service jointly by cooperation. As above 
4. Clause 6 and Annex C refer to persons with disabilities.  Especially with text terminals, is there a requirement for support of mobile devices, which are V.18 capable? 

It is noted that, to date, E112 has no explicit requirement to support TTY or control of V.18 in the network. Fixed networks and certain mobile terminals that support the TTY and V.18 service in the terminals are allowed within E112, however, the support of Network Control facilities for V.18 is excluded from E112 as this may limit the evolution of Emergency Services, Terminals, and new capabilities. Hence, there is no formal requirement for this in any European area. 

Priority SMS is under consideration within E112, the degree of priority afforded is under discussion. And the capabilities to provide the near real-time capabilities; e.g. MMS over GPRS.

5. Clause 5 states, “Automatic terminal/network initiated real time location push to PSAP when 112 emergency call is made ”.  Does this mean that a terminal capable of determining its location is responsible for forwarding the location to the PSAP?

This is dependent upon the capabilities of the terminal; e.g. can it resolve its own location using GPRS etc. and transmit this data to the network. This does not alleviate the requirement for the network to provide the location data resolved to the nationally required accuracy. However, this should be pursued by joint discussion with TISPAN as they may have a slightly different approach.

TISPAN has its next meeting on December the 1st to 5th 2003. They will be expecting to discuss the above issues with 3GPP SA2 as a result of your forthcoming meeting.

OCG would be grateful to be kept informed as to the progress of the above issues.
	Open
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