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1. Introduction

During SA2 # 34, the topic of RTP/RTCP handling was discussed and three proposals were raised:

1) RTCP flows are removed entirely

2) RTCP and RTCP flows are multiplexed  

3) RTCP and RTP flows  are separated

This contribution discusses the proposed solution described in contribution S2-033127 from 3 which consists of  multiplexing RTCP and RTP flows and using frame stealing with a complementary VAD (Voice Activation) coordination.
2. Frame Stealing 

The frame stealing solution recommended in contribution S2-033127  during  SA2 # 34 consists of:

· Prioritisation of RTP over RTCP and buffering of last generated RTCP packets;

· Silence periods identification via Frame Type field of received RTP packets;

· RTCP transmission during silence periods;

· Discarding of RTP frames received in the 80ms (Up to 4 RTP frames) immediately following RTCP packet.

Furthermore, S2-033127  favours a CN solution over a RAN solution and recommends implementation of frame stealing in a distributed manner between the UE and various CN elements (MGWs, Conference bridges, ..).

3. Discussion 

The main problem of RTCP transmission over the air relates to the possible shortage of spreading factors (SF) in the downlink direction. In the uplink direction, there is no SF resource shortage, and there is no issue for changing a SF without delay, since the mobile can make a decision on its own every 10 ms. 
For another type of Radio Access Network, the problem may not even exist, because e.g. the radio resources are sufficient.   

The solution described above aims to solve a radio specific problem  (consisting of transmission of RTCP frames over the air)  by impacting several CN elements and the UE:

· In the UE for UL traffic. Although the problem is non existent for UL, frame stealing has to be performed in UL in  the UE  to solve the problem for the DL part of the destined UE.  It is to be noted also that when the UE is composed of a TE and an MT, a decision on where to implement frame stealing has to be taken which may impose that all TE(s) support frame stealing or that a new NAS layer is introduced in the MT.

· In conference calls, frame stealing needs to be supported in the conference bridge.

· When the user calls a network server  (e.g. an announcement machine), the latter has to perform frame stealing.

· A MGW between the PLMN and the PSTN would also need to support frame stealing (in case a PSTN originated call is terminated in the PLMN).

If a frame stealing solution is to be considered, then it makes more sense  to consider a UTRAN based solution rather than  a CN based solution.  A UTRAN based solution has the following advantages:

· It would only be implemented in one place (the UTRAN) and only for DL traffic. The UE and many potential CN elements are not impacted.

· It is in line with the IMS access independence which is one of the most fundamental principles adopted as part of release 6. It avoids the CN to implement different behaviours according to the type of radio access.  

Finally,  it is to be noted that other solutions which do not require frame stealing  exist and should be considered. Contribution XX-3 discusses such possibilities.

Proposal

It is proposed to take as a working assumption that:

If a frame stealing solution is adopted, then  the solution shall be UTRAN based and shall not impact the CN and the UE.
