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Introduction

At the SA2#32, Ericsson presented a contribution (S2-032127) proposing usage of a special APN for emergency services via IMS/PS domain. 

Discussion

Rather than simply restating the benefits identified in the previous contribution again, some new aspects are presented here in addition to the reasons highlighted in S2-032127.

 From the current TR 23.869v0.3.0, the following guidelines and proposals are discussed in this contribution:

1) Section 4.1.1, bullet 7, “Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.”
Item 1 provides an overall architectural principle that may be applied, requiring changes to the architecture principles for IMS through introduction of special CSCF nodes to handle IMS signalling and routing. This allows that the critical reliability required for emergency service may be fulfilled with optimized handling in limited number of places, rather than many emergency specific code decisions handled throughout the system.

2) Section 4.4 of the TR states:
“The UE establishes a bearer for emergency use by including an emergency indication during PDP context activation. This is applicable for both Primary and Secondary PDP context activation procedures. PDP context modification and PDP context deactivation procedures are not affected”
Item 2 identifies that when the UE establishes a PDP context for emergency services, the UE needs to be aware that the PDP context is for emergency service. There are a number of different options for PDP context establishment, and these are examined in more detail below.

3) Section 4.4 also states,
“At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.”
Item 3 identifies that where possible; the existing procedures should be used. This principle should be followed wherever the mechanisms do not require special handling in the emergency case. That is to say, where the existing functionality can be used without compromising the requirements for emergency service, this functionality should be used.

Establishing PDP context

Some issues related to PDP contexts are discussed below. 

UE is already GPRS attached & IMS registered roaming, assuming connected to GGSN at home 

Since the majority of current GPRS deployment scenarios reflect the GGSN in the home network as the main scenario, this is the most probable case with IMS deployment to consider. Now according to the current TR, if the user attempts to make an emergency session using IMS, then it will trigger a new PDP context. 

If the UE establishes a secondary PDP context, then it will go to the same GGSN as the primary, which may be in the wrong network (i.e. the home network instead of the visited network). On the other hand, the secondary PDP context  cannot go to a different GGSN than the primary one as per GPRS procedure.

If instead the UE initiates a new primary PDP context, then the UE must identify which APN to connect to. The same issues apply as above if the SGSN must handle GGSN selection in a different manner to the normal selection algorithm. Of course, pre-release 6 SGSNs must use the existing mechanisms as is if there is a requirement that emergency services must work in such configuration.

If the same APN is used, then additional complexity is introduced for the UE, which now has two primary PDP contexts towards the same APN, but these two contexts are for different purposes, but the traffic must be separated for the different services. This complexity increases the risk for incorrect handling in the UE leading to fail or ambiguous emergency services.  Also, it adds additional ambiguity regarding the possible traffic separation, policing etc. in GSSN where same APN must have different handling.  

In all the cases above, using a separate APN defined for emergency re-uses existing procedures as much as possible, in line with item 3. It also allows for special handling in the selected GGSNs, which is required in order to support the emergency requirements, to be done in a simple manner according to the guidance in item 1.

UE without UICC card or any IMS subscription

In some countries, users without any subscription to the cellular networks must be permitted access to the network for emergency services. In such cases, the typical scenario may be that the UE would use the CS domain for this service. However, the solution must provide support for these cases also over the IMS/PS domain. In this scenario, it would make sense that the UE should have pre-configured GPRS access data so that emergency sessions can be established, if the UE supports emergency access over IMS.  An emergency APN that can be globally used (e.g. agreed by operators supporting such access and documented in organisations such as GSMA) is configured in these terminals making it easier to detect the emergency access and then decide at an early stage whether to allow the access or to reject it (since some countries do not allow unauthorised access even for emergency).

UE is not registered in GPRS or IMS

In this scenario, we shall consider the UE attempting to connect to the IMS through the visited network. 

When the UE attempts an emergency access request over GPRS in order to make an emergency session using IMS, then according to the current TR it will trigger a new PDP context, here again there are the options of a new primary, or a new secondary PDP context in case when signalling and bearer goes via separate PDP contexts. 

If the UE initiates a new PDP context (primary) for IMS signalling, the UE may either use additional secondary PDP contexts for the media streams, or it may use the same PDP context. This may require different policy handling to be applied in the GGSN for the primary PDP context, and possibly for any subsequent PDP contexts. This would then require different handling by SGSN to detect that it is an emergency session to direct it to GGSNs that support this different policy control, or more complex policy to be determined and applied in the GGSN. The first case would go against the 3rd principle stated above, although it does support the first principle. Similarly, the latter case increases complexity and does not follow the first principle. On the other hand, a dedicated APN resolves this type of conflict and makes it simple solution for GPRS without any changes other than configuration data, thus adhering to both the first and third principle above.

Wild card APN concept uses the principle of using Subscribed APN or wild card from HSS in the SGSN and that does not work for scenarios where there is no UICC in the UE. Additionally, use of wild card concept for emergency purposes restricts/limits it for this service, which is not desirable either. It can be made to work together with the emergency flag, but that is not a very clean architecture option for GPRS when the existing APN concept can be readily used to provide a better solution.

Further Advantages of an Emergency APN

Special configuration of IMS nodes

With a dedicated APN, it also allows for flexibility without complexity to ensure special configuration of IMS nodes handling emergency sessions thus GGSN traffic can be directed towards dedicates set of P-CSCFs.

Special handling of GPRS procedures and configuration 

(See also contribution S2-033009)

The flexibility in the GPRS system increases considerably when the APN is used to provide special handling like emergency procedures. In addition it offers the operators increased flexibility by allowing limited deployment of GGSN nodes, which require enhanced capability to support such services. Such nodes can then be introduced into the network in a controlled manner as described in the last S2 meeting discussion paper.

Proposal

Ericsson proposes that a dedicated emergency APN option is selected for emergency access over GPRS.
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4 Overall architecture for IP based Emergency services

4.1 Architecture principles

Editor's note: This clause is planned to contain the architectural principles on the overall 3GPP system, including IP-Connectivity Access Network (IP-CAN), IM CN subsystem, mobile terminals in order to provide emergency services via the IP-CAN/IMS entities.  Also to cover how UICC & UICC-less cases are handled in the system. 

4.1.1. Requirements for IMS Emergency Sessions

A CS capable UE shall use the CS domain for emergency services.  In addition, the solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions.

2.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

3.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

4.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

5.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

6.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

7.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the serving network and provided without interaction with a “Home” network in a roaming case.
8.
The solution shall also work in a roaming case when the session establishment is routed via a P-CSCF located in the home network. In this case the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and route emergency sessions to an emergency center in the roaming country (i.e. where the user is geographically located). 

9.
Alternatively, the home network may respond to the UE indicating that the UE should initiate an emergency session in the serving network (e.g. via the CS domain of the serving network). The solution should be in principle similar for both scenarios (considering e.g. the entities, which perform session control and detection of emergency situations).

10.
Emergency centers may be connected to the CS domain, PS domain or any other packet network.

11.
Emergency centres shall be able to call back the user.
12.
For GPRS access, globally dedicated APN shall be used to indicate emergency access to PS domain.
The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. To the extent that existing IMS functional entities can be re-used, this should be done. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a video-telephony call.
3.
Emergency service delivery via the PS domain may benefit where only some dedicated GGSN are equipped for specialised emergency handling.   Globally dedicated emergency APN may be configured in the SGSN and GGSN and provided to the UE in order to support emergency services over the PS domain based on the requirements defined in section 4.1.1.

4.2 Architectural considerations

Editor's note: This clause is planned to cover the scenarios of: possible analysis of placement of S-CSCF where GGSN is, possible analysis of how to handle UICC-less access for the whole system, possible concept of Pseudo-HLR and how it fits into the total architecture, location and handling of MGCF/MGW, possible analysis of new nodes and responsibilities. The aim is to describe thinking behind the conclusion made in clause 5.
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5 Impacts on the UE and on the IM CN subsystem

Editor's note: This clause is planned to contain the architectural impacts on the UE and on the IM CN subsystem for establishing an emergency session via IM CN subsystem.

5.1 UE 

Editor's note: This clause is planned to contain the required changes for UE functionality.

1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is attached to only a single domain (CS or IM CN Subsystem of the PS) it attempts the emergency service request within that domain. If the UE is attached to more than one domain then the emergency request should be attempted as directed by the network operator. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, and with an indication that emergency service is requested.
The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.
· Emergency session indication. 
· Globally dedicated emergency APN. 
· Optionally, type of emergency service. It could be implied in the above emergency session indication.
· UE’s location information (i.e. Cell Global Identification)
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5.2 GPRS Procedures for IMS Emergency Session Establishment

In order to establish an IMS emergency session the UE needs to have a PDP context to be used for IMS related signalling and optionally a secondary PDP context for the media related to the emergency session. 

It shall be possible for the network to identify that a PDP context is being activated for emergency use (signalling and media context). This allows the network to apply special treatment (e.g. with respect to filtering, higher priority, routing, QoS) to IMS emergency sessions.

Whenever a UE is knowingly establishing an emergency service session using the PS domain (i.e., it has either recognized the request from the user or received a 380 response to an unrecognised request), it shall attempt to establish a primary PDP context for signalling, indicating that the context is for emergency use, and including a request for a P-CSCF assignment. This will be done even if the UE already has a PDP context for its use. This should allow for optimised establishment of the PDP context and for the IMS signalling path.

If the UE is not attached to GPRS network, then it shall first perform a GPRS attach. It shall be possible for the network to discriminate between a normal Attach and an Attach for emergency use.

The terminal handling for emergency session requests when some terminal resource is unavailable (e.g., all supported PDP contexts active), is for further study.

