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Introduction
This document is Ericsson comments regarding support of UICC-less access for emergency services over PS domain.

Discussion

Access to PS domain and IMS subsystem without an UICC card poses various challenges, especially when current systems do not support such access.

In order to support UICC-less access based on the principles outlined in the contribution (s2-032571), some additional issues need to be addresses as well.

Challenges such as security need to be properly addressed since PS domain access provides different kind of accessibility to the end user compared to CS domain where emergency services have been built upon.
Additionally, Ericsson understanding is that there are no emulated UICC; rather an emulated IMSI is provided to the UE to be able to support access to GPRS and IMS for specific purposes.
The issues have been raised based on the proposed inclusion of texts into the TR:

Proposal

The following comments apply to the current proposal regarding support of UICC-less access:

4.2
Architectural considerations

Editor's note: This clause is planned to cover the scenarios of: possible analysis of placement of S-CSCF where GGSN is, possible analysis of how to handle UICC-less access for the whole system, , location and handling of MGCF/MGW, possible analysis of new nodes and responsibilities. The aim is to describe thinking behind the conclusion made in clause 5.
Additional aspects that should be studied:

1. The Mobile IMS application part should not be aware of the presence or absence of UICC. It should use the generated IMSI like the case of ISIM-less access and generate the appropriate IMPI/IMPU.  
2. How would the SGSN handle UICC-less case based on existing procedures? There could be different options depending on how much the SGSN knows:

a. Would SGSN base this on emergency indication in the attach procedure in combination with the MCC/MNC pair and then route messages to a preconfigured HSS?  If that fails, it can be assumed that the network does not support UICC-less access.
b. Would the procedure be possibly transparent to SGSN and any special handling be done from HSS?
3. How to ensure that UICC less UE does not gain access to other services than the Emergency session access towards an EC?
4. What kind if any security considerations need to be taken into account for GPRS access in case of emergency access and implications on the UICC-less access?

See figure below for an architectural depiction of emergency calls:
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Figure 1.  Ongoing Emergency architecture 
Editor’s Note: red lines indicate modified/new interfaces depending on how functionalities are defined.
4.2.x
Emergency Calls in absence of UICC

When the UICC is not present or the UICC is not valid, the UE shall provide functionality of a  UICC in order for the UE to get access to GPRS system for emergency services with the following default capability: 
- 
be able to generate an Emergency identity containing two primary fields as follows and the capability to enable the authentication and security procedures:

-
one field, including a pre-defined tag (emergency PLMN identity (unique MCC + MNC);  editors note: MCC = 901, MNC = 008 have already been defined for use for emergency calls) to identify the identity as being an Emergency identity. 
Where has this been used (reference/context) should be included for reference.
-
a second field, that includes an identity generated from the IMEI (Editor’s note: for example, the least significant 9 digits of the IMEI excluding the spare digit).  
An example of how it should look:
Standard format for IMEI
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On receiving an attach request with the emergency identity, based on the emergency PLMN id the network routes the necessary information to a HSS entity of the local operator that will provide the functionality of a home network for this user.  For emergency purposes only, the emergency PLMN is the HPLMN for this user. The HSS functionality should allow the other network elements to handle the UICC-less emergency call no different from the case of a normal call. 
It requires further study if HSS/AuC can provide pre-defined authentication vectors for the mobile terminal, matching the functionality of the normal UICC-HSS pair and thus allow security procedures to be faked for the call as in the normal call establishment case.   
After successful attach, the mobile shall continue with emergency session establishment.
The above method relies on the principle that using a simulated IMSI; the existing GPRS procedures can be reused without any major system impacts (including the UE).

It requires further study to see if the current CS domain emergency procedures can be reused from the UE point of view, where absence of a valid IMSI (for whatever reason) causes the UE to use the full IMEI to access the system.  What would be the impacts on the GPRS system in such cases?
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