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Discussion

During SA2#33, the need and the description of the Shared Network Domain (SND) concept in the SA2 TR23.851 [1] were debated without any consensus reached.

A shared network domain corresponds to the area for which the broadcasted system information by the shared RAN is the same i.e. the same CN operators are available behind the shared RAN with the same configuration i.e. Network Mode of Operation (NMO).

Nortel’s contribution [S2-032583] proposed to remove most of the detailed content related to network selection in the TR and move the SND concept to an annex section.

Siemens’ contribution [S2-032604] proposed to remove totally the SND concept from the TR and use instead the existing LA/RA concept.

To progress network selection section of TR, Nokia’s proposal is to first agree on the three following assumptions, as also proposed in the contribution [S2-033038]:

· All cells within one RA/LA should broadcast the same information.

· Attach/Detach indication and T3212 in the system information should be common to all operators.

· Network sharing partners should be able to broadcast different NMOs in the system information of the shared network since this allows the sharing partners to decide upon internal core network architecture individually.

Considering the first assumption, Nokia shares Siemens’ view and is then in favour of re-using the current LA/RA concept instead of the SND. However SA1 indicated in their LS [2] the following:

“- SA1 makes the assumption that the geographical area corresponding to a SND is rather large. Probably the size of e.g. a state, or country, parts of country, county or metropolitan area. The number of SND that can be reached from a specific one is therefore probably quite few. If this assumption holds, it should more than anything else drastically reduce the number of required SND-ids the system has to support, …”

“- The number of sharing partners that the system can support should be in the order of 10 (5-15), which reflects the currently known market situation, plus some additional room for future market needs.” 

Therefore Nokia proposes to not remove yet the SND concept but rather describe it as a potential optimisation in a specific section with pro&cons sub-section. It should remain FFS in the TR for the time being whether this optimisation brings significant gains in certain specific network scenario.
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Proposal

In line with the above, the following proposed changes to the corresponding chapters in section 4.1 and 9 of the technical report [1] are presented below. 

4.1 CN operator and Network Selection

[Editor’s note: TR 22.951 specifies certain requirements related to the selection of the CN operator. Those requirements are identified and principles for the solutions are described here. How the choice of CN operator relates to the pre-Rel-6 network selection procedure (e.g. is the selection of CN operator a separate procedure or part of the network selection procedure, or does it replace it) will be considered. This chapter considers issues related to how the RNC/BSC selects the CN operator to which it routes the Initial UE message and potential optimisations/enhancements associated with it. 

Depends on the LS response from RAN2 and GERAN2]

4.1.1 Core network operator identity

Network sharing is an agreement between operators and should be transparent to the user. This implies that a UE and/or user needs to be able to discriminate between core network operators available in a shared radio access network and that these operators can be handled in the same way as operators  in non-shared networks. 

A core network operator should be identified by a PLMN-id (MCC+MNC). This has the least impact on already stable procedures and functionalities in networks and UEs relating to network selection and handling of network identities. 

4.1.2 System Broadcast Information
The following information remains same in all the cells of a Location Area (LA):

· Available CN operators,
· NMO of each CN, if different, 
· T3212 timeout value and Attach/detach are common for all the available CN operators.
When UE detects that LA has changed, it shall check the identities of available CN operators and their associated network configuration information from the network before any potential re-registration to another network as specified in following chapters.

4.1.3 Network selection solution alternatives

This chapter outlines different network selection solution alternatives for REL-6 network sharing. 

Editor’s note: After reply for SA2 LS on broadcast based solution is received from RAN2 and GERAN2, further evaluation on solution alternatives can be made and the final solution can be selected.

4.1.3.1 UE based solution

In UE based solution, the operator configures the operator identities of all shared network domains of all the roaming partners in the USIM. When UE camps on a particular PLMN, it decodes the Shared Network Domain identity from the BCCH and retrieves the list of operator identities associated with the PLMN identity and this particular shared network domain from the USIM. Subsequently it registers to the network and indicates the selected operator.

· not all USIM cards (even if the UE is REL-6) support this

· information in the USIM card becomes outdated when

· a new sharing partner joins shared network, or

· an existing partner quits shared network, or

· new shared network domain is introduced
· keeping the information up to date in all the USIM cards is major burden

This alternative does not seem to be a feasible solution due to its difficulties to cope with changes in the shared networks.
4.1.3.2 Broadcast channel based solution

[image: image2.wmf] 

Radio Access Network 

 

-

 

Operator X

 

Iu and/or A/Gb

 

CN

 

Operator C

 

CN

 

Operator A

 

CN

 

Operator C

 

CN

 

Operator D

 

Gateway CN

 

Operator A&B

 

Location Area 0

 

Location Area 1

 

Location Area 2

 

Gateway CN

 

Operator A&B

 

LAI = 1

 

OP

 

-

 

A id, NMO,

 

OP

 

-

 

B id, NMO,

 

OP

 

-

 

C id, NMO

 

moves

 

LA changes => decode extended 

 

BCCH information. 

 

LAI = 2

 

OP

 

-

 

A id, NMO,

 

OP

 

-

 

C id, NMO,

 

OP

 

-

 

D id, NMO

 

Each cell in REL-6 shared RAN broadcasts the operator identities and optionally other relevant information (NMO) about the CN operators providing service via the shared RAN. REL-6 UE decodes this information and uses it in the PLMN selection process. In automatic PLMN selection mode, the PLMN is selected based on the available operators behind the shared UTRAN and priorities in the USIM. In manual PLMN selection mode, UE indicates the available CN operators to the user. When UE performs registration procedure it indicates the selected operator to the network.
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The figure below illustrates the solution.

When UE identifies that the LA changes in the broadcast channel, it decodes also the extended BCCH information containing the operator identities and other relevant network configuration information. The information may be stored in the UE for later use to avoid decoding the information again when UE enters the same area.  The broadcast information could be optimised to avoid broadcasting the network configuration information for all the operators sharing a particular gateway core network, because essentially this information is same for all these operators [see sub clause 4.1.4].
4.1.3.3 Connected mode based solution
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In connected mode based solution UE asks network to provide information about available CN operators and their associated NMO settings.
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Following figure illustrates connected mode based solution.
When UE identifies that the LA has changed it initiates the LA Updating procedure. During RRC connection establishment UE indicates to the network that the list of CN operator identities with associated other NAS information should be provided. RNC returns the relevant information to UE during or immediately after the RRC connection establishment. This information could be provided e.g. either in RRC Connection Setup or UTRAN Mobility Information depending on whether the information can fit into the former message. 


4.1.4 Shared Network Domain optimisation

4.1.4.1 Description

A Shared Network Domain (SND) corresponds to the area for which the broadcasted system information by the shared RAN is the same i.e. the same CN operators are available behind the shared RAN with the same configuration i.e. Network Mode of Operation (NMO).

A SND is set of one to several location areas.

The SND optimisation compared to the existing LA/RA based mechanism described in the section above is working as follows: 
Each cell in the REL-6 shared UTRAN broadcasts the identity of the Shared Network Domain and its identity shall be unique within one PLMN. When UE detects that SND has changed, it shall check the identities of available CN operators and their associated network configuration information from the network before registering to the network as specified in above chapters.
The query procedure could be optimised so that the UE stores the information for later use, i.e. when the UE next time enters the same area it would identify the shared network domain identity and retrieve the associated information from either USIM or terminal equipment.
4.1.4.2 Advantages

The main advantage of the SND optimisation resides in the case when the UE does not have to check the identities of available CN operators when LA or RA changes, because the current SND the UE is moving under has not changed.
In specific network sharing scenarios for which the number of sharing partners (long list of PLMN-ids) is high and the SND very big e.g. big part of a country, the UEs will have check the full list of PLMN-ids at each LA/RA change, although this information is likely to be always the same.
However it remains FFS whether even in those specific cases this optimisation brings significant gains worth the complexity added.
4.1.4.3 Drawbacks

One main drawback of the SND concept is that it complicates network planning and management because of adding another area concept to existing RA, LA, pool areas. The same functionality may be obtained based on Location Areas without introducing new area concepts.
4.1.5 Indication of selected core network operator to a shared CN

When several core network operators share the same MSC(s) and SGSN(s), so called Gateway Core Network, towards a shared RAN, the selected core network operator identity by the UE needs to be carried back to the CN for several purposes e.g. charging, roaming number allocation, GGSN selection, etc.

9
Open Issues

Following open issues have been identified which need further studies:

· Optimisation of authentication vector usage in MOCN; In case of rerouting, the first attempted CN node may have retrieved authentication vectors from old CN node and authenticated the user before rerouting is initiated. This leads to a situation in which the next CN node authenticates the user with old authentication vectors and the authentication will fail. This could be avoided if the first attempted CN node forwards the unused authentication vectors to the next CN node during rerouting.

· The need for cause code coordination in MOCN needs to be evaluated. There is a trade off between impact of existing standards and benefit of the function. 

· The network selection mechanisms in MOCN need to be defined when the LS response from RAN2 and GERAN2 is available.

· 
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