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************* First Change ***************

4.2.7
Support of SIP forking

SIP forking is the ability of a SIP proxy server to fork SIP request messages to multiple destinations according to RFC 3261 [12]. 

The IM CN subsystem shall have the capability to fork requests to multiple destinations; this capability is subject to rules for forking proxies defined in RFC 3261 [12]. 

· The S-CSCF shall support the ability for a public user identity to be registered from multiple contact addresses, as defined in RFC 3261 [12]. The S-CSCF shall support forking so that an incoming SIP request addressed to a Public User Identity is proxied to multiple registered contact addresses. This allows forking across multiple contact addresses of the same Public User Identity. 

· Application Servers in the IMS may act as a forking proxy in the sense of RFC 3261 [12] and may fork a SIP request across multiple Public User Identities allocated to the same user. S-CSCFs shall provide the necessary support for forking by Application Servers.

Additionally, other networks outside the IM CN Subsystem are able to perform SIP forking. 

UEs shall be ready to receive responses generated due to a forked request and behave according to the procedures specified in [12] and in this section. 

The UE may accept or reject early dialogues from different terminations as described in [12], for example if the UE is only capable of supporting a limited number of simultaneous dialogs.

Upon the reception of a first final 200 OK (for INVITE), the UE shall acknowledge the 200 OK and cancel other early dialogues that may have been established. The UE may require updating the allocated resources according to the resources needed. In case the UE receives a subsequent 200 OK, the UE shall acknowledge the dialogue and immediately send a BYE to drop the dialog. 

The UE shall be able to include preferences, in INVITE's, indicating that proxies should not fork the INVITE request.
On the terminating side, a UE shall be able to receive, as specified in [12], several requests for the same dialog that were forked by a previous SIP entity.

4.2.8
Support for IMS based Emergency services

4.2.8.1
Requirements for IMS Emergency Sessions

The solution for emergency sessions in the IMS shall fullfil the following capability requirements:

1.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions.

2.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on adressing should be taken into consideration). 

3.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

4.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

5.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialed number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

6.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

7.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

8.
If emergency service, session establishment is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

9.
Emergency centers may be connected to the CS domain, PS domain or any other packet network.

10.
Emergency centres shall be able to call back the user.

11. The visited network may download emergency numbers to the UE using procedures as described in TS 24.008, in order to ensure that local emergency numbers are known to the UE.  

The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. Specification should minimize the changes to existing IMS architecture and procedures, and re-use existing IMS functional entities. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a videotelephony call.

4.2.8.2
Procedures for SIP Emergency Session Establishment

It shall be possible for the network to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.

If a visited network can support PS emergency service, the emergency session should be setup in the visited network whether or not UE is registered in IMS in the home network. The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. The P-CSCF in the visited network should route the corresponding request to an S-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). The S-CSCF shall route the emergency request directly to an emergency centre or BGCF based on location information provided by the UE and additionally other information such as type of emergency service in the request. If required by regulations, determination of the emergency center may also be based on location information provided by the network (e.g., Location Services).

In order to establish an IMS emergency session the UE needs to have IP-CAN bearers to be used for IMS related signalling and for the media related to the emergency session.
4.2.8.3
Impacts on the UE and on the IM CN subsystem

1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is attached to only a single domain (CS or IM CN Subsystem of the PS) it attempts the emergency service request within that domain. If the UE is attached to more than one domain then the emergency request should be attempted as directed by the network operator. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, and with an indication that emergency service is requested.

6.
Other general requirements of UE refer to the general requirements of emergency calls in 3GPP TS 22.101 [33].

The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.

· Emergency session indication. 

· Optionally, type of emergency service. It could be implied in the above emergency session indication.

· UE’s location information (i.e. Cell Global Identification)
4.3
Naming and addressing concepts

4.3.1
Address management

The mechanisms for addressing and routing for access to IM CN subsystem services and issues of general IP address management are discussed in TS 23.221 [7].

When a UE is assigned an IPv6 prefix, it can change the global IPv6 address it is currently using via the mechanism defined in RFC 3041 [16a], or similar means. When a UE is registered in the IM CN Subsystem with an IP address, any change to this IP address that is used to access the IM CN subsystem will result in dropping the active SIP dialogs, and shall trigger automatic registration. This automatic registration updates the UE’s IP address and security association. To avoid disruption of ongoing IM CN subsystem services, the UE should not change the IP address that it uses to access the IM CN subsystem while engaged in active SIP dialogs (e.g. INVITE or SUBSCRIBE-NOTIFY dialogs). 

************* Next Change ***************
4.6
Roles of Session Control Functions

The CSCF may take on various roles as used in the IP multimedia subsystem. The following sections describe these various roles.

4.6.1
Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section “Procedures related to Local CSCF Discovery ”. The P-CSCF behaves like a Proxy (as defined in RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P-CSCF shall not modify the Request URI in the SIP INVITE message. The P-CSCF may behave as a User Agent (as defined in the RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions. 

The Policy Decision Function (PDF) is a logical entity of the P-CSCF. If the PDF is implemented in a separate physical node, the interface between the PDF and the P-CSCF is not standardised. 

The functions performed by the P-CSCF are:

-
Forward the SIP register request received from the UE to an I-CSCF determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has received as a result of the registration procedure.

-
Forward the SIP request or response to the UE.

Detect and handle an emergency session establishment request as per error handling procedures defined by stage-3.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19]. 

-
Should perform SIP message compression/decompression.

-
Authorisation of bearer resources and QoS management. For details see TS 23.207 [9]. 

· Detect an emergency session establishment request

· On receipt of an unmarked session establishment request, which is recognized to be for an emergency service, the P-CSCF shall respond with a 380 (Alternative Service) with the type set to “emergency”.

· On receipt of a marked emergency service session establishment request, the P-CSCF should forward the request to an S-CSCF within the same network for further processing.

4.6.2
Interrogating-CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a user of that network operator, or a roaming user currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving-CSCF assignment)

Session-related and session-unrelated flows 

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP request or response to the S-CSCF determined by the step above 

Charging and resource utilisation:

-
Generation of CDRs.

4.6.2.1
Topology Hiding Inter-network Gateway

In performing the above functions the operator may use a Topology Hiding Inter-network Gateway (THIG) function in the I-CSCF (referred to hereafter as I-CSCF(THIG)) or other techniques to hide the configuration, capacity, and topology of the network from the outside. When an I-CSCF(THIG) is chosen to meet the hiding requirement then for sessions traversing across different operators domains, the I-CSCF(THIG) may forward the SIP request or response to another I-CSCF(THIG) allowing the operators to maintain configuration independence.

4.6.3
Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator’s network, different S-CSCFs may have different functionalities. The functions performed by the S-CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (eg. HSS).

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from  public user identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation. 

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
On behalf of an originating endpoint (i.e. the originating user/UE)

-
Obtain from a database the Address of the I-CSCF for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URL), when the destination user is a customer of a different network operator, and forward the SIP request or response to that I-CSCF. 

-
When the destination name of the destination user (e.g. dialled phone number or SIP URL), and the originating user is a customer of the same network operator, forward the SIP request or response to an I-CSCF within the operator’s network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.

-
On behalf of a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P-CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network where the home network operator has chosen not to have an I-CSCF in the path

-
Forward the SIP request or response to an I-CSCF for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an I-CSCF in the path.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain. 

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.

Charging and resource utilisation:

-
Generation of CDRs.

Emergency Session establishment:

· Receive an emergency session establishment request from a P-CSCF.

· Route emergency session establishment requests to an appropriate destination (e.g. emergency centre or BGCF) based on location information and additionally other information such as type of emergency service in the request.

Based on operator policy, the S-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
4.6.4
Breakout Gateway Control Function

The Breakout Gateway control function (BGCF) selects the network in which PSTN/CS Domain breakout is to occur. If the BGCF determines that the breakout is to occur in the same network in which the BGCF is located within, then the BGCF shall select a MGCF which will be responsible for the interworking with the PSTN/CS Domain. If the break out is in another network, the BGCF will forward this session signalling to another BGCF in the selected network.

The functions performed by the BGCF are:

- Receives request from S-CSCF to select appropriate PSTN/CS Domain break out point for the session

- Select the network in which the interworking with the PSTN/CS Domain is to occur. If the interworking is in another network, then the BGCF will forward the SIP signalling to the BGCF of that network. If the interworking is in another network and network hiding is required by the operator, the BGCF will forward the SIP signaling via an I-CSCF(THIG) toward the BGCF of the other network.

- Select the MGCF in the network in which the interworking with PSTN/CS Domain is to occur and forward the SIP signalling to that MGCF. This may not apply if the interworking is a different network.

- Generation of CDRs.

The BGCF may make use of information received from other protocols, or may make use of administrative information, when making the choice of which network the interworking shall occur.

************* Next Change ***************
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5.13
Emergency session establishment procedures
This subclause presents the detailed session flows to establish an emergency session while at home or roaming. These flows assume the use of the optional Service Based Local Policy control. It is for further study whether service based local policy should apply to emergency services and what kind of implications it may have.

5.13.1
Emergency center connected via IP using SIP 

The following emergency session flow assumes a scenario when an emergency center has IP connectivity and behaves as a SIP user agent. 
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Figure 5.1:  Emergency session establishment –emergency center that supports SIP 

1.
In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF.

2.
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF. The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain location information and it shall contain an emergency session indication when the UE has detected the emergency session itself.

3.
When the P-CSCF receives an emergency SIP INVITE request it forwards the SIP INVITE request to a pre-configured S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”.

4.
The S-CSCF uses the location information to identify the correct emergency center. The S-CSCF then forwards the request towards the emergency center.

5.
The emergency center determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to the S-CSCF.

6.
The S-CSCF forwards the Offer Response message to the P-CSCF.

7.
The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

8.
The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 15. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10.
UE initiates resource reservation for the offered media.

11.
The P-CSCF forwards this message to the S-CSCF.

12.
The S-CSCF forwards this message toward the emergency center.

13.
The Emergency center responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response.

14.
The emergency center initiates the reservation procedures for the resources needed for this session.

15.
The S-CSCF forwards the response to the P-CSCF.

16.
The P-CSCF forwards the response to UE.

17-19.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

20. The destination user may be alerted of an incoming session setup attempt.

21-23.
The emergency center responds to the successful resource reservation and the message is forwarded to the originating end.

24-26.
The emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to the S-CSCF and along the signalling path to the originating end.

27. The UE indicates to the originating user that the destination is ringing

28. When the destination party answers, emergency center sends a SIP 200-OK final response to the S-CSCF.

29. The emergency center starts the media flow(s) for this session.

30. The S-CSCF forwards the 200-OK to the P-CSCF

31. The P-CSCF indicates the resources reserved for this session should now be approved for use.

32. The P-CSCF sends a SIP 200-OK final response to the session originator.

33. The UE starts the media flow(s) for this session.

34.36.
The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.13.2
Emergency center located at the GSTN

This procedure applies when an emergency center is located for example in the PSTN networks.
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Figure 5.2:  Emergency session establishment –emergency center located at the PSTN

1.
In order to establish an IMS emergency session the UE must have an IP-CAN Bearer to be used for IMS related signalling and must have discovered a P-CSCF.

2.
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF.   The initial SDP may represent one or more media for a multi-media session. The SIP INVITE shall contain location information and it shall contain an emergency session indication when the UE has detected the emergency session itself.

3.
When the P-CSCF receives an emergency SIP INVITE request it forwards the SIP INVITE request to a pre-configured S-CSCF in the same network. If an emergency indication was not set by the UE, then the P-CSCF returns a 380 (Alternative Service) response with the type set to “emergency”. 

4.
The S-CSCF uses the location information to identify the next hop. The S-CSCF determines that this is for the PSTN, and passes the request to the BGCF.

5.
The BGCF forwards the request to the MGCF.

6.
MGCF receives an INVITE request, containing an initial SDP and it initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

7-9.
MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator.

10.
The P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PDF.

11.
The Authorization-Token is included in the Offer Response message. The P-CSCF forwards the message to the originating endpoint.

12.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 11 or a subset. If new media are defined by this SDP, a new authorization (as in Step 10) will be done by the P-CSCF(PDF) following Step 21. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 10) again.

13.
UE initiates resource reservation for the offered media.

14.
The P-CSCF forwards this message to the S-CSCF.

15.
The S-CSCF forwards this message to the BGCF.

16.
The BGCF forwards this message to the MGCF.

17.
MGCF initiates a H.248 interaction to modify the connection established in step #6 and instruct MGW to reserve the resources necessary for the media streams.

18-22. MGCF responds to the offered media towards the originating party.

23-26. When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to the P-CSCF.

27.
MGCF sends an IAM message to the PSTN. How to find the correct PSTN entity is for further study.

28-31. MGCF sends response to the successful resource reservation towards originating end.

32. The PSTN establishes the path to the destination. It may optionally alert the destination user before completing the session. If so, it responds with an ACM message.

33-36. The emergency center may have alerted the user and may be waiting for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent along the signalling path to the originating end.

37. The UE indicates to the originating user that the destination is ringing.

38. When the destination party answers, the PSTN sends an ANM message to MGCF.

39. MGCF initiates a H.248 interaction to make the connection in the MGW bi-directional.

40-42. MGCF sends a SIP 200-OK final response along the signalling path back to the session originator.

43. The P-CSCF indicates the resources reserved for this session should now be approved for use.

44. The P-CSCF sends a SIP 200-OK final response to the session originator.

45. The UE starts the media flow(s) for this session.

46-49. The UE responds to the 200 OK with a SIP ACK message sent along the signalling path.

5.13.3
Assigning a Serving-CSCF during the emergency session setup
When a UE initiates an emergency session establishment request and P-CSCF detects it, the P-CSCF shall select a S-CSCF to handle this emergency session request. The S-CSCF shall be assigned in the same network as the P-CSCF because the emergency session is not a subscribed service and should be reached to the local emergency center as soon as possible.

The selection method is not standardized in the present document.
5.14
Interactions involving the MRFC/MRFP

The MRFC/MRFP are resources of the IMS that provide support for bearer related services such as for example multi-party sessions, announcements to a user or bearer transcoding. This section describes how the resources of the MRFC/MRFP are used.

************* Next Change ***************

E.4

IMS Emergency sessions


In GPRS, before IMS emergency session establishment, the UE performs an emergency attach if the UE is not attached to the network. The UE indicates the emergency attach by including an emergency indication to the Attach Request message. The network applies special treatment in case of the emergency attach procedure. After a successful emergency attach, only PDP context requests for emergency use shall be accepted by the SGSN. It is assumed that an already GPRS attached UE does not detach and re-attach for emergency services.

At GPRS level the mechanisms for establishing a bearer for emergency use should not differ much from the normal GPRS bearer establishment currently specified by 3GPP. In fact there is only a need for the network to be able to detect the emergency use and to be able to give special treatment to these bearers.

As a minimum emergency sessions and bearers for them should not be dropped, so emergency bearers may require enhanced QoS, e.g. higher priority than subscription based priority.

The UE establishes a bearer for emergency use by including an emergency indication during PDP context activation. This is applicable for both Primary and Secondary PDP context activation procedures. PDP context modification and PDP context deactivation procedures are not affected.

E.4.1
GPRS Procedures for IMS Emergency Session Establishment

In order to establish an IMS emergency session the UE needs to have a PDP context to be used for IMS related signalling and optionally a secondary PDP context for the media related to the emergency session. 

It shall be possible for the network to identify that a PDP context is being activated for emergency use (signalling and media context). This allows the network to apply special treatment (e.g. with respect to filtering, higher priority, routing, QoS) to IMS emergency sessions.

Whenever a UE is knowingly establishing an emergency service session using the PS domain (i.e., it has either recognized the request from the user or received a 380 response to an unrecognised request), it should attempt to establish a PDP context for signalling, indicating that the context is for emergency use, and including a request for a P-CSCF assignment. This will be done even if the UE already has a PDP context for its use. This should allow for optimised establishment of the PDP context and for the IMS signalling path.

If the UE is not attached to GPRS network, then it shall first perform a GPRS attach. It shall be possible for the network to discriminate between a normal Attach and an Attach for emergency use.

The terminal handling for emergency session requests when some terminal resource is unavailable (e.g., all supported PDP contexts active), is for further study.
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