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Abstract of document:

This paper presents the Stage 2 WLAN specification 3GPP TS 23.234. The 3GPP WLAN subsystem is assumed to provide bearer services for connecting a 3GPP subscriber via WLAN to IP based services compatible with those offered via PS domain.

This document is sent to SA for Approval as SA2 understands that TS 23.234 has reach the level of maturity on the work identified for release 6 by the WLAN IW WID. 

Changes since last presentation to TSG-SA Meeting #20:

1) End-to-End tunnelling has been selected as the architectural solution for scenario 3.

Outstanding Issues:

The remaining issue for scenario 2 is:

The remaining issue for scenario 3 is:

1) APN Resolution for End-to-End Tunneling
2) Per user charging generation 
3) Procedure 
Contentious Issues:

With respect to scenario 3, one of the key discussion points has been if the tunnel which connects the UE in the WLAN network to the 3G network terminates in the Packet Data Gateway (PDG) or in the Wireless Access Gateway (WAG). This resulted in two of the following option being identified for the stage 2 WLAN TS.

Option 1

End-to-End (PDG) Tunneling: This approach is based on the IETF concepts that has a VPN-like tunnel set up between the UE and the PDG.

Option 2
Tunnel Switching: This approach is based on the GPRS concepts that has a VPN-like tunnel set up between the UE and the WAG.  The WAG then sets up another tunnel to forwards the information as necessary to the appropriate PDG. 

Both approaches are roughly as complex as the other, since the task to be done is the same.  The WAG is more complex in the tunnel switching approach, and the PDG is more complex in the end-to-end approach.  Impacts on the UE are roughly the same.

Both of the approaches are valid and have their merits:

End-to-End tunnelling allows easy upgrade of the client and home network without impact to a visited network. Therefore, Home network does not require that all roaming partners have heavy investment in the WAG to provide Scenario 3 type of services. This also leads to faster deployment in network and WLAN UEs.
Tunnel Switching allows for reuse of existing network elements, protocols and configurations. Furthermore, it develops at trust relationship with the UE and the edge of the GRX, and prevents untrusted packets from entering the 3G network, thus offering better security. It also allows for more flexibility in accounting and charging. 

Given the two viable options, it is yet to be considered as to how these options fully comprehend the service requirements specified by SA1.   However, after much deliberation and thorough examination of both options, SA2 was unable to reach any consensus on one architectural option to be chosen for scenario 3 in TS 23.234.  Part of the reason why there was no consensus are due to difference between operator network strategy (operators feel that one option may be more expensive than the other).  As a result of this, SA2 resorted to a show of hands in the plenary which lead to the selection of the end-to-end tunnel approach for scenario 3. Please refer to the SA2#34 plenary minutes for further details of the supporting companies of both options.

