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1 Introduction

Some editorial faults have been detected and would need to be solved before sending TS 23.234 for approval.

2 Conclusion

This contribution proposes several editorial changes as follows:

/* Beginning of Change */
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/* End of Change */

/* Beginning of Change */

3.2
Symbols

For the purposes of the present document the following symbols apply:

D'
Interface between a pre-R6 HSS/HLR and a 3GPP AAA Server

Gr'
Interface between a pre-R6 HSS/HLR and a 3GPP AAA Server

Wb
Interface between a WLAN Access Network and a 3GPP AAA Server/Proxy (charging signalling)

Wc
Interface between a 3GPP AAA Proxy and a 3GPP AAA Server (charging signalling)
Wf
Interface between a CGw/CCF and a 3GPP AAA Server/Proxy

Wi
Interface between a Packet Data Gateway and an external IP Network

Wm
Interface between a Packet Data Gateway and a 3GPP AAA Server

Wn
Interface between a WLAN Access Network and a WLAN Access Gateway

Wp
Interface between a WLAN Access Gateway and a Packet Data Gateway

Wo
Interface between a 3GPP AAA Server and an OCS

Wr
Interface between a WLAN Access Network and a 3GPP AAA Server/Proxy (control signalling)

Ws
Interface between a 3GPP AAA Proxy and a 3GPP AAA Server (control signalling)
Wx
Interface between an HSS and a 3GPP AAA Server
Wg
Interface between a 3GPP AAA Proxy and WAG
/* End of Change */

/* Beginning of Change */

5.4 User Identity

5.4.1 General

The network authentication procedure is based on the use of EAP method, as described in clause 7, where User Identity field carries the user identity in the Network Access Identifier (NAI) format specified in RFC 2486 [12]. A NAI is composed of a username part and a realm part. 
5.4.2. NAI Username

The NAI username part format is specified in IETF EAP-SIM and EAP-AKA specifications. Details of these are covered in TS 29.xxx [16].
For user identity protection a Temporary Identity username can be used. The use of a temporary identifier is necessary to replace the IMSI in radio transmissions as it protects the user against tracing from unauthorized access networks. As a working assumption, it is considered in this version of the TS that temporary identifiers are allocated in the 3GPP AAA Server.

For re-authentication, UE shall use the previously allocated Reauthentication ID as specified in the IETF EAP-SIM and EAP-AKA specifications as its NAI user identity.

5.4.3
NAI Realm Name

The NAI realm name shall be in the form of an Internet domain name as specified in RFC 1035.

On EAP-SIM and EAP-AKA full authentication, the UE shall by default derive the NAI realm from a PLMN_ID as described in the following steps:

1.
To retrieve the PLMN ID from the IMSI take the first 5 or 6 digits, depending on whether a 2 or 3 digit MNC is used (see 3GPP TS 31.102 [9]) and separate them into MCC and MNC with "."; and

2.
Reverse the order of the MCC and MNC. Append to the result: "WLAN.3gppnetwork.org" 

An example of a home network domain name is:

EXAMPLE:
IMSI in use: 234150999999999;

· where;

· MCC: 234;

· MNC: 15;

· MSIN: 0999999999; and

· home domain name: 15.234.WLAN.3gppnetwork.org.

Note: Other mechanisms to retrieve a realm e.g. by having a realm configured in a R6 USIM are FFS.

/* End of Change */

/* Beginning of Change */

6.2.2  3GPP AAA Proxy

· The 3GPP AAA Proxy  represents a Diameter proxying and filtering function that  resides in the Visited 3GPP Network.  The 3GPP AAA Proxy functions include:

· Relaying the AAA information between WLAN and the 3GPP AAA Server. 

· Enforcing policies derived from roaming agreements between 3GPP operators and between WLAN operator and 3GPP operator

· Reporting charging/accounting information to local CCF/CGw for roaming users

· Service termination (O&M initiated termination from visited network operator)

· RADIUS/Diameter conversion when the Wr and Ws or Wb and Wc interfaces do not use the same protocol

For Scenario 3 only:

· Receiving authorization information related to subscriber requests for services in the Home or Visited network

· Authorization of access to Visited network services according to local policy 

· 
The 3GPP AAA Proxy functionality can reside in a separate physical network node, it may reside in the 3GPP AAA Server or any other physical network node. 

/* End of Change */


























































