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The text on PSS and PDF in 23.917 contains some notes and remarks, due to the e-mail approval process. We propose to do some clean-up of this section and address the concerns raised while maintaining the consistency of the TR and the objective to study whether and how the standalone PDF framework could be of use to PSS. This is as per the e-mail discussion that followed the e-mail approval of the text.

The points for improvement are:

1. If we talk about specific functions that are needed for the PSS-PDF role, it would be more useful to list which, since this is the point of the TR. So, we suggest either to clarify this text, or remove the text, unless more specific text can be suggested.

2. Market adoption is out of scope. The point that the terminal would require changes is already in the text, maybe we should clarify that this is about token support
3. The service-QoS mapping text and ‘service disruption’ is unclear. More useful text could explain what the model assumes and what this means if different operators have different policies
4. The flows assume SDP usage as per the requirement in 26.233 for multimedia.
5. The flows for session release are missing.
The proposed changes are shown below.

10 Example of rel6 policy control usage with a PSS application
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An RTSP session to the PSS server constitutes the signalling, with a separate bearer set up for the media stream(s) which may utilise RTP/RTCP but which may be some other protocol, dependent on the source and the media type.

When the UE makes a session request in the PS domain (i.e. a PDP context request) the GGSN requests authorisation from the PDF via the Go interface, using the authorisation token that the UE included in the PDP context request. 

The PDF informs the GGSN of the agreed session parameters and the GGSN will allow, decline or negotiate down the request after cross checking this with the parameters requested by the UE.

The scenario described here for PSS services would require the PSS server to support the Gq interface, and the UE to support passing the authorisation token, which are mechanisms not supported in the existing PSS appliciation. The impact on the existing PSS services as defined in TS 26.233 and compatibility between old and new equipment should be studied.  Specifically some issues listed are as follows:
- The impacts on PSS services, which are created (including support for 3GPP users) to access streaming services including services outside of the operators domain (currently available in the Internet today). These do not work with this mechanism unless additional changes are made towards PSS-PDF role.
Application of policies beyond an operator domain is subject to roaming agreements. If we use the PDF for PSS, a PSS server outside of the operator’s domain, requires either access to the PDF of the operator's domain, or access to an AF in that domain. Hence user experience in the roaming scenario can vary if proper roaming agreements and SLAs are not in place.

- It is necessary to avoid widely different policies within different operators, as this will likely cause service disruption towards user experience due to frequent changes in the service-QoS mapping table in the UE when roaming.
-Applying policy requires an added authorization mechanism (compared to when always allowing any PSS, where this authorization mechanism does not happen).

- The example shows SDP information being passed from the PSS server, although 26.233 also defines other mechanisms for the client to obtain the session description. Where other mechanisms are used, the SDP information may not be available to the PSS.
The flows for PSS system are shown below.  The flows assume that GGSN, PSS & PDF are all aware of each other’s existence and within an operator’s domain. The session release flows shown below show a UE initiated session release.
The PSS server in the current PSS service scenarios does not initiate session release towards the terminals, sessions are either abruptly terminated or terminated via redirection towards a message service.
For radio loss, the GGSN can report the change in the network conditions, via the procedure described in 23.917 8.6 Indication of network resources events
10.1 Per User Authorisation

When the UE makes the first RTSP request to the PSS server, the PSS server knows which PDF to contact and obtains the media authorisation token from the PDF. This is then passed to the UE in a header in the RTSP response message.

[image: image2.wmf] 

UE

 

GGSN

 

PSS

 

PDF

 

1. RTSP 

 

-

 

SETUP

 

2. Authorisation request

 

3. Authorisation confirm

 

4. RTSP 

 

–

 

100 Continue 

 

or 200 OK

 


Per User Authorisation

1) The PSS server receives SETUP request from the terminal. 

2) Prior to the SETUP request from the client, the server has already interacted with the client (DESCRIBE, ANNOUNCE etc.) where in based on client service request, the server has identified media types, bearer resources like bandwidth, IP address, port numbers to be used, etc. needed for the session. The PSS server contacts the PDF in order to obtain a PDF generated token. The session requirements that were communicated to the client in an SDP format are also passed by the PSS server to the PDF The PDF to be used needs to be known by the PSS server. 

3) The PDF passes the authorisation token to the PSS server in the authorisation confirm.

4) The PSS server includes the media authorisation token within a message body attached to the response message sent back to the UE.
10.2 Resource reservation

The GGSN, when receiving a request for a PDP context activation will, via the Go interface, request authorisation from the PDF. The authorisation token is used as the mechanism to enable the GGSN to contact the PDF that generated it. 

The signalling flow is shown below. In this scenario the PSS server has not required further interaction from the PDF at resource reservation.

Note that the SGSN is involved in the PDP Context signalling but is not shown in the diagram for simplicity.
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PSS Resource Reservation

1) GGSN receives the Secondary PDP Context Activate request. It should be noted that more than one Secondary PDP Context may be requested dependent on the media streams that are part of the service.  

2) GGSN requests the PDF to authorise the resources. The Media authorisation token received in the PDP context activation is used to identify the session and end point for the COPS request. 

3) PDF authorises the resources. It is FFS whether it is at this stage that the PDF sends COPS DEC message(s) to the GGSN to open the ‘gates’ e.g., enable the use of the authorised QoS resources, or whether this is done later at resources commit.  

Note: The Go protocol (and thus presumably also the Gq protocol) permits the commit authorisation to be included with the authorisation decision. Since the traffic flow itself is controlled from a trusted network server rather than an untrusted end user, it is unclear under what circumstances the AF would not authorise the commit in conjunction with the initial authorisation data. How does the PSS server know that it must interact further with the PDF to commit the resources needs to be addressed.

4) GGSN sends COPS RPT message(s) back to the PDF.

5) GGSN confirms the PDP context is accepted.

10.3 Session Release

The terminal may request that the session is terminated. 
This is illustrated below.
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PSS Revoke and Remove Resources

1) The terminal requests the termination of the session with the TEARDOWN message.
2) PSS server requests the PDF to release the resources and terminate authorisation. The PDF removes the authorisation for the media component(s) of this session.

3) PDF sends COPS DEC message(s) to the GGSN which identifies the PDP context(s) to be deactivated.

4) GGSN initiates deactivation of the PDP context(s) used for the PSS session, in case the UE has not already done so.

5) GGSN sends COPS DRQ message back to the PDF.

6) The PDF confirms the release of the resources to the PSS server.

7) The PSS server confirms completion of the Teardown procedure to the terminal.
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