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Introduction

This contribution clarifies the relationship between the PDF and the GGSN and between the PDF and the AF. 

Discussion

Given the R5 specifications, the PDF and GGSN must be in the same domain. However, as indicated in Figure 2 in TR 23.917, this is not necessarily the same domain as that of the Application Function. The PDF and AF can be in separate domains. We must allow for the case where the PDF is in the visited access network (UMTS, WLAN, etc.) and the Application Function is in the Home network. It may also be the case that the PDF is in the Home network while the Application Function is in a 3rd party network.

In Release 5, the PDF and Application Function (P-CSCF) were assumed to be co-located. Thus it was sufficient for the UE to “discover” a P-CSCF that would then interact with the PDF. The PDF address would be passed to the GGSN via the UE in the authorization token allowing the GGSN to identify which PDF was being used for authorization of a particular bearer request. 

In Release 6 the interface (Gq) between the AF and the PDF is to be specified. It is already established that an AF may interact with one or more PDFs and a PDF may serve one or more AFs. Therefore in R6 an AF will need to be able to select or discover the PDF to use for a particular set of interactions with the UE. In the simple case, an AF may be provisioned to know the FQDN or address of the PDF or may determine the PDF address based on knowledge of the address of the UE. Additional discovery mechanisms may be developed and specified as well.

Recommendation

It is proposed to make the following changes to TR 23.917

********** First Change **********
1.1
Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:

There are multiple instances of the Application Functions, GGSNs and PDFs.

The GGSN and the associated PDFs exist within the same operator’s network and are provisioned to know about each other (e.g., configured with a list of allowed names/addresses).
The AF and the PDF need not exist within the same operator’s network.. They may be provisioned to know about each other or one may discover the other and establish a secure relationship on connection.
The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the GGSN and the PDF.

Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs. Different PDFs do not take decisions on the same resources of a single GGSN.

· A given PDF may give policy information to a number of GGSNs

· One PDF shall be able to serve more than one Application Function

· For IMS services which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the token in order to redirect the GGSN to a fake PDF. 
· A given Application Function may interact with a number of PDFs, although on a per-session basis, it must interact with the same PDF.
For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may interact with a number of P-CSCFs

For service based policy control, the AF does not interact with the GGSN directly; instead, it interacts with the PDF and the PDF acts on certain events as instructed by the AF.

********** Next Change **********

7.6 Binding mechanism handling

This refers to the binding between any session information that may be provided by the Application Function, and the authorisation of QoS resources usage for that application, by the PDF. 
The binding mechanism for service based policy control uses an authorisation token.  The authorization token is passed among the PDF, AF and GGSN and is linked with session bearer information. Since PDFs, AFs, and GGSNs, may exist in many to many relationships, the specific GGSN and PDF and the specific PDF and AF supporting a particular session must be known to each other.
For the case where the AF, PDF, and GGSN are operating as in the R5 IMS, the AF will first contact a PDF associated with the GGSN currently serving the related UE. In the more general case (non R5 IMS), the AF may be provisioned to know about the PDF or the AF and PDF may discover each other by other means.
In response to a bearer authorization request from the AF, a token is generated by the PDF and is passed back to the AF. The PDF uses this token in communications between the PDF and the GGSN and in communications between the PDF and the AF  related to this session bearer. This token contains the address of the PDF that has assigned the token. The AF later passes this Token to the UE which then passes the token when requesting a bearer from the GGSN. The GGSN uses the token in communications with the PDF related to this session bearer. 

The flows in Section 8.3 ‘Authorisation of QoS resources’ show an example of this binding case.







