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1 Introduction

This contribution introduces a possible mechanism for access to the 3GPP Presence service in 3GPP-WLAN inter-working system.
As an important component of 3GPP network, 3GPP WLAN IW network should be considered as a Presence information supplier. For example, when a user connects to the 3GPP WLAN network, the information should be supplied to Presence server such as its connection/disconnection, communication means, address, and so on.
1.1 Requirements

Section 5.1 in 22.934-610 (stage 1 TR for WLAN) clearly indicates Presence support is included in scenario 3. 
Scenario 3: Access to 3GPP system PS based services 

The goal of this scenario is to allow the operator to extend 3GPP system PS based services to the WLAN. These services may include, for example, APNs, IMS based services, location based services, instant messaging, presence based services, MBMS and any service that is built upon the combination of several of these components [5, 6, 7, 8, 11, 13, 14. 15, 16, 17, 18, 19, 20, 21, 22]

 Even though this scenario allows access to all services, it is an implementation question whether only a subset of the services is actually provided.

However, service continuity between the 3GPP system part and the WLAN part is not required.

SA1 in their last meeting in SFO discussed SA2 LS （S1-030177）on prioritization of PS services for support in Release 6 and concluded Presence of high priority for R6.
No new stage 1 additions will be needed for Presence document since Presence architecture allows "presence" information from a variety of entities as shown in Fig 4.2-1 in 23.141.
1.2 What "presence" info can be provided for a user on a WLAN
When a WLAN user connects to the 3GPP WLAN IW network, it can provide the following information:
(1) Status

Authentication can indicates the current condition of the WLAN terminal device.
Authorization can indicate the current condition of the corresponding service represented by the presence tuple.

WLAN terminal and Home 3GPP AAA hold such information and can provide them to other entities. 

Example values:
Open/closed, online/offline, connected/disconnected, etc.

(2) Communication means and contact address
By Authentication and Authorization, 3GPP AAA and WLAN terminal can get the information about what kind of connection and service the user will be allowed; the corresponding communication means and contact address can easily provide the basis for this information.
Home 3GPP AAA and WLAN terminal are source of such information.
For example,
A WLAN user connects to the 3GPP-WLAN and is authorized (after authentication of course) to use internet service. His communication means can be “Internet”, his contact address can be the email or QQ address or whatever valid address that can contact him when he is on the Internet. As an option of implementation, he can register the mentioned address in advance, when the information “connected to Internet by WLAN” comes, this address will be obtained.
If he is authorized with SMS, his communication means is “SMS”, and the address can be his MSISDN.

(3) Location information

Basically, the 3GPP-WLAN IW network can provide the information of the visited Proxy AAA to the Home AAA, as the location information of user. If the WLAN AN can provide the access point cell based location of user, more precise location information can be provide for presence service.
1.3 How "presence" info can be provided for a user on a WLAN

Base on the possible presence information that can be provided for a WLAN user, we can conclude three possible suppliers for presence information of a WLAN user:

(1). Application in the WLAN terminal 

This mechanism mainly depends on Terminal Application and the server. WLAN provides the transparent transfer. There is no impact on the current WLAN inter working architecture.
Benefits:

No additional requirements on the current WLAN inter working architecture.

Drawbacks:

Adds requirements to the UE and depending on the user settings on the UE; not reliable for system use.
(2). The IMS 

Using this mechanism, the main work left for us is to build the basic connection to IMS from WLAN with no impact on the current presence architecture.

Benefits:

Use the IMS mechanisms for Presence; WLAN provides just the transparent transfer.

Drawbacks:

The UE is required to register for IMS, even though it just acts as a Presence info source in many cases. This will limit the use of Presence.
(3). The 3GPP AAA Server in the 3GPP-WLAN inter-working system.

 A new reference point should be introduced to supply Presence Information of the WLAN user to Presence Service system. 

Benefits:
Network can get reliable Presence information.

UE does need not to register for IMS.
Even if the 3GPP-WLAN is deployed as a scenario 2 network, the  WLAN user can still provide the Presence information to Presence Server.

Drawbacks:

Additional requirement for the current WLAN inter working architecture and the Presence architecture.

 With evident benefits for the operator to provide flexible presence based service, the 3GPP AAA Server should be one of the optional suppliers for presence information of WLAN user.
2 Proposal

It is proposed with the followed CR that the following changes should be made in TS23.141:

2.1 Include following content to section 4.1
The WLAN user’s precence information can be supply to presence server by:

1. Applications in the WLAN terminal – for the UE that installed terminal presence Applications; 
2. IMS – for the UE registered to IMS;
3. WLAN 3GPP AAA server – for the UE that served by the 3GPP-WLAN network.
For the supplier 1, there is no impact on the current presence service architecture; it serves 3GPP-WLAN users the same way with other various users through the Peu reference point.

For the supplier 2, there is also no additional requirement from 3GPP-WLAN to the Presence architecture, the main work left is to build the basic connection to IMS from WLAN, which is out scope of this TS.
For the supplier 3, a new reference point should be added between the 3GPP AAA Server and the Presence Network Agent; the modifications on the Presence architecture are specified in this TS. 
2.2 Change of figure 4.2-1
The reference point between AAA and Network Agent is added.
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Figure 4.2-1: Reference architecture to support a presence service

2.3 Include a new section in section 4.3

4.3.x 
Reference point Presence Network Agent – 3GPP AAA Server (Pr)

This reference point shall allow the 3GPP AAA Server to report mobility management related events to the Presence Network Agent (such as connection/disconnection to the WLAN interworking service). This reference point is implemented using the MAP or DIAMETER interface.
2.4 Add a new item in the table in 5.2.2.2

5.2.2.2 Suppliers of Presence Information

The Presence Network Agent may receive Presence information from one or more of the following 2G/3G network elements over the specified reference point:

	Network Element supplying Presence Information
	Reference Point

	HSS/HLR
	Ph

	S-CSCF
	Pi

	MSC Server/VLR
	Pc

	SGSN
	Pg

	GGSN
	Pk

	GMLC
	Pl

	AAA Server
	Pr


2.5 Add a new section in Annex 2.3

A.2.3.X
WLAN Notification process of the Presence Server 

The following flow describes how the presence server is notified of an event by the network elements for a WLAN subscriber. 
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Figure A.2.3.3-1: WLAN Notification procedure for the Presence Server.

1. For network event to be reported on behalf of a WLAN subscriber, the necessary triggers are armed in the AAA SERVER. This takes place off-line and is outside the scope of this TR as to how it is achieved.

2. At the occurrence of an event between the WLAN and the AAA SERVER, (e.g UE connection or disconnection) a notification message is generated.

3. A MAP/DIAMETER notification message (NOTE_MM_EVENT) is sent to the Network Agent via Pr interface on the occurrence of an event, details of this are outside the scope of this flow. There may be some address resolution needed by the network agent to locate the presence server but details of this are also outside the scope of this flow.

4. The Network Agent sends NotifyPresUp message to the Presence Server via the Pen interface. 
5. Prior to notifying all authorised watchers, it acknowledges the receipt of the NotifyPresUp message with a MsgAck to the Network Agent.

Network Agent sends an MM_Event_Ack to the AAA Server.
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Presence server updates all authorised watchers with new presence information
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