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1. Introduction

In 3GPP-WLAN-interworking scenario 2 a WLAN client is able to use the 3GPP authentication infrastructure with high security level provided by using a SIM or USIM based authentication method.  In scenario 3 and beyond a user is able to use services provided by a 3GPP PLMN. Depending on operator policies and different roaming agreements not every service or PLMN is reachable from a specific WLAN hotspot. Because of that, interworking users need information about authentication and authorisation methods, supported PLMNs and services provided by the network.

Supporting interface selection and simplifying network connection is an advantage for both the user and the network provider, because it could for example reduce handover times for the operator to provide the user with seamless services. It is quite likely that there are several WLAN hotspots in the same area competing with each other. If there is more than one WLAN hotspot available, the user will prefer the one most easily to connect and which provides the service he wants to use. Providing network capability information to attract customers will therefore be an issue to stay in business.

SA2 does not provide any guidelines on what information has to be sent and where this will be done to support interface selection.  This contribution aims to open a discussion on the value-add of the availability of network capabilities to support the interface and service selection on the UE side. 

2. Identified methods of information distribution

A couple of possible methods, how this information could be provided to the user, are as follows:

· Sign on the wall

Interworking information could be written on signs like “WIFI-Zone” with all information about authentication, reachable PLMNs, accounting information, etc. Drawbacks are that these signs have to be recognized and understood by the user, the language cannot be customized, the content is not standardized and the method is not state of the art.  As this method requires active user interaction, this might hinder user acceptance and hence business opportunities.  In addition to this, this method is out of scope of any 3GPP activities and therefore should be neglected.

· Broadcasted by WLAN / WLAN based User initiated service discovery

Although this may also not be in the scope of 3GPP, requirements can be defined on WLANs as implicitly done already, which are presented in [1]. These could be send to relevant standardisation bodies e.g. WIG (IEEE, MMAC & ETSI).  For example, within IEEE 802.11, the vanilla SSID could be standardized. That would have an impact on common SSID usage and the configuration of access points. The maximum length defined for the SSID is 32 octets. By using a header to signal a standardized SSID the available length is even less. A more sophisticated solution may be a new information element in the beacon. There exists a probe mechanism in the IEEE 802.11standard to request information within the beacon. Up to now this is used for technical parameters required to assign to an access point. It might be possible to extend this mechanism with 3GPP specific extensions to provide network capability information. Similar parameters (e.g. NOP id) also exist within Hiperlan2 and HiSWANa.

· Broadcasted by the 2/3G Network / User initiated service discovery via 2/3G Network

Network capability information could be distributed by 3G network covering the area where the WLAN is located. This information could either be transmitted to dedicated subscribers or broadcasted in 3G cells. An advantage of this method would be that users could be lead to the hotspot within UTRAN cell using location based services.

This list only a couple of possibilities to get a discussion on network capabilities information started.

3. 
Identified information to be distributed

Information that could be provided among others is:

· PLMNs which could be contacted from this WLAN hotspot

· Usable services (SMS, IMS, Email, etc.)

· Authentication Method (EAP/PEAP, SIM/AKA, Web based authentication etc.)

· Accounting information which can be presented to the user

· Policies on UE behaviour to allow the network provider and/or the user to offer a “best connected per session”-service

Additional information possibly distributed by 3G network:

· Location of hotspot within UTRAN cell

· Hidden SSID, that is prevented from being probed

· Remaining hotspot capacity

4. Summary and Proposal

Providing some information enables network and user based interface selection in 3GPP-WLAN-interworking. Signs on the wall are not sufficient for the reasons given above. There are clear advantages to provide the interworking related information to the user. It is therefore proposed to study the proposals given above and to investigate possible solutions addressing this open issue.
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