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1
Introduction

Contributions S2-022154 and S2-022156 presented at SA2#26 identified capabilities which were required to be supported by any IP Connectivity Network which was to be used for IMS.

In particular, in Release 5, the IP connectivity network (GPRS) supports the ability to request and confirm a particular QoS for a flow of IP datagrams over the access link.

Contribution S2-022894 presented to SA2#27 discussed this capability, and the relationship with Service Based Local Policy. This contribution updates S2-022894 based on discussions at SA2#27.

2
QoS Capabilities required of an IP Connectivity Network for IMS

The access system must certainly support the QoS required for the IMS services to be offered. However, the IMS services to be offered may vary from operator to operator and access system to access system. Therefore no assumptions can be made about the QoS capabilities in the IP Connectivity network.

Even where a full range of IMS services are supported, the QoS support need not necessarily take the form of explicit per flow reservations. i.e there may be environments in which a Diffserv approach is sufficient.

3
IMS policing of service requests

The approach of Section 2 above raises the question of whether there is any need for the IMS to police the services requested by the UE, based on the QoS capabilities of the IMS Connectivity Network ?

In Release 5, service authorisation is based on:

· The users subscription in the Home Network – this is independent of the IP Connectivity Network used

· The network policies of the visited network operator (at the P-CSCF). These policies could be based on features of the IP Connectivity Network, since there is only one (GPRS)

Also, we should note that the UE must explicitly request resources for the IMS session over GPRS. If the particular GPRS network does not support the QoS required, then the request will be rejected and the session will fail gracefully.

If there are multiple IP Connectivity Networks, further study is required to define how the IMS (P-CSCF) can determine which one is being used in order to apply the appropriate service policies ?

An alternative would be to leave such decisions on the services which are appropriate to the UE.

3
Proposal

It is proposed to add the following text to Section 4.1 “IP Connectivity Network Capabilities”:

“No assumptions are made about the QoS capabilities of the IP Connectivity Network.

It is a deployment issue to ensure that the QoS capabilities in the IP Connectivity Network are sufficient to support the service set offered by the operator.

Whether and how to ensure that services are not invoked on IP Connectivity networks which do not have the QoS capabilities to support them requires further study. The  possibilities below have been suggested. Other possibilities may also exist.
· The P-CSCF may apply policies to limit the user to the supported service set for a given IP Connectivity Network, or

· The UE should not activate services if it cannot obtain the necessary QoS from the IP Connectivity Network

Whether the P-CSCF needs to know, or how the P-CSCF determines which IP Connectivity Network is being used, or how the UE determines the QoS available from the IP Connectivity Network is for further study.”
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