5.2

Architecture 2:
Iu interface carries Bit Map of UE Faults derived from the IMEISV sent to the CN

5.2.0
Summary

This method is the same as architecture 1, except as listed in the following subsections.

The following sections 5.1.2 to 5.1.10? (Inter-RNC/BSC and Inter-MCS Handover/Relocation or Inter-SGSN Routeing Area Update and Relocation), inclusive apply to Architecture 2.

5.2.1
General description

When the mobile attaches to the MSC/VLR or to the SGSN, the IMEISV is retrieved using the existing MM or GMM/PMM signaling procedures as defined in 24.008. At the MSC/SGSN the IMEISV is used to derive a standardised Bit Map of UE Faults (BMUEF). The SRNC then uses the BMUEF to take the necessary specific actions. The procedure is illustrated in Figure 1.
At subsequent Iu interface connection establishments (both ‘initial’ and for ‘handover’), the MSC/SGSN sends the BMUEF to the SRNC (instead of the IMEISV used by architecture 1). 
If UE state is changed from MM/PMM Connected to the MM/PMM Idle, all information derived from received BMUEF is released together with all other UE dedicated information from UTRAN. Thus if UE state is changed afterwards back to MM/PMM Connected the delivery of the BMUEF from MSC/SGSN to SRNC must be repeated.
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Figure 1. Architecture 2
5.2.2
Nature of Bit Map of UE Faults

Each bit of the bit string, provided over the Iu interface, points out to the specific behavior of a given feature of a UE. The specific behavior is defined when there is need to have a work around solution for the feature of the UE or when there is a major error in the functionality and it might need to be disabled for this particular UE. The UE will experience uniform behavior across all operators and infrastructure vendors.
In a case of errors in specifications, the main target should be to fix the problem into the 3GPP specifications. If most of the UE population have as a result of specification error non-working feature in the terminal, the criticality of the problem should be evaluated case-by-case in order to define whether the separate correction by using the BMUEF is provided or not.

The BMUEFis identified by the Type Allocation Code (TAC) and the Software Version Number (SVN) of IMEISV. All Serial Numbers (SNRs) of same TAC and SVN would result to the same BMUEF. See Figure 2.
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Figure 2: Structure of IMEISV
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It may then happen upon operator deployment of the radio feature that it is discovered that this feature is improperly implemented by some mobiles. In this case, 

· A relevant position in the bitmap is reserved by 3gpp about the correct implementation of the feature in mobiles

· the feature is inhibited in the RAN unless RAN receives a bitmap with the bit in the relevant position set to indicate that the mobile correctly supports the feature

For the mobile launched before the problem, the default value of the bitmap is “function not supported” i.e. all bit position/values not defined by 3gpp at the time the bitmap is generated take the value “function not correctly supported”. 


5.2.3
The content of BMUEF for multivendor UTRAN
The BMUEFcontent is not dependent of the RNC vendor. RNC actions are defined in the technical report maintained by TSG RAN, which defines the meaning of each bit of the bit string.
5.2.4
The content and the handing of BMUEF in UTRAN sent by PS and/or CS domains
The content and the structure of the BMUEF will be the same regardless of whether the BMUEF is sent by either the PS or the CS domain. At UTRAN the received BMUEF will be analyzed and the functions/procedures are initialized based on information from BMUEF.


5.2.5
Storing the IMEISV / BMUEF information at CN side
Given that mobiles could stay attached for many days and that the ‘IOT problem database’ could be updated daily, it seems to be sensible to store the IMEISV in the VLR/SGSN database.


5.2.6
The BMUEF database
Once the IMEI-SV is obtained, the MSC/VLR or SGSN needs to convert the IMEI-SV to the BMUEF. There are two alternatives to perform this conversion:

· The IMEI-SV to BMUEF conversion data base is kept in every MSC/VLR or SGSN node (distributed database)
· A centralized function performs the IMEI-SV to BMUEF conversion (centralized database)
It’s proposed to use distributed database as working assumption. 
Centralized database is for the FFS. The EIR (Equipment Identity Register) could be a candidate for this centralized database. EIR has been introduced in GSM system in order to detect a stolen mobile using IMEI.
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