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1
Introduction

This contribution gives some background information about the GUP reference architecture and its use with regard to the actual network elements. We wish that this contribution would also clarify Nokia’s position to GUP standardisation in general.

We take GUP as a data model, architecture and interfaces to ease the management and use of user profile data that is dispersed over several elements in the network and terminal. However the service specific data definitions are outside of GUP but may be defined separately based on it. We see as the main goal for this 3GPP activity to provide the means for the operator to manage and distribute the profile data as well as utilise the data in the trusted applications. Also the vendors would benefit from standard interfaces.

The subscriber privacy control aspects in the data model are very important in this work. Privacy must be ensured by simple but powerful means to enable also control on the data element level. However general AAA issues need not be reinvented in this work but those can be adopted from e.g. OMA, Liberty Alliance Project, 3GPP OSA and subscriber certificates work in 3GPP SA3.

One basic principle in the GUP work has been in our understanding that it does not define or carry out any functionality modifying the data or taking any other special actions which are beyond the existence of the data itself. Data management and synchronisation are examples of features that belong to GUP but e.g. detailed mapping of data to different interfaces or elements in a special manner should not be specified in the GUP. However these kind of actions may be carried out by applications taking advantage of the GUP features. The GUP data model must be flexible enough to cater for proprietary or equipment specific data usage by these applications.

2
Discussion

2.1
Types of usage

We are able to identify several different types of need for the GUP:

1) Management of the data with full access rights

2) Management of some limited set of data by making changes but not creating any profile components or new type of elements.

3) Data synchronisation, cacheing and push

4) Data retrieval

In our understanding GUP could be considered as an answer to each of these needs. However it is clear that the existing legacy interfaces cannot be replaced by GUP as such, but an overlay solution with a Profile Server element could be provided to harmonise the access to the user profile. If we think about the IMS, Sh interface can be seen as taking the roles of the second and fourth items in the list above, whereas Cx interface is more like the third one. However it is perhaps not wise to define always new data models and protocols for the different interfaces and elements that handle user profile data. The number of elements e.g. cacheing data for the real time service usage is growing all the time. Some examples of the elements can be seen in the figure 1.

Data retrieval for temporary use is typically needed by special purpose value added services. Examples of pieces of generic useful data are barring and charging related information.

2.2
Example architecture

We discuss here a few 3GPP functional network elements and their relationship to GUP.
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Figure 1: Example elements in the GUP architecture

Some explanations to the terms used in figure 1:

· OSA denotes for OSA Gateway or OSA SCS that may hold a subscriber data base

· CSE denotes for CAMEL Service Environment providing Intelligent Networks services

· CCF denotes the Charging Collection Function defined for IMS

· PPR denotes the Privacy Profile Register defined for Location Services of Rel6

· PCF denotes the Policy Control Function to control the QoS

· UEM denotes for User Equipment Management system

· VAS denotes Value Added Services

The figure 1 shows just some examples of network elements that have subscriber profile data or might benefit from it. The figure is based on our proposed GUP reference architecture with the reference points Rg and Rp. There are existing methods and interfaces for cacheing or retrieving the data for use in the real time service delivery e.g. MAP, Cx and Sh protocols are such. Both push and pull models are being used in the data transfer. The indicated elements can be considered as possible candidates for GUP usage. However we do not state here which would be the most relevant ones.

The primary copy of the profile component data reside in the elements (not exhaustive list) in the lower part of the figure 1 or it may be in the profile server. These data need partly be cached to the real time service elements according to the distribution of the subscribers (i.e. load) to the different elements. The third party hosted data stores are beyond the figure 1. They would typically be provided via the profile server of the third party supporting the Rg reference point.

Self service management application development may take advantage of the standard Rg and Rp interfaces.

2.3
Profile Server

The functional element Profile Server may have several different purposes:

· Operator’s data management tasks and e.g. service activation

· Providing a generic interface instead of proprietary ones

· Hiding the actual addresses of the data stores

· Shielding the data stores from direct access from outside i.e. to provide Authentication, Authorisation and load sharing

It shall be kept in mind that the reference architecture does not prevent e.g. any network element to take a role of a Profile Server if it just provides for the Rg interface. For load sharing purposes it may be beneficial to have several profile servers having copies of the primary data and serving applications that need real time access to the profile data.

The figure shows the GUP reference point of the data stores as denoted by Rp. Additionally there may be other legacy interfaces e.g. to the profile server that provide for Rg reference point towards the various applications. The Profile server may act as a Proxy or as an element delivering the address of the data store. Separately a function is needed for the third parties to be authenticated as well as to get the authorisation assertions for the data. Operator’s own services may be able to use Rp directly.

2.4
UE’s role

The UE stores part of the user profile data. SyncML has defined synchronisation and device management protocols. Those together with e.g. WAP capabilities may be applied e.g. to provide the terminal capabilities data. A UE Management system could provide some of these data over a GUP interface to an application or Profile Server. It cannot be foreseen that GUP could support all the UE Management activities. Furthermore we do not see a need to develop specific protocols in the 3GPP GUP work between the UE and the applications or the Profile Server.

On the other hand UE applications may benefit from the network based GUP data made available to those.

3
Next steps

In addition to defining the identified functionalities in TS 23.240 in more detail, the basic functions required from the reference points shall be defined. An agreed information model is a prerequisite for these detailed definitions. Addressing of the profile and its components is another issue to be defined. In our view the subscriber public identity must be used to address the user profile. In that sense subscriber with a single private identity may have several user profiles (e.g. in IMS) or just one depending on the case.

The basic functions contain (not an exhaustive list):

· Creation of profile, components and data elements

· Definition of new types of data may in our view be left for non-standardised off-line management procedures

· Profile data modification

· Retrieval of profile, component or data elements

· Deletion of profile data

· Notification of changes (subscribe and notify)

· Profile push requests (X asks to push data to Y)

· Access procedures (authentication and authorisation related)

· Mass operations?

· Version management procedures

We are looking forward to all feedback on this contribution. Especially helpful would be to indicate which parts could perhaps be endorsed to TS 23.240 as such or in an enhanced form.
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