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Introduction

With the Rel-6 work item on ‘IMS enhancements step 2’ emergency sessions shall be supported in the IMS. 

This contribution discusses a concept for emergency sessions in the IMS with the main focus on routing of SIP signaling messages and detection of the correct emergency center. Setup of a packet bearer in the (U)SIM-less case is not discussed and needs further study. If the conceptual principles are agreed, corresponding CRs for 23.228 will be provided.

Discussion

1) Detection of an Emergency Situation:

The first step in providing IMS emergency sessions is the detection of an emergency situation. This should be done by the UE itself by analysing the SIP URI or the dialled digits or simply providing an “SOS button” at the GUI. The emergency session should be indicated in all SIP signalling messages of the session. If the UE is not capable to detect the emergency situation for whatever reason, the P-CSCF (either in the home or visited network) has to detect the emergency session by analysing the Request-URI of the INVITE message. Thus, the P-CSCF needs a table that maps the MCC to a list of emergency numbers. If the P-CSCF detects an emergency session in that way, it provides the emergency session indication in the SIP signalling.

2) Location Information:

Location information like global cell id (incl. MCC, MNC, location area code and cell id) is provided by the UE in the SIP INVITE message.

3) P-CSCF and GGSN are located in the visited network, UE is GPRS attached (registered in the IMS or not):
The P-CSCF detects an emergency session and routes the SIP INVITE to a pre-configured (default) S-CSCF in the visited network. The S-CSCF determines the emergency centre from the user’s location information. The EC can query the appropriate GMLC to retrieve detailed location information.

3) P-CSCF and GGSN are located in the home network, UE is registered: 

The P-CSCF detects an emergency session and routes the SIP INVITE to the assigned S-CSCF. Depending on MCC, MNC and perhaps location information the S-CSCF selects an I-CSCF as contact point in the visited network or an appropriate BGCF.  As an alternative, the SGSN address stored in the HLR/HSS can be used to select the I-CSCF or BGCF. Thus, the S-CSCF needs at least a pre-configured list to map MCC/MNC (or SGSN address) to the address of an I-CSCF or BGCF. Based on the retrieved location information the I-CSCF in the visited network is able to select an S-CSCF and the S-CSCF to select the correct emergency centre responsible for the user’s location. Certainly, BGCF and/or MGCF in the visited network need a similar list to find the exchange where the EC is connected. The EC can now query the appropriate GMLC to retrieve detailed location information.

4) P-CSCF and GGSN are located in the home network, UE is GPRS attached but is not registered in the IMS:

The P-CSCF detects an emergency session and routes the SIP INVITE to a pre-configured (default) S-CSCF, although the UE is not registered and no security association exists. This S-CSCF is aware about the emergency session and proceeds as described in 3.
Proposal

It is proposed to discuss this proposal and to agree on the proposed concept.

