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Introduction

While in Rel-5 emergency sessions in the IMS are not supported and must be re-routed via the CS domain, the IMS shall support emergency sessions in Rel-6 according to the work item ‘IMS enhancements step 2’. Besides national regulatory issues any solution, which describes the handling of emergency sessions in the IMS has to fulfill some basic requirements and must work in all the environments the CS solution does work already.

This contribution provides an overview of some of these basic requirements and proposes that they are considered when a solution describing emergency sessions in the IMS is discussed.

Proposal

It is proposed that SA2 should consider the following key items with respect to the provisioning of emergency sessions in IMS when discussing any proposed solution.

1. The solution should be independent from the underlying IP connectivity network (e.g. GPRS or WLAN).

2. The solution must work for any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling.

3. An emergency session must be treated with the highest priority in the IMS network.

4. Setup of an emergency session must be possible even if the user want’s to register with a public user id, which is barred in the network.

5. The solution must work in case the UE can detect an emergency session (e.g. by evaluating the SIP R-URI or the dialed number) by itself and indicates the emergency session to the network or can’t detect an emergency session.

6. The solution must work in case the UE has a (U)SIM card and also in the (U)SIM-less case. Especially in the (U)SIM-less case it must be possible to setup a (speech) bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

7. The solution must work when the GGSN and P-CSCF are located in the home network, as well as both entities are located in the visited network. Especially in the first scenario the solution must be aware that an appropriate emergency center in the visited network has to be found, which is able to retrieve the users location information from a GMLC. The solution should be in principle similar for both scenarios (considering e.g. the entities, which perform session control and detection of Emergency situations).

8. The solution must be aware that an emergency center can be connected to the PSTN, CS domain, PS domain or any other packet network.
