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1 Introduction

The present SA2 TS document defines that authentication shall relay on (U)SIM and the UE should be equipped with UICC, moreover some methods to carry the GSM and 3G authentication procedures over IP are proposed. These procedures are based on the use of NAI to carry the user identity from the UE to the 3GPP–WLAN Authentication server. In this document we propose to extend these methods to derive the NAI from the User IMSI presented in a 3GPP TS 23.003 v530 for the Release 5. For the sake of simplicity an extract of TS 23.003 v3.5.0 is shown in the annex of this document.

2 Proposal

6.2 Network elements

· the 3GPP AAA server is located within the 3GPP network. The 3GPP AAA server : 

o
retrieves authentication vectors and subscriber profile (including subscriber's authorisation information) from the  rel6 HSS or from previous release HLR of the 3GPP subscriber's home 3GPP network;

o
authenticates the 3GPP subscriber based on the authentication vectors retrieved from HSS or HLR. The authentication signalling may pass through AAA proxies.

o
communicates authorisation information to the WLAN potentially via AAA proxies.

o
registers its (the 3GPP AAA server) address or name with the HSS or HLR for release precedent rel6 for each authenticated and authorised 3GPP subscriber. 

o
may act also as a AAA proxy (see above).

Editor’s note  : Clarification on the caching functionality is for further study

· the HLR/HSS located within the 3GPP subscriber's home network is the entity containing authentication and subscription data required for the 3GPP subscriber to access the WLAN interworking service.

6.3.2 
Wx

This reference point is located between 3GPP AAA Server and HSSand it is applicable for interworking with HSS compliance with release 6 requirements. The prime purpose of the protocol(s) crossing this reference point is communication between WLAN AAA infrastructure and HSS/HLR.  The protocol crossing this reference point is DIAMETER-based.

The functionality of the reference point is to enable:

· Retrieval of authentication vectors, e.g. for USIM authentication, from HSS.

· Retrieval of WLAN access-related subscriber information (profile) from HSS
· Registration of the 3GPP AAA Server of an authorised WLAN user in the HSS. 

· Indication of change of subscriber profile within HSS (e.g indication for the purpose of service termination).

6.3.3 
Gr’/D’
This reference point is located between 3GPP AAA Server and HLR and it is applicable for interworking with HLR compliance with pre-release 6 requirements (e.g. Rel99, rel4..)  The prime purpose of the protocol(s) crossing this reference point is communication between WLAN AAA infrastructure and HLR.  The protocol crossing this reference point is MAP-based.

The functionality of the reference point is to enable:

· Retrieval of authentication vectors, e.g. for (U)SIM authentication, from HLR.

· Retrieval of service authorisation information from the HLR

· Registration of the 3GPP AAA Server of an authorised WLAN user in the HLR. 

· Indication of change of subscriber profile within HLR (e.g indication for the purpose of service termination).


























































