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1 Introduction and Scope

TR23.934 addresses higher scenarios of WLAN interworking i.e. scenarios 3, 4 and above. Towards this end Mobile IP is proposed as a candidate IP macro-mobility management method 

2 Advantages of Mobile IP as a solution for scenario 4 mobility management

Mobile IP has several advantages as a solution for the IP macro-mobility management problem. 

· Simple, well understood, and validated protocol.
· Standardized at the IETF. No or little standardization effort required at the 3GPP. 

· Is friendly to both a loose and tight coupling model.

· Handles mobility at the network layer, which is efficient and also application agnostic. i.e. no applications need modification in order to take advantage of scenario 4 mobility.

· The 3GPP network architecture will be minimally impacted

· Handles heterogeneity of IP flavors – i.e works with both IPv4 and IPv6 networks or a combination of the two.

· Being deployed in WLAN networks

· Mobile IP co-exists and works well with any L2 Mobility Management scheme such as UMTS MM.

· Mobile IP can easily substitute UMTS L2 MM, if needed.

· Achieves all of scenario 3 objectives.

3 Proposal

It is proposed that the following text be added to section 5.3 (Access and Mobility Management methods) of the TR.

5.3.1 
General Requirements

Mobility Management shall 

· Ensure that there is no perceived IP address change on crossing a 3G-WLAN boundary

· The UE is still addressable (at one’s PDP context defined IP address) on crossing a 3G-WLAN boundary.

5.3.2 
Access and Mobility Management method 1

Mobile IP is the mobility mechanism that satisfies the requirements for providing scenario 3 and 4 interworking with WLAN networks.

On entering a WLAN network the UE would register its acquired address in the WLAN network with a Mobile IP Home Agent. This registration mechanism would associate the UE’s IP address in the PLMN  with its acquired IP address in the WLAN network. The Home agent would then take on the responsibility of intercepting traffic destined to the UEs IP address in the PLMN and redirecting it to the UE’s current point of attachment to the network. 

Moreover, since the UE’s IP address in the PLMN (it’s PDP context address) is maintained, the UE retains it’s identity for PS based services in the PLMN and all of scenario 3 requirements are met.


































































