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1 Introduction

During last meeting contribution S2-02237 presented by Nokia shows the problem of PLMN selection for a user located within a WLAN area, which has shared, by many PLMN. This contribution proposes a solution for this scenario.

2 Selection of PLMN from a WLAN access

In this document we propose a possible mechanism for registering and authenticating a user under a WLAN access selecting one visited PLMN from those with which the WLAN access have a roaming agreement, as shown in figure1.

We start from the hypothesis that a MT1 is a subscriber of the Home 3GPP network. When the MT1 switches on in a WLAN area in roaming scenario, the MT should receive from the WLAN access the indication of ALL the 3GPP networks with which it has a roaming agreement. Some of these PLMN could be barred for that MT1 or some of them could not have a roaming agreement with the Home 3GPP network. Moreover among the other available PLMNs, more than one could have a roaming agreement with the Home 3GPP network.
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Figure 1: Roaming scenario

The main difficulties is due to the fact that if MT1 provides for identification, its NAI, this is in the form of user@realm (for a more detailed definition refers to Contribution S2-022745) But in this way, providing this information to the AAA proxy in the WLAN access for identification and further authentication purpose, the AAA proxy it is not able to choose without ambiguity the visited PLMN toward which the identification information are sent and which roaming agreement is selected. So, to overcome this problem, the NAI should contain the indication of either Home PLMN (H-PLMN) and visited (V-PLMN). IN this contribution it is proposed to concatenate the realm part of NAI as follow:

· [(user@home3GPPnetwork)@visited3GPPnetwork]
In this way the WLAN AAA proxy is able to know the V-PLMN towards to proxy the Authentication request to the  (..)@Visited3GPPnetwork . while the V-PLMN is able to proxy the Authentication request to the H-PLMN from the (user@Home3GPPnetwork) (i.e. the real part of NAI in brackets). The H-PLMN is able to know the home name. Moreover to obtain the same scope a different concatenation format may be defined. 

One possible solution to this problem is illustrated in the following.

1. when MT1 switches on in a WLAN area coverage, from the Broadcast channel of the WLAN (to be modified accordingly), the MT1 acquires the information regarding which UMTS networks have a valid roaming agreement within the WLAN network.

2. the selection of Visited PLNM can be performed automatically by the UE or manually by the end user (i.e. in the same manner as is presently performed by  UE for PLMN selection). It may be foreseen the presence of a “preferred list” and/or a “forbidden list” of PLMN among which choose the visited PLMN available within the WLAN area

3. The user starts the authentication procedure sending its NAI that is in the form of [(user@home3GPPnetwork)@visited3GPPnetwork].

4. In this case the rules with which it is possible to build the part of the NAI consisting in the “home3GPPnetwork” and the “visited3GPPnetwork” could follow the rules illustrated in contribution S2-022745.

5. With this information, the AAA proxy in the WLAN it is able to forward the user identification and authentication information through the correct 3GPP visited network to the 3GPP Home network

6. In case that the a user is not located within a visited PLMN, but it is in his Home network the NAI format is [(user@home3GPPnetwork)@home3GPPnetwork. In alternative, to avoid the repetition of home3Gnetwork  filed, a default flag can be used.
2.1 Conclusion

Due to the above considerations and taken into account that some the whole procedure has an impact on WLAN system and on 3GPP system it is proposed to:

· insert text shown in chapter 3 within 3GPP TS

· send relevant information to WLAN Standardization groups (i.e. ETSI BRAN, IEEE 802.11, MMAC, ..) in order to define procedures to present to end-user the list of Network Operator enabled within a given WLAN area.

3 Proposal

It is proposed to defined a “concatenated NAI” and to modify the definition presently defined by contribution S2-022745 as follow:

. 5.4.2 
Visited network domain name
For supporting WLAN network sharing, i.e. a WLAN area in shared by several network operator, and for supporting PLMN selection for user in roam in this WLAN area, the Visisted network domain name shall be in the form of an Internet domain name, e.g. operator.com, as specified in RFC 1035.

The UE shall derive the visited network domain name from the PLMN entry selected from the PLMN list presented to the UE by the WLAN network. The visited network domain name is composed as follow:
1.
by the MNC and MCC and separate them into with "." (see 3GPP TS 31.102 [27]);

2.
Append to the result: ".WLAN.3gppnetwork.org" 

NOTE: The definition of procedure for presentation of PLMN list to the UE within the WLAN network is outside the scope of 3GPP and it is left to Standardization Bodies dealing with WLAN standard (i.e. ETSI BRAN , IEEE 802.11, MMAC). 

An example of a visited network domain name is:

EXAMPLE:
where;

· MCC: 234;

· MNC: 15;

· visisted domain name: 15.234.IMSI.3gppnetwork.org.

5.4.3 
User identity
The user identity shall take the form of an NAI, and shall have the form user_ID@realm as specified in clause 3 of RFC2486. 

The user identity is derived from the IMSI and the home network domain name.

The following steps show how to build the private user identity out of the IMSI:
1.
use the whole string of digits as the user part of the private user identity; and

2.
the first digits of the IMSI, i.e. MNC and MCC, will be converted into a home network domain name, as described in subclause 5.4.1.

The result will be a user identity of the form imsi@mnc.mcc."WLAN.3gppnetwork.org". For example: If the IMSI is 234150999999999 (MCC = 234, MNC = 15), the user identity then takes the form 234150999999999@15.234.WLAN.3gppnetwork.org
Y.X 
User identity and NAI format
[Editor’s Note: The proposed text can be inserted as section 5.4.3 or in suitable section of present TS where authentication procedure is described.]
For supporting the roaming in WLAN network shared by several mobile operators, user identity exchanges when required, for example during authentication procedure, has the NAI  format composed by the concatenation of :

· the user identity as defined in 5.4.2
· the visited network domain name as defined in 5.4.3
For example: If the IMSI is 234150999999999 (MCC = 234, MNC = 15) is in visited network where MCC=100 and MNC=20) , the user identity then takes the form 
(234150999999999@15.234.WLAN.3gppnetwork.org)@ 10.100.WLAN.3gppnetwork.org


























































PAGE  
1

