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	01
	5
	S2-022783
	GP-022744
	LS on UEP/UED Gains for VoIP in GERAN
	LS in
	
	
	
	
	For the support of IMS services in Release 6, TSG GERAN is currently developing a new physical layer known as the flexible layer one (FLO). One aspect of FLO is the possibility to provide UEP/UED for IMS services.

Regarding the requirements for designing the flexible layer one, and the corresponding higher layer support for the FLO, TSG GERAN would like to know the latest status on UEP/UED architecture. Currently TSG GERAN does not have a clear understanding on how UEP/UED would be provided and what would be the architectural impacts. In addition, UEP/UED has so far mostly been discussed in conjunction with AMR over IP within TSG GERAN. In order to help the design process, information of other services that may potentially gain from UEP/UED would be appreciated, if information is available.

More specifically, related to the results in GP-022195, TSG GERAN would like to stress the following points:

·
The gains from UEP/UED appear to be especially important for the highest AMR codec modes for which class C bits are defined.

·
The gains from UEP/UED are limited on the medium and lower AMR modes.

·
In order to maximise the UEP/UED gains, it is important to minimise the overhead that is carried on each subflow. Optimal gains are obtained when only one subflow carries the overhead.

Actions to the SA2:

- TSG GERAN asks TSG SA WG2 to take into account the above-mentioned second point when designing means to provide UEP/UED, and to update TSG GERAN with the progress of the Unequal Error Protection for PS conversational multimedia services study.

- TSG GERAN would also like to know if TSG SA WG2 has studied or has plans to study other services with respect to UEP/UED, and if so, could TSG SA WG2 make these results available for TSG GERAN.
	
	Open

(Source: Nokia)

	
	01
	5
	S2-022784
	GP-022819
	Response LS on Security enhancements for GERAN
	LS in
	
	
	
	
	Copied to the SA2.

TSG GERAN thank SA3 for their input on potential security upgrades for GERAN and is waiting for further input from the SA3#25 meeting in October.

TSG GERAN #11 has reduced the scope of the feasibility study to cover only conversational service provision over the Gb interface and has started the work on streaming. TSG GERAN assumes that for streaming and conversational service provision over enhanced Gb there is no inherent need to enhance security. TSG GERAN would like to ask TSG SA3 whether there is a plan to create work items to enhance GERAN security for A/Gb mode.
	
	Noted.

	
	01
	5
	S2-022785
	N1-022052
	Response LS to “Liaison statement on DTMF”
	LS in
	
	
	
	
	Copied to the SA2.

CN1 confirm that the scenario described in the SA4 liaison seems to be correct: DTMF tones are to be used primarily in PSTN interworking scenarios. However, there might be other scenarios where DTMF could potentially be used as well, such as a user dialing in into a conference service provided by an MRF. In this case the user could provide an access code or PIN to select the proper conference through DTMF. CN1 however expect in long term IMS services will transition away from the legacy widespread use of DTMF for accessing interactive menus etc to interactive web based access systems.

CN1 provide answers to the SA4 questions:

- CN1's decision on using DTMF tones is based on the solution described in RFC 2833. The option in RFC 2833 that CN1 believes should be used is where the DTMF tone audio frames are not actually sent by the UE, but instead just event representations of the tones as part of the RTP stream. CN1's assumption is that the DTMF representation is a considered an additional "pseudo-codec" added to the list of codecs used in the audio RTP stream. The RTP payload type assigned to the DTMF tones is different than the speech payload type (e.g. AMR).

- DTMF tones events are sent in the RTP stream instead of the audio speech RTP stream. The gateway has the proper information in the RTP header (such as timestamps and sequence numbers) to reproduce the DTMF tones.

- It is CN1's understanding that the QoS applied to the DTMF tones representation will be the same as for the speech. In order to prevent packet loss, the DTMF tones representation can use the reliability mechanisms described in RFC 2833 (based on forward error correction). Since the DTMF tone event packets are not just a single packet but are generated continuously, several DTMF tone events will be generated for an individual DTMF digit. Based on this, RFC 2833 provides mechanisms to recover the duration of the DTMF tone at the receiving end when several packets are lost. 

- CN1 believes that there are no changes needed in the 3GPP specifications for Release 5. In Release 6, there will only be a change needed to TS 26.101 if optimised voice mode with zero byte header compression and unequal error protection is used. In this case the RTP headers including the payload type are removed before transmission over the air interface. In this case a new mode bit would likely be needed for the DTMF events and that the DTMF event payload would need to be transmitted in the A bits in order to ensure maximum error protection for the payload. This only applies for the AMR codec (or other codecs) in the optimised voice scenario and is not necessary for other codecs when sent over non-optimised packet RABs.
	
	Noted.

	
	01
	5
	S2-022786
	N1-022053
	Reply LS on RTCP overhead in SDP bandwidth parameter
	LS in
	
	
	
	
	Copied to the SA2.

CN1 has been analysing the concerns expressed by CN3 with respect the inclusion of the RTCP bandwidth in the SDP bandwidth parameter. CN1 agrees with CN3 in the assumption that the SDP bandwidth parameter includes all the bandwidth required for the media stream. As the media stream includes not only the RTP stream, but also a mandatory RTCP stream, as specified in RFC 1889, then the bandwidth parameter includes the RTCP overhead.

CN1 has assumed in the call flow examples in 3GPP TS 24.228, that the RTCP bandwidth is 5% of the bandwidth required by the RTP stream. This 5% overhead is a recommended value in RFC 1889. The flows in 24.228 already include this 5% overhead in the bandwidth parameter in SDP. 
	
	Noted.

	
	01
	5
	S2-022787
	N1-022054
	LS on CS data services for GERAN Iu-mode
	LS in
	
	
	
	
	CN1 thanks SA2 for their LS on CS data services for GERAN Iu-mode. After the decision of SA2 to accept CN3’s proposal, CN1 will be able to update TS 23.034, HSCSD stage 2.

Concerning the specification of the various handover scenarios addressed by SA2, CN1 would like to inform SA2 that 

-
the general description of the handover procedures in TS 23.009 was updated to cover GERAN Iu-mode with a CR agreed at CN1#21, Cancun, in November 2001; and 

-
the handling of the GERAN Classmark, a new information element which is needed for handover to GERAN Iu mode, was specified by a set of CRs to TS 23.205, TS 29.002, and TS 29.010, agreed by CN4 at CN4#15, Helsinki, in August 2002.

Thus the signalling for handover to/from GERAN Iu mode is specified to the same level of detail as for handover to/from UTRAN Iu mode.

As for the handover scenarios a and b mentioned by SA2, Intra BSC handover between an A/Gb mode cell and an Iu mode cell, CN1 would like to point out that these will be treated in the same way as scenario c and d, Intra MSC, inter BSC handover between an A/Gb mode cell and an Iu mode cell, since the switch between the different protocol stacks for the user planes in A/Gb mode and Iu mode requires some signalling between the GERAN-BSC and the MSC. 
	
	Noted.

	
	01
	5
	S2-022788
	N1-022055
	Response Liaison statement on “IMS Messaging”
	LS in
	
	
	
	
	CN1 have completed a preliminary analysis on the applicability of IMS architecture and SIP to the immediate and session based messaging types of IMS messaging as requested by SA2 and would like to inform SA2 of the following information and conclusions:

-
CN1 is familiar with the SIP based messaging work in the IETF SIMPLE working group and the SIP MESSAGE method that was recently approved by the IETF IESG and will shortly be published as an RFC.

-
The IM CN subsystem already supports SIP MESSAGE method in release 5 and CN1 has determined that the use of SIP MESSAGE method is ideally suited to meet the requirements for Immediate Messaging as outlined in TR 22.940. It is believed that this work will require minimal enhancements in order to meet the requirements for Immediate Messaging in release 6.

-
CN1 is aware of the ongoing work in IETF to enhance SIP based messaging to meet the requirements for the SA1 defined Session Based Messaging as outlined in TR 22.940. CN1 expects that the results of these enhancements will meet the Session Based Messaging requirements and intends to work with IETF to ensure that 3GPP requirements are met using similar mechanism as are used by CN1 to work with IETF on IMS and Presence.

-
The current evaluation of CN1 is that for Immediate Messaging little architectural changes to IMS are likely to be required. Since the IETF work on Session Based Messaging is less advanced it is difficult to predict if any architectural changes are required for this at this time however CN1’s expectation is that since this is based on a SIP network architecture like IMS that the solution is likely to be compatible with the current IMS architecture. CN1 will continue evaluating and influencing this work and report any architectural impacts to SA2 if they are identified. 

-
CN1 has already an agreed work item for IMS enhancements for release 6 and IMS Messaging is one of the identified work tasks of this work item. It is the expectation of CN1 that they will be involved in any work on IMS messaging and CN1 would like to indicate that CN1 has developed considerable expertise in IMS over the past two years. CN1 would like to be involved in all IMS related messaging aspects in release 6.

CN1 would also like to inform SA1 that they have some concern for the terminology Session Based Messaging as IETF also uses terminology “Session Messaging” which while potentially having some relationship to Session Based Messaging is not the same thing. CN1 believe it would be very helpful if different terminology could be used by SA1 for the Session Based Messaging definition in order to avoid confusion within 3GPP and between 3GPP and IETF.

CN1 looks forward to working with SA1 and SA2 and potentially also T2 on IMS messaging in release 6 and requests all groups to keep CN1 informed as the work progresses.

Actions to the SA2:

- CN1 requests SA2 to take account of the analysis and response of CN1 on IMS messaging and inform CN1 as soon as the appropriate architectural solution for the IMS messaging is identified.
	
	Open

(Source: Dynamicsoft)

	
	01
	5
	S2-022789
	N1-022122
	LS on SDP information in charging records
	LS in
	
	
	
	
	Copied to the SA2.

CN1 was examining the tdoc N1-021975, which proposes that all the CSCF’s store the SDP body received during a session in order to be able to create appropriate CDRs.

During the discussion, it was noted that during the establishment of an IMS session, there are a minimum of 2 SDP exchanges, each comprising an SDP offer and an SDP answer. In certain circumstances, the number of SDP exchanges might be 3 or more. Therefore, a minimum of 4 SDP bodies have transited a node during session setup. 

CN1 recognizes that the SDP body can be substantially large, and impose severe storage requirements to the CSCFs if that information has to be stored. CN1 believes that not all the information included in the SDP might be interesting for charging purposes, and therefore, only the relevant SDP information may be needed for charging.

CN1 has produced 3GPP TS 24.228 that contains a selection of examples of typical flows used in IMS. In those flows, the SDP exchanges that occur during a session setup can be easily seen.
	
	Noted.

	
	01
	5
	S2-022790
	N1-022160
	Liaison statement on Interoperability Issues and SIP in IMS
	LS in
	
	
	
	
	CN1 answers and positions to the IETF LS on SIP.

CN1 conclusions are to the seven points:

1), 2) and 3): The current implementation is seen by CN1 as the currently agreeable technical solution based on the requirements. CN1 believes that it is not possible to resolve the issues in release 5 unless the requirements change.

4) There is currently only a configuration option to obfuscate the From header based on Operator Policy.  CN1 is considering the possibility in release 5 of removing this possibility completely and having a clear statement that From headers should not contain privacy revealing information when the user requires Privacy.

5) CN1 believes that this is not an issue and does not plan on any changes unless the security requirements should change.

6) The current implementation is seen by CN1 as the currently agreeable technical solution based on these requirements. CN1 believes that it is not possible to resolve this issue unless the requirement changes.

7) CN1 is currently discussing tightening up the 23.218 text restricting use of Service-Info to third-party REGISTER. This could be done by CN1 in release 5.

Action to the SA2:

CN1 requests SA1, SA2 and SA3 to inform CN1 about the necessary actions needed to be taken by CN1 based on their discussions.
	
	Open

(Dynamicsoft & Nokia)

This is a CN1’s response to the LS from the IETF. 

3GPP TSG-SA answer to the IETF LS can be found in S2-022811.

	
	01
	5
	S2-022791
	N2-020898
	LS on Packet switched SMS handling in UMTS network
	LS in
	
	
	
	
	3GPP TS 23.060 (R99) specifies the interworking between CAMEL and packet-switched SMS in the SGSN.

- Section 16.1.1 (Point-to-point Short Message Service (GSM only)) specifies the SMS handling for an SGSN in a GSM network. This section specifies, amongst others, the points at which the SGSN shall interact with the smsSSF for the CAMEL control of MO-SMS (R99 and onwards) and for the CAMEL control of MT-SMS (Rel-5 and onwards).

- Section 16.1.2 (Point-to-point Short Message Service (UMTS only)) specifies the SMS handling for an SGSN in a UMTS network. That section does not specify the handling of the SMS; instead, it refers to TS 23.040.

However, TS 23.040 does not contain any reference to the interworking between CAMEL and SMS.

This leaves SGSN designers in doubt as to how to implement CAMEL control of SMS in a UMTS network.

Actions:

- CN2 would like to ask SA2 and T2 to provide guidance on the implementation of CAMEL control of SMS in a UMTS network. The current versions of the specifications, TS 23.060 and TS 23.040, are ambiguous in this regard and may need to be corrected.

- CN2 suggests that section 16.1.2 in TS 23.060 is enhanced to reflect the handling of Point-to-Point SMS in a UMTS network. That description should include the CAMEL interworking. If section 16.1.2 in TS 23.060 is enhanced, then the R99 version (and later) shall include CAMEL interworking for MO-SMS and the Rel-5 version (and later) shall include CAMEL interworking for MT-SMS.

- CN2 assumes that the CAMEL handling of Point-to-Point SMS in a UMTS network is identical to the CAMEL handling of Point-to-Point SMS in a GSM network, as specified in section 16.1.1 of TS 23.060.

- CN2 would like to leave it over to SA2 and T2 to decide whether the correction shall be done for R99 (and later) or for Rel-5 (and later).
	
	Open

(Source: Ericsson)

	
	01
	5
	S2-022792
	N2-020936
	CN2 conclusion on CAMEL_PS_Notification procedure
	LS in
	
	
	
	
	TSG CN WG2 discussed on the SA2 LS and came into the following conclusions:

· No notification by the old SGSN in the case of inter-SGSN routeing area update: CN2 recognised that the first comment provided in the liaison was valid and added the notification to the gsmSCF by the old SGSN. As a result, even if the target SGSN (new) does not support CAMEL phase 4 in the inter-SGSN routeing area update, the gsmSCF is able to recognise that the MS has moved to the area where the notification is no more expected until the MS further moves to the CAMEL-phase-4-supported SGSN area. To realise the notification by the old SGSN, CR 23.078-457r1 (N2-020902) was approved. CR 23.060-399 shall be further modified. The procedure call of CAMEL will also be done by the old SGSN.

· Missing the return result of the CAMEL_PS_Notification: CN2 recognised that the second comment provided in the liaison was valid and added the return result "Continue" no matter which result of the mobility management, notification successful or failure, obtained in the CAMEL procedure. It is because the mobility management should be treated only as the notification to the gsmSCF and should not restrict in any way the "basic" GPRS handling hereafter specified in TS 23.060. To return the result "Continue", CR 23.078-456 (N2-020832) was approved.

Action to the SA2:

- CN2 asks SA2 group to note the above conclusion and examine whether the updated CR 23.060-399 could be acceptable in terms of the issues mentioned in the liaison. 

Since the latest version of the TS 23.060 was not available at the time of writing, an updated CR will be submitted to SA2 by CN2 or by an individual company.
	
	Open

(Source: Siemens)

	
	01
	5
	S2-022793
	N3-020838
	Reply LS on CS data services for GERAN Iu-mode
	LS in
	
	
	
	
	CN3 would like to thank SA2 for the guidance provided in the LS on CS data services for GERAN Iu-mode.

SA2 suggested that a number of hand-over cases and the related impacts on the bearer independent architecture should be considered. However, CN3 is only responsible for user-plane aspects, and the listed hand-over cases and related impacts only affect the control plane.

CN3 would therefore like to suggest that the impacts of the hand-over cases are investigated in the working groups where the appropriate expertise resides, i.e. in GERAN2, CN1 and CN4.
	
	Noted.

	
	01
	5
	S2-022794
	N3-020868
	LS on SBLP control of DiffServ
	LS in
	
	
	
	
	CN3 wish to advise SA2 that the conditions required for option A could not be met, so option B has been selected for release 5.

CN3 would also like to advise SA2 of a number of questions/issues that were identified during the discussion of the option A. CN3 requests SA2 to consider these questions/issues in relation to this function for release 6.

´

There are many questions in the LS for the SA2 to answer. 

There are questions regarding:-

-Issues related to the expected/delivered QoS characteristics: per-flow based QoS, end-to-end QoS, charging evolution , etc.;

-QoS Management Issues: Required interactions between the managed bearer service layer in the GGSN and the SBLP policies, etc.;

-Other issues, such as regarding the treatment of out-of-profile packets, the dynamic configuration of the DiffServ marking function by the PCF, and the control requirements for different session/media scenarios within one PDP context. 

Actions to the SA2:

1) CN3 asks SA2 to consider the above questions and issues for stage 2 specification of the function in release 6. 

2) CN3 asks SA2 for feedback on the above questions and issues, with guidance on how to proceed with the stage 3 work for release 6 with minimum delay.
	
	Open

(Source: Ericsson)

	
	01
	5
	S2-022795
	N4-021317
	Reply LS on Handling of Multiple Deferred Mobile Terminating Location Request.
	LS in
	
	
	
	
	CN4 answer to SA2 question is that it is not possible to identify the correspondence of MAP_PROVIDE_SUBSCRIBER_LOCATION message to MAP_SUBSCRIBER_LOCATION_REPORT message in the current stage 3 specifications. During the discussion, it was recognized that addition of reference number to the messages is needed so that the network can identify the correspondence of two messages.

CN4 asks SA2 to decide which node (i.e. MSC/SGSN, GMLC or LCS client) assigns the reference number because it is architectural issue. Furthermore, CN4 asks SA2 to confirm whether it is essential correction and whether the change should be done in release 4 onwards.

During the discussion, another concern was raised on additional serving node procedure that the SGSN/MSC may reject identical repeated deferred location request.  The current stage 3 specification does not define any appropriate cause value when the SGSN/MSC reject identical repeated deferred location request. To add this error cause would require an application context version increase. Therefore, CN4 asks SA2 to reconsider the addition of the new procedure of MSC/SGSN.
	
	Forward to LCS.

	
	01
	5
	S2-022796
	N4-021320
	LS Response on persistent dialogs for unregistered users
	LS in
	
	
	
	
	CN4 thank SA2 for their response LS on persistent dialogues for unregistered users (S2-022601) and outline that 29.228 allows for the possibility for the I-CSCF to assign an S-CSCF different from the one currently stored in the HSS (e.g. as a result of a previous assignment for unregistered services), as follows:

At initial registration or re-registration the I-CSCF may either

·
indicate to the HSS that the type of authorization is “REGISTRATION”, in which case the HSS shall return the stored S-CSCF name, or

·
indicate to the HSS that the type of authorization is “REGISTRATION_AND_CAPABILITIES“, in which case the HSS shall return the list of S-CSCF capabilities although an S-CSCF name is stored for the user. Based on the received list of S-CSCF capabilities the I-CSCF then assigns an S-CSCF, which may be different from the S-CSCF stored in the HSS.

While it is clearly stated that "REGISTRATION" is the default value for initial registration and re-registration cases, there is no description on how and when the I-CSCF shall use the "REGISTRATION_AND_CAPABILITIES" value in the CN4 specifications.

Concerns have been raised in CN4 whether the outlined description could fulfil the requirements set by SA2 in the context of S-CSCF re-selection by the I-CSCF. 

Further details on SA2 requirements would be needed in order to provide a more accurate technical solution.

Actions to the SA2:

- SA2 to clarify whether the outlined behaviour could meet their requirements.
	
	Open

(Source: Siemens)

	
	01
	5
	S2-022797
	N4-021321
	LS on MMS charges based upon the roamed to network.
	LS in
	
	
	
	
	CN4 thank SA2 and SA5 for the LS’s with regards to the inclusion of the VPLMN-Id (MCC + MNC) in messages passed from the SGSN to the GGSN in GTP.

It was agreed by the CN4 that the SA2 proposal to include VPLMN-Id is useful and further, that the advice of SA2 to make changes back to R97 should be adhered to. To minimise the impact of a change to R97, it was decided by the CN4 that re-use of an existing Information Element in GTP is the best solution. As a result, RAI is to be added to CreatePDPContext Request and UpdatePDPContext Request as an optional IE.

RAI contains the MCC and MNC and also LAC and RAC.  There was some discussion within CN4 with regard to whether LAC and RAC should be populated with the information for the subscriber’s location or should be populated with dummy values.  Two options were considered:

1.
The LAC and RAC may be populated with the correct information of the subscriber as an implementation option, or

2.
The LAC and RAC shall be set to ‘FFFE’ and ‘FF’ respectively.

Option 1 is a superset of the requirement that SA2 communicated to CN4, and is considered to potentially be useful in the implementation of future services.  However, there were also opinions expressed that suggest that Option 1 would break the principles of hiding from the GGSN the details of mobility management information in the SGSN.  There was acceptance that if the LAC and RAC were populated with the correct information for the subscriber, this information should not be communicated beyond the bounds of the home network, that is, the GGSN should not pass this information to third party devices such as RADIUS servers.  CN4 would like to ask SA2 if they see any potential requirement to populate the RAC and LAC of the RAI with the correct information for a subscriber.

Action to the SA2:

- CN4 asks SA2 group to indicate whether they feel that the full RAI of a subscriber’s current location in a roamed network would be useful information to be communicated to the GGSN.
	
	Open

(Source: Nortel Networks)

This is a CN4 response to the LS from the SA5 in S2-022807.

	
	01
	5
	S2-022798
	N5-020910
	LS on clarification of User Data Management requirements
	LS in
	
	
	
	
	CN5 have reviewed the TS 22.127 v6.1.0 and have started addressing the new requirements contained within the specification. As a result of the review of requirements on User Data Management and Security Requirements on User Profile Management in clauses 7 and 10 of TS 22.127, CN5 would like to receive clarification from SA1 and SA2 on a number of issues:

1.
CN5 would like to request SA1 to clarify the relationship between these requirements and the ongoing work on GUP.  Does SA1 consider that these requirements are stable, or will they be further influenced by this ongoing work?  CN5 would like to understand that these requirements are stable before commencing work on them.

2.
There is a note in both clauses 7 and 10 that the ongoing work on Generic User Profile may have an influence and that it needs to be studied carefully.  CN5 asks if SA1 are undertaking this study, and if so, requests to be kept informed of ongoing developments, which may have an impact on its stage 3 development work.

3.
CN5 would like to ask SA1 and SA2 if CN5 should proceed with the stage 3 work in the absence of the definition of the structure and the elements of the User Profile data? This would mean that stage 3 would result in a generic data retrieval API.

4.
CN5 requests information from SA2 related to the stage 2 aspects of the User Data Management requirement.  This requirement implies that the user data can be distributed in the network, which could imply a central node to link to all the User Data in the network. CN5 asks SA2 if this assumption is correct.

5.
CN5 asks SA1 if they have considered any relationship to LDAP for these requirements? And if so what does SA1 believe is the relation between OSA and LDAP?

6.
The last sentence in clause 10 indicates that the mechanism of how a user maintains access rights is for further study.  CN5 asks SA1 if it is safe to assume that this further study will not impact CN5’s work during the Release 6 timeframe?

7.
CN5 would like further clarification from SA1 of the requirements in clause 10.  Are these to be understood as a more concrete description of the security aspects of the requirements of clause 7?

8.
Are the requirements of clause 10 (security requirements on User Profile Management) intended to be addressed by CN5 at this stage, considering the absence of requirements on User Profile Management Functions in clause 13.3.3?

CN5 understands that the next SA1 Plenary takes place after CN5's next meeting.  But in order to speed up the process of addressing the Release 6 requirements, CN5 kindly requests a reply to this liaison, from both SA1 and SA2, before our next meeting, 28 Oct - 1 Nov 2002, in Dublin.
	
	Open 

(Source: Ericsson)

	
	01
	5
	S2-022799
	NP-020480
	Reply LS on Media grouping
	LS in
	
	
	
	
	TSG CN has discussed the IMS Release 5 schedule impact issues of the IETF dependencies identified by CN1. 

TSG CN also notes the opinion of SA2 in their liaison that it is desirable to complete this work within Rel5, however, if the Rel5 timelines can not be met, it is acceptable to complete this work in Rel6 timeframe

The view of TSG CN is that it is not acceptable for the stability of Release 5 to be delayed six months or more by a new IETF dependency that is not complete and stable and cannot be referenced. TSG CN would therefore only be prepared to accept a CR to CN1 specifications at CN#18 to meet the media grouping requirement if it contained suitable references to stable (IESG approved) drafts. Otherwise TSG CN would choose to move such functionality to release 6 and request that CN1 and SA2 update their release 5 versions of their specifications accordingly.

However TSG CN is concerned about the default behaviour of the UE in the case that the KIS indicator is not sent to the UE and requests SA2 and CN1 to consider if any further clarifications to this behaviour are required in the appropriate SA2 and CN1 specifications.

Action to the SA2:


TSG CN asks SA2 to consider the above response and if necessary to clarify the default UE behavior in release 5 without the KIS indicator and if the stage 3 solutions cannot be implemented within release 5 timeframe to remove such functionality from the release 5 version of their specification and move it to the release 6 version.
	
	Open

(Source: Dynamicsoft)

	
	01
	5
	S2-022800
	R2-022205
	Response to LS on QoS parameters Maximum bit rate/Guaranteed bit rate
	LS in
	
	
	
	
	Copied to the SA2.

RAN WG2 would like to provide the following answers to the questions contained in the LS from S4:

Does the RAN try to guarantee the same QoS for all speech RABs which are below the actual maximum rate ?

The QoS of speech RABs is obtained via the RRM functions in UTRAN. This is not subject to the specifications, and the behaviour in UTRAN if a given QoS cannot be met is also part of RRM and as such is subject to operator policy.

How quickly the NAS application is informed that the AS cannot maintain the QoS ?

There is no such information given to the NAS. The service will continue until the RAB or the call is released, which is subject to RRM criterias, which are not part of the specifications.
	
	Noted.

	
	01
	5
	S2-022801
	R2-022710
	LS on MBMS related issues
	LS in
	
	
	
	
	RAN2 would like to receive feedback to the following questions:

· Regarding MBMS service context establishment (see attached relevant signalling flow), RAN2 would like to know when/how often would the MBMS service context establishment be initiated over Iu.

· RAN2 assumes that the MBMS service context establishment will contain information regarding the service area(s) where the service has to be broadcast/multicast. RAN2 also assumes that the CN provides information regarding in which service areas users need to be tracked and in which areas users do not need to be tracked. Could SA2 elaborate on the service area related information the CN will provide, e.g. will the CN provide service area or local service area related information? Where does the CN obtain this information from?
	
	Forward to MBMS.

	
	01
	5
	S2-022802
	R3-022153
	Clarification on “Codec mode and Guaranteed Bit Rate in RANAP”
	LS in
	
	
	
	
	Copied to the SA2.

RAN3 thank SA4 for informing them about the discussion on the interpretation of the guaranteed bit rate.

During this discussion, two different interpretations of guaranteed bit rate were presented where the first one considers it as the highest codec rate of the active codec of an UMTS AMR call and the second one that considers it as the lowest codec rate, and RAN3 was asked to confirm.

RAN3 would like to clarify that the guaranteed bit rate is signalled over the Iu interface as set to the “highest non rate controllable bit rate” as can be seen from TS25.413 section 9.2.1.3. This is in line with TS23.107, which defines the rate control to be performed between the guaranteed bit rate and the maximum bit rate and also in line with the specification of the rate control procedure on Iu that SA4 can find in TS25.415.

Consequently, the guaranteed bit rate can be set to any value between the lowest and highest codec rate of the active codec set. The understanding in RAN3 is that, as indicated by SA2 in the past, the guaranteed bit rate is to be seen as the highest codec rate for which the QoS attributes are fulfilled whatever the radio conditions so that it defines the lower boundary for the application of rate control.

Therefore, in short, the guaranteed bit rate can be different than the lowest codec rate of the Active Codec Set (ACS).
	
	Noted.

	
	01
	5
	S2-022803
	R3-022170
	Response to Liaison Statement on Support of IPv6 on Iu
	LS in
	
	
	
	
	RAN 3 is still unclear as to what course of action it must take in light of what is already in RAN 3 Specifications and the Interworking issue addressed in SA2. Therefore RAN 3 would like further clarification on this issue:

RAN3 would like to know what precisely is the “complex” IPv4/IPv6 interworking issue SA2 would like to remove by mandating IPv4 in case of IP transport option. Is the issue based on GTP-C; on data forwarding between RNCs; or on the connection between RNC-SGSN? Or is it based on the fact that one node must have both addresses?

RAN3’s intention is to have the possibility to provide two IP addresses for data forwarding in case of Relocation. In the CR against 23.060 chapter 14.12.1 it seems that every RNC is now mandated to have two IP addresses configured, which will be a waste of addresses in case of deployment of pure IPv6 (or IPv4) networks.

With regards to the support of IPv4 in our current Rel-5 UTRAN specifications RAN3 would like to emphasise that the current standardisation situation is a result of a very long discussion and decision process within RAN 3. For interworking purposes the current RAN3 Rel-5 Specifications assume that the operators will select the IP version(s) to be used on the Iu interface.

Actions to the SA2:

- RAN WG3 asks for clarifications to the above questions.
	
	Open 

(Source: Lucent)

	
	01
	5
	S2-022804
	R3-022273
	Response LS on requirements for Shared Networks
	LS in
	
	
	
	
	Copied to the SA2.

RAN3 would like to inform that the RAN3 internal TR R3.012 was only a tool for gathering the description of possible solutions for the "Shared Network in Connected Mode" Rel-5 WI. As a solution in Rel-5 has been agreed upon and included in the specifications, it is considered in RAN3 that this TR has fulfilled its purpose.

RAN3 intends to base on the agreed-upon Rel-5 solution a study of further enhancements in Release 6 to fulfil the requirements provided by SA1 in their TR 22.951. However, RAN3 thinks that this study should be conducted separately (i.e. no further addition to the TR).
	
	Noted.

	
	01
	5
	S2-022805
	S5-022240
	LS on the definition of Service Specific Entities in TS 21.905
	LS in
	
	
	
	
	Copied to the SA2.

The specific entities of the mobile system that are dedicated to the provisioning of a given (set of) service(s) are presented in 3GPP TS 23.002 V5.7.0.

The high level grouping of all these entities is a valuable concept for a better understanding of the mobile system and ultimately help to easier identify common requirements and solutions in the area of Telecom Management. 

Following liaison discussion with SA2 the attached CR proposes an introduction of a term for these specific entities into TS21.905  “Vocabulary for 3GPP Specifications”.
	
	Noted.

	
	01
	5
	S2-022806
	S5-024339
	LS on Joint Meeting SA5/T2 on MMS charging
	LS in
	
	
	
	
	Copied to the SA2.

A Joint Session between SA5 and T2 was held during SA5#30 in Tampere. 

Due to the fact that T2 has not yet decided whether or not OSA will be in the scope of MMS REL-6 for VASP support, there were no detailed discussions on OSA during this session. If OSA is adopted for MMS REL-6 (subject to SA1 and T2 decisions), and when T2 has a stable basis for further work, SA5 will need to receive detailed specifications of OSA API in order to carry out Charging. However, SA5 has learned during its Joint Session with T2 that the above decision of T2 will not be taken before T2#19 (end of November 2002). In the meantime, SA5 would be happy to receive CN5’s position on the possible correlation between the OSA charging APIs and the CDR based charging for MMS that is part of Rel-5 TS 32.235. In SA5’s perspective, there may be no need for any inter-WG co-ordination on this particular item.

SA5 acknowledges that a Joint Meeting with CN5 and T2 may be necessary once SA5 has made further progress on prepaid charging for MMS in Rel-6, and will approach the respective WGs should this need arise. Subject to the decisions of SA1 and T2 mentioned above, SA5 will also look forward to future co-operation with T2 and CN5 if requested.
	
	Noted.

	
	01
	5
	S2-022807
	S5-024341
	LS on “Inclusion of SGSN’s MCC+MNC in G-CDR”
	LS in
	
	
	
	
	It is SA5’s understanding that BARG would prefer to have the serving SGSN’s MCC+MNC directly available for inclusion within G-CDRs, rather than only the serving SGSN’s IP Address. When only the IP address is available, translation tables will need to be maintained by the Home System in order to derive the MCC+MNC from this IP Address. Since IP Addresses can change from time to time, the task of maintaining these translation tables will become undesirably huge.

In order to accommodate this request from BARG, SA5 wants to inform SA2 and CN4 that Rel-5 TS 32.215 is in the process of being updated to include the serving SGSN’s MCC+MNC within the G-CDRs.

SA5 trusts that SA2 and CN4 will take the appropriate steps needed to ensure that the serving SGSN’s MCC+MNC will be available at the GGSN for inclusion within the G-CDR.

Actions to the SA2 & CN4: 

- SA5 requests SA2 and CN4 to ensure that the serving SGSN’s MCC+MNC will be available at the GGSN for R5, for inclusion in G-CDRs.
	
	Noted.

See CN4 answer in S2-022797.

	
	01
	5
	S2-022808
	S5-024343
	LS response to Inclusion of CCF/ECF addresses on Sh interface
	LS in
	
	
	
	
	SA5 would like to clarify that the purpose of the original LS (S5-024245) was NOT to request removal of the possibility of sending ECF & CCF addresses over the ISC interface. Instead, the sending of ECF & CCF addresses on the Sh-interface was intended to be an alternative way of providing the addresses to the AS, to be used for AS initiated sessions. In this particular case, the availability of charging addresses upon session establishment might be crucial, from charging point of view.

For other scenarios (i.e. non-AS initiated sessions), ISC provided charging addresses can still be used by the AS.

Actions to the SA2 and CN1:

- SA5 kindly asks CN1, SA2 groups to note the statements above, i.e., SA5 does not request removal of being able to send ECF & CCF addresses on the ISC interface.
	
	Open 

(Source: Ericsson)

	
	01
	5
	S2-022809
	S5-028330
	Reply LS on Subscriber and Equipment Trace Impacts
	LS in
	
	
	
	
	Copied to the SA2.

SA5 SWG-D sees some misunderstandings in the answer received in the LS, therefore SA5 SWG-D would like to make the following statements regarding GERAN’s comments:

­
The trace data gathered in the BSC is sent to the management interface over the Itf-N. SA5 SWG-D does not plan to send any trace record over the signalling interfaces. The signalling interfaces are used only for propagating the Trace configuration parameters.

­
Beside of the Subscriber and Equipment Trace specification, which is being created, SA5 SWG-D plans to maintain the existing GSM Trace specification as 3GPP TS 52.008. For a GSM only system it is not mandatory to implement the new Subscriber and Equipment Trace feature.

­
The Scope of the Subscriber and Equipment Trace specification does not include the tracing possibility inside the MS. 

­
SA5 SWG-D would like to inform GERAN that providing trace on/from Um interface means gathering data from that interface within the BSC (e.g. capturing the signalling messages sent/received on Um interface).

SA5 SWG-D is planning to draft the detailed requirements in SA5#32. SA5 SWG-D will send the detailed requirements to GERAN and would like to ask GERAN to reconsider their viewpoint after having the detailed requirements on Subscriber and Equipment Trace.
	
	Noted.

	
	01
	5
	S2-022810
	LIF-SIG02059
	LS on the protocol development for the GMLC Lr-interface
	LS in
	
	
	
	
	LIF SIG would like to thank 3GPP TSG CN, TSG CN4 and TSG SA2 for delegating the task of developing the inter-GMLC interface to LIF.

The development work of the MLP-based Lr interface has already started within the LIF SIG-Roaming Ad-hoc group. This work takes into account the changes that have been introduced in 3GPP TS 23.271 during SA2#25 and SA2#26.

We expect the protocol for the Lr interface to be ready by March 2003, as requested by SA2, depending upon completion of the stage 2 specifications in a timely manner.

As the LIF will consolidate with OMA in September 19th, 2002, this work will subsequently continue within the OMA Location Working Group. This group will maintain and publish the protocols that can be used at the Le and Lr interfaces. Your references to these specifications will need to be updated, details will be available after November 15th in an LS from OMA. It is our intention to report the progress of the work on the Lr interface at each 3GPP TSG CN and SA plenary.

Action to the SA2:


- Please review attached TR. We would like to highlight the following issues related to the transfer of privacy related information like, pseudo-ID’s, codewords, etc. Please review the TR and decide if it can be used as input for 23.271.
	
	Forward to LCS.

	
	01
	5
	S2-022811
	SP-020627
	Response to IETF LS on Interoperability Issues and SIP in IMS
	LS in
	
	
	
	
	3GPP TSG-SA’s response to IETF LS on SIP.

3GPP thanks the IETF for the liaison titled “Liaison Statement on Interoperability Issues and SIP in IMS”.  3GPP generally supports the interoperability goals as stated in the liaison.  Any changes to IMS must be done as part of the 3GPP process and must satisfy the market and regulatory requirements established for 3GPP systems.

The 3GPP WGs have been requested to analyse the impacts of the specific interoperability issues identified in the liaison.  Those fixes which can be accomplished by December without sacrificing crucial requirements will be corrected as part of Release 5.

Those interoperability issues which cannot be quickly resolved as part of Release 5 (i.e., cannot be completed by December) will need further discussion.  A primary requirement of 3GPP is to ensure backwards compatibility between releases (especially with respect to terminals).  Therefore, it is proposed that 3GPP and IETF collaborate (perhaps by a workshop involving the relevant working groups in 3GPP and IETF) to address any remaining non-compliances after December.
	
	Noted.

Discussion to be taken with S2-022790 that is a CN1’s response. 
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