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Summary

The achievements of the meeting have been 

· agreeing on a high-level description of the two identified access control and charging architecture alternatives in the roaming case. Agreeing on a single architecture for the non-roaming case. Some initial description of the reference points and of the functional elements was also included in TR23.934.

· Description of USIM and SIM- over- EAP authentication method as potential authentication methods, seen feasible by SA2, in the TR. However it is noted that SA3 will have to review this part of the work. 

· Some message flows for some procedures on the Wr (3GPP AAA – WLAN) and the Wx (HSS- 3GPP AAA) were also identified. It was agreed to put them in annex at this point and encourage identification of function and design of end-to-end flows per function for the next meeting. 

In addition the current work in ETSI BRAN/MMAC, described in an LS, was presented to the drafting session. The LS proposes cooperation and agreement on the scope of the WLAN community with regards to defining interworking with 3G. It was felt premature for S2 to answer concretely to these points given the lack of stability in the SA2 effort.  

It was decided to draft two LSes, one to ETSI-BRAN/MMAC (S2-021977) and one to SA3 (S2-021976),  at the end of the meeting but there was no time to review them (see agenda point 8).  

TR 23.934 v0.3.0 that includes the modifications/enhancements made during the meeting is available in S2-021974.

1. Opening of the WLAN drafting session 

	S2-021643
	Editor
	TR 23.934 v0.1.0
	Noted


2. Approval of the agenda

	S2-021642
	WLAN convenor
	WLAN drafting session agenda
	Agreed


S2-021642

Conclusion : The agenda was approved

3. Allocation of documents to agenda items

4. Incoming Liaison Statements

	S2-021852
	Siemens
	3G - WLAN interworking : WLAN standards update
	Noted

	S2-021604
	BRAN
	Letter on co-operation on WLAN
	Reply in S1-021977

	S2-021619
	S1-021186
	Reply to the LS on WLAN Interworking
	Noted at this point. Waits for further stabilisation to reply


S2-021604

This document is an LS from ETSI BRAN and MMAC regarding the current status of their 3G-Hiperlan 2 Interworking work. In specific this LS presents :

· The Scope of the ETSI BRAN work and cooperation with MMAC. 

· The interface definition and the expected releases

S2-021852 provides complementary information, provided by Siemens, on ongoing activities in the different WLAN forums.  

Conclusion : It was at first decided to wait for further stabilisation of the S2 work before involving external groups. It was later decided to provide an answer saying that SA2 will provide further information when the work is further stabilised.

Answer provided in S1-021977. 

S2-021852

ETSI BRAN MAC HiSWAn, 802.11, cooperate with regards to WLAN –3G Interworking. The Purpose is to ensure a Unified solution 

Questions/answers :

· Release 1 time frame : Q4. MMAC and H/2 document. And perhaps 802.11 would refer to this document.

· Intention to create new EAP methods. This may take time

· Cooperation not only regarding 3G Interworking but for public WLAN access in general.

· How is it handled in 802.11 ?   within Wireless Next Generation group. Joint effort with 802.11, not a new working group.

Conclusion : Noted

S2-021619 

This LS from S1 presents S1 views on operation, trust and ownership as initially requested by S2.

Discussion/cmments:  In the operation section, home network operator is a 3GPP operator since the scope ot this work only deals with 3GPP subscriber. It was asked what is meant by charging records in the operation section. It was answered that it was assumed that charging records should be compatible with 3GPP system

Conclusion : It was decided to wait for further stabilisation before answering the LS. Noted

5. Result of the email discussion

	S2-021791
	Nokia
	Email Discussion WLAN Interworking Reference Model
	Noted


S2-021791
Discussion  : This document is the result of the email discussion on the WLAN reference model. A short summary was provided and it was discussed whether we should include the document in the TR at this point.

It was not agreed to include that in the TR at this point. But rather try to resolve consensus first. And potentially include this document if no agreement is reached.

Regarding Merged options proposal. Nortel feels that this would be a possible solution for resolving the problem. Ericsson feels that we should resolve options.

Conclusion :  Noted

6. Inputs to the TR
	S2-021664
	TILab
	Authentication in WLAN Interworking
	Noted

	S2-021665
	Orange France
	Security Level for WLAN Access Control
	revised to S2-021925

	S2-021668
	Alcatel
	WLAN Interworking Reference Model (Access Control)
	Noted.

	S2-021669
	Alcatel
	WLAN Interworking Reference Model Option 2 (Charging & Billing)
	Noted

	S2-021670
	Alcatel
	WLAN Interworking Reference Model Options (Charging and  Billing)
	Noted

	S2-021722
	Ericsson
	Access control of WLAN-3GPP subscriber
	Noted

	S2-021749
	Lucent Technologies
	[WLAN] HSS Usage
	Noted

	S2-021750
	Lucent Technologies
	[WLAN] Reference Model corrections
	Noted. 

(some agreed principles, see report) 



	S2-021792
	Nokia
	Performance Requirements for Authentication and Access Control
	Noted

	S2-021793
	Nokia
	Security Requirements for Authentication and Access Control
	Agreed with modification 



	S2-021794
	Nokia
	Merged WLAN Access Control Reference Model
	Postponed to the next meeting

	S2-021795
	Nokia
	WLAN Interworking; Compatibility with Pre-Release 6 UICC Cards
	Noted. 

	S2-021796
	Nokia
	WLAN Interworking; Access Control Principles
	Agreed with modification

	S2-021797
	Nokia
	WLAN Interworking; USIM Authentication
	Noted.

(used as input to S2-021925)

	S2-021798
	Nokia
	WLAN Interworking; Functionality of Wr Reference Point
	Agreed with modification

	S2-021799
	Nokia
	WLAN Interworking; Functionality of the Ref. Point towards HSS (Wx)
	Agreed with modification

	S2-021800
	Nokia
	WLAN Interworking; Functionality of Wb Reference Point
	Agreed with modification

	S2-021801
	Nokia
	WLAN Interworking; Functionality of Wo Reference Point
	Agreed with modification

	S2-021802
	Nokia
	WLAN Interworking; Functionality of Wf Reference Point
	Agreed with modification

	S2-021813
	Nortel Networks
	WLAN Interworking Reference Models
	Postponed to the next meeting 



	S2-021652
	Cisco
	RADIUS/Diameter based authorization supporting WLAN interworking scenarios
	Noted

	S2-021653
	Cisco
	WLAN re-authentication issues
	Noted

	S2-021698
	Thomson Multimedia
	Broker-based Interworking model with hierarchical certificates
	Noted

	S2-021925
	Nokia, Orange, Telecom Italia Lab
	Revision of S2-021665

(with input from 1797)
	Revised to S2-021934

	S2-021926
	WLAN editor
	TR v0.2.0
	Noted

	S2-021927
	Telecom Italia, Nortel Networks, Nokia
	Network Elements in WLAN Interworking Reference Model
	Revised to S2-021970

	S2-021928
	Telecom Italia, Nortel Networks, Nokia
	Signalling Sequences for Wr Reference Point
	Revised to S2-021971

	S2-021929
	Telecom Italia, Nortel Networks, Nokia
	Signalling Sequences for Wx Reference Point
	Revised to S2-021972

	S2-021930
	Cisco, Nokia
	re-authentication at re-association
	Noted

	S2-021931
	Cisco, Nokia, Orange
	EAP SIM procedure for GSM SIM based authentication
	Revised to S2-021973

	S2-021932
	Nokia
	Generic WLAN Charging Reference Model
	withdrawn

	S2-021933
	Alcatel
	WLAN/3GPP Inter-working Reference Model  
	Agreed

	S2-021934
	Nokia, Orange, Telecom Italia Lab, Sonera,
	EAP AKA procedure for USIM based authentication
	Agreed

	S2-021970
	Telecom Italia, Nortel Networks, Nokia, Cisco
	Network Elements in WLAN Interworking Reference Model
	Agreed

	S2-021971
	Telecom Italia, Nortel Networks, Nokia
	Signalling Sequences for Wr Reference Point
	Agreed

	S2-021972
	Nortel Networks, Nokia
	Signalling Sequences for Wx Reference Point
	Agreed

	S2-021973
	Cisco, Nokia, Orange, Sonera
	EAP SIM procedure for GSM SIM based authentication
	Agreed

	S2-021974
	WLAN editor
	TR 23.934 v0.3.0
	


It was agreed to review the documents in numerical order, and discuss all of the documents before drafting some text for the TR. However some documents e.g. Wr interface could be agreed today before the drafting. 

Tuesday’s session

S2-021664
The present contribution deals with some aspects of interworking between 3G mobile and WLAN networks. In particular the Authentication issue is investigated. The document would address the requirements and characteristics for full interworking between the two systems.

This contribution would be an integration of the SA2 WLAN Reference Model e-mail discussion, with some considerations regarding 

· the functionality of AAA element in the various networks;

· the possibility of the network operators;

· some proposal to go on.
Questions 

Comments to fig 4.

“in WLAN network the approach defined by IEEE 802.1x can be used and extended...”

Every mobile should have same type of clients.

Comments figure 2

It was asked whether MAP is compatible with EAP methods such as TLS and IKE ?

It was answered that we first need to define what is needed and then see which protocol is best suited. It was also commented that MAP could potentially be extended in that regard. Figure 2. Diameter can accomadate all options.

Question on requirements.

It was asked whether the shared WLAN network model is assumed.

It was answered that the shared network is possible and that the SA1 requirements on many to many relationships cover this aspect. 

It was asked why the WLAN proxy logical function iand the authentication server are integrated in the WLAN AAAV. It was commented that this could be divided in two elements.

It was asked why there is now (compared to the Email discussion summary document) an identical reference point between AN-AAAv and AAAV-AAAh. It was agreed that  we should assume it is the same reference point until found otherwise..

Ericsson commented that there seem to be several options to support the same functionality and that we

should rather be selecting one to minimise complexity. Alcatel supports that comment. 

Conclusion : No agreement to merge the options. The document is noted

S2-021665

The proposal is that:

-
The USIM is necessary to ensure a satisfactory level of authentication for scenario 2;

-
An LS should be sent to SA3 to ask their position on this issue and on the use of EAP/AKA. 

Discussion : It was asked why it is necessary to use IMSI as the user identifier. It was also commented that the MSISDN could be used instead. It was replied that using the MSISDN would also cause lack of anonymity support.

It was also commented that the IMSI is required for accounting records. The issue of user identity protection was further discussed. It was mentioned that the user identity protection needs to be stronger than in GSM because it is easier to fake a network.  

It was commented that the USIM authentication method is beneficial. Orange mentioned that for them scenario 2 is USIM based authentication.

It was generally agreed that the USIM is a feasible authentication mechanism, from S2 point of view, 

It was commented that other methods could be included as well. such as those based on TLS. 

It was thus agreed to include in the TR some text regarding this method.

Conclusion : The document is revised to S2-021925

S2-021668

This document presents the advantages and disadvantages of each access control option.

It was commented that one advantage for option 2 is that it forces operators to have a WLAN AAA even when they don’t offer a WLAN service themselves but rely on roaming partners. It was replied that then they use other’s investement (WLAN AAAV) for doing that.

It was commented that the GSM/GPRS model has a visited network based model and that WLAN access control should borrow the same principles. It was also commented that in the IMS case the authentication is done in the Home Network. 

It was commented that the advantage of option 1 is lower reauthentication delay and lower inter-operator signalling load. It was replied that because of vector synchronisation issues, the authentication signalling might have to go to the home network in any case (to re-synchronise).

Conclusion : the document is noted.

It was decided at this point that instead of going through all documents in numerical order, it was preferable  to address access control related documents first.

S2-021722 :

Argues on why the home network based authentication is needed and should be adopted.

Several of the arguments were contested and there were no agreements on that home network based authentication should be the only option.

It was also commented that re-authentication should have low latency and thus it is an dvanatage to authenticate at the visited network. It was answered that Re-authentication could happen in the background. It was also commented that ths would not be the case if the terminal changes access point. However it was also mentioned that the re-authentication latency might not be critical for certain services.

Conclusion : Noted.

S2-021749 

This document proposes some changes to the email discussion summary document. It proposes to integrate the WLAN AAA function in the HSS. It was commented that it didn’t seem beneficial to do that given that the HSS is mostly a data base and not a server.

Conclusion : The document is noted. 

S2-021750

This document proposes editorial changes to the email discussion document. Since the email discussion document is not an official document the document was noted. However It was agreed to use WLAN instead of WLAN AN and not include the billing system in the TR.

Conclusion : Noted

S2-021792

this document proposes performance requirements regarding the authentication and re-authentication.

The requirements were considered too vague to be included in a technical report. It was commented that the performance requirements should be expressed by formulating a minimum value, or by other metrics. (e.g. number of round trip times).

Conclusion : Noted.

Regarding the access control, the lack of consensus, is on the support of an inter-operator HSS- WLAN AAA interface.

The AAA proxy  - AAAh exists since it is needed in the non roaming case and could be used for the inter-operator roaming case. 

It was thus decided to have a generic architecture where it is not specified whether the HSS-WLAN AAA interface is between operators or not. This can ensure that definition of the reference points can be done and leave to later the decision on whether the HSS-WLAN interface is between operators or not.

The following figure was agreed to be included in the TR :



Figure 1


And was used as the basis for further discussion on the definition of the reference points. 

6.1 Following Access Control documents

S2-021793 : This document proposes authentication and security requirements. It was commented that this might be in the realm of SA3. However it was mentioned that S2 could have a perspective on that and later ask S3 regarding these issues. It was also questioned how these new requirements relates to the existing requirements in 5.1 of the current version of the TR. It was answered that they are complementary. 

It was decided to change the last bullet point to  : 

“It shall be possible to store all long-term security credentials used for subscriber and network authentication in a tamper proof memory such as the UICC card.”

The document was agreed with this modification.

Conclusion : Agreed with a modification
S2-021796 : This document proposes access control priniciplesa definition of the Wr. It was commented that reference to radius and diameter was missing and that the generation of cipher suit could be included as well. It was also asked why the figure was needed. It was agreed to remove this figure. The document was agreed with this modification.

Conclusion : agreed with a modification. 
S2-021798 : This document proposes definition of the Wr. Clarification of the last bullet point was provided and It was agreed to add “for immediate service termination” at the end of this sentence. The document was agreed with this modification.
Conclusion : Agreed with a modification

S2-021799 : This document proposes definition of the Wx.  The bullet points were changed to the following

Retrieval of authentication vectors, e.g. for USIM authentication, from HSS/HLR.

Retrieval of WLAN access-related subscriber information (profile) from HSS/HLR

Registration of the 3GPP AAA Server of an authorised WLAN user in the HSS/HLR.

Indication of change of subscriber profile within HSS/HLR (e.g indication for the purpose of service termination).

The document was agreed with these modifications.

Conclusion : Agreed with modifications.

S2-021795 :  This document proposes a requirement regarding the support of pre release 6 UICCs. It was agreed that this is already covered by the requirements in 5.1 if USIM is changed to UICC.

Conclusion : the document is noted but it is agreed to change USIM to UICC in 5.1 of the TR.

S2-021797 : This document proposes signalling flows and corresponding flows for each identified interface for the A.K.A procedure for WLAN authentication. It was commented that this document could be merged with document  S2-021665
Conclusion : Noted. Used as input for S2-021925.
S2-021652 : The document discusses authorisation issues. Diameter and radius can accommodate for authorisation related information. This could be used for different purposes in the different interworking scenarios. It was mentioned that it can include tunnel creation information to allow packets to be routed to the home network, this could be used for scenario 2 for access to home network resources. It would be also useful for scenario 3, such as for access to IMS.  It was commented that the APN functionality may not be completely mirrored by this technique since the tunnel is created per authentication and not per data session. It was answered that a new association could be created for every new data session.

It is also questioned how this information will be retrieved. Since this is available in radius/diameter it would be valuable to reuse these protocols for the Wx interface.

Conclusion : the document is noted.

S2-021653 :  This document addresses the importance of low latency re-authentication. The document also describes how the re-authentication could be optimised by using EAP-PEAP as a stage 1 EAP procedure, AKA being assumed as stage 2. It was commented that one of the problem of TLS based method is that it requires server certificates. It was commented that this would require a PKI infrastructure. It was commented that the reauthentication to the home may not be an issue. It was also noted that the document proposes a requirement on minimising re-authentication latency. It was not agreed to include this requirement in the TR for similar reasons than for S2-021792. 

Conclusion : The document is noted

S2-021698

This document proposes another type of access control infrastructure based on certificates with a broker hierarchy.

It was commented that there might be issues with online charging. It was also commented that it would require a new infrastructure and a new thir party role. It was answered that CAs exist as of today.

It was also mentioned that there are brokers between mobile operators to ensure scalability of roaming agreements and that the hierarchy implied by the assumed model at this point would solve the scalability issue.

It was also asked how the user certificates would be issued. It was commented that this was not address in the document. It was also commented that this distribution would require some significant effort.

Conclusion :  The document is noted.

6.2 Charging Aspects

6.2.1 Charging options

S2-021669:  

This document proposes modifications to charging architecture option 2 (see email discussion summary document in 791).  It proposes to include charging gateway/charging collection function in the home network. It is commented that it would then be one concept for both online and offline charging and it would use the potentials of the diameter protocol to a larger extent.

It was commented that the there is a need to have such a function in the visited network for the visited operator to send billing information to the home network. It was also argued that unless the data path goes to the home, there is no need to duplicate the information in the home and in the visited network. It was commented that it offers more visibility to the home network. 

It was considered agreeable to assume this new architecture as option 2.

Conclusion : the document is noted.

S2 – 021670

This document proposes advantages and drawbacks for option 1 and option 2 of the charging architecture

These were extensively discussed in the previous document and it was not felt necessary to further discuss this point.

Conclusion  : Noted

6.2.2 Charging reference points

S2 – 021800 

The document describes the reference point between WLAN and 3GPP network.

The proposal was agreed.

Conclusion : Agreed

S2-021801

The document describes the reference point between AAA server and Online charging server.

The document was agreed with the following modifications :

Remove : “from the 3GPP visited network.  The Wo reference point support all the routing, security and confidentiality functionality as required between visited and home network.” From the first paragraph.

Conclusion : agreed with modification

S2-021802

The document describes the interface between the AAA server and the charging gateway. This was agreed with the following text:

“

The reference point Wf is located between 3GPP AAA Server and 3GPP Charging Gateway Function (CGF)/Charging Collection Function (CCF).  The prime purpose of the protocols crossing this reference point is to transport/forward charging information towards 3GPP operator’s Charging Gateway/Charging collection function. 

The information forwarded to  Charging Gateway/Charging collection function is typically used for:

Generating bills for offline charged subscribers by the subscribers’ home operator

Calculation of inter-operator clearing charging from all roaming users. This inter operator clearing is used to settle the payments between visited and home network operator and/or between home/visited network and WLAN.

The protocol(s) crossing this interface is DIAMETER-based.

The functionality of the reference point is to transport:

WLAN access-related charging data per each WLAN user

“

Conclusion : agreed with some modifications

Thursday’s Session

A certain number of new inputs to the TR were treated during the first part of the meeting

S2-021933  

Proposes a reference model taking into account the two options identified in email discussion summary document.

This would be included in 6.1 instead of the current figure agreed on tuesday  (see figure 1)

Conclusion : Agreed.

S2-021925

Proposes to include the description of the EAP/AKA authentication method in the TR.

Some comments were made and modifications proposed. It was agreed to have a specific chapter, chapter 7, including both the description and the message flows.

Conclusion : Revised to S2-021934

S2-021934 is agreed

S2-021931

Proposes to include the description of the EAP/SIM authentication method in the TR.

Some comments were made and modifications proposed. It was mentioned that there will be a specific chapter , chapter 7, including both the description and the message flows.

Conclusion : Revised to S2-021973

S2-021973 is agreed

S2-021927 

Proposes description of access related functionality in the different network elements

Some comments were made and modifications proposed.

Conclusion : Revised to S2-021970

S2-021970 is agreed

S2-021928

Proposes signalling flows for the Wr refrence point. It was commented that this may not be in the realm of SA2. it was answered that if there is no disagreement on the flows themselves, it shouldn’t be an issue to include them in the TR. This point was further discussed an it was agreed to include such contributions in an annex, noting hereby that it is prefereable to show end to end flows per function rather than describing flows per reference point. Nokia proposed to provided updated flows (regarding 929 as well) by email before the next meeting. 

There were additional comments and modifications.

Conclusion : Revised to S2-021971

S2-021971 is agreed

S2-021929

The same decision was taken regarding the inclusion of these flows in an annex (see 928) The issue of . It was agreed to change HSS to HSS/HLR throughout the whole TR.

Conclusion : Revised to S2-021972

S2-021972 is agreed

S2-021930

This document proposes a requirement regarding the re-authentication performance and the need to introduce fast re-authentication mechanism. It was commented that the reference to UICC performance may not be valid anymore as this comes from an old GSM document. It was additionally mentioned that T3 could be liaised to get information on the current assumptions with regards to performance of UICC cards. It was mentioned that such a requirement could come from SA1. 

Two comments mentioned that it would be beneficial for the companies to have a look internally at the implications of the proposal before a liaison is sent.

Conclusion : noted

7. Discussion documents
	S2-021666
	Orange France
	GGSN features and WLAN interworking
	Noted

	S2-021699
	Thomson Multimedia
	Dual home mobility management mechanism in a 3G/WLAN interworking environment
	Noted

	S2-021751
	Lucent Technologies
	On WLAN
	withdrawn

	S2-021846
	Intel Corporation
	Architectural Considerations for mobility management in WLAN interworking
	Noted



	S2-021847
	Sasken Communication Technologies Ltd
	WLAN-UMTS terminal Use-Case scenarios
	Postponed to the next meeting

(Company not present)

	S2-021848
	Sasken Communication Technologies Ltd
	WLAN Inter Access Point Protocol (IAPP) considerations for WLAN-UMTS interworking architecture
	Postponed to the next meeting (Company not present)

	S2-021849
	Sasken Communication Technologies Ltd
	OSA considerations for WLAN-UMTS interworking reference architecture
	Postponed to the next meeting

(Company not present)

	S2-021850
	Sasken Communication Technologies Ltd
	Overlay discovery for WLAN and UMTS interworking
	Document not available

	S2-021853
	Gemplus
	Proposal of WLAN related architecture in UICC
	Noted


S2-021666

Document for discussion. This contribution proposes to list the main GGSN features in 3GPP standards, in order to identify which ones are necessary for WLAN interworking. Clarification on external network access control and GGSN’s role.  Clarification on what functionality would be needed for a 3GPP operator. Clarification of direct connection between WLAN and home network. It was answered that you must be able to go directly to the corporate network from WLAN perhaps through a transit network.

Clarification on Lawful interception. How will the 3gpp operator comply with potential requirement on lawful interception for WLAN access.

Clarification on the purpose of the Interworking entity if we woant to have the same functionality as in SGSN/GGSN.

Is everything in one box. It is not required in this document, it could be distributed but the functionality is required. Lot of functionality in the GGSN. Perhaps not all  are required in on erelease. Perhaps better to look at one function at a time and see how we can manage that. 

IMS : the Go interface should be supported. The Go is an optional interface for release 5. Local policy is optional not the billing part.  Will it for release 6 ?

Conclusion : Noted

S2-021846

Mobility management supported through Mobile IP based solution. This document was submitted by Intel. Thomson Multimedia kindly volunteered to present the contribution on Intel’s behalf.

MIP4 is supported in release 99. Home agent could be operated by an MVNO or an enterprise. This could be shown. It was answered that this might be out of scope for 3GPP. Ability to scale, tying the GGSN and HA may not allow scaling. Could be separated physically.

Implications to charging issues. It was answered that charging is a separate issue, in the AAA.It was further commented that inter-operator charging is really an issue.It was answred that there might be a close relationship between mobility and charging.

Many points need to be discussed in further details. Mobile IPv4 and Mobile IPv6. Clarification on IPv6 based PS services doesn’t seem to be mentioned, would need clarification.

Clarification on the PDP context and the mobile IP procedure 

Clarification on the discovery of the home agent. Through Home agent advertisement or through pre-configuration.

Further commented that there can be a sort of home agent allocation.

Conclusion : the document is noted

S2-021699

This document proposes an alternative Mobile IP based solution. It was clarified that UE should support Mobile IP

This handles the issue of MIPv4 route optimization and not Ipv6 (would use binding update)

Different from Mobile IP, not documented in an RFC, not presented yet in te IETF.

Clarifications on the temporary home agent’s role and how the proposal works.  

Concept applied for scenario 4 only or for scenario 5 as well. It was answered that it could be applied to scenario 5.

Conclusion : the document is noted

S2-021853

This paper defends the need of using an independent application on the UICC for authentication in WLAN systems that interwork with 3GPP systems. This application is called WSIM.

The reasons put forward are the support of legacy WLAN standards, protection of USIM data, potential independency of the WLAN system and possibility of easy backward compatibility with GSM.

Further it proposes the outline for data elements and commands needed in such an application.

Comments that the issues that were faced for ISIM might be therir for the WSIM as well. It was answered that it might not be the same. Not changing the USIM application. Sort of duplicated USIM.

In a dual mode terminal, there would be a lower security. In dual mode terminal the security problem may be the same.

There was also a discussion on whether there was a need to have an independent application specified in 3GPP.

It was mentioned that a good approach would be to address these issues in other groups as well such as SA3, T3 and SA1.

Conclusion : the document is noted

8. Outgoing LS 

	S2-021976
	AT&T Wireless
	Proposed LS to SA3 on WLAN Interworking
	

	S1-021977
	Ericsson
	Proposal of WLAN related architecture in UICC
	


It was commented that many of the aspects addressed in this meeting also relate to security. It

was thus felt appropriate to provide information to SA3 on what we are doing. S1-021976 is allocated for an LS to SA3 on the current status of the work in SA2 regarding WLAN Interworking.

9. AOB

It was mentioned that as in SA1, it would be beneficial to limit the current discussions to the scenario 2 related functionality as it seems to require extensive work.  It was further commented that we should keep in mind that this functionality, access control and charging, could be reused for other scenarios.  

It was agreed to focus only on access control and charging functionality /architecture for the next meeting. 

10. Closing of the session 


	S2-021975
	WLAN convenor
	WLAN session minutes
	


Annex A : Tdoc List
	S2-021604
	BRAN
	Letter on co-operation on WLAN
	Reply in S1-021977

	S2-021619
	S1-021186
	Reply to the LS on WLAN Interworking
	Noted at this point. Waits for further stabilisation to reply

	S2-021642
	WLAN convenor
	WLAN drafting session agenda
	Agreed

	S2-021643
	Editor
	TR 23.934 v0.1.0
	Noted

	S2-021652
	Cisco
	RADIUS/Diameter based authorization supporting WLAN interworking scenarios
	Noted

	S2-021653
	Cisco
	WLAN re-authentication issues
	Noted

	S2-021664
	TILab
	Authentication in WLAN Interworking
	Noted

	S2-021665
	Orange France
	Security Level for WLAN Access Control
	revised to S2-021925

	S2-021666
	Orange France
	GGSN features and WLAN interworking
	Noted

	S2-021668
	Alcatel
	WLAN Interworking Reference Model (Access Control)
	Noted.

	S2-021669
	Alcatel
	WLAN Interworking Reference Model Option 2 (Charging & Billing)
	Noted

	S2-021670
	Alcatel
	WLAN Interworking Reference Model Options (Charging and  Billing)
	Noted

	S2-021698
	Thomson Multimedia
	Broker-based Interworking model with hierarchical certificates
	Noted

	S2-021699
	Thomson Multimedia
	Dual home mobility management mechanism in a 3G/WLAN interworking environment
	Noted

	S2-021722
	Ericsson
	Access control of WLAN-3GPP subscriber
	Noted

	S2-021749
	Lucent Technologies
	[WLAN] HSS Usage
	Noted

	S2-021750
	Lucent Technologies
	[WLAN] Reference Model corrections
	Noted. 

(some agreed principles, see report) 



	S2-021751
	Lucent Technologies
	On WLAN
	withdrawn

	S2-021791
	Nokia
	Email Discussion WLAN Interworking Reference Model
	Noted

	S2-021792
	Nokia
	Performance Requirements for Authentication and Access Control
	Noted

	S2-021793
	Nokia
	Security Requirements for Authentication and Access Control
	Agreed with modification 



	S2-021794
	Nokia
	Merged WLAN Access Control Reference Model
	Postponed to the next meeting

	S2-021795
	Nokia
	WLAN Interworking; Compatibility with Pre-Release 6 UICC Cards
	Noted. 

	S2-021796
	Nokia
	WLAN Interworking; Access Control Principles
	Agreed with modification

	S2-021797
	Nokia
	WLAN Interworking; USIM Authentication
	Noted.

(used as input to S2-021925)

	S2-021798
	Nokia
	WLAN Interworking; Functionality of Wr Reference Point
	Agreed with modification

	S2-021799
	Nokia
	WLAN Interworking; Functionality of the Ref. Point towards HSS (Wx)
	Agreed with modification

	S2-021800
	Nokia
	WLAN Interworking; Functionality of Wb Reference Point
	Agreed with modification

	S2-021801
	Nokia
	WLAN Interworking; Functionality of Wo Reference Point
	Agreed with modification

	S2-021802
	Nokia
	WLAN Interworking; Functionality of Wf Reference Point
	Agreed with modification

	S2-021813
	Nortel Networks
	WLAN Interworking Reference Models
	Postponed to the next meeting 



	S2-021846
	Intel Corporation
	Architectural Considerations for mobility management in WLAN interworking
	Noted



	S2-021847
	Sasken Communication Technologies Ltd
	WLAN-UMTS terminal Use-Case scenarios
	Postponed to the next meeting

(Company not present)

	S2-021848
	Sasken Communication Technologies Ltd
	WLAN Inter Access Point Protocol (IAPP) considerations for WLAN-UMTS interworking architecture
	Postponed to the next meeting (Company not present)

	S2-021849
	Sasken Communication Technologies Ltd
	OSA considerations for WLAN-UMTS interworking reference architecture
	Postponed to the next meeting

(Company not present)

	S2-021850
	Sasken Communication Technologies Ltd
	Overlay discovery for WLAN and UMTS interworking
	Document not available

	S2-021852
	Siemens
	3G - WLAN interworking : WLAN standards update
	Noted

	S2-021853
	Gemplus
	Proposal of WLAN related architecture in UICC
	Noted

	S2-021925
	Nokia, Orange, Telecom Italia Lab
	Revision of S2-021665

(with input from 1797)
	Revised to S2-021934

	S2-021926
	WLAN editor
	TR v0.2.0
	Noted

	S2-021927
	Telecom Italia, Nortel Networks, Nokia
	Network Elements in WLAN Interworking Reference Model
	Revised to S2-021970

	S2-021928
	Telecom Italia, Nortel Networks, Nokia
	Signalling Sequences for Wr Reference Point
	Revised to S2-021971

	S2-021929
	Telecom Italia, Nortel Networks, Nokia
	Signalling Sequences for Wx Reference Point
	Revised to S2-021972

	S2-021930
	Cisco, Nokia
	re-authentication at re-association
	Noted

	S2-021931
	Cisco, Nokia, Orange
	EAP SIM procedure for GSM SIM based authentication
	Revised to S2-021973

	S2-021932
	Nokia
	Generic WLAN Charging Reference Model
	withdrawn

	S2-021933
	Alcatel
	WLAN/3GPP Inter-working Reference Model  
	Agreed

	S2-021934
	Nokia, Orange, Telecom Italia Lab, Sonera,
	EAP AKA procedure for USIM based authentication
	Agreed

	S2-021970
	Telecom Italia, Nortel Networks, Nokia, Cisco
	Network Elements in WLAN Interworking Reference Model
	Agreed

	S2-021971
	Telecom Italia, Nortel Networks, Nokia
	Signalling Sequences for Wr Reference Point
	Agreed

	S2-021972
	Nortel Networks, Nokia
	Signalling Sequences for Wx Reference Point
	Agreed

	S2-021973
	Cisco, Nokia, Orange, Sonera
	EAP SIM procedure for GSM SIM based authentication
	Agreed

	S2-021974
	WLAN editor
	TR 23.934 v0.3.0
	

	S2-021975
	WLAN convenor
	WLAN session minutes
	

	S2-021976
	AT&T Wireless
	Proposed LS to SA3 on WLAN Interworking
	

	S1-021977
	Ericsson
	Proposal of WLAN related architecture in UICC
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