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1. Overall Description:

TSG SA WG2 has realised that, according to current LCS stage 1 TS 22.071 v.6.0.0, privacy checks for LCS shall be performed in the target subscriber’s HPLMN.

Moreover, according to LCS stage 1, the target LCS user can subscribe the call/session related class, which is defined as below:

Call/session-related Class: location services may be provided to any value added LCS clients or a particular value added LCS client or particular group of value added LCS Clients - where each LCS Client or group of LCS Clients is identified by a unique international identification, e.g. E.164 or Access Point Name (APN) that currently has a temporary association with the Target UE in the form of an established voice, data call or PS session originated by the Target UE. For each identified LCS Client or group of LCS Clients, one of the following geographical restrictions shall apply:

a)
Location request allowed from an LCS Client served by identified PLMN only;

b)
Location request allowed from an LCS Client served in the home country only;

c)
Location request allowed from any LCS Client.
In order to verify that a temporary association between the LCS client and the target UE exists, information which is call/session specific (e.g. number dialled by the UE) has to be checked. The information related to the ongoing call/session (e.g. number dialled by the UE) is available only in the VPLMN (VMSC/SGSN). TSG SA WG2 would like to point out that in Rel-6 the HPLMN will perform privacy checks based on the LCS subscriber profile (SLPP) and HPLMN (H-GMLC) will send to the VPLMN the result of the privacy checks, in the terms of notification level to be applied (if the location request was not rejected). HPLMN will also send the dialled number or APN-NI received from the LCS client to VPLMN. 

The VPLMN (VMSC/SGSN) checks whether there is a corresponding call or session ongoing between the LCS client and the target mobile. This call/session check in VPLMN is not regarded to be a privacy check in itself.

2. Actions:

TSG SA WG2 asks TSG SA1 to check if service requirements needs to be clarified in order to reflect the issue described in this liaison.

3. Attachments:

None

4. Next SA2 meeting.
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