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Introduction

Possible solutions for publishing presence information have been discussed at previous SA2 meetings. None of the approaches proposed so far has found sufficient support for inclusion in the TR/TS. This includes the proposal to adopt an HTTP-based data transport solution for publishing, which is repeated in S2-021782. The present contribution raises concerns with the HTTP based approach. Instead we propose an alternative, which has not yet been discussed so far in SA2.

Discussion

In recent meetings SA2 has spent some effort to adopt an IMS based approach to presence, while not excluding inter-operability with legacy or other presence mechanisms. In particular such an approach will allow re-use of the existing IMS infrastructure with respect to roaming, charging, and security.

Now, if uploading of presence information was based on a different protocol than SIP, it would become impossible to re-use this existing infrastructure as such. While there are probably no problems with respect to roaming and charging, there is an issue with security. An additional security association needs to be established between the presence user agent and the presence server. If the user agent resides in the UE, which we consider the most common case for full IMS based solutions with a Rel-6 compliant UE, this means yet another security association between UE and network. This is not desirable.

Instead an IMS/SIP based mechanism should be used. For example, the following SIP/SIMPLE based approach should be considered: the presence server subscribes to presence information from the presence user agent. This means that the existing SUBSCRIBE-NOTIFY mechanism is re-used, where the presence server acts as the client and is notified with presence information updates by the presence user agent. Such an approach will use the existing IMS security mechanisms. Moreover it is based on existing IETF protocols (without the semantical difficulties mentioned in S2-021782).

Proposal

A) It is proposed to adopt an IMS based approach for the Peu reference point. 
B) Protocol decisions should be taken at stage 3 level, however it is proposed that SA2 encourages CN1 to study a subscribe-notify based mechanism for Peu (liaison statement).

