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Due to the lack of time available at our last meeting at SA#24 in Madrid, a decision was taken to hold an email discussion based upon the following 3 outstanding contributions:

S2-021157:      Vodafone: Rel 6, draft CR - B:  Introduction of the GMLC-GMLC Lr (roaming)   interface: Clause: 9 changes, 23.271

S2-021178:      Lucent Technologies:  A Method for Supporting LCS for Roamers

S2-021212:      NEC &  NTT DoCoMo:   Discussion paper and draft CR image for Inter GMLC interface

Before summarising the main points, I would like to thank everyone for their active participation and valued contributions to the inter-GMLC interface work item discussion.  
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At the end of this document you will find a zipped file containing:

1 Transcript of email discussion

2 Copies of S2-021157, S2-021178 and S2-021212

3 Revised CR81r3 to TS23.271 which combines the original CR81 (S2-021157), the CR image (S2-021212) and includes the latest comments (Word Comment) from NEC, Ericsson and Vodafone.

4 Draft copy of Orange input paper, which formed part of this email discussion, entitled “Orange Proposal Rel.6 LCS Architecture with R-GMLC and   H-GMLC”.

 1
Summary of discussions

John Watson (Vodafone) convened the email discussion on 14th May and invited comments on the 3 documents (S2-021157, S2-021178 and S2-021212). He pointed out that the Release 6 deadline is June 2003 and that we should try to progress the Stage 2 work so as to allow sufficient time for the Stage 3 work to be completed.

1.1 Merging of documents

Early in the discussions Vodafone and NEC / NTT-DoCoMo agreed to merge the CR81 (S2-021157) and the image CR contained in S2-021212 [2]. Ericsson, NEC, and Vodafone subsequently added further comments to the document and the current revision of this harmonised CR is CR81r3[3].     

Rym (Orange) expressed concern that it was too early to merge the documents. Their alternative architecture, shown in a proposed  draft input paper [4], does not make use of an Lr interface connection to a V-GMLC but shows the H-GMLC connecting directly to the V-MSC/V-SGSN via the existing Lg interface. On a point of clarification Rym (Orange) said “To answer your question concerning the difference between LCS service request (Le) and Provide subscriber location (Lg) is about backward and forward compatibility. If some companies intend to set up R99/R4/R5 Lg interface, it is easier to handle these networks while handling R6 networks based on Lg”.  Vodafone later commented that this was fine for backward compatibility but that the purpose of the Lr interface (where available) was to improve the efficiency of the roaming process.  The Orange draft paper is summarised in Section 3 and is for further discussion.

1.2 R-GMLC Standardisation

The need or otherwise to standardise the R-GMLC was discussed in detail. User privacy and relationship between the R-GMLC and LCS Client were considered.  Whilst there is a general acceptance of the need to include the R-GMLC as the point of contact for the LCS Client (with the possible exception of a Mobile Originated call), Bob (Lucent) said that this LCS Client –Network Operator(R-GMLC)  relationship may not be acceptable under US trading legislation.  John (Vodafone) commented that the LCS Client could arrange agreements with several operators if desired. It was proposed that we discus this further at SA2#25, see Section 3.

1.3
User Privacy

Rym (Orange) pointed out that if the R-GMLC and V-GMLC were the same then you don't have any guarantee that the VGMLC will not forward the location estimate directly to the LCS client.

Following clarification by Ken (NEC) and Maurizio (Ericsson) it was agreed that:

· Privacy checks shall always be carried out in the HPLMN (Rel-6 requirement)

· Location Information will always be routed via the H-GMLC (Rel-6) for authorised delivery to the requesting client. This applies to all immediate and deferred responses.

Possible exception: In a recent email, Bob (Lucent) explained that, in the case of the UE requesting its own position, or some other location service, it should not be necessary for privacy checks to be carried in the HPLMN as the subscriber has already  implicitly authorised the transaction. This was generally agreed but further discussion was needed to re-define the mobile originate message flows to support these scenarios. (Obviously it is important not to leave security loopholes that might compromise user privacy and the privacy of other subscribers).

1.4
Codewords & User Privacy & Message optimisation

Maurizio (Ericsson)added several comments (using Word Comment) to the harmonised CR81r3[3] and many of the suggested changes, if universally agreed, could be incorporated in the final CR. Both John (Vodafone) and Ken (NEC) have also added their initial responses to the Ericsson comments and these can be viewed in the attached document[3]. 

2
Outstanding issues to be discussed and resolved at SA2#25

There are several fundamental conflicting architectural issues that need to be discussed and, hopefully, a resolution agreed. 

2.1
Alternative architecture (without V-GMLC)

Orange (Rym & Jerome) said that they do not support all that is included in the CR but said that they do align with some items. To illustrate this they attached a draft discussion paper [4] detailing the call flows. This was summarised as:

· we support the introduction of the concept of the Requesting-GMLC and Home-GMLC;

· the R-GMLC could be the Home-GMLC or in the VPLMN or in any other PLMN;

· the interface between H-GMLC and R-GMLC could the same as the Le interface (i.e.LiF MLP);

· LCS service request from other PLMN should always come to the H-GMLC through the inter-GMLC. Thus privacy checking will take place in the HPLMN;

· HPLMN would then use Lg to send Provide Subscriber Location Request to the visited node (either VMSC or VSGSN) in the VPLMN (as it is already in the standards in pre-R5). The HPLMN (i.e. : H-GMLC) would then receive the Location Estimate, check it against user's privacy and forward it to the Requesting GMLC;

· positioning method used is up to the choice/support of the VPLMN. 

2.2
Alternative architecture (without R-GMLC)

Lucent (Bob) has the following concerns about the need for  the R-GMLC:

“The net result of my concern is that I would like to see the "Requesting GMLC" removed, and the functions provided by that node be allocated to the Home GMLC and the Visited GMLC as necessary”.

2 Conclusions

This lively email discussion has enabled participating companies to voice their opinions and concerns about the proposed Release 6 LCS architecture and, specifically, the message flows needed to support a roaming UE.

All the participating companies support the principle of the GMLC Lr roaming interface but there are still LCS Client, R-GMLC, H-GMLC , V-GMLC and VPLMN routing issues to be resolved. 

It has been agreed that the HPLMN shall be responsible for ensuring user privacy and authorising the release of location information.

Ensuring backward and forward compatibility is essential. For legacy networks that do not support a direct GMLC-GMLC Lr roaming interface, the Lg interface may still be used to support roaming. 

The benefits of implementing an inter-GMLC roaming interface have been recognised by the GSMA, LIF and 3GPP. It has also been established that the Lr interface is needed to support some of the roaming scenarios, as defined by network operators and detailed in the GSMA document reviewed at the SA2#24 meeting.  

I hope that I have captured the key points from this discussion, and I am aware that there are many more useful suggestions and comments that will be used in support of the GMLC Lr interface work item.

Attached Documents:

[1]
Transcript of email discussion

[2]
Copies of S2-021157, S2-021178 and S2-021212

[3]
Revised CR81r3 to TS23.271 + Comments

[4]
Orange Proposal Rel.6 LCS Architecture with R-GMLC and H-GMLC
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Discussion



The current architecture and message set do not adequately support roaming as desired by network operators.  This paper proposes revisions that will allow LCS support for roamers by introducing the concept of a new message set for intra network elements (where necessary), while reserving the existing messages for communication between networks.



Proposal



Review and approve the attached architecture and scenario for inclusion in 23.371.  Additional scenarios showing interworking between LCS systems at different release levels will be forthcoming.



1 Introduction




This paper presents possible solutions for providing Location Based Services in roaming situations where the various networks are at different release levels.  For purposes of this paper, the release level of a GMLC is also the release level of the other nodes in that network. 




2 Assumptions




1. An R6 HLR will return the address of the HGMLC in response to an SRI-LCS.




2. A bi-directional  intersystem Lg interface is required for R6 GMLCs.  




3. If an R6 MSC/SGSN receives a PSL from outside its system, it will forward information to its GMLC for authorization. 




3 Architecture




The architectural changes are straightforward.  An external GMLC communicates with an HSS/HLR, and with a home network GMLC via an Leg (external GMLC) interface.
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Fig. 1 LCS Architecture




4 Release 6 Scenarios




The assumption is that the R6 GMLC will be able to communicate with both R5 and  R6 GMLCs.  An R6 HLR must always return R6 capability set in SRI result, regardless of capability of visited network.




This is the default scenario that supports interoperability going forward.  Some highlights include: the possibility of a number of protocol “shortcuts” that will optimise messaging in most cases, as well as providing for interoperability with pre-Release 6 LCS Systems.
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Fig. 2  Message Flow




Steps:




1. The LCS client sends a Positioning Request to the GMLC that has the relationship with the client (Requesting GMLC).





2. The Requesting GMLC sends an SRI to the HLR to request the Authorizing Node.  For R5 compatibility, this is the existing SRI. 





3. The HLR responds with the address of the authorizing node (Home GMLC).  This is a change from pre R6 systems, which return the serving node.




4. The S-GMLC sends an Authorizing Request to the Home GMLC.  (New message)

If the Requesting GMLC recognizes that it is also the Home GMLC, either because the request was received from a network-trusted client, or through analysis of the target MSISDN, steps 2-4 may be omitted.




5. The Home GMLC requests the serving node address from the HLR. (New message, similar to existing SRI-LCS)





6. The HLR checks that this request came from within its network, and if so, returns the serving node address.  (New message, containing either for R6 systems GMLC address and serving node address or for R5 systems just the serving node address)





7. The Home GMLC returns the Authorizing Response, which contains the address of the Visited GMLC.  (New message)




8. The Requesting GMLC forwards the PSL to the visited GMLC.

If the Requesting GMLC recognizes that it is also the Visited GMLC, (normal for roaming services) this step may be omitted.




9. The VGMLC sends the PSL to the Serving Node.





10. The Serving Node positions the Mobile.





11. The Serving Node returns the position to the Visited GMLC.





12. The Visited GMLC returns the result to the Requesting GMLC.

This step may be omitted if the Visited GMLC is also the Requesting GMLC.




13. The Requesting GMLC returns the position to the LCS Client.
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<<<First modified section>>>



3.2
Symbols




For the purposes of the present document, the following symbols apply:




Gb
Interface between 2G-SGSN and BSS




Gs
Interface between MSC and SGSN




Lc
Interface between gateway MLC and gsmSCF (CAMEL interface)




Le
Interface between External User and MLC (external interface)




Lg
Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface)




Lh
Interface between Gateway MLC and HLR (HLR interface)




Lr
Interface between Gateway MLCs




Um
GERAN Air Interface




Uu
UTRAN Air Interface




<< Next modified Section >>




5.6
Information Flows between LCS Servers




Other types of national specific information flows may be supported in addition to the information flow specified here.




Any of the information flows here indicated may not be externally realized if the information does not flow over an open interface. On the other hand, if a flow goes over an open interface, it shall abide to a well-defined protocol, which will be further specified in other relevant specifications.



5.6.1
Location Service Request




Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:




-
Location Immediate Request (LIR); and




-
Location Deferred Request (LDR).




The following attributes are identified for Location Service Request information flow:




-
Target UE identity;




-
LCS Client identity;




-
Service identity, if needed;




· Codeword, if needed;




· Requestor identity, if needed;




· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;




· Event, applicable to deferred location requests only;




· Requested Quality of Service information, if needed;




· Type of location, i.e. current location or last known location;




· Priority, if needed;




Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.




5.6.2
Location Service Response




The Location Service Response is sent to the source LCS server as the result of the Location Service Request by the destination LCS Server:



-
Immediate Response; or a 




-
Deferred Response, these deferred responses can be either single or periodic.




The following attributes are identified for the Location Service Response information flow:




-
Location indication of UE in geographical coordinates expressed as a shape as defined in TS 23.032 or local coordinate system;




· Acknowledgement for a deferred location request, if needed.




In addition the information attributes of the location service request may be used also in the location service response.




<< Next modified Section >>



6.2
Allocation of LCS functions to network elements




Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.




LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.




Table 6.1: Summary of Functional Groups and Functional Blocks for Location services




Funct.
Group



Functional component



Full name of Functional Block



Abbrev.







Loc. Client



Location Client 




Component



(External) Location Client Function



LCF















Internal Location Client Function



LCF 




-internal



























LCS Server in PLMN



Client handling component



Location Client Control Function



LCCF















Location Client Authorization Function



LCAF











System handling component



Location System Control Function



LSCF















Location System Billing Function



LSBF















Location System Operations Function



LSOF











Subscr. handling component



Location Subscriber Authorization Function



LSAF















Location Subscriber Privacy function



LSPF











Positioning component



Positioning Radio Control Function



PRCF















Positioning Calculation Function



PCF















Positioning Signal Measurement Function



PSMF















Positioning Radio Resource Management



PRRM







Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility management through the optional Gs interface.




It is also seen that LCS may take benefit of the Iur interface between RNCs, when uplink radio information and measurement results are collected.




The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.




Table 6.2: Allocation of LCS functional entities to network elements








UE



RAN



GMLC



SGSN



MSC/MSC Server



HLR/HSS



Client







Location client functions







LCF



X











X



X







X







LCF



Internal



Ffs



X



























Client handling functions







LCCTF











X
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X
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X























System handling functions











































LSCF







X







X



X
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X



X
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LSOF



X



X



X



X



X















Subscriber handling functions







LSAF
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X
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LSPF
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X
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Positioning functions
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Figure 6.2: Generic LCS Logical Architecture




<< Next modified Section >>



6.3.3
Gateway Mobile Location Center, GMLC




The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.




The GMLC is the first node an external LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC). The GMLC may request routing information from the HLR or HSS via the Lh interface. After performing registration authorization, it sends positioning requests to either VMSC, SGSN or MSC Server and receives final location estimates from the corresponding entity via Lg interface. Optionally, positioning requests and location information may be communicated between GMLCs, located in the same or different PLMNs, via the Lr interface. If the Le interface is supported then the target UE’s  privacy profile settings shall always be checked in the UE’s home PLMN prior to every location estimate,  



<< Next modified Section >>




6.3.5
MSC/VLR




The MSC/VLR contains functionality responsible for UE subscription authorization and managing call-related and non‑call related positioning requests of LCS. The MSC is accessible to the GMLC via the Lg interface. The LCS functions of MSC are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. If connected to SGSN through the Gs interface, it checks whether the UE is GPRS attached to decide whether to page the UE on the A/Iu or Gs interface.




The MSC/VLR may inform the HLR/HSS about the UE’s LCS Capabilities and include the address of its associated  GMLC in the MAP UPDATE LOCATION message, during Registration and Inter MSC Update Location procedures.



<< Next modified Section >>




6.3.7
SGSN




The SGSN contains functionality responsible for UE subscription authorization and managing positioning requests of LCS. The SGSN is accessible to the GMLC via the Lg interface. The LCS functions of SGSN are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. 




The SGSN may inform HLR/HSS about the UE’s LCS Capabilities for GPRS and include the address of its associated  GMLC in the MAP UPDATE GPRS LOCATION message, during Attach and Inter SGSN Routing Area Update procedures. 




The SGSN forwards the circuit-swiched paging request received from the Gs interface to the BSS/RNC.




<< Next modified Section >>



9.1
Mobile Terminating Location Request




9.1.1
MT-LR routing procedure in PS and CS domain















Figure 9.1: General Network Positioning for a MT-LR












1)
An external LCS client requests the current location of a target UE from a R-GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client. 

The LCS request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type. 
If the codeword functionality is supported, the R-GMLC shall reject the LCS service request in case the LCS client type is “value added” and the codeword was not received. 
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. 

For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client. 
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.
Note: This means that the R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain.




2)
The R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE. If the R-GMLC supports the Lr interface, the UE capability information shall be included in the SEND_ROUTING_INFO_FOR_LCS message. The SEND_ROUTING_INFO_FOR_LCS message may carry also the Codeword received by the LCS client in the LCS Service request. For a LCS client type different from “value added” an indication may be sent to the HLR, in order to inform the HLR that the codeword is not applicable.  For GMLCs that do not support the use of Codewords, if the R-GMLC already knows the network address of the GMLC in the HPLMN (Home GMLC; H-GMLC) of the target UE, or already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN, (e.g. from a previous location request),  then this step and step 3 may be skipped.



Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferd by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.



3)
The HLR/HSS verifies  the R-GMLC’s network address and  compares it with the H-GMLC network address for the target UE. If the R-GMLC address is the same as the address of the target UE’s H-GMLC, then the rest of this step and steps 4 and 5 are skipped. The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If the R-GMLC supports the Lr interface, the HLR/HSS returns only the address of the H-GMLC. If the R-GMLC does not support the Lr interface, the HLR/HSS verifies whether the R-GMLC is allowed to request the UE’s location information directly from the serving node (i.e. MSC/VLR or SGSN). If the direct location request is allowed the HLR/HSS then returns one or several of the addresses of the SGSN and/or MSC/VLR, and whichever of the IMSI and MSISDN was not provided in step (2) for the target UE.







4)
If the R-GMLC receives the address of the H-GMLC, the R-GMLC forwards the location request to the H-GMLC. If the R-GMLC receives the addresses of the SGSN and/or VMSC/MSC server, this step and step 5, 6 and 10 are skipped.



5) If the H-GMLC already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN or PDP address, (e.g. from a previous location request), and the codeword functionality is not supported, this step and step 3 may be skipped. Otherwise, the H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI, PDP address or MSISDN of this UE. When the GMLC supports the codeword functionality, steps 2 and 3 shall not be skipped. The SEND_ROUTING_INFO_FOR_LCS message may carry also the Codeword received by the LCS client in the LCS Service request. For a LCS client type different from “value added” an indication may be sent to the HLR, in order to inform the HLR that the codeword is not applicable.



Editor´s note:  According to the current version of TS29.002 the PDP address cannot be transferd by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.



6) 







7) The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information. The HLR/HSS then returns one or several of the network addresses and the LCS capabilities of the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN was not provided in step (2) for the particular UE. The HLR/HSS may also return the address of the GMLC (Visiting GMLC, V-GMLC) in the PLMN where the MSC/VLR and/or the SGSN locates.




Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.




The HLR may check if the codeword received in SEND_ROUTING_INFO_FOR_LCS message matches one of the codewords stored for the target subscriber. If it doesn’t match, then the HLR shall return an error message to the GMLC. If no codeword is stored in the HLR for the target subscriber, the request shall not be rejected by the HLR and shall send to the GMLC the related indication in SEND_ROUTING_INFO_FOR_LCS_ack message. If the HLR receives the indication from the GMLC that the codeword is not applicable, the codeword check is not performed in the HLR.



Moreover, if the HLR supports the Enhanced User Privacy, the HLR shall check if the VMSC and/or the SGSN under which the target subscriber is located supports the enhanced user privacy mechanisms (Service type and Requestor), by checking the supported LCS capabilities set. Only the address of a serving node that supports the enhanced user privacy mechanism will be returned to GMLC. If none of the VMSC or SGSN supports the Enhanced User Privacy, then the HLR shall send an error indication to the GMLC. 

NOTE: This handling allows the HPLMN to have the control about the fact that the VPLMN supports the EUP mechanisms, in order to fully protect the user privacy.




7)
The GMLC verifies that it stores the privacy profile of the target UE. If the GMLC stores the UE’s privacy profile, the GMLC performs privacy check on the basis of the privacy profile and the capabilities of the serving nodes (MSC/VLR and/or SGSN). In case of negative results the GMLC returns an appropriate error message to the R-GMLC or the LCS client. In case of positive result the GMLC shall select a proper pseudo-external identity according to the required type of indication for each the LCS privacy class (i.e. call/session related class or non-related class). Then the GMLC replaces the external identity to the pseudo-external identity.
If the H-GMLC received the address of the V-GMLC from the HLR/HSS, the H-GMLC forwards the location request to the V-GMLC. The forwarded location request shall contain, one or several of the network addresses and the LCS capabilities of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. The V-GMLC verifies whether the location request from the H-GMLC is allowed or not.
If the H-GMLC did not receive the address of the V-GMLC, the H-GMLC does not forward the location request to the V-GMLC and step 9 is skipped. 



8)
In case GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. MS available) in requested PS/CS-MT-LR, see 9.1.8.




NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).




9)
The V-GMLC sends the location service response to the H-GMLC. 




10)
The H-GMLC sends the location service response to the R-GMLC.



11)
GMLC sends the location service response to the LCS client. If the LCS client requires it, the GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.




The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.




The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.
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9.1.8.4
Cancellation of a Deferred Location Request
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Figure 9.6c: Cancellation of a Deferred MT-LR procedure




1)
The LCS Client requests the cancellation of a previously requested Deferred Location Request. The cancellation could be initiated by the GMLC itself for some reasons (e.g. implementation dependent timer in the GMLC expired, or the target UE’s privacy profile stored in the GMLC was changed and the Deferred Location Request is not allowed any more.). The event type to cancel must be indicated in the Cancellation procedure.




If the previously requested Deferred Location Request was forwarded to other GMLC (H-GMLC or V-GMLC), the cancellation request from the LCS client shall be forwarded to the other GMLC.



2)
The GMLC will indicate this cancellation request in the Provide Subscriber Location toward the SGSN/MSC.




3)
When the SGSN/MSC completes the cancellation procedure, it notifies it to the GMLC in the Provide Subscriber Location Ack (with no location estimate included).




If the cancellation request was forwarded to other GMLC (H-GMLC or V-GMLC), the GMLC (H-GMLC or V-GMLC) informs the GMLC (R-GMLC or H-GMLC) that the cancellation procedure has been successfully completed.



4)
The GMLC informs the LCS Client that the cancellation procedure has been successfully completed.
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10.1.1
LCS Data in the HLR/HSS for an UE Subscriber




The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.




The HLR may store a list of codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.1: Logical States for each LCS Privacy Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.2 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4]. Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].





Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)




LCS Privacy Class



Status



Additional HLR Data when Class is provisioned







Universal Class



-



No additional data







Call/session Related Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 




· Location not allowed




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response





External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







Call/session Unrelated Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







PLMN Operator Class



O



LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:




· LCS client broadcasting location related information




· O&M LCS client in the HPLMN




· O&M LCS client in the VPLMN




· LCS client recording anonymous location information




· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE








Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber




 Service type indication



Status



Additional HLR data when the indication is stored







Service Types








O



Indication of one of the following mutually exclusive options for any service type not in the service type list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




Location with notification and privacy verification; location restricted if no response












In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.1. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. 




Fourteen pseudo-external identities shall be defined. The pseudo-external identities are summarized in the Table 10.4. The pseudo-external identities are registered in SLPP of each UE in advance.  




Table 10.4: Pseudo-external identities




Pseudo-external identity



Privacy setting for Call/Session related class



Privacy setting for Call/Session unrelated class







Pseudo-external identity 1



N.A.



Location allowed without notification







Pseudo-external identity 2



N.A.



Location allowed with notification







Pseudo-external identity 3



N.A.



Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 4



N.A.



Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 5



Location with notification and privacy verification; location restricted if no response



Location not allowed 







Pseudo-external identity 6



Location with notification and privacy verification; location allowed if no response



Location not allowed 







Pseudo-external identity 7







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 8



Location allowed with notification



Location not allowed 







Pseudo-external identity 9







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 10







Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 11



Location allowed without notification



Location not allowed 







Pseudo-external identity 12







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 13







Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 14







Location allowed with notification 







LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.5: Logical States for each Mobile Originating LCS Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].




Table 10.6: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)




LCS Mobile Originating Class



Status



Additional HLR Data when Class is provisioned







Basic Self Location



-



No additional data







Autonomous Self Location



-



No additional data







Transfer to Third Party



-



No additional data







In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.




Table 10.7: Temporary LCS data in the HLR




Other Data in the HLR



Status



Description







GMLC List



O



List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.
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10.3
GMLC




10.3.1
LCS Data in the GMLC for a LCS Client



The GMLC holds data for a set of external LCS clients that may make call related or non-call related
CS-MT-LR/PS-MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.




Table10.8: GMLC Permanent Data for a LCS Client




LCS Client data in GMLC



Status



Description







LCS Client Type



M



Identifies the type LCS client from among the following:




-
Emergency Services




-
Value Added Services




-
PLMN Operator Services




-
Lawful Intercept Services







External identity



O



A list of one or more identifiers used to identify an external LCS client. The identity may be used when making an MT-LR and/or MO-LR. The format of the identity is international E.164 addresses. Each external identity shall be associated with a logical client name.







Authentication data



M



Data employed to authenticate the identity of an LCS client – details are outside the scope of the present document







Call/session related identity



O



A list of one or more international E.164 addresses, which are used to make calls by mobile subscribers, or APN-NIs (see NOTE) to identify the client for a call related MT-LR




In case the LCS client was reached via IN or abbreviated number routing (e.g. toll free number or emergency call routing), the E.164 number(s) stored in the GMLC shall be the number(s) that the UE has to dial to reach the LCS Client. In these cases the E.164 number is not to be in international format. The country in which the national specific number(s) is (are) applicable is (are) also stored (or implied) in this case.




Each call related identity may be associated with a specific external identity. Each call/session-related identity shall be associated with a logical client name.







Internal identity



O



Identifies the type PLMN operator services and the following classes are distinguished:



-
LCS client broadcasting location related information




-
O&M LCS client in the HPLMN




-
O&M LCS client in the VPLMN




-
LCS client recording anonymous location information




-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE



This identity is applicable only to PLMN Operator Services. 







Client name



O



An address string which is a logical name associated with LCS client's external identity (i.e., E.164 address).







Override capability



O



Indication of whether the LCS client possesses the override capability (not applicable to a value added and PLMN operator service)







Authorized UE List



O



A list of MSISDNs or groups of MSISDN for which the LCS client may issue a non-call related MT-LR. Separate lists of MSISDNs and groups of MSISDN may be associated with each distinct external or non-call related client identity.







Priority



M



The priority of the LCS client – to be treated as either the default priority when priority is not negotiated between the LCS server and client or the highest allowed priority when priority is negotiated







QoS parameters



M



The default QoS requirements for the LCS client, comprising: 




-
Accuracy




-
Response time




Separate default QoS parameters may be maintained for each distinct LCS client identity (external, non-call related, call related) 







Allowed LCS Request Types



M



Indicates which of the following are allowed:




-
Non-call related CS-MT-LR/PS-MT-LR




-
Call/session related CS-MT-LR/PS-MT-LR




-
Specification or negotiation of priority




-
Specification or negotiation of QoS parameters




-
Request of current location




-
Request of current or last known location







Local Co-ordinate System



O



Definition of the co-ordinate system(s) in which a location estimate shall be provided – details are outside the scope of the present document







Access Barring List(s)



O



List(s) of MSISDNs or groups of MSISDN for which a location request is barred







Service Identities



O



List of service identities allowed for the LCS client.







NOTE:
The LCS Client is identified with E.164 number or APN-NI. APN-NI is specified in TS 23.003. 




10.3.2
LCS Data in the GMLC for an UE Subscriber




The GMLC (H-GMLC) may store LCS UE subscription data. 




The IMSI is the primary key for LCS UE subscription data in the GMLC. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.




The GMLC may store a list of Codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.9: Logical States for each LCS Privacy Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS privacy class, the GMLC shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.10 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].



Table 10.10: LCS data stored in the GMLC privacy exception list for an UE Subscriber
(or UE Subscriber MSP)




LCS Privacy Class



Status



Additional GMLC Data when Class is provisioned







Universal Class



-



No additional data







Call/session Related Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 




· Location not allowed




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response





External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







Call/session Unrelated Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







PLMN Operator Class



O



LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:




· LCS client broadcasting location related information




· O&M LCS client in the HPLMN




· O&M LCS client in the VPLMN




· LCS client recording anonymous location information




· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE








Table 10.11: LCS Service types stored in the GMLC per UE subscriber




 Service type indication



Status



Additional HLR data when the indication is stored







Service Types








O



Indication of one of the following mutually exclusive options for any service type not in the service type list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




Location with notification and privacy verification; location restricted if no response












In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), the GMLC shall store the same pseudo-external identity table with HLR, which is shown in Table 10.4. 




<< End of changes >>
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1. Introduction



In order to have common understanding about the Inter-GMLC interface, it is necessary to discuss definitions and requirements for the interface and each related node before we discuss the modifications for the specifications. In this paper, we would like to discuss about the definitions and the requirements for the Inter-GMLC interface.




2. Discussion




2.1. Definitions




Proposed definitions of the terms are shown below.




Table 1: Definitions







Definition







R-GMLC (Requesting-GMLC)



GMLC which communicates with the LCS client.







H-GMLC (Home-GMLC)



GMLC which locates in the Home PLMN of the UE and controls location requests for the UE







V-GMLC (Visiting-GMLC)



GMLC which locates in the VPLMN where the target subscriber is located.







Lr



An interface between R-GMLC and H-GMLC, and also between H-GMLC and V-GMLC.







These H-GMLC, R-GMLC and V-GMLC are logical entities. R-GMLC and H-GMLC may be in the same physical GMLC. H-GMLC and V-GMLC also may be in the same physical GMLC. In some case, all logical GMLCs may be in one physical GMLC.




Rel-6 GMLC should have all capabilities for those three logical GMLC entities. 




2.2. Use cases 




There are five different use cases as shown below.
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Fig. 1: Case 1 (Each logical GMLC entity locates in different PLMNs)
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Fig. 2: Case 2 (H-GMLC and R-GMLC locate in the same PLMN)
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Fig. 3: Case 3 (V-GMLC and R-GMLC locate in the same PLMN)
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Fig. 4: Case 4 (H-GMLC and V-GMLC locate in the same PLMN)
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Fig. 5: Case 5 (All logical GMLC entity locate in the same PLMN)




2.3. Required Functionalities 




Proposed functionalities for each node are shown below.




Table 2: Functional requirements for each logical GMLC.




Logical Entity



Required functionalities.



LCS function







R-GMLC



Information exchange with the LCS client.



LCCF











Authentication and authorization of the LCS client.



LCAF, LSOF











Information exchange with H-GMLC.



LCCF











Transformation of the estimated location information into the local coordinate system.



LCCTF











Management of the billing information for the LCS client.



LSBF







H-GMLC



Information exchange with the R-GMLC and V-GMLC.



LCCF











Privacy control for the target UE.




- Authorization of the LCS request.




- Decision of the type of indication (notification/verification). 



LSAF, LSPF, LSOF











Management of the billing information for the target UE.



LSBF







V-GMLC



Information exchange with H-GMLC.



LCCF











Management of the billing information for the target UE.



LSBF











Initiation of the location request to the serving node (MSC/SGSN).



LCCF







Table 3: Functional requirements for other nodes.




Node



Required functionalities.







serving MSC/SGSN 



Location estimation with RAN.











Indication (notification/verification) to the target UE. 











Reporting the V-GMLC address to HLR/HSS in HPLMN.







HLR/HSS in HPLMN



Management of H-GMLC address for subscribers of the PLMN. 











Management of V-GMLC address for the PLMN.











Management of the address and capabilities of the serving node (MSC/SGSN). 







2.6. Requirements for the Lr Interface




It shall be discussed about the detail of the Lr Interface. 




· Required attributes between R-GMLC and H-GMLC




· Required attributes between H-GMLC and V-GMLC




· Security aspects




· Preferred stage 3 specification (3GPP MAP based solution or LIF MLP based solution).




2.5. Required enhancement for the existing Interfaces




Existing MAP interfaces shall be enhanced in order to introduce the Inter-GMLC interface. 




MAP-SEND-ROUTING-INFO-FOR-LCS 



· Send H-GMLC address to R-GMLC.




· Send V-GMLC address to H-GMLC.




· Send LCS capabilities of serving nodes to H-GMLC.




MAP-UPDATE-LOCATION / MAP-UPDATE-GPRS-LOCATION 



· Send V-GMLC address to HLR/HSS.




2.6. Other items




It may be also necessary to discuss following items. 




· Requirements and procedures for NI-LR: Privacy check, Charging. 




· Requirements and procedures for MO-LR: Privacy check, Charging.




3. Proposal




We would like to propose to discuss the definitions and requirements for the Inter-GMLC interface and the required enhancements for each related node and interface based on this discussion paper. 




Draft CR image is attached below. 




This draft CR image is based on TS23.271 v5.2.0.




<< First modified Section >>




3.2
Symbols




For the purposes of the present document, the following symbols apply:




Gb
Interface between 2G-SGSN and BSS




Gs
Interface between MSC and SGSN




Lc
Interface between gateway MLC and gsmSCF (CAMEL interface)




Le
Interface between External User and MLC (external interface)




Lg
Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface)




Lh
Interface between Gateway MLC and HLR (HLR interface)




Lr
Interface between Gateway MLCs




Um
GERAN Air Interface




Uu
UTRAN Air Interface




<< Next modified Section >>




5.6
Information Flows between LCS Servers




Other types of national specific information flows may be supported in addition to the information flow specified here.




Any of the information flows here indicated may not be externally realized if the information does not flow over an open interface. On the other hand, if a flow goes over an open interface, it shall abide to a well-defined protocol, which will be further specified in other relevant specifications.




5.6.1
Location Service Request




Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:




-
Location Immediate Request (LIR); and




-
Location Deferred Request (LDR).




The following attributes are identified for Location Service Request information flow:




-
Target UE identity;




-
LCS Client identity;




-
Service identity, if needed;




· Codeword, if needed;




· Requestor identity, if needed;




· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;




· Event, applicable to deferred location requests only;




· Requested Quality of Service information, if needed;




· Type of location, i.e. current location or last known location;




· Priority, if needed;




Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.




5.6.2
Location Service Response




The Location Service Response is sent to the source LCS server as the result of the Location Service Request by the destination LCS Server:



-
Immediate Response; or a 




-
Deferred Response, these deferred responses can be either single or periodic.




The following attributes are identified for the Location Service Response information flow:




-
Location indication of UE in geographical coordinates expressed as a shape as defined in TS 23.032 or local coordinate system;




· Acknowledgement for a deferred location request, if needed.




In addition the information attributes of the location service request may be used also in the location service response.




<< Next modified Section >>




6
LCS Architecture




Figure 6.1 shows the general arrangement of the Location Service feature in GSM and UMTS. This illustrates, generally, the relation of LCS Clients and servers in the core network with the GERAN and UTRAN Access Networks. The LCS entities within the Access Network communicate with the Core Network (CN) across the A, Gb and Iu interfaces. Communication among the Access Network LCS entities makes use of the messaging and signaling capabilities of the Access Network.




As part of their service or operation, the LCS Clients may request the location information of UE. There may be more than one LCS client. These may be associated with the GSM/UMTS networks or the Access Networks operated as part of a UE application or accessed by the UE through its access to an application (e.g. through the Internet).




The clients make their requests to a LCS Server. There may be more than one LCS Server. The client must be authenticated and the resources of the network must be co-ordinated including the UE and the calculation functions, to estimate the location of the UE and result returned to the client. As part of this process, information from other systems (other Access Networks) can be used. As part of the location information returned to the client, an estimate of the accuracy of the estimate and the time-of-day the measurement was made may be provided.
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NOTE 1:
HSS includes both 2G-HLR and 3G-HLR functionality. LCS is included in the overall network architecture in TS 23.002 [20].




NOTE 2:
LIF-MLP may be used on the Le interface




NOTE 3:   As one alternative the LCS client may get location information directly from GMLC, which may contain OSA Mobility SCS with support for the OSA user location interfaces. See TS 23.127 [26] and TS 29.198 [27, 28, 29 and 30].




NOTE 4:
The Lr interface is FFS. Lr could be realised by enhancing Lg or Le interface.




Figure 6.1: General arrangement of LCS
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6.2
Allocation of LCS functions to network elements




Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.




LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.




Table 6.1: Summary of Functional Groups and Functional Blocks for Location services




Funct.
Group



Functional component



Full name of Functional Block



Abbrev.







Loc. Client



Location Client 




Component



(External) Location Client Function



LCF















Internal Location Client Function



LCF 




-internal



























LCS Server in PLMN



Client handling component



Location Client Control Function



LCCF















Location Client Authorization Function



LCAF











System handling component



Location System Control Function



LSCF















Location System Billing Function



LSBF















Location System Operations Function



LSOF











Subscr. handling component



Location Subscriber Authorization Function



LSAF















Location Subscriber Privacy function



LSPF











Positioning component



Positioning Radio Control Function



PRCF















Positioning Calculation Function



PCF















Positioning Signal Measurement Function



PSMF















Positioning Radio Resource Management



PRRM







Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility management through the optional Gs interface.




It is also seen that LCS may take benefit of the Iur interface between RNCs, when uplink radio information and measurement results are collected.




The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.




Table 6.2: Allocation of LCS functional entities to network elements








UE



RAN



GMLC



SGSN



MSC/MSC Server



HLR/HSS



Client







Location client functions







LCF



X











X



X







X







LCF



Internal



Ffs



X



























Client handling functions







LCCTF











X























LCCF











X























LCAF











X























System handling functions











































LSCF







X







X



X



















































LSBF
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X















LSOF



X



X



X



X



X















Subscriber handling functions
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X
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X











Positioning functions
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Figure 6.2: Generic LCS Logical Architecture
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6.3.3
Gateway Mobile Location Center, GMLC




The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.




The GMLC is the first node an external LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC). The GMLC may request routing information from the HLR or HSS via the Lh interface. After performing registration authorization, it sends positioning requests to either VMSC, SGSN or MSC Server and receives final location estimates from the corresponding entity via Lg interface.




A particular GMLC may contain the privacy settings of particular subscribers and may check the privacy settings. In this case, other GMLCs may forward location requests for the particular subscribers to the GMLC.




<< Next modified Section >>




6.3.5
MSC/VLR




The MSC/VLR contains functionality responsible for UE subscription authorization and managing call-related and non‑call related positioning requests of LCS. The MSC is accessible to the GMLC via the Lg interface. The LCS functions of MSC are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. If connected to SGSN through the Gs interface, it checks whether the UE is GPRS attached to decide whether to page the UE on the A/Iu or Gs interface.




The MSC/VLR may inform HLR/HSS about the UE’s LCS Capabilities and an address of a GMLC in the PLMN where the MSC/VLR locates in the MAP UPDATE LOCATION message, during Registration and Inter MSC Update Location procedures.



<< Next modified Section >>




6.3.7
SGSN




The SGSN contains functionality responsible for UE subscription authorization and managing positioning requests of LCS. The SGSN is accessible to the GMLC via the Lg interface. The LCS functions of SGSN are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. 




The SGSN may inform HLR/HSS about the UE’s LCS Capabilities for GPRS and an address of a GMLC in the PLMN where the SGSN locates in the MAP UPDATE GPRS LOCATION message, during Attach and Inter SGSN Routing Area Update procedures. 




The SGSN forwards the circuit-swiched paging request received from the Gs interface to the BSS/RNC.




<< Next modified Section >>




9.1.1
MT-LR routing procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR




1)
An external LCS client requests the current location of a target UE from a GMLC (Requesting GMLC; R-GMLC). The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client. 

The LCS request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type. 
If the codeword functionality is supported, the R-GMLC shall reject the LCS service request in case the LCS client type is “value added” and the codeword was not received. 
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. 

For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client. 
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.
Note: This means that R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain.




2)
 The R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE. If the R-GMLC supports the Lr interface, the information of the capability shall be included in the SEND_ROUTING_INFO_FOR_LCS message. If the R-GMLC already knows the network address of the GMLC in the HPLMN (Home GMLC, H-GMLC) of the target UE, or already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN, (e.g. from a previous location request), this step and step 3 may be skipped.



Editor´s note: The use of the PDP address for identifying the subscriber is ffs.




3)
The HLR/HSS verifies that the network address of the R-GMLC is the same with the address of the H-GMLC for the target UE. If the address is the same with the address of the target UE’s H-GMLC, the rest of this step and step 3, 4 and 5 are skipped. 
The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. 
If the R-GMLC supports the Lr, the HLR/HSS returns only the address of the H-GMLC. 
If the R-GMLC does not support the Lr interface, the HLR/HSS verifies whether the R-GMLC is allowed to request the UE’s location information directly from the serving node (i.e. MSC/VLR or SGSN). If the direct location request is allowed the HLR/HSS then returns one or several of the addresses of the SGSN and/or MSC/VLR, and whichever of the IMSI and MSISDN was not provided in step (2) for the target UE.



4)
If the R-GMLC receives the address of the H-GMLC, the R-GMLC forwards the location request to the H-GMLC. If the R-GMLC receives the addresses of the SGSN and/or VMSC/MSC server, this step and step 5, 6 and 10 are skipped.



5)
If the H-GMLC already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN or PDP address, (e.g. from a previous location request), and the codeword functionality is not supported, this step and step 3 may be skipped. Otherwise, the H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI, PDP address or MSISDN of this UE. When the GMLC supports the codeword functionality, steps 2 and 3 shall not be skipped. The SEND_ROUTING_INFO_FOR_LCS message may carry also the Codeword received by the LCS client in the LCS Service request. For a LCS client type different from “value added” an indication may be sent to the HLR, in order to inform the HLR that the codeword is not applicable.  




Editor´s note: The use of the PDP address for identifying the subscriber is ffs.




6)
The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information. The HLR/HSS then returns one or several of the network addresses and the LCS capabilities of the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN was not provided in step (2) for the particular UE. The HLR/HSS may also return the address of the GMLC (Visiting GMLC, V-GMLC) in the PLMN where the MSC/VLR and/or the SGSN locates.
Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.
The HLR may check if the codeword received in SEND_ROUTING_INFO_FOR_LCS message matches one of the codewords stored for the target subscriber. If it doesn’t match, then the HLR shall return an error message to the GMLC. If no codeword is stored in the HLR for the target subscriber, the request shall not be rejected by the HLR and shall send to the GMLC the related indication in SEND_ROUTING_INFO_FOR_LCS_ack message. If the HLR receives the indication from the GMLC that the codeword is not applicable, the codeword check is not performed in the HLR.




Moreover, if the HLR supports the Enhanced User Privacy, the HLR shall check if the VMSC and/or the SGSN under which the target subscriber is located supports the enhanced user privacy mechanisms (Service type and Requestor), by checking the supported LCS capabilities set. Only the address of a serving node that supports the enhanced user privacy mechanism will be returned to GMLC. If none of the VMSC or SGSN supports the Enhanced User Privacy, then the HLR shall send an error indication to the GMLC. 

NOTE: This handling allows the HPLMN to have the control about the fact that the VPLMN supports the EUP mechanisms, in order to fully protect the user privacy.




7)
The GMLC verifies that it stores the privacy profile of the target UE. If the GMLC stores the UE’s privacy profile, the GMLC performs privacy check on the basis of the privacy profile and the capabilities of the serving nodes (MSC/VLR and/or SGSN). In case of negative results the GMLC returns an appropriate error message to the R-GMLC or the LCS client. In case of positive result the GMLC shall select a proper pseudo-external identity according to the required type of indication for each the LCS privacy class (i.e. call/session related class or non-related class). Then the GMLC replaces the external identity to the pseudo-external identity.
If the H-GMLC received the address of the V-GMLC from the HLR/HSS, the H-GMLC forwards the location request to the V-GMLC. The forwarded location request shall contain, one or several of the network addresses and the LCS capabilities of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. The V-GMLC verifies whether the location request from the H-GMLC is allowed or not.
If the H-GMLC did not receive the address of the V-GMLC, the H-GMLC does not forward the location request to the V-GMLC and step 9 is skipped. 



8)
In case GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. MS available) in requested PS/CS-MT-LR, see 9.1.8.




NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).




9)
The V-GMLC sends the location service response to the H-GMLC. 



10)
The H-GMLC sends the location service response to the R-GMLC. 




11)
The GMLC sends the location service response to the LCS client. If the LCS client requires it, the GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.




The detailed CS-MT-LR and PS-MT-LR procedures in step 8 of figure 9.1 are described in 9.1.2 and 9.1.6.




The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.
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9.1.8.4
Cancellation of a Deferred Location Request
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Figure 9.6c: Cancellation of a Deferred MT-LR procedure




1)
The LCS Client requests the cancellation of a previously requested Deferred Location Request. The cancellation could be initiated by the GMLC itself for some reasons (e.g. implementation dependent timer in the GMLC expired, or the target UE’s privacy profile stored in the GMLC was changed and the Deferred Location Request is not allowed any more.). The event type to cancel must be indicated in the Cancellation procedure.




If the previously requested Deferred Location Request was forwarded to other GMLC (H-GMLC or V-GMLC), the cancellation request from the LCS client shall be forwarded to the other GMLC.



2)
The GMLC will indicate this cancellation request in the Provide Subscriber Location toward the SGSN/MSC.




3)
When the SGSN/MSC completes the cancellation procedure, it notifies it to the GMLC in the Provide Subscriber Location Ack (with no location estimate included).




If the cancellation request was forwarded to other GMLC (H-GMLC or V-GMLC), the GMLC (H-GMLC or V-GMLC) informs the GMLC (R-GMLC or H-GMLC) that the cancellation procedure has been successfully completed.




4)
The GMLC informs the LCS Client that the cancellation procedure has been successfully completed.
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10.1.1
LCS Data in the HLR/HSS for an UE Subscriber




The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.




The HLR may store a list of codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.1: Logical States for each LCS Privacy Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.2 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].




Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)




LCS Privacy Class



Status



Additional HLR Data when Class is provisioned







Universal Class



-



No additional data







Call/session Related Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 




· Location not allowed




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response





External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







Call/session Unrelated Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







PLMN Operator Class



O



LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:




· LCS client broadcasting location related information




· O&M LCS client in the HPLMN




· O&M LCS client in the VPLMN




· LCS client recording anonymous location information




· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE








Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber




 Service type indication



Status



Additional HLR data when the indication is stored







Service Types








O



Indication of one of the following mutually exclusive options for any service type not in the service type list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




Location with notification and privacy verification; location restricted if no response












In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.1. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. 




Fourteen pseudo-external identities shall be defined. The pseudo-external identities are summarized in the Table 10.4. The pseudo-external identities are registered in SLPP of each UE in advance. 




Table 10.4: Pseudo-external identities




Pseudo-external identity



Privacy setting for Call/Session related class



Privacy setting for Call/Session unrelated class







Pseudo-external identity 1



N.A.



Location allowed without notification







Pseudo-external identity 2



N.A.



Location allowed with notification







Pseudo-external identity 3



N.A.



Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 4



N.A.



Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 5



Location with notification and privacy verification; location restricted if no response



Location not allowed 







Pseudo-external identity 6



Location with notification and privacy verification; location allowed if no response



Location not allowed 







Pseudo-external identity 7







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 8



Location allowed with notification



Location not allowed 







Pseudo-external identity 9







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 10







Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 11



Location allowed without notification



Location not allowed 







Pseudo-external identity 12







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 13







Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 14







Location allowed with notification 







LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.5: Logical States for each Mobile Originating LCS Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].




Table 10.6: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)




LCS Mobile Originating Class



Status



Additional HLR Data when Class is provisioned







Basic Self Location



-



No additional data







Autonomous Self Location



-



No additional data







Transfer to Third Party



-



No additional data







In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.




Table 10.7: Temporary LCS data in the HLR




Other Data in the HLR



Status



Description







GMLC List



O



List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.
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10.3
GMLC




10.3.1
LCS Data in the GMLC for a LCS Client



The GMLC holds data for a set of external LCS clients that may make call related or non-call related
CS-MT-LR/PS-MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.




Table10.8: GMLC Permanent Data for a LCS Client




LCS Client data in GMLC



Status



Description







LCS Client Type



M



Identifies the type LCS client from among the following:




-
Emergency Services




-
Value Added Services




-
PLMN Operator Services




-
Lawful Intercept Services







External identity



O



A list of one or more identifiers used to identify an external LCS client. The identity may be used when making an MT-LR and/or MO-LR. The format of the identity is international E.164 addresses. Each external identity shall be associated with a logical client name.







Authentication data



M



Data employed to authenticate the identity of an LCS client – details are outside the scope of the present document







Call/session related identity



O



A list of one or more international E.164 addresses, which are used to make calls by mobile subscribers, or APN-NIs (see NOTE) to identify the client for a call related MT-LR




In case the LCS client was reached via IN or abbreviated number routing (e.g. toll free number or emergency call routing), the E.164 number(s) stored in the GMLC shall be the number(s) that the UE has to dial to reach the LCS Client. In these cases the E.164 number is not to be in international format. The country in which the national specific number(s) is (are) applicable is (are) also stored (or implied) in this case.




Each call related identity may be associated with a specific external identity. Each call/session-related identity shall be associated with a logical client name.







Internal identity



O



Identifies the type PLMN operator services and the following classes are distinguished:



-
LCS client broadcasting location related information




-
O&M LCS client in the HPLMN




-
O&M LCS client in the VPLMN




-
LCS client recording anonymous location information




-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE



This identity is applicable only to PLMN Operator Services. 







Client name



O



An address string which is a logical name associated with LCS client's external identity (i.e., E.164 address).







Override capability



O



Indication of whether the LCS client possesses the override capability (not applicable to a value added and PLMN operator service)







Authorized UE List



O



A list of MSISDNs or groups of MSISDN for which the LCS client may issue a non-call related MT-LR. Separate lists of MSISDNs and groups of MSISDN may be associated with each distinct external or non-call related client identity.







Priority



M



The priority of the LCS client – to be treated as either the default priority when priority is not negotiated between the LCS server and client or the highest allowed priority when priority is negotiated







QoS parameters



M



The default QoS requirements for the LCS client, comprising: 




-
Accuracy




-
Response time




Separate default QoS parameters may be maintained for each distinct LCS client identity (external, non-call related, call related) 







Allowed LCS Request Types



M



Indicates which of the following are allowed:




-
Non-call related CS-MT-LR/PS-MT-LR




-
Call/session related CS-MT-LR/PS-MT-LR




-
Specification or negotiation of priority




-
Specification or negotiation of QoS parameters




-
Request of current location




-
Request of current or last known location







Local Co-ordinate System



O



Definition of the co-ordinate system(s) in which a location estimate shall be provided – details are outside the scope of the present document







Access Barring List(s)



O



List(s) of MSISDNs or groups of MSISDN for which a location request is barred







Service Identities



O



List of service identities allowed for the LCS client.







NOTE:
The LCS Client is identified with E.164 number or APN-NI. APN-NI is specified in TS 23.003. 




10.3.2
LCS Data in the GMLC for an UE Subscriber




The GMLC (H-GMLC) may store LCS UE subscription data. 



The IMSI is the primary key for LCS UE subscription data in the GMLC. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.




The GMLC may store a list of Codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.9: Logical States for each LCS Privacy Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS privacy class, the GMLC shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.10 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].




Table 10.10: LCS data stored in the GMLC privacy exception list for an UE Subscriber
(or UE Subscriber MSP)




LCS Privacy Class



Status



Additional GMLC Data when Class is provisioned







Universal Class



-



No additional data







Call/session Related Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 




· Location not allowed




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response





External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







Call/session Unrelated Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







PLMN Operator Class



O



LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:




· LCS client broadcasting location related information




· O&M LCS client in the HPLMN




· O&M LCS client in the VPLMN




· LCS client recording anonymous location information




· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE








Table 10.11: LCS Service types stored in the GMLC per UE subscriber




 Service type indication



Status



Additional HLR data when the indication is stored







Service Types








O



Indication of one of the following mutually exclusive options for any service type not in the service type list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




Location with notification and privacy verification; location restricted if no response












In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), the GMLC shall store the same pseudo-external identity table with HLR, which is shown in Table 10.4. 
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-----Original Message-----




From: Ken'ichi Ishii [mailto:ishii@BC.JP.NEC.COM] 




Sent: 19 June 2002 01:20




To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion (VF Comment:




18 Jun e 02)




Dear Maurizio, John and LCS experts,




I also added some comments and answers.




Best regards,




Ken.




-----Original Message-----




From: Beeson, Robert B (Robert) [mailto:rbeeson@LUCENT.COM] 




Sent: 19 June 2002 01:14




To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion (VOD Comment:




1 8 J une 02)




John,




Some points of clarification.  I differentiate between a mobile-originated request (where the mobile obtains its position from the serving network without requiring privacy checking) from a target-originated request, where the target requests a service, not the position.  As we seem to agree, there may not be a need for the privacy checking in this latter case, either.




As to the tough part, I might answer your rhetorical question with one of my own:  Why would a PLMN operator let its subscribers gain access to a 3rd party client service via some competitor network, if it could contract directly with that third party itself?




However, taking the logical approach to finding a solution, I'll try and stick to more compelling arguments.  I take exception to the statement that an RGMLC would provide access to any subscriber-it would provide access to only subscribers of those networks with whom the RGMLC network has signed roaming agreements (otherwise, the requesting GMLC would never get a response to its SRI-LCS query).  I would not expect to see that situation between in-country competitive networks, but I may be wrong on that point.  Therefore, if an LCS client wished to serve more than one in-country operator's subscribers, using a single PLMN as a point of entry would not accomplish that goal.




It is this point that I need to make clear my concerns about US law.  Clearly, the US would not prohibit a 3rd party client from signing an exclusive contract with a PLMN operator.  What would be examined for illegality is the PLMN operator requiring that the LCS client funnel all position requests through it as part of the contract.  Thus, as long as an LCS client can contract with multiple operators to provide service, then there would be no problem.   That does lead to the problem of how a client would choose which operator to route the request to, but that is a problem to be solved by LIF/OMA.




I do recognize that there are legitimate scenarios, (e.g., the GSMA scenarios) where a network would want to be able to process the request, especially in roaming scenarios.  That is why I'm  not opposing the Lr interface.  I'm just trying to arrive at the requirements for its use.  In the US, scenarios involving home network and visited network are clearly okay.  Scenarios involving another network whose function is to provide routing are a little less clear.




On a more happy note, I trust that you are pulling for the US, as England would prefer to face them instead of Germany...




Regards, and see you in Finland.




Bob Beeson




Robert Beeson




Lucent Technologies




rbeeson@lucent.com




Tel:   +1 623-572-4715




Mob: +1 602-570-8820




-----Original Message-----




From: Watson John [mailto:John.Watson@VF.VODAFONE.CO.UK]




Sent: 18 June 2002 07:37




To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: SA2#24 LCS - GMLC - GMLC Interface Discussion (VOD Comment: 18 J une 02)




Bob




Thank you for your comments.




On the first point I agree with you that for mobile originated requests, for  immediate location, it may not be necessary to check the subscriber privacy in the HPLMN. Indeed it might be detrimental in an emergency situation, were the subscriber's privacy profile setting in the HPLMN to deny him location information. We should discuss this in more detail next week.




In you second comment you say:




"The net result of my concern is that I would like to see the "Requesting GMLC" removed, and the functions provided by that node be allocated to the Home GMLC and the Visited GMLC as necessary".




From a standards and commercial point of view an LCS Client can send a




location request to any network operator with which he has an agreement, hundreds of operators if he wanted to, but why bother? Why would I want to sign up with several ISPs to get access to the Internet?. The Le interface and the R-GMLC provide access to location information for any subscriber, to  any network, anywhere, at any time. It is just the same as making a call to any mobile number, in any network, via your usual network operator. R-GMLCs provide multiple 'local' access points for LCS Clients and ensure that requests are always routed via the subscriber's H-GMLC (privacy and anti-spam control) and then to the V-GMLC. Also, if the LCS Client is dissatisfied with the service he knows where to complain!




Best regards




John




----- Original Message -----




From: "Watson John" <John.Watson@VF.VODAFONE.CO.UK




To: <3GPP_TSG_SA_WG2@LIST.ETSI.FR




Sent: Tuesday, June 18, 2002 6:07 PM




Subject: SA2#24 LCS - GMLC - GMLC Interface Discussion (VF Comment: 18 Jun e




02)




Dear Maurizio, Bob, Jerome & LCS friends




The inter-GMLC interface has generated a lot of interest and constructive discussion. This week we have seen more very useful,comprehensive,comments from Jerome (Orange), Bob (Lucent) and Maurizio (Ericsson), to which I hope to respond over the next couple of days.




Taking the Ericsson comments first; these addressed most aspects of the




rel-6 architecture and interworking between rel-6 and earlier networks.




Authentication of requesting PLMNs/Nodes, privacy checking in the H-PLMN and the authorised release of location information are essential




Considerations when interconnecting historically different networks. One interesting  question is whether or not a release 6 network, without an Lr interface, can meet all the service requirements whilst the UE is engaged in various roaming scenario.




Maurizio, I have added responses to your 'Word Comments' and re-attached the revised S2-021157(CR81r3+E///& VOD response)




Best regards




John




 -----Original Message-----




 From: Maurizio Iovieno (ERI) [mailto:Maurizio.Iovieno@ERI.ERICSSON.SE]




 Sent: 17 June 2002 10:43




 To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




 Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion (VF Comment:




 13 Jun e 02)




 Dear John and LCS Collegues,




 please find attached some questions/comments on the current proposal (I've used Word comments).  We support the idea to introduce the inter-GMLC interface as outcome of next meeting but at the same time we also see the need to clarify the listed items. We hope this can be partially done via e-mail before the meeting and then finalised in Naantali.




 Best regards,




 Maurizio




-----Original Message-----




From: TRIFT Jerome OF/DOD [mailto:jerome.trift@ORANGEFRANCE.COM] 




Sent: 14 June 2002 16:15




To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion - Orange




Comments




Dear John and LCS Colleagues,




Orange does not support all that is included in the CR.




However, we do align with some items.




For common understanding and clarity, I have drafted a discussion paper




detailling the call flows.




The paper is in attachment of this email.




To summarize what is included:




- we support the introduction of the concept of the Requesting-GMLC and




Home-GMLC




- the R-GMLC could be the Home-GMLC or in the VPLMN or in any other PLMN




- the interface between H-GMLC and R-GMLC could the same as the Le interface




(i.e. : LiF MLP)




- LCS service request from other PLMN should always come to the H-GMLC




through the inter-GMLC. Thus privacy checking will take place in the HPLMN.




- HPLMN would then use Lg to send Provide Subscriber Location Request to the




visited node (either VMSC or VSGSN) in the VPLMN (as it is already in the




standards in pre-R5). The HPLMN (i.e. : H-GMLC) would then receive the




Location Estimate, check it against user's privacy and forward it to the




Requesting GMLC




- positioning method used is up to the choice/support of the VPLMN




Any feedback/comments/bets for the World Cup are welcomed.




Thanks a lot and best regards,




Jerome Trift




Orange Innovation Center




+ 33 6 80 96 14 57




-----Original Message-----




From: Beeson, Robert B (Robert) [mailto:rbeeson@lucent.com]




Sent: 14 June 2002 15:04




To: 'John.Watson@VF.VODAFONE.CO.UK'; 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: RE: SA2#24 LCS - GMLC - GMLC Interface Discussion (VFComment:




12 June 02)




John,




In general, I can agree with the principle, with some minor additions.




First the proposed change:




`Authorization of release of the target's location shall always be carried out in the  target's HPLMN or the target UE itself prior to UE




positioning and/or before the H-GMLC authorises the release of location




information by any GMLC to any 3rd party client. Location information shall not be released by any GMLC unless specifically authorised by the H-GMLC or the target'.




Reasoning:




The purpose of the privacy checking is to determine whether the client




should receive the position. If the request comes from a 3rd party client, it is reasonable to assume that it would be difficult to determine the source of the request without a great deal of trust in the third party LCS  client.  Thus, from an external client, authorization by the home network, to protect the UE, is needed.




But what of a scenario where the UE itself wants a service offered by a




trusted (visited) network client, and the service request side of the




transaction contains all the authorization information needed?  Is privacy  checking by the home network really required in this case?  I kind of think that we need to be guided by the service scenarios being developed before we  can make a blanket "any client" requirement.




Also:




I unfortunately have a problem with the use cases shown in S2-021212, and the resulting modifications to S2-021157.  The problems deal specifically with use cases #1 and #3, where there is a requesting GMLC whose sole function appears to be to provide connectivity to the PLMN network for a client. The problem is that in the US (and probably other countries as well), implementation of the standard could result in a case where an LCS client would not be able to market his services to all available UE's because his sole connection to the PLMN is (because of a standard) through a network operator that does not have roaming agreements with its in-country competitors.  This could be considered to be in violation of US law which prohibits restraint of trade.  Thus, we need to seek a solution where an LCS client has the ability of signing agreements and offering services via all network operators.




Clearly, the the roaming and the home networks have a legitimate role to play in the LCS transaction as shown in the other use cases.  The net result of my concern is that I would like to see the "Requesting GMLC" removed, and the functions provided by that node be allocated to the Home GMLC and the Vistited GMLC as necessary.




Please note that I am not trying to prohibit the arrangement. In fact, I believe that it could be accommodated by appropriate wording where a




requesting network could act as an agent for an external client.  In this case, however, the existing Le interface should suffice, and the network itself be identified as the client.




Bob Beeson




Robert Beeson




Lucent Technologies




rbeeson@lucent.com




Tel.   +1 623 572-4715




Mob. +1 602 570 8820




-----Message d'origine-----




De?: 3GPP_TSG_SA_WG2: TSG SA Architecture




[mailto:3GPP_TSG_SA_WG2@LIST.ETSI.FR]De la part de Watson John




Envoye?: jeudi 13 juin 2002 19:16




A?: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Objet?: SA2#24 LCS - GMLC - GMLC Interface Discussion (VF Comment: 13 Jun e




02)




Dear LCS colleagues




Please find attached the most recent version of our joint CR. This is CR81r3  and includes new clauses 9.1.x.x 'Codeword procedure at GMLC in PS and CS' and 9.1.x.y 'Codeword procedure at HLR/HSS in PS and CS'.  This is the text supplied earlier by Daisuke-san at NTT-DoCoMo and discussed at our last meeting.




I have also added some extra text to new clause 5.6 just to indicate that the Lr interface, if supported, shall conform to the protocol to be specified in the Stage 3 specifications.




With regard to all location information being passed to the H-GMLC before being authorised for released to the requesting GMLC (R-GMLC) and LCS client, I think that the current flow diagrams support this. However, as we all agree, we should  ensure that a V-GMLC does not release unauthorised information to a local LCS client, so I think that we should add some explicit text to this effect. (See previous email).




The optional Lr interface is intended to support LCS roaming by enabling the more efficient transfer of location information requests, LCS reports, charging and other information between GMLCs, including privacy checking and the authorised release of location information via the H-GMLC. The procedures used by VPLMNs to determine the location of the UE in a roaming  scenario will vary considerably depending upon the network and UE capability  and the type of service requested. Location methods will probably include ATI,CGI, E-OTD, A-GPS, etc.etc.,in CS or PS modes, and the Lr interface protocol should therefore be network and method independent but sufficiently  flexible to carry a variety of LCS and, perhaps, other service information.




An indication of your support, or non-support, for this CR would be very welcome before we re-submit it to SA2#25.




Best regards




John




-----Original Message-----




From: Watson, John, CND Tech Dev, VF UK




Sent: 12 June 2002 12:40




To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: SA2#24 LCS - GMLC - GMLC Interface Discussion (VFComment: 12




June 02)




Dear LCS colleagues




The World Cup is getting very exciting and I think that we are heading for a  result in our LCS discussions too!




Looking at the recent comments I believe that we are all in agreement with the following basic principles:




'Privacy checking shall always be carried out in the HPLMN prior to UE




positioning and/or before the H-GMLC authorises the release of location




information by any GMLC to any client. Location information shall not be released by any GMLC unless specifically authorised by the H-GMLC'.




If this is true, then I would welcome your draft proposals for any changes that you think should be made to CR81r1 (S2-021157).




From earlier comments, it might be helpful to point out that draft CR81r1 (S2-021157)is aligned with S2-021212 (NEC NTT-DoCoMO) and incorporates the CR image contained in S2-021212.




Tempus Fugit: Because time is short before SA2#25, if we can now agree any  changes that are needed to CR81r1, I will be happy to draft a new revision  for our next SA2 LCS meeting in Naantali.




Best regards




John




(Irish supporter!)




-----Original Message-----




From: Takayuki Nyu [mailto:t_new@AZ.JP.NEC.COM]




Sent: 07 June 2002 03:30




To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




Subject: Re: TR: SA2#24 LCS - GMLC - GMLC Interface Discussion




Hello Rym-san,




To clarify again my sentence : I meant that the technical solution you




propose Ken for Deferred requests doesn't ensure that the VPLMN forward the Location estimate to the HPLMN. We all agree that we need to ensure this.




I'm sorry, I can't understand that you think which part of the Ken's




proposal is problem.




Would you point out the part of S2-021212.doc ?




Best regards,




Takayuki Nyu




TRIFT Jerome OF/DOD a  $BqD (Jrit :




 Hi Ken and all,




 your question was:




"Could you please clarify Orange France's opinion whether VGMLC can




forward  the location estimate directly to the LCS client or not?"




Orange France (and Group) position is that the VGMLC cannot forward thelocation estimate directly to the LCS client. The VGMLC needs first to forward the estimate to the HGMLC.




 We agree with Maurizio and you Ken.




 Sorry for the confusion.




 Best regards,




 Jerome




 -----Message d'origine-----




 De : 3GPP_TSG_SA_WG2: TSG SA Architecture




 [mailto:3GPP_TSG_SA_WG2@LIST.ETSI.FR]De la part de Ken'ichi Ishii




 Envoy $B!) (J: lundi 3 juin 2002 16:05




  $B%? (J : 3GPP_TSG_SA_WG2@LIST.ETSI.FR




 Objet : Re: SA2#24 LCS - GMLC - GMLC Interface Discussion




Hi Rym, Jerome and LCS colleagues,




Thank you for your comment. I might be misunderstanding something...




In the previous email, Jerome said,




We agree with Maurizio comments that every location response (both




immediate and deferred) should be delivered to the R-GMLC or LCS   client through the HGMLC.




But now Rym said, you don't have any guarantee that the VGMLC will not forward the location estimate directly to the LCS client (this is typically the case when the RGMLC = VGMLC)




Could you please clarify Orange France's opinion whether VGMLC can




forward the location estimate directly to the LCS client or not?




I fully support the previous Maurizio's comment that the location




response always needs to be delivered through the HGMLC. So VGMLC cannot send the location estimate directly to the LCS client.




I think this is very important point to continue the discussion. So we




need to make consensus about this point.




 Best regards, Ken.




 ----- Original Message -----




 From: "SAHNOUN Rym OF/DOD" <rym.sahnoun@ORANGEFRANCE.COM




 To: <3GPP_TSG_SA_WG2@LIST.ETSI.FR




 Sent: Monday, June 03, 2002 7:22 PM




 Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion




 Hi Ken and LCS collegues,




 We only mean that if you send a cancel message for the defferred request to the VGMLC, you don't have any guarantee that the VGMLC will not forward the location estimate directly to the LCS client (this is typically the case when the RGMLC = VGMLC)




Concerning the current privacy mecanism, all the privacy checking is done in the VMSC/SGSN, this node guarantee the privacy of the user. The release 6 tend to remove most of the checking to HGMLC. So this node has to guaranty the delevry of the location response or event.




For the periodic LCS request, I take your exemple to be more explicit. I don't object the fact that LCS client A request a periodic request to GMLC A (RGMLC), but as the privacy checking is done in GMLC B  you agree that this request has to be forwarded to GMLC B.




 There are two solutions :




 - GMLC A send the same LCS periodic request to GMLC B. if GMLC B doesn’t support periodic location requests so GMLC A has to sent an immediate LCS request at each period




 - or GMLC A send to GMLC B a Provide subscriber location at each period




 In my point of view, If the HGMLC (GMLC B) supports periodic location




 request, the best solution is to forward the same periodic location request (which I think most of the cases), otherwise Provide subscriber Location (MAP message as described 23.271 R5)is sufficient.




Now if the user B is roaming in Network C, the Location Request need to




Be transferred to VGMLC (GMLC C). Here again there is two possible solutions:




 - the HGMLC (GMLC B) foreward the periodic location request (LCS Service  request on Le) to GMLC C




 - or the HGMLC asks VGMLC to Provide subscriber location (MAP message as Lg) at each period.




 In my point of view the second solution is bestter because privacy




checking is done before asking VPLMN for location and at each period.




Concerning the deffered Location Requests, it's more complicated because the HPLMN is not aware when the Location event will occur.




 When an event occurs, a Visited node has to inform HGMLC for privacy




 checking before sending the event to the LCS Client or the R-GMLC.




To answer your question concerning the difference between LCS service




Request (Le) and Provide subscriber location (Lg) is about backward    and foreward compatibility. If some companies intend to set up R99/R4/R5 Lg interface, it is easier to handle these networks while handling R6 networks based on Lg.




I hope I answer all your questions




Don't hesitate to call me on +33 1 55 22 18 87




Best regards




Rym




 Ken'ichi Ishii a  $BqD (Jrit :




  Hi Jerome,




I could not understand the sentence "R-GMLC or VPLMN control of the




Timing of the request and of the forwarding of the location estimate to the LCS client..."




Could you please clarify your opinion about the current




(R99/Rel-4/Rel-5) privacy guarantee mechanism? In the current mechanism, VPLMN (SGSN/MSC) checks the privacy profile and sends the location estimate to GMLC. If the GMLC does not send the location estimate immediately to the LCS client there could be the privacy loophole even in the current mechanism. Therefore GMLC shall send the location estimate immediately to the LCS client.




That's my understanding and it will be the same in Rel-6. If I misunderstand the sentence, could you please tell me what you




meant?




 About the control of periodicity by H-GMLC, from the traffic reduction




 point of view, I agree with you. But I have my doubt from the service point of view, because the periodical MT-LR is very closely related to the services offered by LCS clients. Let me explain with an example.




Example:




The LCS client-A has contract with the operator A and is connected to




GMLC-A. The GMLC-A supports periodical MT-LR and LCS client-A offers




tracking service using periodical MT-LR. Then, UE-B of the operator B




roams into the operator-A and wants to use the tracking service offered by LCS client-A. The GMLC-B which is  H-GMLC of UE-B does not support the  periodic MT-LR.




In this case, if the periodicity is controlled by GMLC-B (H-GMLC of




UE-B), the LCS client-A cannot offer the tracking service to the UE-B. However if the periodicity is controlled by GMLC-A (R-GMLC), the LCS client-A can offer the service to UE-B.




As shown in this example, from the LCS client's point of view, the




periodicity is better to be controlled by R-GMLC.




BTW, could you please tell me why you and Rym stick to PSL message and




LCS service request message? What is the difference in your mind between PSL messages and LCS service request message? Is it the difference of parameters? or protocols? I think the parameters exchanged between GMLCs are not the very same with both messages, so it might be better to have new names for the messages between GMLCs.




  Best regards,




  Ken.




  ----- Original Message -----




  From: "TRIFT Jerome OF/DOD" <jerome.trift@ORANGEFRANCE.COM




  To: <3GPP_TSG_SA_WG2@LIST.ETSI.FR




  Sent: Thursday, May 30, 2002 10:53 PM




  Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion




  Hi Maurizio and all,




To clarify the meaning of the sentence :"...cancellation message




doesn't guarantee anything as the response don't have to be delivered     through the HGMLC", we meant that the fact that R-GMLC or VPLMN control of the timing of the request and of the forwarding of the location estimate to the LCS client doesn't ensure full user privacy guarantee.




Cancellation message cannot be considered as a sufficient guarantee for




one operator user privacy as the operator has no view on the subsequent




information exchange with the LCS client.




Also, as Maurizio comments pointed it out, privacy checking could be




Checked for example against location, thus location estimate would have to be checked against subscriber profile.




We agree with Maurizio comments that every location response (both




immediate and deferred) should be delivered to the R-GMLC or LCS client through the HGMLC. HGMLC needs to control the periodicity of the request.




Furthermore, this would mean that a PSL request  is only needed between




The HPLMN and VPLMN to get the location estimate.




  Best regards,




  Jerome




  J $BqS!) (Je TRIFT




  Orange




  T $BqMqQ (Jhone: +33 (0)1 55 22 53 24




  Orange:+ 33 (0)6 80 96 14 57




  e-mail: jerome.trift@orangefrance.com




  -----Message d'origine-----




  De : 3GPP_TSG_SA_WG2: TSG SA Architecture




  [mailto:3GPP_TSG_SA_WG2@LIST.ETSI.FR]De la part de Maurizio Iovieno




  (ERI)




  Envoy $B!) (J: mardi 28 mai 2002 12:08




   $B%? (J : 3GPP_TSG_SA_WG2@LIST.ETSI.FR




  Objet : Re: SA2#24 LCS - GMLC - GMLC Interface Discussion




  Dear LCS Collegues,




  Jerome and/or Rym, could you please clarify the sentence




"...cancellation message doesn't guarantee anything as the response don't have to be delivered through the HGMLC" and check my comments below?




If my understanding is correct, the location response always needs to




be delivered through the HGMLC, even in case of deferred MT-LRs.




The reason is that the subscriber might want to have privacy checks




based on the location and/or time of the day. When the event is detected in the serving node (VMSC/SGSN) and the location estimate is available, should we need to check in some way that the location estimate can be delivered to the LCS client according to possible location-based restrictions? I don't think that privacy checks based e.g. on the subscriber location can be done before that the location estimate is available, unless we clearly specify that the granularity of these checks is not more than the area covered by the




serving node. Same concept applies for time-based privacy checks: in principle the HGMLC cannot know when the event will occur, so I think that in some way we should ensure that not only the time in which the request is received in the HGMLC but also the time in which the event occurs (and the location estimate is obtained) is checked against subscriber profile, unless the HGMLC monitors all time based SLPPs for subscribers having ongoing deferred MT-LRs and verifies if any of them needs to be cancelled.




I think that, if my comments are correct and agreed, we should ensure




that every location response (i.e. both immediate and deferred) are




delivered through the HGMLC.




  Comments are of course welcome.




  Thank you in advance for your attention.




  Best regards,




  Maurizio




  -----Original Message-----




  From: TRIFT Jerome OF/DOD [mailto:jerome.trift@ORANGEFRANCE.COM]




  Sent: Monday, May 27, 2002 6:14 PM




  To: 3GPP_TSG_SA_WG2@LIST.ETSI.FR




  Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion




  (on behalf of Rym Sahnoun / Orange)




  Hi Ken, John and all,




  thank you for your comments.




I would like to react on your answer concerning periodic MT-LR. If the periodicity is treated at the R-GMLC then I don't see the benefit from




using LCS Service Request, it is just a Provide Subscriber Location that is needed then.




In my opinion the HGMLC should control the periodicity, so getting an




LCS service request from o clent or a R-GMLC, it sends a Provide Subscriber Location  at each period after checking privacy.




For the Deferred MT-LR, the cancellation message could be a solution.




But the cancellation message doesn't guarantee anything as the response don't have to be  delivered through the HGMLC.




  Best regards




  Rym




  Ken'ichi Ishii a  $BqD (Jrit :




   Hello Rym,




   Thank you for your comments.




I'd like to discuss separately about periodic MT-LR and deferred




MT-LR. For the periodic MT-LR, we proposed that the periodicity is




controlled by R-GMLC and, each period, R-GMLC sends a location request to H-GMLC and H-GMLC checks privacy setting of the target UE. So VPLMN does not ask H-GMLC for privacy checking.




For the deferred MT-LR, we proposed that when the privacy setting




stored in H-GMLC is changed while waiting the event occurrence and the previous deferred location request sent to VPLMN is not allowed any more, then H-GMLC sends cancellation message to VPLMN as described in the clause 9.1.8.4 of the proposed CR.




I think we need more discussion about R-GMLC. Could you please




explain more detail about your comment that R-GMLC is a GMLC with LCS client function?




From the viewpoint of H-GMLC, R-GMLC could be very similar to LCS




client. But, from the viewpoint of R-GMLC itself, R-GMLC is much different from LCS client and also different from ordinary GMLC. So I think we need to standardize the functionality of R-GMLC (e.g. asking H-GMLC address to HLR, etc..).




   Best regards,




   Ken.




   ----- Original Message -----




   From: "SAHNOUN Rym OF/DOD" <rym.sahnoun@orangefrance.com




   To: "Ken'ichi Ishii" <ishii@bc.jp.nec.com




   Cc: <3GPP_TSG_SA_WG2@LIST.ETSI.FR




   Sent: Tuesday, May 21, 2002 9:49 PM




   Subject: Re: SA2#24 LCS - GMLC - GMLC Interface Discussion




   Dear all,




   I see you have merged all in the same document.




  I think it is early stage for including all these changes before




  discussing the architecture issues.




As explained by Ken, We also support that the privacy checking is done in the HPLMN (HGMLC) and then a PSL message is send to the VPLMN (VGMLC). We also find it more secure.




Another point is the privacy check in case of periodic requests and




defferred requests. It is a crucial point.




When a PSL message is send by the HPLMN, the privacy check already




occurs at each period or event, wheras when an LCS request is send




by the HPLMN, at each period or event the VPLMN should ask again the HPLMN for privacy check. Also, we think that in this case, another message could be exchanged between GMLC. It is PSL message.




In the other hand, the R-GMLC could either send an LCS Service




request to the H-GMLC or a PSL message. In this case, it is better an LCS service request is sent to the HPLMN to check the privacy and then send the PSL message at each period. In fact, The R-GMLC is seen as an LCS Client and we don't see the benefit to standardise the R-GMLC (it is a GMLC with LCS client fonction).




I could modify the document in this sense and request your agreement to do so.




   Best regards




   Rym




   Ken'ichi Ishii a  $BqD (Jrit :




    Dear John and LCS experts,




    I support John's working procedure for standardizing the inter GMLC




    interface. I'd like to make some comments as shown below.




     -       Harmonise the message flows in TS23.271 v5.2.0 Clause 9 and decide if we should modify the existing diagrams or add new flow




diagrams to illustrate the  roaming scenarios. (For ease of understanding I tend to favour the latter approach).




I agree that to illustrate separate diagrams for each use case is very good for understanding the procedures for each use case. But, from the




LCS implementer's point of view, it is important to make consistent




diagrams for any use case, so I prefer to have common diagrams for Rel-5 and Rel-6 by modifying the existing diagrams as we proposed in S2-021212. We have to consider all possible use cases (e.g. If VPLMN is Rel-5, H-GMLC directly sends PSL message to MSC/SGSN. If R-GMLC is the same with H-GMLC, R-GMLC does not need to forward location request to H-GMLC, etc....).




In S2-021212, we illustrated five use cases of Lr interface and if VPLMN is pre Rel-6, we have to consider three or four more use cases. So if we make new diagrams for each use case (totally eight or nine new diagrams will be required), it will be very tough work to make the diagrams consistent.




 -       Consider the possibility of more direct routing (if




 possible) and the inclusion of privacy checking as outlined in Bob's paper(S2-021178).




If only privacy checking is done in H-GMLC and R-GMLC directly sends PSL message to VPLMN, there may be security hole when UE user changes




her privacy setting while waiting a deferred MT-LR event occurrence. So




I think PSL message to VPLMN shall be sent by H-GMLC as described in S2-021157 and S2-021212. In the proposed diagrams of S2-021212, the privacy checking at H-GMLC is performed at the new step 7. Also in the proposed diagrams of S2-021157, the privacy checking at H-GMLC is performed at the new step 5.




    Best regards,




    Ken.




    NEC




    ----- Original Message -----




    From: "Watson John" <John.Watson@VF.VODAFONE.CO.UK




    To: <3GPP_TSG_SA_WG2@LIST.ETSI.FR




    Sent: Tuesday, May 14, 2002 3:47 AM




    Subject: SA2#24 LCS - GMLC - GMLC Interface Discussion




     Dear LCS supporters,




At a our late night session in Madrid it was decided that, due to the lack of time available, the 3 outstanding GMLC Lr interface related documents should be circulated for email discussion. The 2 other draft CRs to TS23.271 (S2-021155 and S2021156), that describe the basic GMLC Lr interface, received SA2  approval at the end of last week following the email approval process.




The applicable work item is: "Revised WID for the Provision of an Inter-GMLC Interface and other improvements to the LCS Core Network




Architecture" (S2-021469).




The 3 outstanding documents for consideration are:




S2-021157:Vodafone, Rel 6, draft CR - B: Introduction of the GMLC-GMLC Lr (roaming) interface: Clause: 9 changes, 23.271




S2-021178: Lucent Technologies:A Method for Supporting LCS for Roamers




S2-021212: NEC &  NTT DoCoMo: Discussion paper and draft CR image for Inter GMLC interface




The main reason for the introduction of a direct GMLR-GMLR interface is to reduce the network signaling load whilst supporting all roaming scenarios. Backward compatibility with earlier releases of LCS architecture must also be ensured.




 As the basic GMLC-GMLC architecture has now been agreed our immediate




 objectives should be to:




-  Harmonise the message flows in TS23.271 v5.2.0 Clause 9 and




decide if we should modify the existing diagrams or add new flow diagrams to illustrate the  roaming scenarios. (For ease of understanding I tend to favour the latter approach).




-  Consider the possibility of more direct routing (if possible)




   and the inclusion of privacy checking as outlined in Bob's paper




  (S2-021178).




-  Review the changes and addition to other clauses (not covered




   by CR79 and 80) e.g. Clauses: 3.2, 5.6, 5.6.1, 5.6.2, 6.2, 6.3.3, 




6. 3.5 and 6.3.7 as proposed by NEC and NTT DoCo Mo in S2-021212.




-  Draft new CRs for submission to SA2#25




To enable the more detailed Stage 3 work to be started, and completed before the Release 6 deadline (June '03), we must specify the Lr




signalling protocol to be used and complete the essential Stage 2 change without undue delay.




I look forward to receiving your comments and contributions which will




enable more progress to be made at our SA2#25 meeting.




Best regards




     John Watson




     John M Watson




     Access Standards Group




     Core Network Development (Technology)




     Vodafone Group




     Office : +44 (0)1635 682178




     E-mail: John.Watson@vf.vodafone.co.uk




      <<S2-021157 (TS23.271 CR81).zip  <<s2-021178.zip




  <<s2-021212.zip
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Takayuki Nyu




/ NEC Corporation /




        e-mail  : t_new@az.jp.nec.com




        phone   : +81-44-856-2082 (ext.8-272-4668)




        fax             : +81-44-856-8494 (ext.8-272-4609)




        address : 4-1-1 Miyazaki Miyamae-ku




                          Kawasaki Kanagawa 216-8555




                          Japan
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3.2
Symbols




For the purposes of the present document, the following symbols apply:




Gb
Interface between 2G-SGSN and BSS




Gs
Interface between MSC and SGSN




Lc
Interface between gateway MLC and gsmSCF (CAMEL interface)




Le
Interface between External User and MLC (external interface)




Lg
Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN (gateway MLC interface)




Lh
Interface between Gateway MLC and HLR (HLR interface)




Lr
Interface between Gateway MLCs




Um
GERAN Air Interface




Uu
UTRAN Air Interface




<< Next modified Section >>




5.6
Information Flows between LCS Servers




Other types of national specific information flows may be supported in addition to the information flow specified here.




Any of the information flows here indicated may not be externally realized if the information does not flow over an open interface. On the other hand, if a flow goes over an open interface, it shall abide to a well-defined protocol, which will be further specified in other relevant specifications. 



If the LCS server’s associated GMLC supports the optional Lr interface then this interface shall conform to the protocol as specified in (Stage 3 reference to be added) and the procedures defined in clause 9 of the current specification.



5.6.1
Location Service Request




Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:




-
Location Immediate Request (LIR); and




-
Location Deferred Request (LDR).




The following attributes are identified for Location Service Request information flow:




-
Target UE identity;




-
LCS Client identity;




-
Service identity, if needed;




· Codeword, if needed;




· Requestor identity, if needed;




· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;




· Event, applicable to deferred location requests only;




· Requested Quality of Service information, if needed;




· Type of location, i.e. current location or last known location;




· Priority, if needed;




Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.




5.6.2
Location Service Response




The Location Service Response is sent to the source LCS server as the result of the Location Service Request by the destination LCS Server:



-
Immediate Response; or a 




-
Deferred Response, these deferred responses can be either single or periodic.




The following attributes are identified for the Location Service Response information flow:




-
Location indication of UE in geographical coordinates expressed as a shape as defined in TS 23.032 or local coordinate system;




· Acknowledgement for a deferred location request, if needed.




In addition the information attributes of the location service request may be used also in the location service response.




<< Next modified Section >>



6.2
Allocation of LCS functions to network elements




Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these entities should be allocated to the UE.




LCS is logically implemented on the network structure through the addition of one network node, the Mobile Location Center (MLC). It is necessary to name a number of new interfaces. The LCS generic architecture can be combined to produce LCS architecture variants.




Table 6.1: Summary of Functional Groups and Functional Blocks for Location services




Funct.
Group



Functional component



Full name of Functional Block



Abbrev.







Loc. Client



Location Client 




Component



(External) Location Client Function



LCF















Internal Location Client Function



LCF 




-internal



























LCS Server in PLMN



Client handling component



Location Client Control Function



LCCF















Location Client Authorization Function



LCAF











System handling component



Location System Control Function



LSCF















Location System Billing Function



LSBF















Location System Operations Function



LSOF











Subscr. handling component



Location Subscriber Authorization Function



LSAF















Location Subscriber Privacy function



LSPF











Positioning component



Positioning Radio Control Function



PRCF















Positioning Calculation Function



PCF















Positioning Signal Measurement Function



PSMF















Positioning Radio Resource Management



PRRM







Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility management through the optional Gs interface.




It is also seen that LCS may take benefit of the Iur interface between RNCs, when uplink radio information and measurement results are collected.




The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.




Table 6.2: Allocation of LCS functional entities to network elements








UE



RAN



GMLC



SGSN



MSC/MSC Server



HLR/HSS



Client







Location client functions







LCF



X











X



X







X







LCF



Internal



Ffs



X



























Client handling functions







LCCTF











X























LCCF











X























LCAF











X























System handling functions











































LSCF







X







X



X



















































LSBF











X
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X















LSOF



X



X



X



X



X















Subscriber handling functions
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Positioning functions
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Figure 6.2: Generic LCS Logical Architecture
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6.3.3
Gateway Mobile Location Center, GMLC




The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.




The GMLC is the first node an external LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC). The GMLC may request routing information from the HLR or HSS via the Lh interface. After performing registration authorization, it sends positioning requests to either VMSC, SGSN or MSC Server and receives final location estimates from the corresponding entity via Lg interface. Optionally, positioning requests and location information may be communicated between GMLCs, located in the same or different PLMNs, via the Lr interface. If the Le interface is supported then the target UE’s  privacy profile settings shall always be checked in the UE’s home PLMN prior to every location estimate,  




<< Next modified Section >>




6.3.5
MSC/VLR




The MSC/VLR contains functionality responsible for UE subscription authorization and managing call-related and non‑call related positioning requests of LCS. The MSC is accessible to the GMLC via the Lg interface. The LCS functions of MSC are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. If connected to SGSN through the Gs interface, it checks whether the UE is GPRS attached to decide whether to page the UE on the A/Iu or Gs interface.




The MSC/VLR may inform the HLR/HSS about the UE’s LCS Capabilities and include the address of its associated  GMLC 
in the MAP UPDATE LOCATION message, during Registration and Inter MSC Update Location procedures.



<< Next modified Section >>




6.3.7
SGSN




The SGSN contains functionality responsible for UE subscription authorization and managing positioning requests of LCS. The SGSN is accessible to the GMLC via the Lg interface. The LCS functions of SGSN are related to charging and billing, LCS co-ordination, location request, authorization and operation of the LCS services. 




The SGSN may inform HLR/HSS about the UE’s LCS Capabilities for GPRS and include the address of its associated  GMLC 
in the MAP UPDATE GPRS LOCATION message, during Attach and Inter SGSN Routing Area Update procedures. 




The SGSN forwards the circuit-swiched paging request received from the Gs interface to the BSS/RNC.
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9.1
Mobile Terminating Location Request




9.1.1
MT-LR routing procedure in PS and CS domain















Figure 9.1: General Network Positioning for a MT-LR












1)
An external LCS client requests the current location of a target UE from a R-GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client. 

The LCS request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type. 
If the codeword functionality is supported, the R-GMLC performs the procedure described in 9.1.x.x (1).
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. 

For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client. 
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.
Note: This means that the R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain.




2)
The R-GMLC performs the procedure described in 9.1.x.x (2) and sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE. If the R-GMLC supports the Lr interface, the  R-GMLC capability information shall be included in the SEND_ROUTING_INFO_FOR_LCS message. For GMLCs that do not support the use of Codewords, if the R-GMLC already knows the network address of the GMLC in the HPLMN (Home GMLC; H-GMLC) of the target UE, or already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN, (e.g. from a previous location request), then this step and step 3 may be skipped
.



Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.



3)
The HLR/HSS verifies the R-GMLC’s network address and performs the procedure described in 9.1.x.y  (1). The HLR/HSS then compares the R-GMLC address with the H-GMLC network address for the target UE. If the R-GMLC address is the same as the address of the target UE’s H-GMLC, then the rest of this step and steps 4 and 5 are skipped. The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If the R-GMLC supports the Lr interface, the HLR/HSS returns only the address of the H-GMLC. If the R-GMLC does not support the Lr interface, the HLR/HSS verifies whether the R-GMLC is allowed to request the UE’s location information directly from the serving node (i.e. MSC/VLR or SGSN). 
If the direct location request is allowed the HLR/HSS then returns one or several of the addresses of the SGSN and/or MSC/VLR, and whichever of the IMSI and MSISDN was not provided in step (2) for the target UE.







4)
If the R-GMLC receives the address of the H-GMLC, the R-GMLC performs the procedure described in 9.1x.x (3) and forwards the location request to the H-GMLC. If the R-GMLC receives the addresses of the SGSN and/or VMSC/MSC server, this step and step 5, 6 and 10 are skipped.



5) If the H-GMLC already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN or PDP address, (e.g. from a previous location request), 
and the codeword functionality is not supported, this step and step 6 may be skipped. Otherwise, the H-GMLC performs the procedure described in 9.1.x.x (2) 
and sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI, PDP address or MSISDN of this UE. 



Editor´s note:  According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.



6) 







7) The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information and performs the procedure described in 9.1.x.y (1). The HLR/HSS then returns one or several of the network addresses and the LCS capabilities of the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN was not provided in step (2) for the particular UE. The HLR/HSS may also return the address of the GMLC (Visiting GMLC, V-GMLC) in the PLMN where the MSC/VLR and/or the SGSN locates.




Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.




If the HLR receives the indication from the GMLC that the codeword is not applicable, the codeword check is not performed in the HLR.



Moreover, if the HLR supports the Enhanced User Privacy, the HLR shall check if the VMSC and/or the SGSN under which the target subscriber is located supports the enhanced user privacy mechanisms (Service type and Requestor)
, by checking the supported LCS capabilities set. Only the address of a serving node that supports the enhanced user privacy mechanism will be returned to GMLC. If none of the VMSC or SGSN supports the Enhanced User Privacy, then the HLR shall send an error indication to the GMLC. 

NOTE: This handling allows the HPLMN to have the control about the fact that the VPLMN supports the EUP mechanisms, in order to fully protect the user privacy.




7)
The GMLC verifies that it stores the privacy profile of the target UE. If the GMLC stores the UE’s privacy profile, the GMLC performs privacy check on the basis of the privacy profile 
and the capabilities of the serving nodes (MSC/VLR and/or SGSN). In case of negative results the GMLC returns an appropriate error message to the R-GMLC or the LCS client. In case of positive result the GMLC shall select a proper pseudo-external identity according to the required type of indication for each the LCS privacy class (i.e. call/session related class or non-related class). Then the GMLC replaces the external identity to the pseudo-external identity.
If the H-GMLC received the address of the V-GMLC from the HLR/HSS, the H-GMLC performs the procedure described in 9.1.x.x (3) and forwards the location request to the V-GMLC. The forwarded location request shall contain, one or several of the network addresses and the LCS capabilities of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. The V-GMLC performs the procedure described in 9.1.x.x (3) and verifies whether the location request from the H-GMLC is allowed or not
.
If the H-GMLC did not receive the address of the V-GMLC, the H-GMLC does not forward the location request to the V-GMLC and step 9 is skipped. 



8) In case GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2
. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. MS available) in requested PS/CS-MT-LR, see 9.1.8.




NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).




9)
The V-GMLC sends the location service response to the H-GMLC. 




10)
The H-GMLC sends the location service response to the R-GMLC.




11)
GMLC sends the location service response to the LCS client. If the LCS client requires it, the GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.




The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.




The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.



9.1.x



9.1.x.x Codeword procedure at GMLC in PS and CS




1) If the GMLC receives neither of the MSC/VLR address and the SGSN address in the location request and the GMLC holds the list of Codewords for the target UE, the GMLC shall verify whether the Codeword received in the LCS request matches one of the target UE’s Codewords. If the GMLC stores the list of Codewords for the target UE and the received Codeword does not match one of the Codewords for the target UE, the GMLC shall reject the LCS request.



2) When a LCS client type is different from “value added” or the GMLC stores the list of codeword for the target UE, an indication shall be sent to the HLR/HSS, in order to inform the HLR/HSS that the codeword is not applicable. Otherwise, the GMLC informs the HLR/HSS that the codeword is applicable.



3) If the codeword is checked at the GMLC, the GMLC decides that the codeword is not forwarded to the next node. If the HLR/HSS indicates the GMLC to forward the codeword or the GMLC is V-GMLC, the GMLC decides that the codeword is forwarded to the next node.



9.1.x.y Codeword procedure at HLR/HSS in PS and CS



1) If the GMLC did not inform the HLR/HSS that the codeword is not applicable, the HLR/HSS checks whether the target UE user wants to be protected by codeword mechanism or not. If the target UE user wants to be protected by the codeword mechanism and wants that the codeword shall be sent to the UE, then the HLR/HSS shall send to the GMLC the related indication in SEND_ROUTING_INFO_FOR_LCS_ack message. If the target UE user wants to be protected by the codeword mechanism and wants that the codeword shall be checked in the network, then the HLR/HSS shall return an error message to the GMLC. If the target UE user does not want to be protected by the codeword mechanism, the request shall not be rejected by the HLR/HSS. If the HLR/HSS receives the indication from the GMLC that the codeword is not applicable, the request shall not be rejected by the HLR/HSS.
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9.1.8.4
Cancellation of a Deferred Location Request
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Figure 9.6c: Cancellation of a Deferred MT-LR procedure




1)
The LCS Client requests the cancellation of a previously requested Deferred Location Request. The cancellation could be initiated by the GMLC itself for some reasons (e.g. implementation dependent timer in the GMLC expired, or the target UE’s privacy profile stored in the GMLC was changed and the Deferred Location Request is not allowed any more.). The event type to cancel must be indicated in the Cancellation procedure.




If the previously requested Deferred Location Request was forwarded to other GMLC (H-GMLC or V-GMLC), the cancellation request from the LCS client shall be forwarded to the other GMLC.



2)
The GMLC will indicate this cancellation request in the Provide Subscriber Location toward the SGSN/MSC.




3)
When the SGSN/MSC completes the cancellation procedure, it notifies it to the GMLC in the Provide Subscriber Location Ack (with no location estimate included).




If the cancellation request was forwarded to other GMLC (H-GMLC or V-GMLC), the GMLC (H-GMLC or V-GMLC) informs the GMLC (R-GMLC or H-GMLC) that the cancellation procedure has been successfully completed.



4)
The GMLC informs the LCS Client that the cancellation procedure has been successfully completed.




<< Next modified Section >>




10.1.1
LCS Data in the HLR/HSS for an UE Subscriber




The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.




The HLR may store a list of codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.1: Logical States for each LCS Privacy Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.2 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4]. Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].





Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)




LCS Privacy Class



Status



Additional HLR Data when Class is provisioned







Universal Class



-



No additional data







Call/session Related Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 




· Location not allowed




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response





External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







Call/session Unrelated Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







PLMN Operator Class



O



LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:




· LCS client broadcasting location related information




· O&M LCS client in the HPLMN




· O&M LCS client in the VPLMN




· LCS client recording anonymous location information




· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE








Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber




 Service type indication



Status



Additional HLR data when the indication is stored







Service Types








O



Indication of one of the following mutually exclusive options for any service type not in the service type list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




Location with notification and privacy verification; location restricted if no response












In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.1. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. 




Fourteen pseudo-external identities shall be defined. The pseudo-external identities are summarized in the Table 10.4. The pseudo-external identities are registered in SLPP of each UE in advance.  




Table 10.4: Pseudo-external identities




Pseudo-external identity



Privacy setting for Call/Session related class



Privacy setting for Call/Session unrelated class







Pseudo-external identity 1



N.A.



Location allowed without notification







Pseudo-external identity 2



N.A.



Location allowed with notification







Pseudo-external identity 3



N.A.



Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 4



N.A.



Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 5



Location with notification and privacy verification; location restricted if no response



Location not allowed 







Pseudo-external identity 6



Location with notification and privacy verification; location allowed if no response



Location not allowed 







Pseudo-external identity 7







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 8



Location allowed with notification



Location not allowed 







Pseudo-external identity 9







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 10







Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 11



Location allowed without notification



Location not allowed 







Pseudo-external identity 12







Location with notification and privacy verification; location restricted if no response







Pseudo-external identity 13







Location with notification and privacy verification; location allowed if no response







Pseudo-external identity 14







Location allowed with notification 







LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.5: Logical States for each Mobile Originating LCS Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].




Table 10.6: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)




LCS Mobile Originating Class



Status



Additional HLR Data when Class is provisioned







Basic Self Location



-



No additional data







Autonomous Self Location



-



No additional data







Transfer to Third Party



-



No additional data







In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.




Table 10.7: Temporary LCS data in the HLR




Other Data in the HLR



Status



Description







GMLC List



O



List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.







<< Next modified Section >>




10.3
GMLC




10.3.1
LCS Data in the GMLC for a LCS Client



The GMLC holds data for a set of external LCS clients that may make call related or non-call related
CS-MT-LR/PS-MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.




Table10.8: GMLC Permanent Data for a LCS Client




LCS Client data in GMLC



Status



Description







LCS Client Type



M



Identifies the type LCS client from among the following:




-
Emergency Services




-
Value Added Services




-
PLMN Operator Services




-
Lawful Intercept Services







External identity



O



A list of one or more identifiers used to identify an external LCS client. The identity may be used when making an MT-LR and/or MO-LR. The format of the identity is international E.164 addresses. Each external identity shall be associated with a logical client name.







Authentication data



M



Data employed to authenticate the identity of an LCS client – details are outside the scope of the present document







Call/session related identity



O



A list of one or more international E.164 addresses, which are used to make calls by mobile subscribers, or APN-NIs (see NOTE) to identify the client for a call related MT-LR




In case the LCS client was reached via IN or abbreviated number routing (e.g. toll free number or emergency call routing), the E.164 number(s) stored in the GMLC shall be the number(s) that the UE has to dial to reach the LCS Client. In these cases the E.164 number is not to be in international format. The country in which the national specific number(s) is (are) applicable is (are) also stored (or implied) in this case.




Each call related identity may be associated with a specific external identity. Each call/session-related identity shall be associated with a logical client name.







Internal identity



O



Identifies the type PLMN operator services and the following classes are distinguished:



-
LCS client broadcasting location related information




-
O&M LCS client in the HPLMN




-
O&M LCS client in the VPLMN




-
LCS client recording anonymous location information




-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE



This identity is applicable only to PLMN Operator Services. 







Client name



O



An address string which is a logical name associated with LCS client's external identity (i.e., E.164 address).







Override capability



O



Indication of whether the LCS client possesses the override capability (not applicable to a value added and PLMN operator service)







Authorized UE List



O



A list of MSISDNs or groups of MSISDN for which the LCS client may issue a non-call related MT-LR. Separate lists of MSISDNs and groups of MSISDN may be associated with each distinct external or non-call related client identity.







Priority



M



The priority of the LCS client – to be treated as either the default priority when priority is not negotiated between the LCS server and client or the highest allowed priority when priority is negotiated







QoS parameters



M



The default QoS requirements for the LCS client, comprising: 




-
Accuracy




-
Response time




Separate default QoS parameters may be maintained for each distinct LCS client identity (external, non-call related, call related) 







Allowed LCS Request Types



M



Indicates which of the following are allowed:




-
Non-call related CS-MT-LR/PS-MT-LR




-
Call/session related CS-MT-LR/PS-MT-LR




-
Specification or negotiation of priority




-
Specification or negotiation of QoS parameters




-
Request of current location




-
Request of current or last known location







Local Co-ordinate System



O



Definition of the co-ordinate system(s) in which a location estimate shall be provided – details are outside the scope of the present document







Access Barring List(s)



O



List(s) of MSISDNs or groups of MSISDN for which a location request is barred







Service Identities



O



List of service identities allowed for the LCS client.







NOTE:
The LCS Client is identified with E.164 number or APN-NI. APN-NI is specified in TS 23.003. 




10.3.2
LCS Data in the GMLC for an UE Subscriber




The GMLC (H-GMLC) may store LCS UE subscription data. 




The IMSI is the primary key for LCS UE subscription data in the GMLC. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.




The GMLC may store a list of Codewords given by the UE subscriber, to be provided by the LCS client in order not to get the location request rejected.
LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).




Table 10.9: Logical States for each LCS Privacy Class




Provisioning State



Registration State



Activation State



HLR Induction State







(Not Provisioned,



Not Applicable,



Not Active,



Not Induced)







(Provisioned,



Not Applicable,



Active and Operative,



Not Induced)







For each LCS privacy class, the GMLC shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.10 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].



Table 10.10: LCS data stored in the GMLC privacy exception list for an UE Subscriber
(or UE Subscriber MSP)




LCS Privacy Class



Status



Additional GMLC Data when Class is provisioned







Universal Class



-



No additional data







Call/session Related Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 




· Location not allowed




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response





External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







Call/session Unrelated Class



M




O




C




O




C








Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:




· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response







PLMN Operator Class



O



LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:




· LCS client broadcasting location related information




· O&M LCS client in the HPLMN




· O&M LCS client in the VPLMN




· LCS client recording anonymous location information




· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE








Table 10.11: LCS Service types stored in the GMLC per UE subscriber




 Service type indication



Status



Additional HLR data when the indication is stored







Service Types








O



Indication of one of the following mutually exclusive options for any service type not in the service type list:




· Location not allowed (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




· Location with notification and privacy verification; location restricted if no response




Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.




· Restriction on the GMLC. Possible values are:




· Identified GMLCs only




· Any GMLC in the home country




· Indication of one of the following mutually exclusive options:




· Location allowed without notification (default case)




· Location allowed with notification




· Location with notification and privacy verification; location allowed if no response




Location with notification and privacy verification; location restricted if no response












In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC), the GMLC shall store the same pseudo-external identity table with HLR, which is shown in Table 10.4. 




<< End of changes >>
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John Watson (response): Yes, as per my earlier comment, a rel-6 node could skip this provided that unauthorized information is not being sent to an external network;  i.e. this is only needed for backward compatibility.





Ken (response): It is for backward compatibility and for privacy checks based on call/session related class and notification/verification for the target UE. 











�PAGE \# "'Page: '#'�'"  ��Depending on the SLPP, it may be necessary to check the location estimate against possible restrictions based on location and time, before sending the location response to the R-GMLC.





John Watson (response): Yes I think that this should be specified as it applies to any immediate, periodic or deferred location request. 





Ken (response): Yes. The corresponding CR for stage 1 (S1-020864) was approved in SA Plenary. Therefore we should add some text in this step. 











�PAGE \# "'Page: '#'�'"  ��The use of pseudo-external identity could be not needed in a rel-6 environment; probably it’s needed just to ensure backward compatibility. Question: does it need to be standardized? Isn’t it just data handling in the HPLMN (H-GMLC and HLR/HSS)? 





Ken (response): These tables may not be needed. But some sentence in step 7 may be needed to allow H-GMLC to replace the real external identity by the pseudo-external identity. 











Moreover the use of pseudo-external identities implies that the VPLMN performs the privacy class selection rule; in order to do that, even a rel-6 MSC/SGSN has to check the call/session related class information (e.g. dialed number). Being this part of the privacy check procedure, it seems now to be against rel-6 service requirements (privacy checks shall be performed in the HPLMN). The alternative approach in rel-6 could be that the VPLMN sends call/session information to the HPLMN in the location response to check them before delivering the location estimate to the requesting entity. I’m going to propose a LS from SA2 to SA1 to clarify this issue.





John Watson (response): Good idea, clarification would be useful.





�PAGE \# "'Page: '#'�'"  ��I agree that the H-GMLC shall be the “controlling” node for privacy checks but, where the subscriber profile is stored and privacy checks are executed seems to be still an open point, e.g. the outcome of SA2 work could be that in a rel-6 architecture the H-GMLC may contact PPR to perform privacy checks. In that case the subscriber profile could not need to be stored in the H-GMLC











John Watson (response):  Yes it depends on the LCS architecture. The H-GMLC is responsible for checking the current privacy settings in the HLR/HSS, PPR or wherever the information is stored.





Ken (response): Yes, it is open issue. It shall be “H-GMLC”, “PPR”, “ether H-GMLC or PPR” or any place in HPLMN. 
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Discussion



The introduction of the new inter-GMLC interface impacts the LCS architecture already specified. Early specification and adoption of an inter-GMLC interface is essential to ensure network interoperability and to avoid non-standards solution.



Architectural Assumptions




R-GMLC is the Requesting GMLC, as defined in CR S2-021155 and S2-021156.




Lr interface is the inter-GMLC interface as defined in CR S2-021155 and S2-021156.




Le is the interface between LCS Client and GMLC.
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The concept of V-GMLC is no more in use.




Proposal




Message Flow: 
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1)
An external LCS client requests the current location of a target UE from a R-GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. 




2)
The R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE. If the R-GMLC supports the Lr interface, the  R-GMLC capability information shall be included in the SEND_ROUTING_INFO_FOR_LCS message. If the R-GMLC already knows the network address of the GMLC in the HPLMN (Home GMLC; H-GMLC) of the target UE, or already knows both the VMSC/MSC server or SGSN location and IMSI for the particular MSISDN, (e.g. from a previous location request), then this step and step 3 may be skipped.



3) The HLR/HSS verifies the R-GMLC’s network address and compares the R-GMLC address with the H-GMLC network address for the target UE. If the R-GMLC address is the same as the address of the target UE’s H-GMLC, then the rest of this step and steps 4 and 5 are skipped.



The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If the R-GMLC supports the Lr interface, the HLR/HSS returns only the address of the H-GMLC. If the R-GMLC does not support the Lr interface, the HLR/HSS verifies whether the R-GMLC is allowed to request the UE’s location information directly from the serving node (i.e. MSC/VLR or SGSN). If the direct location request is allowed the HLR/HSS then returns one or several of the addresses of the SGSN and/or MSC/VLR, and whichever of the IMSI and MSISDN was not provided in step (2) for the target UE.




4)
If the R-GMLC receives the address of the H-GMLC, the R-GMLC forwards the location request using the Lr interface to the H-GMLC. If the R-GMLC receives the addresses of the SGSN and/or VMSC/MSC server, this step and step 5, 6 are skipped.



5) The H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of this UE. 




6) The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information. The HLR/HSS then returns one or several of the network addresses and the LCS capabilities of the current SGSN and/or VMSC/MSC server and whichever of the IMSI and MSISDN was not provided in step (2) for the particular UE. 




Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.




Moreover, if the HLR supports the Enhanced User Privacy, the HLR shall check if the VMSC and/or the SGSN under which the target subscriber is located supports the enhanced user privacy mechanisms (Service type and Requestor), by checking the supported LCS capabilities set. Only the address of a serving node that supports the enhanced user privacy mechanism will be returned to GMLC. If none of the VMSC or SGSN supports the Enhanced User Privacy, then the HLR shall send an error indication to the GMLC. 

NOTE: This handling allows the HPLMN to have the control about the fact that the VPLMN supports the EUP mechanisms, in order to fully protect the user privacy.




7) The H-GMLC verifies that it stores the privacy profile of the target UE. If the H-GMLC stores the UE’s privacy profile, the H-GMLC performs privacy check on the basis of the privacy profile and the capabilities of the serving nodes (MSC/VLR and/or SGSN). In case of negative results the H-GMLC returns an appropriate error message to the R-GMLC or the LCS client. In case of positive result the GMLC shall select a proper pseudo-external identity according to the required type of indication for each the LCS privacy class (i.e. call/session related class or non-related class). Then the GMLC replaces the external identity to the pseudo-external identity.



Location procedure follows between H-GMLC and visted node as described in 3GPP TS 23.271 9.1.2 and 9.1.6.




8)
The H-GMLC sends the location service response to the R-GMLC.



9)
The R-GMLC sends the location service response to the LCS client. If the LCS client requires it, the GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.




Comments




· R-GMLC can be H-GMLC or the GMLC of the VPLMN or of any other PLMN.




· Routing of the Location Request is assured by the Lr interface between the R-GMLC and H-GMLC.




· This solution ensures that Privacy Checking is always done in the HPLMN following users’s privacy requirement stored in his/her home network. Furthermore this solution ensures that the location estimate first go through the HPLMN before being forwarded to the R-GMLC. Thus, the location estimate can be checked against privacy in the home network.




· Routing of the positioning request is done by the H-GMLC towards the VPLMN visited node (either MSC or SGSN) on the Lg interface (already defined in the standards).




· Backward compatibility is supported.




· Codewords support is not covered in this document.




· Deferred Location request is ffs.
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8. LCS Service Response











9. LCS Service    Response











� INCORPORER Word.Picture.8  ���

















5. Send Routing information











1. LCS Service Request











2. Send routing information for HGMLC











3. Routing information for HGMLC











4. LCS Service Request











7. MT-LR CS and PS procedures 











 6. Routing information for VMSC / SGSN 
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