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1 Introduction

We present in this document a mobility management model for the interworking between 3GPP network and wireless LANs. The mobile user equipment (UE) involved in the mobility process is a device with two radio interfaces (UMTS and WLAN) capable of operating independently from each other. The proposed solution uses IP as the convergence layer between these two interfaces for all mobility handling. Compared with Mobile IP, it makes more efficient and effective use of the access networks that the UE is attached to. While the solution is a generic solution that applies to any combination of two radio technologies, it is particularly useful for the interworking between 3G cellular networks and wireless LANs. The proposed model is intended to provide service continuity as defined in interworking scenario #4 of TR22.934
2 Problems with Mobile IP for interworking

In a mobile environment, a UE may move from the coverage of one radio access network to another while maintaining ongoing network sessions. For example, a UE may roam between a 3G cellular network and a wireless LAN seamlessly with session continuity. Currently, Mobile IP is the most common solution for providing such seamless mobility at the network layer. However, with mobile IP, the UE always uses its global IP address for all sessions. In a 3G cellular/wireless LAN interworking environment, for example, the normal setup is to make the 3G cellular network as the UE's home network and the UE is assigned a global IP address by the home network. When the user is in wireless LAN coverage, all incoming packets for the UE are tunneled from the home agent in the 3G network to the UE's wireless LAN care-of-address, failing to take full advantage of the wireless LAN connectivity. This would be especially a problem if the mobile user moves from UMTS coverage into WLAN coverage and stays for an extended period of time, which is often the case with the current wireless LAN access patterns. Ideally, we would need a solution that achieves the following:

· When the UE is outside of wireless LAN coverage, the UMTS interface (and the IP address assigned by the 3G network) is used.

· When the UE enters into wireless LAN coverage, the WLAN interface (and the IP address dynamically assigned by the wireless LAN) is used. All incoming packets and outgoing packets are directly sent into and out of the wireless LAN without going through any tunneling.

3 Dual Home Mobility

We propose a mobility solution that satisfies the above description. Simply put, the solution employs the concept of "a temporary home" for more efficient mobility handling. A temporary home for a UE is a radio access network which the UE visits and starts sessions in. For example, when a UE moves from the 3G cellular coverage into a wireless LAN, the wireless LAN can become the UE's temporary home. A temporary home agent in the WLAN would assume similar role as the UE's home agent for all sessions started in the WLAN. However, there are a few notable differences between the UE's home and temporary home:

· The mobile user's account is maintained in the home network, thus the temporary home agent needs to rely on the home network for authentication, accounting and authorization control.

· The temporary home agent is only responsible for sessions that are started in the wireless LAN and continue when the user moves out of wireless LAN. The real home agent is responsible for all sessions started in the 3G cellular network and all sessions initiated by the corresponding host.

For ease of presentation, we shall use the term UMTS IP address and WLAN IP address to refer to the IP addresses associated with the UE's UMTS interface and WLAN interface respectively in the following discussion. We shall describe how the scheme works under two scenarios: when the UE moves into wireless LAN coverage and when the UE moves out of wireless LAN coverage. 

3.1 Entering WLAN coverage

In our scheme, when the UE moves into the wireless LAN coverage from UMTS coverage, it acquires a local IP address from the wireless LAN interface (the so-called co-located address allocated through DHCP for instance). Unlike in the case of mobile IP where this IP address is used only for tunneling from home agent, we also use this address as the source address for all subsequent sessions initiated in the wireless LAN.

Figure 1 illustrates the scenario when the UE enters wireless LAN coverage. Once the WLAN interface is active, the UE first registers its WLAN IP address with its home agent in the 3G network following the mobile IP registration procedure. It then registers its UMTS IP address with the temporary home agent in the WLAN. This latter step is used mainly to later speed up the registration process when the UE moves out of the WLAN coverage as we shall explain later. This registration procedure differs from the Mobile IP registration procedure in such a way that the temporary home agent does not start tunneling IP packets  once the registration is done. The tunneling (forwarding of the IP packets  towards the UMTS network) will start according to the two methods described below.
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Figure 1 Mobility handling: Entering Wireless LAN

After the registration, the UE can turn its UMTS connection into idle mode (basically the UE is still attached and known by the UMTS network but does not consume radio resources for data transmission). All of the following packets will go through the same paths and procedures as in the case of mobile IP, i.e. forwarded by the home agent to the UE's WLAN interface:

· All incoming packets to the UE for the ongoing sessions
· All incoming packets to the UE for sessions initiated by a corresponding host (using the UE's global IP address assigned by the 3G network).
In mobile IP, when the UE initiates a session within the WLAN coverage, the source address of the packet is set to be the UMTS IP address. This way, when the corresponding host responds, the returning packets are always sent to the 3GPP network first, then forwarded by the home agent to the UE's WLAN interface. In our scheme, once the UE moves into the WLAN coverage, we set the UE's WLAN interface as the default interface and all new sessions will thus use the WLAN IP address as the source address. The returning packets will thus be sent directly to the WLAN without being first sent to the 3GPP network. This is apparently more efficient, especially when the UE stays in the WLAN coverage for an extended period of time. However, because all returning packets are directly sent to the WLAN, when the UE moves out of the WLAN coverage, the WLAN must forward these packets to the UE's UMTS interface. This is the responsibility of the temporary home agent.

3.2 Leaving WLAN coverage
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Figure 2 Mobility handling: Leaving Wireless LAN

Figure 2 illustrates the scenario when the UE moves out of WLAN coverage, all ongoing sessions should be handed over from the WLAN to the 3GPP network. In other words, the home agent in the 3GPP network should disable forwarding while the temporary home agent should start forwarding packets towards the UE's UMTS address for sessions initiated inside the WLAN. To ensure a smooth handoff, the above processes must be started as fast as possible. Note that leaving WLAN coverage is different from entering WLAN coverage. This is because the UMTS coverage is generally bigger than the WLAN coverage, thus the transition into the WLAN coverage does not have stringent time constraints: the UMTS interface can remain operational until the transition is done. When moving out of WLAN coverage, the UE does not have the luxury to maintain good WLAN connection while it is making the transition. Thus the transition time should be as short as possible. Remember that when the UE moves into the WLAN coverage, it registers its UMTS address with the temporary home agent, that registration process includes all the necessary steps for the temporary home agent to forward packets once the UE moves out of WLAN coverage. The only thing left is to notify the temporary home agent once the UE is leaving the WLAN coverage.  This can be done by either the UE or the WLAN. We discuss these two cases separately:

· Notification by UE: If the UE is capable of detecting that it is leaving WLAN coverage, the following procedure can be followed: it first turns its UMTS interface into connected mode, i.e. reactivates the UE context by re-establishing the radio resources corresponding to a data connection. It then sends a notification to the home agent to disable forwarding and a notification to the WLAN temporary home agent to start forwarding. Since the temporary home agent already authenticated the UE and knows the UE's UMTS address, a simple triggering message suffices, i.e. no registration/authentication process is necessary. From this point on, all incoming packets that were originally addressed to the UE's WLAN address will be tunneled from the temporary home agent to the UE's UMTS interface. All packets that were originally addressed to the UE's UMTS address will be directly routed to that address. 

· Notification by WLAN: If a UE suddenly moves out of WLAN coverage and the UE itself cannot promptly detect the loss of coverage, the WLAN may eventually discover that the UE is no longer reachable through its WLAN interface. In such a case, the temporary home agent notifies the home agent to stop forwarding and it starts forwarding packets for the UE towards the UE's UMTS address. Such forwarding is possible because the UE has already registered this address and authenticated itself when it enters the WLAN coverage. The UE will be switched to connected mode when packets are sent to its UMTS interface.

4 Conclusion

The proposed mobility model aims at improving the efficiency mobility data path and the smooth handoff in a 3GPP/WLAN interworking environment. The model provides a new interworking architecture for mobility management which addresses some problems with mobile IP. The employment of a temporary home agent in a wireless LAN environment can significantly reduce the unnecessary forwarding traffic at the home agent located in the 3GPP network. 
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