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1
Introduction

At the last CN3 meeting in Budapest, agreement could not be reached on whether IP flow information for individual IP flows within a PDP Context were required to be sent on the Go, or whether the combined authorised QoS for the whole PDP Context was sufficient.

This debate relates to whether Diffserv functions, including packet metering for individual IP flows within a PDP Context, were intended to be controlled over the Go interface in the Release 5 specification or not.

A liaison has been sent from CN3 asking for clarification from SA2 as to the requirements for Go (CN3-020510).

The Go Stage 3 document (29.207) was agreed to be presented to plenary on the understanding that based on the decision of this SA2 meeting, changes would be agreed in the next CN3 meeting either to include the individual IP flow information in the Stage 3 or to remove it for Release 5.

A decision is therefore required at this SA2 meeting on whether these functions are included or excluded from the Go requirements for Release 5, which are stated in 23.207.

2
Discussion

2.1
Functions concerned

The GGSN functions in question (those which might use the individual IP flow QoS information) are part of IETF Diffserv functionality and specifically relate to:

· Identification of IP packets from individual IP flows within a PDP Context, based on IP filter specifications (5-tuples) passed over the Go from the PCF

· Application of specific treatment – Diffserv marking or metering/shaping – to packets which match the filter, based on parameters passed over the Go interface from the PCF

These functions apply for both uplink and downlink packets and will be referred to in this contribution as the ‘disputed functions’.
Note that these functions are distinct from:

· the authorisation function, which authorises the whole PDP Context request based on combined QoS information for the PDP Context received over the Go interface from the PCF, and

· the Traffic Conditioner part of the UMTS Bearer Service, which is a R99 function and applies metering functions to downlink packets at the granularity of a PDP Context based on the UMTS Bearer Service attributes.

· Any Diffserv functions acting on the aggregate of IP packets flowing out of the GGSN, which are not subject to control over the Go interface.

2.2
Requirements in 23.207

This section addresses whether the ‘disputed functions’ are in fact included in the requirements in 23.207.

As specified in 23.207 section 5.1.1.3, “The GGSN shall support DiffServ edge functionality and be able to shape upstream traffic. “

23.207 also clearly indicates that the DiffServ edge function is required as shown in the following table:

“Table 1: IP BS Manager capability in the UE and GGSN

	Capability
	UE
	GGSN

	DiffServ Edge Function
	Optional
	Required

	RSVP/IntServ
	Optional
	Optional

	IP Policy Enforcement Point
	Optional
	Required (*)


“

Section 5.2.1 (GGSN Capabilities) states:

“The DiffServ Edge Function shall be compliant to the IETF specifications for 

Differentiated Services. The IETF Differentiated Services architecture will be used to 

provide QoS for the external bearer service.”

…

“The Service-based Local Policy Enforcement Point controls the quality of service that is provided to a set of IP packets (or IP "flows") defined by a packet classifier.   The policy enforcement function includes policy-based admission control that is applied to the IP bearers associated with the flows, and configuration of the packet handling and policy based "gating" functionality in the user plane.” (underline added)

Note that a clear distinction is drawn between the ‘admission control’ aspects and the ‘gating’ aspects. 5.2.1 further states:

“In the user plane, policy enforcement is defined in terms of a "gate" implemented in the 

GGSN. A gate is a policy enforcement function that interacts  through Go interface with 

PCF as the Policy Decision Point  for QoS resource authorisation at the IP BS level for a 

unidirectional flow of packets.  "Open"/"Close" gate operations as defined in TS23.228 are 

to enable/disable media flows and are under the control of P-CSCF (PCF).  A gate operates

on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.

A gate consists of a packet classifier, a traffic metering function, and user plane 

actions to be taken for the set of packets matching the classifier.    When a gate is 

enabled, the packets in a flow are subject to the Diffserv edge treatment (policing or 

marking) as determined by traffic metering and user plane actions.  When a gate is disabled,

all of the packets in the flow are dropped.  “ (underline added)

It is clear from the above extracts that a ‘gate’ operates on a flow of packets under the control of the PCF and therefore clearly operates on flows within a PDP Context (as opposed to an aggregate of multiple PDP Contexts, which would not be under the control of the PCF). In other words, the ‘disputed functions’ are in fact required by the requirements of 23.207.

2.3
Priorities for Go work

SA2 has previously communicated to CN3 that priority in Release 5 should be given to the Authorisation aspects of the Go interface. Other aspects have been given lower priority for Release 5 but nevertheless are still part of the Release 5 requirements, and should be considered as part of CN3’s work, time permitting.

The Diffserv control aspects described above are a standard part of the IETF Differentiated Services and Policy specifications. Incorporation of these into the Go Stage three is a simple matter of referencing the appropriate elements from the Diffserv PIB, which has recently been approved by the IESG.

The Stage 3 details for these functions have been included in contributions to CN3 over 6 months ago, were included in inputs to the Go drafting session and to the last CN3 meeting. A consolidated CR containing the changes required to include these functions was circulated to CN3 in May and is attached for reference.

There is therefore no time problems associated with including this function. All that is required is an SA2 decision on the interpretation of the requirements – i.e. whether this function is included in 23.207 or not.

3
Conclusion

Section 2.1 above clarified the ‘disputed functions’ in the Go work.


Section 2.2 clearly demonstrated that these functions are included within the requirements in 23.207.

Section 2.3 demonstrated that time constraints should not prevent inclusion of this functionality into 29.207.

It is therefore proposed to clarify to CN3 that these functions are indeed included in 23.207 and should therefore be included in 29.207 for Release 5.







