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	5
	S2-021604
	BRAN
	Letter on co-operation on WLAN
	
	
	
	
	
	ETSI BRAN describe the work they are currently carrying out in their organisation for WLAN systems (WLAN – 3G and other Public Access networks interworking), and describe their system reference architecture model and different releases. 

ETSI BRAN’s goal is to achieve the re-use of authentication procedures, accounting, mobility, QoS and other such fundamental functionalities between the two WLAN systems. Furthermore, their understanding is that their ongoing work will additionally assist 3GPP SA (e.g. for the provision of a common interface).
ETSI BRAN requests SA2’s comments on the requirements, authentication and accounting work they have done.

Potential areas of co-operation identified:

· Agreement of scope between our organisations along a common interface W.2. An example of the usage of W.2 is the Ls interface would be used for the exchange of authentication messages between the WLAN network and interworked networks Local authentication function.

· Unified positioning towards other relevant bodies e.g. IETF.

Action: To provide comments back on the potential co-operation areas, ETSI BRAN requirements document, and the authentication and accounting work.
	
	-> Forward to  WLAN session

	
	
	5
	S2-021605
	G2-020655

	LS on Flow Control per PFC between the SGSN and BSS.
	
	
	
	
	
	At the GERAN2 #9bis meeting, the CR to 3GPP TS 48.018 release 5 introducing Flow Control per PFC between the SGSN and BSS has been technically agreed.

Gb interface flow control of data from the SGSN to the BSS per Cell (BVC) or per MS has been part of the standard from Release 97 and onwards. In Release 99, the PFC (Packet Flow Context) procedures to negotiate QoS parameters between the BSS and the SGSN were introduced. This allows several flows with different QoS requirements to be run in parallel for a given MS.

However, the flow control mechanisms have not been improved so far to allow the SGSN work out at any point in time the outstanding data buffered in the BSS for each PFC. This means that the SGSN does not know with which leak rate each PFC is scheduled on the radio interface and therefore the SGSN cannot adapt its scheduling over the Gb interface accordingly.

The introduction of Flow Control per PFC between the SGSN and BSS will support improvements to the QoS handling and allow high priority QoS flows to be prioritised compared to low priority flows (in both SGSN and BSS).

Actions: To study and endorse the attached draft CR to 3GPP TS 23.060 for release 5.
	
	Open

(Source: Ericsson)

	
	
	5
	S2-021606
	G2-020659
	LS on the support of Intra Domain Connection of RAN Nodes to Multiple CN Nodes
	
	
	
	
	
	TSG GERAN WG2 have approved changes to 48.018 Rel-5 in order to be compliant with the requirements expressed in 3GPP TS 23.236 v5.2.0. The Global CN Id in the PAGING CS PDU has been introduced as an optional Information Element. This is required in the case of a network operating in NMO I for which an MSC in a pool sends a paging message with IMSI to a GPRS attached Mobile Station.

TSG GERAN WG2 have identified that in such a case, even if there is no SGSN pool, the support of the NAS Node Selection function in the BSS towards the A interface requires some changes to the PCU part (namely the handling of the Global CN Id received from the PAGING CS PDU and the provision of this Id to the BSC). This means that the support of this function towards the CS domain cannot be realised without impacts on the PS domain.

TSG GERAN WG2 have also made a reference to 29.018 in 48.018 for the definition of the Global CN Id. It was commented that the encoding of the allowed range for the CN-Id requires less than 2 octets and it is not clearly defined how the bit encoding is performed.

Action: To take into account the above and consider whether an update is needed to 23.236 in order to capture that the support of A-flex in NMO I requires changes to the PCU.
	
	Open.

(Source: Alcatel)

	
	
	5
	S2-021607
	G2-020684
	LS on CS data services for GERAN Iu-mode
	
	
	
	
	
	During the last GERAN meetings, discussions related to the introduction of High Speed Circuit Switched Data (HSCSD) for GERAN Iu-mode and possible impacts on the architecture took place. The discussions on HSCSD identified that the functionality provided by an IWF (Interworking Function) in case of GERAN Iu-mode is not clearly defined. 

In the document G2-020548 that is provided for information several possible approaches related to the architecture for HSCSD for GERAN Iu-mode are discussed. 

1.) The first possible approach is to fully align to UTRAN and therefore additional functions e.g. split/combine, RLP functions are required in the BSC to convert the data stream received/sent via the Iu interface into/from data streams transported through several traffic channels in case of an HSCSD configuration realised via the Um interface. The number of traffic channels currently used on the Um interface would not be visible to the CN. However, it is not clear if and how the HSCSD related functionality of the IWF (currently located in the 2G CN) can be separated and shifted to the BSS. 

2.) The second possible approach is to fully align to GERAN A/Gb mode. In this case the CN has to provide HSCSD functionality. A new elementary procedure (equivalent to BSSAP “Handover Performed”) would be required on the Iu-cs interface (RANAP) to inform the CN about a change of the HSCSD configuration. As it is the understanding of GERAN WG2, the GERAN specific impacts on the Iu interface should be minimized; therefore the definition of a GERAN specific procedure in RANAP is not wanted.

3.) The third possible approach foresees the IWF supporting HSCSD in the CN and uses existing means of the protocols on the Iu-cs (RANAP, Iu User Plane Framing Protocol) without modifications, to setup all allowed HSCSD configurations for a certain CS call and to indicate changes of the HSCSD configuration to the CN. This solution requires that the IWF supports HSCSD functionality which will be required as well for the interworking with GERAN A/Gb mode (during handover from Iu mode to A/Gb mode due to the anchor principle) and which according to TSG GERAN WG2 understanding, may have an impact on the 3G user plane.

Action to TSG SA2, TSG CN1, TSG CN3 group: TSG GERAN2 asks TSG SA2, TSG CN1 and TSG CN3 to inform TSG GERAN WG2 about their view on how HSCSD should be realized in GERAN Iu-mode in order to have minimum overall impact on the network.
	
	Open.

(Source: Siemens)

	
	
	5
	S2-021608
	N1-021427
	Response Liaison Statement on IMS Identities for R99/R4 UICC
	
	
	
	
	
	CN1 has approved CRs to IMS specifications TS 23.218 and TS 24.229 to implement the stage 2 requirements for Temporary Public User Identities and barred public user identities contained in the SA2 CRs to TS 23.228. CN1 has also discussed and agreed a CR to TS 23.003 that defines the format for the R99/Rel 4 UICC for Home Domain name, Private User Identity and Public User Identity based on the content of the discussion paper attached to the SA2 LS and forwarded this CR to CN4 where it was agreed as N4-020774.

CN1’s understanding of CR 154 (S2-021525) and CR 155 (S2-021344) to TS 23.228 concerning barred public user identities is that services are never executed for session requests originated from or terminated to barred public user identities. The S-CSCF therefore will always return a 4XX response to any request (other than REGISTER) originated from or terminated to a barred public user identity before any match is made of triggers in the initial filter criteria. This means that an Application Server cannot be contacted for a session request from or to a barred public user identity.

Actions To SA2: To confirm that the S-CSCF should always return a 4XX response to any request (other than REGISTER) originated from or terminated to a barred public user identity before any match is made of triggers in the initial filter criteria.
	
	Open.

(Source: Dynamicsoft)

	
	
	5
	S2-021609
	N1-021455
	Liaison Statement on 3GPP Network Domain Name usage for IMS
	
	
	
	
	
	Copied to the SA2.

To help operators in the rollout process of the IMS IP Multimedia capability, R99 and Rel-4 SIM/UICC cards may be used in new Rel-5 mobiles supporting IMS.

It has been identified that a (root) domain is needed by 3GPP for MCC/MNC based address resolution for Rel-5 IMS. ETSI MCC has reserved the domain name 3gppnetwork.org for 3GPP for this purpose. The GSMA is informed about this domain name. This information will be stored in Rel-5 IMS Mobile Stations (UE) and used if an IMS UE has a R99 or Rel-4 SIM/UICC card.

A DNS lookup is required in the P-CSCF to obtain the IP address of a SIP based I-CSCF server located in the home network associated with the MCC and MNC.

It should be noted that this capability defined for IMS may also be reused for other services  (for example MMS) that require similar DNS lookups to obtain IP addresses of a (MMS) server located in the network associated with the MCC and MNC.

GSMA needs to consider the roaming impacts on the DNS infrastructure when the mobile is roaming outside the home network and where the P-CSCF is located in the visited network. GSMA is kindly asked to progress the relevant practical issues associated in the DNS database management aspects.
	
	Noted.

	
	
	5
	S2-021610
	N3-020486
	Liaison statement on the wildcarding of source IP addresses and port numbers in the PCF for the packet classifier
	
	
	
	
	
	During the CN3#23 meeting CN3 identified a potential issue with the identification of the source IP addresses and port numbers available in the PCF to apply as a packet classifier over the Go interface.

The PCF uses information available in SDP to generate the filtering and authorisation parameters for a particular media session. The current understanding is that SDP only identifies the destination IP address and port number (i.e. that the user “receives” the media on). The CN3 understanding is that it is currently not possible to identify the source IP address and port numbers of the media stream to be used by the end parties (i.e. the IP address and port numbers that the user transmits their media on). Furthermore current stage 2 specifications covering this issue (TS23.207) state that the IMS media bearer PDP context may be either a primary or secondary context and thus allowing for the IP addresses to be very different from the IP address used in the IMS (SIP) Signalling communication.

One solution to resolve this lack of source information has been the proposal that the source IP addresses and port numbers are wildcarded. CN3 however considers that the wildcarding of the source IP addresses and port numbers may permit potential fraud scenarios as the GGSN will be unable to ensure that the packets are received only from the authorised source UE, since it cannot filter on the source address of the incoming (downlink) packets. 

Another solution may be possible to impose certain restriction on the Release 5 IMS solution to enable the implicit derivation of the source IP addresses in the PCF. 

Actions: SA2 is asked to provide guidelines on how CN3 may resolve this matter.
	
	Open. 

(Source: AWS)

	
	
	5
	S2-021611
	N3-020507
	LS on distribution of IMS charging ID (ICID) from PCF/P-CSCF to GGSN
	
	
	
	
	
	Copied to the SA2.

CN3 is not really clear on what the GGSN is supposed to do with the ICID. 

It is clear that when the ICID is transferred to the GGSN, a unique identifier for the IMS session in the GPRS object is presented. However, CN3 would like to have more information regarding the functionality of the ICID in the GGSN. One identified use of the ICID is that the ICID could be added to the GGSN CDR’s in order to allow some “pre-sorting” of GPRS CDRs. But if that is the only motivation, there are other possibly simpler solutions e.g. marking the GPRS CDRs with a simple flag when the Go interface has been used. 

Note that if the ICID shall be used in the GGSN CDRs, then it would have to be stored for each GGSN PDP context. In addition, in future releases, some of the IP flows from several sessions may be multiplexed onto the same PDP context. Thus, there may be several ICID’s related to each PDP context. This would further increase the overhead of ICID handling in GGSN. 
	
	Noted.

S2-021632 is on the same topic.

	
	
	5
	S2-021612
	N3-020510
	Liaison statement on the Go Interface
	
	
	
	
	
	When several media components/ IP flows are sent over the same PDP context, CN3 decided to take a working assumption to provide the authorisation for the combined QoS of all the IP flows included in the PDP Context over the Go interface, (i.e. that combination occurs in the PCF). This working assumption was presented to SA2.

By combining the authorisation of the individual IP flows in the PCF certain information is no longer available to the GGSN (which could be used for providing specific handling of the IP flows within the PDP context by the GGSN). Although the working assumption that the calculation of the combined authorisation occurs in the PCF is not being challenged in CN3, no agreement could be reached in CN3 on including not only the combined authorised QoS but also the individual IP Flow authorised QoS. Please note that the original intend of TS23.207 was to provide individual IP Flow authorized QoS and then updated in the LS sent to CN3 by SA2 (tdoc S2-020909) specifying that functions requiring individual IP Flow authorised QoS were of lower priority in Rel-5 although still required. SA2 should note that detailed proposals are available for both options, and that no consensus exists in CN3 to proceed without an SA2 decision between these options.

Action:

CN3 ask SA2 to advise on which of the following options should be followed:

A) SA2 requires individual IP flow QoS information to be passed over the Go interface in Rel-5, or

B) The Go interface will only pass the combined authorised QoS.
	
	Open. 

(Source: Nortel Networks)

	
	
	5
	S2-021613
	N4-020699
	LS on Shared Network
	
	
	
	
	
	Copied to the SA2.

CN4 analyse the core network impacts of the three Iu based shared network solutions under discussion at the RAN3. 

-All three Iu based solutions have the same impact on MAP E interface, the impact being the addition of the Access Rights information to the Prepare Handover operation. When enhancing the Rel-5 solution to consider subscription based Access Rights, no further impact on MAP E Interface is foreseen. 

-The current capabilities of the MAP E interface in terms of size of the information transferred are constrained by the payload size of White Book SCCP, which is mandated on the E interface. Considering enhancements for future releases to take into account also GSM to GSM Handover and GSM to UMTS Handover then the size of the Access Rights information will be constrained by the size of the BSSMAP messages, that is 256+2 octets as defined in 48.006 section 9.3.3. 

-With regard to signalling load on the MAP E Interface, CN4 considers the SAG solution as the most compact, the SNA solution as less compact, the LA solution to place the most signalling load.

-Concerning impacts on the HLR, there’s no impact on HLR given the Rel-5 requirements that the Access Rights be IMSI Series based. Impacts are foreseen on the HLR (and on MAP) when further enhancements towards subscription based Access Rights are specified. 

CN4 has informally got knowledge of the existence of a fourth solution, which is connection independent, tabled at RAN3 for consideration. CN4 assessment is that for Rel-5 no impacts can be foreseen on the MAP E Interface. CN4 foresees that MAP E Interface impacts cannot be avoided. The same assessment on the impact on the HLR applies for this solution as for the first three solutions.
	
	Noted.

	
	
	5
	S2-021614
	N4-020708
	Response to Liaison Statement on Support of IPv6 on Iu
	
	
	
	
	
	Copied to the SA2.

CN4 reply to RAN3 on the IPv6 on Iu interface topic. CN4 has studied the requirements from this LS and the understanding is:

· Mandatory IPv6 support and optional IPv4 support shall be specified in GTP Rel-5 specification for Iu interface;

· Two IP addresses and two TEIDs for GTP user plan shall be supported over Gn interface in GTP Rel-5.

CN4 believes more time needed to perform further investigation and see if RAN3’s requirements could be fulfilled.  Therefore no action could be taken at this CN4 meeting and all the companies have been invited to bring CRs to next CN4 meeting.
	
	Noted.

	
	
	5
	S2-021615
	N4-020765
	LS on dimensioning for IMS services
	
	
	
	
	
	When standardising the UML model and XML schema that define the format of the user profile downloaded over the Cx interface, CN4 has considered the possibility of specifying upper bounds for some of the parameters in the user profile. This would avoid that different implementations use different upper bounds and cannot interoperate.

CN4 proposes to specify a requirement for a receiving node to support the following upper bounds:

▪
Number of service profiles per user: at least 20.

▪
Number of public identities per user: at least 20.

▪
Number of initial filter criteria per service profile: at least 10.

▪
Number of service points of interest per initial filter criterion: at least 25.

▪
Length of SIP URL: up to 256 octets.

As the proposed numeric values for the upper bounds impact the way services can be deployed, CN4 would like to check if SA1 and SA2 agree with the proposed values.

Action: Review the numeric values for the upper bounds of the parameters listed above and to indicate if they find them appropriate.
	
	Open.

(Source: Northstream)

	
	
	5
	S2-021616
	R2-021302
	Response on UMTS to GSM change during signalling phase of CS call setup
	
	
	
	
	
	Copied to the SA2.

RAN2 have reviewed the CN1 LS on UMTS to GSM change during signalling phase of CS call setup. RAN2 has noted that RAN2 and CN1 have a common understanding that the NAS procedures must be aborted when a cell reselection from UMTS to GSM occurs during the CS signalling. However, it was not the intention of the original liaison from RAN2 that CN1 should attempt to find a solution to this problem. Instead RAN2 suggests that CN1 checks that their specifications are clear with regard to this behaviour.

RAN2 does not plan any change to its specifications with regard to this issue

RAN2 has also reviewed the related SA2 LS and confirms that RAN2's understanding and assumptions are in line with the CR to 23.121.
	
	Noted.

	
	
	5
	S2-021617
	R2-021469
	Response to LS (S1-020642) on Priority Service Feasibility Study
	
	
	
	
	
	Copied to the SA2.

RAN2 comments on the Priority Service feasibility study of SA1. 

In the Priority Service Feasibility Study it is assumed that Priority Services can be supported through the use of Access Control. For this purpose each Priority Service subscriber shall be assigned one of n priority levels. It is mentioned, that Priority Service priority levels could map to special Access Classes.

In order to control service accessibility in UTRAN, Access Service Classes (0-7) are. The Access Service Class (ASC) is a priority parameter to control the RACH utilization. The ASC enumeration corresponds to the following order of priority:

·
ASC 0 = highest priority

·
ASC 7 = lowest priority

RAN2 believes that Access Service Classes can also be used to support Priority Services. Further, RAN2 agrees with the assumptions in the draft TR.
	
	Noted.

	
	
	5
	S2-021618
	S1-020863
	Liaison Statement on OSA Journaling Function
	
	
	
	
	
	Copied to the SA2.

SA1 discussed the matter which information shall be provided by an application explicitly for the Journal and which information shall be derived from previous requests an application did. Bearing CN5´s question in mind, SA1 felt that the current text is not precise enough to develop stage 3 specification. SA1 agreed to refine the current requirements. However, the refinement can not be done within the Release5 timeframe. As a result of the discussion, SA1 agreed to remove the requirements on Journaling Function for Release 5. For Release 6 the requirements will be refined and introduced again.
	
	Noted.

	
	
	5
	S2-021619
	S1-021186
	Reply to the LS on WLAN Interworking
	
	
	
	
	
	SA2 response to the SA2 questions regarding the WLAN Stage 1.

The WLAN owner can be a 3GPP system operator; a public network operator (e.g., fixed network operators, operators of mobile networks other than 3GPP systems or public WLAN operators); an entity providing WLAN access in a local area (i.e. building manager/owner or airport authority); or a business entity that may be providing a WLAN for its internal use that also wishes to allow interconnection, and possibly visitor use, for some or all of their WLANs. 

For 3GPP system subscribers, the operation of the interworked WLAN for creating charging records should follow the same principles as for other networks interworked with 3GPP systems.  The end responsibility for billing, for example, should be with the subscriber’s home operator. To assist billing, the home operator should receive charging records associated with WLAN usage.

3GPP systems interworking with WLANs should consider the possibility of security weaknesses within the WLAN.  The level of trust for physical communications and signalling in the network may be affected by the security of the servers, their operating software and the procedures used in the interworked WLAN.  The level of trust of communication between the WLAN and the 3GPP system may be considered to have three levels - 

(1) The WLAN may be completely untrusted by the UE and the 3GPP system. 

(2) The WLAN contains elements that may be trusted by the UE and the 3GPP system.  

(3) All of the elements of the WLAN may be fully trusted by the UE and 3GPP system. 

Mutual authentication between the UE and the WLAN/3GPP System should be used to assure the needed level of trust by both entities for interworking and access to services.  In the case of an untrusted interworked network, this may limit the charging possibilities as, for example, some messages may be spurious.  For a network with trusted servers and authenticated messages, the charging records may be considered trusted.
	
	-> Forward to the WLAN session.

	
	
	5
	S2-021620
	S1-021190
	SA1 Position Statement related to ITU-T request for information on activities related to Emergency Telecommunications Services (ETS)
	
	
	
	
	
	SA1 position statement to ITU-T (SG 16) listing the current activities in the 3GPP addressing issues related to emergency telecommunications. The list includes:-

-Priority Services Feasibility Study

-Multimedia Broadcast/Multicast Services

-Push Services

(This position statement was recently handled by the TSG-SA#16.)
	
	Noted.

	
	
	5
	S2-021621
	S3-020312
	Reply LS on IMS identities for Rel 99/R4 UICC
	
	
	
	
	
	SA2 have asked whether SA3 see any problems with CRs on TS 23.228, which strongly recommend that IMSI-derived public user identities (termed Temporary Public User Identity) should not be used in IMS procedures.

SA3 have noted that within SA2 operators have required the flexibility to use Temporary Public User Identities for users and that this is the reason why it is not mandated that the Temporary Public User Identities are always set to be barred. Furthermore SA3 have noted that even if an operator does not bar the Temporary Public User Identity then it is still not intended to make it available for public usage. 

SA3 would like to indicate that operators who do not follow the strong recommendation to bar the Temporary Public User Identity may be exposing their users to an increased threat of identity and location confidentiality attack. In particular, if an attacker can easily obtain a given user’s Temporary Public User Identity then it will be possible to determine the corresponding IMSI and consequently this may increase the effectiveness of attacks on the radio interface to determine whether a given user is at a given location. 

SA3 recognise that operators within SA2 have required the flexibility to use Temporary Public User Identities. Therefore, SA3 can accept the provisions in the CRs on TS 22.228 to restrict the usage of Temporary Public User Identities and to strongly recommend that Temporary Public User Identities should be barred.
	
	Noted.

	
	
	5
	S2-021622
	S3-020314
	Liaison Statement on ISIM parameters
	
	
	
	
	
	Copied to the SA2.

SA3 sends new requirements that should make the IMS system less complex to the TSG-T3 for assist in their ISIM development.

SA3 have agreed on the following requirements that impacts the development of the ISIM:

- No START, HFN and THRESHOLD values are required for IMS. Accordingly there is no requirement to support or store any of these parameters on the ISIM.

- There is no need to store the IPSec SA i.e. session keys as the integrity key and encryption key, SPI (Security Parameters Index), sequence number etc on the ISIM in order to support plastic roaming

- No KSI value is required for IMS.

- The existing SAs in the UE are deleted at power off.
	
	Noted.

	
	
	5
	S2-021623
	S3-020322
	LS on subscriber certificates
	
	
	
	
	
	SA3 are working on a Release 6 work item called “Support for subscriber certificates”. The objective of the work is to create a security capability for 3GPP systems that can be used to provide secure mechanisms for various applications and services. The core of the planned new functionality is described in the attached proposed CR to TS 33.102 (3G security architecture) NOTE: This CR has not yet been approved by SA3.

It is essential for the feature that integrity protected signalling channels can be used for certificate request-response procedures. This implies that the new procedures are included as part of the UE-CN signalling, and the two procedures are specified in TS 24.008. It is not the intention of SA3 to specify a full public key infrastructure. Instead, existing components of e.g. Wireless PKI are re-used. This limits the amount and scope of the specification work needed in 3GPP. However, a so-called Certificate Authority (CA) is needed when certificates are issued. In the proposed mechanism, the cellular core network and the PKI are associated to each other via a link between SGSN and CA.

Actions:  

1. To study the impacts of the proposed mechanism to the 3GPP system architecture and provide feedback to SA3 as necessary.

2. To study the need of standardisation of the interface between SGSN and CA.
	
	Open.

(Source: Nokia)

	
	
	5
	S2-021624
	S4-020298
	LS on Charging and Streaming Service Architecture
	
	
	
	
	
	This LS provides comments on the earlier SA2 and SA5 Liaison Statements on the streaming service architecture. 

As indicated in S2-020858, for release 5 the stage 2 work for the Packet Switched Streaming Service is the responsibility of SA4 according to the 3GPP work plan.  However, for release 5 no specific stage 2 architecture specification was produced.  The overview of PSS and the set of protocols and codecs used by the service are contained in TS26.233, (General Description) and TS26.234, (Protocols and codecs).  

For release 5 SA4 has not considered any charging aspects in its work on streaming.  This may change in release 6 given the studies on the reuse of IMS infrastructure for PSS, but it should be stressed that the requirements for charging are contained in TS22.115, Charging and Billing.
	
	Noted.

	
	
	5
	S2-021625
	S4-020299
	Reply on Liaison Statement on MBMS codecs (S1-011311)
	
	
	
	
	
	Copied to the SA2.

SA4 comments on the SA1 Multimedia Broadcast/Multicast Service (MBMS) work.

SA4 will take MBMS into the account in REL-6. It is the intention of SA4 to get as much overlap as possible when reusing codecs from MMS and PSS. However it will take some time to understand whether there are particular implications of the MBMS system on the codecs. SA4 will keep you updated on the progress.
	
	Noted.

	
	
	5
	S2-021626
	S4-020333
	Response to LS (N3-020119, S4-020198) on Procedure for specifying UMTS QoS Parameters per Application (R2-020793)
	
	
	
	
	
	Copied to the SA2. 

SA4 answers to the questions on the UMTS QoS parameters per applications. The decision on the usage of IPsec is not within the scope of SA4 and there is no intention in SA4 to promote its usage currently. SA4 started discussions on setting of the UMTS Bearer Attributes for different use cases. This work includes an update of the appropriate table(s) in TS26.234 and TS26.235. However this discussion will take some time and SA4 will keep RAN2 and other interested bodies updated.
	
	Noted.

	
	
	5
	S2-021627
	S4-020345
	Liaison on “Maximum and Minimum IP Packet Size” for REL-4 and REL-5.
	
	
	
	
	
	Copied to the SA2.

SA4 is currently working on updating the TS26.234 “Packet-Based Streaming Service” specification. Currently it is unclear whether there are any restrictions on the IP-packet size, such as minimum or maximum size, except from what is stated in TS23.107. There the attribute “Maximum SDU size (octets)” is specified to be in maximum 1500 octets. However there may be additional restrictions from the GGSN to the UE, such as in the CN.

SA4 kindly asks for responses to the following questions:

· What is the maximum size of IP-packets guaranteed to be transported by the RAN/GERAN and CN? 

· Are there any minimum and/or maximum sizes for IP-packets in RAN/GERAN or CN, besides the 1500 octet limit in TS23.107?

· Can you advise us on the fragmentation schemes used and the appropriate limits of each layer of fragmentation?  
	
	Noted.

	
	
	5
	S2-021628
	S4-020346
	Answer to “Liaison Statement on PSS Release 6 work programme”
	
	
	
	
	
	SA4 is planning to continue to develop PSS in R6 and plans to create a WID for R6.

Coordination of Streaming work for R6 is needed and SA4 is willing to take that responsibility. It is also highly possible that the streaming work in R6 will have architectural impacts (in contrast to R4 and R5) and SA4 foresees close cooperation especially with SA2, who should be responsible for Stage 2.

As requested by SA1, SA4 has considered a joint meeting with SA1 to discuss the scope and work plan for Rel-6. SA4 sees that such a joint meeting with SA1 would be useful in order to prepare a WID.

2.
Proposal for R6 features 

The bullet point list below is in a rough prioritisation order. The feature descriptions in the final WID is planned to be on this high level.

- Adaptation: Pre-transport adaptation (will have connections to the GUP work (SA2)); Transport adaptation (is partly covered in TR 26.937, any architectural impacts should be handled together with SA2); Access network influence (also described in TR 26.937)

- New codecs and formats; 

- MMS interworking: S4 has responsibility for media formats and codecs. Main responsibility for the service is in T2.

- File format

- DRM: S4 has responsibility for codec aspects for DRM.

- MBMS

- Reuse of IMS infrastructure for PSS (is under discussion in SA2. SA4 and SA2 should look into this in cooperation) 

- PSS QoS Metrics

- Implications of IPv6

Action: SA4 is looking forward to comments on the list of streaming features in R6.  
	
	Open.

(Source: Ericsson)

	
	
	5
	S2-021629
	S5-022046
	LS on GUP work progress
	
	
	
	
	
	The liaison response is for information and updates the SA2 on the GUP status in SA5: 

-SA5 has agreed to have a joint meeting with T2 SWG2 to progress the work on UEM and SuM related to GUP, the meeting will coincide with the SA5 meeting in Tampere, Finland, August 20, 2002.
	
	-> Forward to GUP session.

	
	
	5
	S2-021630
	S5-022047
	Liaison Statement on MMS Connectivity
	
	
	
	
	
	SA5 LS to the SA5. Also copied to the SA2.

SA5 clarifies the status of “Service Operations Management” in Release 6. SA5 confirms that it will NOT start any Service Operations Management work directly affecting MMS Release 6 until T2 has come to a conclusion on the scope of Release 6 work for MMS.
	
	Noted.

Response to an LS from T2 in S2-021638.

	
	
	5
	S2-021631
	S5-022048
	Liaison Statement on Entities of the mobile system
	
	
	
	
	
	In order to update figures and potentially identify new targets for 3GPP Telecom Management Standards, SA5 has analysed the TS 23.002 (version 5.6.0) Network Architecture. SA5 has tried to set-up a model of the different concepts and domains the entities of the mobile system have been grouped into and would like SA2 to study submitted figure and asks for comments on this interpretation of the Network Architecture.

There were some discussions in SA5 on how to best represent the IM CN Subsystem. Some people queried if IM CN Subsystem should be a basic entity rather then a specific entity. SA5 would like to have SA2 advise on how to best represent the IM CN Subsystem in the diagram.

In producing the diagram it has been attempted to follow TS 23.002 as close as possible but it has been noted that from the management perspective also the following entities could be included:

a.
Presence

b.
MMS

c.
OSA

d.
MExE Server

e.
WAP GW

f.
USAT

g.
IM-SSF 

h.
ISIM

SA5 would also like to have SA2's view on the introduction of the following definition in TR 21.905 Vocabulary for 3GPP Specifications:

Service Specific Entities:  Entities dedicated to the provisioning of a given (set of) service(s). The fact that they are implemented or not in a given PLMN should have limited impact on all the other entities of the PLMN.

Actions:


1 Feedback on SA5’s interpretation of the Network Architecture.

2 Advise on how to best represent the IM CN Subsystem in the diagram.

3 Feedback about including the Presence, MMS, OSA, MExE Server, WAP GW, USAT, IM-SSF and ISIM entities.

4 SA2's view on introducing definition of Service Specific Entities.
	
	Open.

(Source: Telia)

	
	
	5
	S2-021632
	S5-024169
	LS-reply to SA2, CN4 on Distribution of IMS Charging ID (ICID) from GGSN to SGSN
	
	
	
	
	
	SA5 has noted SA2’s recommendation to NOT transfer the ICID to the SGSN. 

SA5 would like to emphasize that SA5 does NOT intend to use ICIDs to facilitate correlation of CDRs.

SA2 has correctly identified that efficient processing of CDRs is the motivator of SA5’s request. Hence, in order to allow for the efficient processing of GPRS CDRs (including S-CDRs), SA5 requires the availability of an IMS session identifier in the SGSN. As such, to facilitate the billing processes, operators essentially need the capability to sort/route GGSN CDRs and SGSN CDRs within the billing environment on a per IMS session basis. This type of sorting/routing is required in order to perform various billing processes within an operator’s billing chain. 

Since several PDP contexts may be involved in one particular IMS session one would not be able to resolve this requirement by adding a simple “IMS-flag” (as recommended by CN3 in their LS N3-020507) into the GPRS CDRs indicating the involvement of a PDP context in an IMS session. Hence, a unique IMS session identifier (such as the ICID) is needed in the GPRS CDRs to carry out an appropriate sorting/routing. If Multiple IMS sessions are allowed to use the same PDP context, the concept of having the ICID in GPRS CDRs even in the “GGSN only case” may NOT be appropriate and would need to be re-analysed. 

Under the current circumstances, while SA5 re-analyses this new information regarding the relationship between IMS sessions and PDP contexts and its impacts, SA5 does NOT currently require CN4 to implement the transfer of the ICID towards the SGSN. 

Action: SA2 to provide any useful information on the relationship between IMS sessions and GPRS PDP contexts. In particular SA5 would like to know the status of this relationship within the scope of Rel-5. In addition, SA5 would appreciate getting a briefing on how SA2 plans to deal with this issue in further 3GPP Releases.
	
	Open. 

(Source: Alcatel)

	
	
	5
	S2-021633
	S5-024170
	Liaison Statement on Charging at I-CSCF
	
	
	
	
	
	SA2 confirmed SA5's view that the I-CSCF should generate CDRs.  The generation and use of these CDRs are not related to the scenarios mentioned in the LS from CN1.  SA2 also indicates that, to their knowledge, detailed specifications of the format and mechanisms for sending such CDRs are being specified by SA5.

SA5 wishes to confirm this information provided by SA2.
	
	Noted.

	
	
	5
	S2-021634
	S5-024171
	Liaison Statement on Multiple Codecs
	
	
	
	
	
	Copied to the SA2.

SA5 would like to thank CN3 for their liaison statement regarding the impacts of having more than one codec per media component available after the first offer/answer exchange of the SDP session description.

Regarding CN3’s working assumptions, SA5 requests the following clarifications:

1. Is it a limitation of the resource reservation mechanism being used (e.g. an IETF protocol), that makes it unable to provide to the P-CSCF information on the codec and bit-rate chosen by the UE and the actual selected bandwidth allocated?

2. Could the secondary offer/answer interaction (which would reduce the codecs per media component to one) be made outright mandatory (or at least mandatory – operator configurable), thus avoiding the resulting implications identified by CN3?

3. Would SA5 be correct in the understanding that, as a result, an IMS user would be charged for a higher QoS (albeit, as authorized) than what the user received?

Further, and most significantly, SA5 emphasizes that serious legal repercussions could manifest as a result of charging the user for a higher QoS, when the user has had access to lower QoS. This is a concern expressed by many operators at SA5.
	
	Noted.

	
	
	5
	S2-021635
	LIF/SIG#10(02)-017
	LS on LIF TS 101 version number, for use in 3GPP TS 23.271 (LIF SIG response to 3GPP LS Tdoc S2-021509)
	
	
	
	
	
	We have recognized that our MLP specification will continuously be updated to reflect various new aspects including one for continuous alignment with enhancement of 3GPP TS23.271. In order for the users of 3GPP LCS specifications in different releases to refer to the correct version of our MLP Specifications, we have approved to have an Appendix for adaptation to 3GPP LCS include conformance mapping table between 3GPP TS23.271 releases and LIF TS101 versions. For your information, please find attached the copy of the relevant part from the latest revision of LIF TS101 Specification. We will update the table each time the TS101 is revised in relation to the enhancements of 3GPP LCS. Also, LIF-SIG approved to maintain the TS101 Specification with multiple versions so that 3GPP users can refer to any revision of TS101 the latest conforming to a certain release of 3GPP TS23.271 on the public document area of LIF web site: http://www.locationforum.org/.
	
	-> Forward to the LCS session.

	
	
	5
	S2-021636
	T2-020440
	LS on T2 Progress Report to SA2 on GUP
	
	
	
	
	
	T2 inform SA2 regarding the status of the work on DDF and Common objects, i.e., TS’s 23.241 and 24.241, and on the progress of the joint efforts of the groups concerning management aspects.

T2 has reviewed LS T2-020363, the liaison statement from SA2 concerning GUP work progress, and agrees with the proposed work plan and task list.

T2 has made the following decisions on the organization of GUP work within T2:

· All T2-related GUP work will be carried out in T2 SWG2, and SWG2 will be responsible for the coordination of all relevant joint meetings and liaison statements.

· T2 decided that there was no longer a need for the T2 GUP ad-hoc group, and disbanded the group.

· T2 has decided to begin drafting a separate work item description for T2-specific work on GUP, as suggested in LS T2-020363: “SA2 recommends that the GUP Work Item is split into two related Work Items, one for the GUP concept and another for the DDF/Common Objects.”  However, T2 recognizes that SA2 is awaiting confirmation from SA1 concerning if such a split is the appropriate way forward. Therefore, T2 also awaits confirmation from SA1 or SA2 regarding this matter.

Based on the decisions taken by T2, T2 SWG2 has subsequently made the following decisions:

· SWG2 has decided to progress the DDF and Common Objects within the SWG2 meetings.

· SWG2 will progress development of the DDF and Common Objects jointly with SA5 in the areas of Subscription Management and User Equipment Management.  The efforts will be used to evaluate the application of the DDF model.

· SWG2 will conduct a working meeting to progress the DDF and Common Objects work. The objective of this meeting is to focus on the development of the T2 Technical Specifications.  The meeting will be held in Sweden on June 18, 19, and 20, and hosted by Telia. SWG2 will propose a joint meeting with SA5 SuM at the SA5#30 meetings in Tampere on August 19-23.
	
	-> Forward to the GUP session.

	
	
	5
	S2-021637
	T2-020513
	LS-reply on Joint Meeting SA5/CN5/T2 on MMS charging
	
	
	
	
	
	Copied to the SA2.

T2 suggests dates for a joint meeting with SA5, possibly involving also CN5, on REL-6 MMS charging aspects, with focus on prepaid charging. 

T2 suggests Monday of the SA5#30 meeting ( 19-23 August 2002, Tampere/Finland).

In addition T2 would like to point out that there is an additional LS-reply to SA5 on the details of MMS VASP Connectivity charging aspects for REL-5, which hopefully provides SA5 with sufficient details.
	
	Noted.

	
	
	5
	S2-021638
	T2-020527
	LS on Service Operations Management
	
	
	
	
	
	T2 requests that SA5 does not start any work directly affecting MMS in REL-6, since the requirements for VASP service operations management have not been discussed and agreed yet, and it is unclear whether OSA will be utilised by MMS REL-6. 

T2 would be grateful if SA5 could advise T2 on their intentions on Service Operations Management in REL-6.
	
	Noted. 

Replied in S2-021630.

	
	
	5
	S2-021639
	T2-020582
	LS regarding IMS Messaging proposed work item
	
	
	
	
	
	Copied to the SA2.

T2 is aware of the work on IMS Messaging resulting in drafting TR 22.940. T2 believes that IMS messaging should where possible take into account existing messaging solutions, using, where possible, the enhanced capabilities of the IMS.

T2 would like to point out the fact that it has a long-standing expertise and experience on messaging matters, resulting from many years of SMS and MMS standardization.

T2 kindly requests SA1 to consider T2’s expertise in messaging during their work on the work plan for IMS Messaging, the creation of any IMS Messaging Stage 1 specification, the elaboration of any Stage 2 and Stage 3 IMS Messaging specifications; the Stage 3 after SA2 has worked out the IMS architectural issues related to IMS Messaging.
	
	Noted.

	
	
	5
	S2-021640
	T3-020406
	Response to “Liaison Statement on Access to IMS Services using 3GPP release 99 and release 4 UICCs” (S1-020577)
	
	
	
	
	
	T3 would like to thank SA1 for their liaison statement (T3-020206, S1-020557) describing the requirement for Release 99 and Release 4 UICCs to support access to IMS services.  From the UICC perspective, T3 can see no significant technical limitations to imposing such a requirement.

On a different subject, the Access Independence, T3 note that there is some debate within the SA community regarding the proper interpretation of this requirement.  In TS 22.101, paragraph 13.1.2, the following is stated: “In Rel5 the ISIM application shall require the presence of a USIM application on the same UICC.”  (as per document S1-020658).  This would imply some dependency between the USIM and ISIM applications, but this dependency has not been defined.  T3 have interpreted the quoted requirement to mean that a USIM application must be present on the UICC if an ISIM application is present, which imposes a requirement on the terminal and not on the UICC. T3 have defined the ISIM specification (TS 31.103) such that access to IMS services can be achieved regardless of the state of the 3G radio access technology.
	
	Noted.

	
	
	5
	S2-021641
	T3-020409
	Liaison Statement on terminology regarding ISIM/USIM
	
	
	
	
	
	T3 has carried out the work of specifying the ISIM, based on requirements found in the following specifications: 

S3 - TS 33.203 

N1 - TS 23.218 

        TS 24.228

        TS 24.229

S1 -  TS 22.228

        TS 22.101

S2 -  TS 23.228

In the light of ISIM being only recently defined, these specifications still mention USIM, UICC or ISIM, but refer in T3’s understanding to ISIM.

After SA#15, T3 has the following understanding of the ISIM (IM Services Identity Module). It contains IMPI, IMPU, Home domain, Ciphering and Integrity key.

Action: To check if our terminology is aligned with the use of ISIM.
	
	Open.

(Source: Gemplus)

	
	2
	5
	S2-021840
	GSM NA04702
	LS on Go interface
	
	
	
	
	
	This is an LS from the GSM North America 

It is the GSM NA understanding that the GO interface for service based policy control is currently optional in 3GPP Release 5. It is the opinion of the GSM NA that this capability is mandatory and therefore should be a requirement and not optional.

Action: Clarify the issue and provide a response to GSM NA.
	
	Open.

	
	2
	5
	S2-021841
	TV-Anytime Forum
	LS announcing a Call for Proposal, a final specification, and new provisional specifications for public comments
	
	
	
	
	
	Formed in September 1999, the TV-Anytime Forum is developing open specifications for interoperable and integrated systems that will allow broadcasters and other service providers, consumer electronics manufacturers, content creators and telecommunications companies to most effectively utilize high-volume digital storage in consumer devices. Information on membership and other issues is available on our web site <http://www.tv-anytime.org/>.

They are sending this liaison statement as they are informed that the TSG-SA working group in 3GPP has begun to develop requirements and specifications for rights managed content distribution over the wireless networks. This 3GPP initiative is closely related to the TV-Anytime Forum activities. One of the TV-Anytime principals for specification development is that of being “transport agnostic”. We believe that some parts of our specifications would be applicable to wireless telephonic services and terminals. Specifically, high value audio/video content packaged with TV-Anytime Content Reference, Metadata, and Rights Management & Protection Information should interoperate with 3GPP services and consumable by the 3GPP compliant terminals. 

To harmonize the activities between TV-Anytime Forum and 3GPP, we would like to establish a permanent liaison with your organization.

 TV-Anytime Forum has recently launched a major evolutionary initiative, called “Phase 2 Work”. We are aiming for rich content distribution over several kinds of networks (including wireless) to enable the next generation business models. In addition to collaboration in requirements and specification development, we invite your comments to the Phase 2 CFC.

There is no liaison relationship existing between the groups at the moment. This LS was discussed also at TSG-SA#16 that created an answer to the LS informing the TV-Anytime Forum about ongoing 3GPP DRM activities and asking further information regarding the nature of the wished liaison relationship.
	
	Noted.
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