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1. Introduction.

Developments for IMS charging have outlined the ICID for use in charging correlation.  The Inter operator Identification concept has also been identified to enable charging between operators.  This paper proposes enhancements to the IOI concept to further satisfy operator requirements.

2. Discussion.

2.1 ICID Overview.

23.815 section 5.3.1 outlines the ICID usage in IMS.  Figure 1 illustrates a simple example of this usage in IMS.

Figure 1: Usage of ICID in IMS
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The ICID enables end to end identification of the session, however the it does not enable the identification of the different networks involved within the session.

2.2 Inter operator identification.

To enable the different operators involved in IMS sessions to be uniquely identified to each other within IMS sessions the concept of Inter Operator identification has been developed.   Within IOI the different operators involved in the session can identify the operator where the SIP signalling has arrived from.  This identification enables inter operator accounting to be achieved within IMS.

Figure 2 provides an example of how the identities used for inter operator identification are transferred between the different operators within the session signalling.

Figure 2: Transfer of IOI identity between operators
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The IOI information received by each network that identifies the previous network is included in the CDRs produced by the IMS network elements for use by the inter operator accounting systems.

For signalling passing in the reverse direction the IOI identity of the corresponding network is included.  For example responses from Home network B to Home Network A will include the IOI identity ‘HB’.

It should be noted that the values of IOI identity are different for each inter-network operator relationship e.g between Visited Network A and Home Network A identities ‘VA’ and HA’ are exchanged within the session signalling.  Between Home network A and Home Network B identities HA and HB are exchanged.  It should be noted that the identity of Visited Network A is not passed to Home Network B etc.

In the example of Figure 2 it should be noted that the IOI identity is different to the ICID.  The ICID is generated by Visited Network A and passed all the way through the different network elements. 

2.3 Encoding of Inter Operator identification (IOI) concept Identity.

The encoding of the identity used to satisfy the IOI concept should be defined within the session signalling.

3. Conclusion and recommendation

To enable inter operator accounting for IMS sessions between operators the IOI concept should be progressed within 3GPP.  It is proposed that the concepts introduced above are discussed and the following revisions incorporated to 23.815:

------------ Revisions shown from here-----------------

5.4.2 Identification of operators for charging

To enable the different operators involved in IMS sessions to identify each other, the Inter Operator Identification concept (IOI) is introduced. Inter Operator Identification allows operators involved with session signalling to identify each other by exchanging operator identification information within the SIP signalling.  The Inter Operator Identification (IOI) concept may help to support inter operator charging.

The following requirements relate to the Inter Operator Identification concept: 

· The Inter Operator Identification concept shall allow operators to uniquely identify each other for the SIP based requests; for example between A’s HPLMN and B’s HPLMN.


· The Inter Operator Identification concept can be used for inter operator accounting identification purposes.


· It shall be possible to prevent the information used for Inter Operator Identification from being passed to the UE.


· It shall be possible to apply the Inter Operator Identification concept on a peer to peer basis between operators. It shall be possible to use different identity values for operator identification between operators involved in IMS sessions.

· Inter Operator Identification identities shall be included within SIP signalling:

-
When a SIP request is passed out of a network the Inter Operator Identification identity of that network shall be included in the SIP signalling.
-
When a SIP response is returned the Inter Operator Identification identity of that responding network shall be included in the SIP signalling.

· Each network is responsible for including its own unique Inter Operator Identification Identity into the SIP signalling.  The Inter Operator Identification Identity shall be unique for each operator (for example the Inter Operator Identification Identity of Home Operator A is different from Home Operator B).

· Inter Operator Identification Identities received in the session signalling shall be incorporated into the CDRs produced by the IMS network elements.  The operator identification information may be used for inter operator accounting purposes.

Note: The format of the identities used for Inter Operator Identification is for further study. 

Note: The allocation of identities used for Inter Operator Identification is for further study

Note: The relationship of the Inter Operator Identification concept with security aspects between operators is for further study.

-----------End of revisions--------------------------





































































































































































































































_1075125775.ppt






UA 1

UA 2

Visited 

network A

‘VA’

Home

Network A 

‘HA’

Home 

network B

‘HB’

Visited 

network B

‘VB’

Session signalling

Session signalling

includes ICID (=‘XYZ’)

Session signalling

includes ICID (=‘XYZ’)

Session signalling

includes ICID (=‘XYZ’)

Session signalling

First IMS network entity assigns ICID ‘ICID’ = ‘XYZ’




























































































































































_1075123355.ppt






1. Session signalling

2.Session signalling includes 

IOI = ‘VA’ of operator

3.Session signalling includes

 IOI= ‘HA’ of operator

4.Session signalling includes 

IOI=‘HB’ of operator

5.Session signalling

Visited network A sets IOI information, IOI Identity = ‘VA’

Home network A receives information, it knows session information came from Visited A due to  IOI information received (IOI Identity = ‘VA’)

Home network A sets IOI information, IOI Identity = ‘HA’

Home network B receives information, it knows session information came from Home A due to  IOI information received (IOI Identity = ‘HA’) 

Home network B sets IOI information, IOI Identity = ‘HB’

Visited network B receives information, it knows session information came from Home B due to  IOI information received (IOI Identity = ‘HB’) 





















































































































































UA 1

UA 2

Visited 

network A

‘VA’

Home

Network A 

‘HA’

Home 

network B

HB

Visited 

network B

‘VB’




















