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Introduction

The COPS-PR protocol developed within the IETF has currently been selected as the protocol to use for the Go interface. The IETF Area Director of the RAP working group has identified concerns that there does not appear to be any real support in the rest of the industry for COPS-PR, since similar alternatives have already existed for some time, and operators are still not using them for configuration. 

In order to provide input to the IETF on this area, it is important to reflect on the requirements of the Go interface for which COPS-PR is proposed within 3G.PP, and therefore what direction 3G.PP can provide to the IETF for these questions. 

Discussion

Overview of Go Function

The IMS subsystem introduces a SIP based service paradigm to the packet services of GPRS. With the introduction of the IMS subsystem, there are requirements for interaction and control of the GPRS bearer resources from the IMS subsystem. The Go interface was introduced to provide the means for this interaction between the IMS session and the GPRS bearer.

When the UE establishes a SIP session to a remote party, the UE must also ensure that a suitable GPRS bearer is established to support the media stream(s). The Go interface is aimed to allow an admission control decision on the GPRS bearer request based on the status and parameters for the SIP session (in addition to other normal GPRS admission controls). In effect, the UE is requesting bearer resources for this session, and the network is making an admission control decision based on the session information it has received.

In a similar manner, if the SIP session changes with the addition(s)/removal(s) of media streams, the UE would add/remove/modify the requested bearer resources. Again, the network applies admission control decisions to new/modified resource requests based on the session information. It would also remove authorisation for bearer resources for the removed streams.

The other significant interaction between the bearer and session layer is to support session termination when radio communication is lost. There are mechanisms available for the radio management to determine when communication with the UE is lost, and to take appropriate action for the radio bearers. However, the IP based connections carried over that layer 2 connection that has failed would not notice the layer 2 failure until there is further packet traffic. This could result in the SIP session remaining active for quite some time after the layer 2 has been lost. In order to minimise the amount of time the SIP session remains active under communication failure, there needs to be an indication from the bearer network to the session level when there is a failure of the bearer.

Consideration of COPS-PR for the Go function

Given the overview of the Go function above, a consideration of COPS-PR can be made. 

A bearer establishment/modification request from a UE requiring an admission control decision is very similar to an RSVP request for bearer resources. COPS was originally aimed to support the outsourcing of RSVP service requests, which is quite analogous to the function here, so it would appear that COPS as a base is quite suited to this purpose.

However, it should be noted that there are two different usages of the COPS base. Firstly, there is the way that COPS is used for outsourcing of RSVP, and then there is COPS for provisioning. COPS-PR was selected recently within 3G.PP because it could be used also in an outsourcing model, and it was clearly recognised that the functionality required is very much an outsourcing decision along the lines of an RSVP request. It was considered that the standardisation of PIBS would be more streamlined than the standardisation of the ClientSIs for the outsourcing model, but either would actually suit the 3G.PP purposes. 

Part of the purported benefits of COPS-PR is that there is already work being done in the IETF on PIBS for COPS-PR. However, the work in the IETF is aimed at configuring the device capabilities to implement a particular policy. Since the management/configuration of devices is standardised separately within 3G.PP and uses a separate interface, it is viewed that the abstraction level of the work ongoing in IETF is not the same as that required in 3G.PP. Hence, the PIBs being developed in the IETF may not be that suitable for the specific purpose of the Go interface, thus limiting the benefits of COPS-PR over COPS-RSVP.

An indication from the GGSN to the PCF that a UE has lost radio contact is not tied to a specific media bearer established for a call. There is no existing work for either COPS-RSVP or COPS-PR which makes either of them more suited to this function. 

In order to support interaction/control between the session and the bearer, the application must ensure that requests and responses are delivered so that the state of the system is known. The COPS protocol is suitable as it requires a confirmation from the application for each decision that it has generated. This capability of course is applicable for both the COPS-PR and COPS-RSVP uses. 

It is noted though that there are other protocols such as Radius/Diameter that are used for outsourced decisions and also provide mechanisms to ensure that the messages have been delivered to the application. These protocols are likewise built to be flexible and extensible to allow the simple introduction of new functional capabilities.  Therefore, it is believed that there are no major protocol advantages to the selection of COPS-PR, or even COPS-RSVP, and that suitable alternatives exist.

It is further noted in the correspondence from the IETF RAP working group Area Director that there is currently no strong support for use of COPS-PR for other applications. A lack of operational experience with COPS-PR introduces greater operational risk for what is an important functionality, and that risk must be considered. Furthermore, the cost of developing/implementing/maintaining the protocol can be distributed over all the products implementing that protocol. Thus, 3G.PP would benefit both operationally and cost effectively from selecting only protocols and variants that either are, or will be, in widespread use.  Reuse of protocols that are already applicable to the products can give further reduction in costs and risks.

Conclusion

A summary of the consideration of COPS-PR can thus be made below:

· As described above, there is little direct benefit that from the existing IETF PIB work of COPS-PR because of the significant difference from the applications they have targeted.

· 3G.PP requires an application that provides outsourced decisions, such as that offered by COPS-RSVP, and which could also be provided with COPS–PR.

· There are other protocols such as Radius/Diameter that are used for outsourced decisions and also provide mechanisms to ensure that the messages have been delivered to the application.

· To minimise costs and risks to 3G.PP, it is important to select protocols/variants which are, or will be, in widespread use. Therefore, if there has been a marked change in the perceived future/support of a protocol/variant, then 3G.PP must consider the impact of that change. 

If there is reduced likelihood of widespread adoption of COPS-PR, then 3G.PP must re-evaluate the decision, as alternatives such as COPS-RSVP and other protocols such as Radius/Diameter are as well suited to the specific Go application requirements. 
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