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Introduction

At the SA2#21 meeting in Cancun, the reference architecture for the support of the presence service was defined. To be able to complete the 3GPP R5 standard on time, all interfaces to collect presence information from the network shall be based on existing R5 interfaces and procedures such as for example CAP, MAP, ISC or Cx. 

Discussion

This contribution proposes to add RADIUS to the list of standard procedures over which presence information can be collected from the network. In mobile networks, RADIUS is used for user authentication, IP address allocation, and for accounting purposes. This is based on a RADIUS Server that is connected via the RADIUS interface to the GGSN. The GGSN itself operates as a RADIUS client. The use of RADIUS within mobile networks is defined in the 3GPP standard TS 29.061. This is based on IETF RFC 2865 and RFC 2866. Additionally, mobile network specific attributes were specified. 

To collect presence information from the GGSN, the Network Agent in Figure 1 in Section 4 of TR 23.841 acts as a RADIUS Server. It uses the standard RADIUS procedures defined in TS 29.061. The GGSN does not have to be modified. RADIUS may be used in transparent network access mode and in non-transparent network access mode. In both modes, the GGSN can operate according to a Push model: when a PDP Context is activated or deactivated, the GGSN informs the RADIUS Server. This could for example be exploited to monitor the network attachment status of the user. Additional to these indications from the GGSN, a number of parameters that could be useful for the presence server are passed to the RADIUS Server. Examples are the IP-Address, the MSISDN and the IMSI. The complete list as well as the details of the RADIUS message flow between the GGSN and the RADIUS Server can be found in TS 29.061.  

Proposal

Siemens proposes to add a new reference point, denoted Pk, to the presence service reference architecture defined in Section 4 of TR 23.841. This shall reflect the ability to collect presence information from the GGSN using standard RADIUS procedures. 

4
Reference Architecture 

Editors note: This chapter describes the reference architecture, the reference points and interfaces used for Presence Service, and the Presence Service functionality within.
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Figure 1: Reference architecture to support a presence service
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