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1.
INTRODUCTION

This document proposes a message flow sequence for a presence enquiry within the presence service, building on previous Vodafone and Orange contributions S2-012815 and S2-013293. 

This paper considers the message flow between a user or entity (the A-Party) initiating a presence enquiry of another user or entity (the B-Party).

2
MESSAGE FLOW

Figure 1 illustrates the message flow for user A requesting presence information for user B in a different network.
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Figure 1: Presence enquiry message flow

1. The A party sends a presence enquiry to Watcher Application A (WA-A). The A party identifies B by B’s address (e.g. MSISDN or URI). The enquiry can be of various types, e.g.:

a)
“tell me the current state of B”

b)
“tell me all state changes of user B for the next x hours”

c)
“tell me when B next changes state”

d)
“stop telling me about B”

2. Watcher Application A ‘authenticates’ A and checks their credit status (details of authentication and credit status are outside scope of this message flow)

3. Watcher Application A sends a “Presence enquiry for B” message to Outgoing Presence Proxy (OPP).

4. The Outgoing Presence Proxy derives B’s network name from B’s address (details of how this is derived is outside the scope of this message flow).

5. The Outgoing Gateway Presence Server sends a “Presence enquiry for B” message to B’s network’s Input Presence Proxy (IPP).

6. B’s network authenticates network A (details outside scope of this message flow)

7. The Incoming Presence Proxy enquires of the HSS to identify the address of B’s Presence Server

8. HSS functionality returns the address of B’s Presence Server (PS-B).

9. B network IPP sends “Presence enquiry for B” message to B’s Presence Server.

10. B’s Presence Server processes the presence enquiry request (e.g. check A is one of B’s buddy’s and B still wants A to watch him/her).

11. B’s Presence Server raises charge record for A against A’s network (precise details are for further study)

12. B’s Presence Server sends B’s status back to Watcher Application A in Originating PLMN (may be returned via IPP and OPP).

13. Watcher application returns B’s presence to use A.

NOTE 1: Steps 12 and 13 are repeated as necessary if B party has been requested to provide regular presence updates.

NOTE 2: In the event that the presence enquiry message is “stop telling me about B” steps 10-13 are just an acknowledgement for watcher application A.

3.
PROPOSAL

It is proposed that the message flow from sections 2 should be included into a NEW section, entitled “information flows” of TR 23.841 “Presence Service: Architecture and Functional Description”.
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