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Introduction

At the SA2#21 meeting in Cancun the basic architecture figure for providing Presence Service has been agreed, and incorporated into [TR 23.841]. This contribution expands these results by providig description of the functional elements within this agreed architecture model.

Proposal

The following description of the functional elements is proposed to be added to [TR 23.841]:
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5 Functional Description of Network Elements

Editors note: This chapter describes the Presence Service specific functionalities of existing network elements and possible new network elements.

5.1 Presence Server

The Presence Server resides in the presentity's home network.

The Presence Server shall manage presence information that is uploaded by the User / Network agents, and is responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. 

The mechanisms of combining the presence related information will be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server is not required to interpret all information, the information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow users to fetch and subscribe for receiving presence information. 

From [4] point of view, the Presence Server acts as a network-located Presence Agent (PA): A Presence Agent is a SIP user agent which is capable of receiving SUBSCRIBE requests, responding to them, and generating notifications of changes in presence state. A Presence Agent must have complete knowledge of the presence state of a presentity. A PA is always addressable with a SIP URL. 

The Presence Server shall support internetwork operability mechanisms to allow for an interoperable Presence Service across multiple operators' networks and domains (e.g. external Internet). Mechanisms for locating the Presence Server shall be developed, especially with respect to these internetwork operability aspects. 

In the IMS the Presence Server is seen as a SIP Application Server, and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…). 

The Presence Server shall support authorization and security mechanisms, at least the following levels of authorization are foreseen:

· Providing presence information to any Watcher application that requests it

· Provide presence information to only those Watcher applications in an “allowed” list

· Ask permission from the User agent on a case-by-case basis

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.

The Presence Server could be extended to a generic State Agent, supporting subscriptions and notifications regarding other types of events than presence as well. An example for such event is the combined presence of a whole buddy list.

5.2 Outgoing and Incoming Presence Proxy

When a Watcher application intends to access some presence information of a presentity, it first needs to find the Presence Server containing this information. The Outgoing and Incoming Presence proxies provide tools for this process, such as address resolution, routing,  Presence Server identification, authentication and Service Level Agreements.  

The more exact functionalities of the Outgoing and Incoming Presence proxy depend on the relative location and trust relations of the Watcher application and the Presence Server. The following subsections give an overview of these more exact functionalities for some typical cases.

5.2.1 Presence Server and Watcher application located in an IMS network
Figure X below presents the mapping of the Outgoing and Incoming Presence Proxy functionalities to IMS network elements when located within the IMS along with the Watcher application.
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Figure X: Both the Watcher application and the Presence Server located within IMS

Note: In order to apply optimizations for wireless environment, such as those proposed in [12], the Outgoing Presence Proxy functionality can be augmented by an Application Server. Figure X presents such an Application Server as a dotted box. This Application Server would allow a Watcher Application to subscribe to the presence of several presentities with a single SUBSCRIBE transaction. This would help the scalability of the system.
There are two alternatives to locate a Watcher application in an IMS network:
· The Watcher application can be located within a UE registered in the IMS network, it is registered to a S-CSCF via a visited network P-CSCF – according to standard IMS procedures. 
· The Watcher application can be located within an AS behind an ISC interface.
The functionalities of the Outgoing Presence Proxy are then taken care of by the P-CSCF and the S-CSCF:
· A Watcher application located in a UE is authenticated by the S-CSCF according to procedures described in [5]

· The charging and accounting procedures are conducted as per procedures defined by [6], [7].

· The security mechanisms between the Outgoing and the Incoming Presence proxy is defined by [8].

When the presentity is located within and registered to an IMS network, according to the home control model its Presence Server shall also be located within the presentity's home IMS network. The Presence Server within the IMS is viewed as a SIP Application Server. Accordingly, the functionalities of the Incoming Presence Proxy are taken care of the following way:

· The procedures for locating, routing to and accessing the Presence Server of the presentity are defined in [9] and [10].
From [4] point of view, the Watcher Application sends a SIP SUBSCRIBE to Event: presence addressed to the presentity's SIP URL to subscribe or fetch presentity's presence information. The presence document will be provided from the Presence Server to the Watcher Application using SIP NOTIFY along the dialogue setup by SUBSCRIBE. If the presence document does not fit into the NOTIFY payload, the rules defined in [11] are followed, i.e. NOTIFY only contains an URL pointing to the actual location where the presence document can be fetched by the Watcher Application. The means to fetch the content can be seen as part of the Pw interface.

Note: One possible means to carry large presence documents between the Presence Server and the Watcher Application is to use HTTP, i.e. the Presence Server would host an HTTP server. In this case a security solution protecting that communication is needed.

5.2.2 Presence Server located in the IMS, Watcher application located in the external Internet

For a Presence Server located within IMS, the functionalities of the Incoming Presence Proxy are as described in Section 5.2.1.

For a Watcher application located in the external Internet, the Outgoing Presence Proxy may reside in a network capable of executing security functionalities as per procedures defined in [8]. This allows external Watcher applications to connect to Presence Servers located in an IMS network utilizing the Service Level Agreements between IMS network operators.
5.2.3 Presence Server located in the external Internet, Watcher application located in the IMS

For a Watcher Application located within IMS, the functionalities of the Outgoing Presence Proxy are as described in Section 5.2.1. Depending on the mechanisms and protocols supported by the external Presence Server, the Outgoing Presence Proxy may implement additional functionalities, e.g. mapping.
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